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CHAPTER I. FINDING THE PERIODS IN A PERIODIC CIPHER

With a working knowledge of the monoalphahetloal substitution
ciphers (Aristocrats and Patrlstocrats) the next step Is to learn
how to solve Periodics» Tills type embraces the Vlgenere Family:
Vlgenere, Variant, Beaufort, Qronsfeld, Porta, Portax, Nihilist,
Slldefalr, and the Quagmires, which will all be taken up In turn,
A Periodic ciphers means that a period Is used for enclpherment;

that Is, a keyword of a length agreeable to the constructor has
been employed. Since the cipher Is presented to you In groups of
five letters, you have to find the period used In each case - they
all vary In the use of keywords from three letters long up, though
rarely do they extend past thirteen; however. It has been known to
happen that a 20-letter key has been used.
To find such a period the Kaslski method Is applied, and there

are two sections of this: the short way suid the long vray. The short
way Is adapted when there are two- or three-letter repeats of the
clphertext for tabulations; the long way Is required when there
are no such repetitions and a single-letter tabulation Is neces
sary.
Given, this sample cipher - system unknown for the moment, with

the groups numbered (as Is done with all solution work of this
kind), and the repetitions underlined, for the sake of explana
tion:

5  10 15 20 26 30 35 40 45 50 55
BGZEY DKFVHC BZTOM LUNffi QNU^ YCRlffl GWMKC DDMP OFIAK OWW^ RFBLJ

60 65 70 75 80 85 90 95 100 105 110
JQDRM PNI^ ̂CUP IFI^ I^TJ UVVQE ElffiSZ DUDWE KKE3L IZW SBYUZ

115 120 125 130 135 140

UUVAZ HYEZ JFTAJ EMRA3 QKZ3Q FOPtM W

Tabulate all repetitions and write down the actual positions of
the first letter of each unit:
BG i-3U; RM-14-59; KA 24-77; MR 50-127; QA 64-103; VQ 66-83; AZ

74-114; AT 78-104; UV 81-112; EK 86-95; KE3 87-97; SQ 130-134,
Then, take the difference in each case, and factor this number:

BG 29 (unfactorable)
RM 45 3-5

KA 53 «
MR 77 7 11- -
QA 39 3 13
VQ 17 "
AZ 40 -45 8-10
at 26 13
UV 31 n
EK 9 3 9
KE3 10 --5 --10
gQ4 -4

Total each column, and the highest result indicates the true peri
od - with reservations at times; in this case 26 for 13, seems
plausible, but there Is a trigraph KE3, which, when weighed against



digraphs holds preference. KES indicates that the period may he 5
or 10. Frequently In the cases of 6 (2x3), 8 (2x4), 10 (2x5), 12
(2x6), etc., it Is difficult to know whether the smaller or the
larger number is the period, but proceeding v/lth solution clari
fies this situation, it Is so that this particular oloher has a
10-perlod.
(Sometimes In scanning clphertext for repetitions, groups such

as Kra, KVBj SX£, turn up. in such oases, they may be treated
as TegltTmate trlgraphe so long as the first letter of such units
is used for its position In the cipher.

But, suppose there are no repeats, or those that exist do not
establish a period? What then?

5  10 15 20 25 30 35 40 45 50 55
RNQJH AUKGV WOIVO BB3EJ GRYUS FMQLP OFTLC tmHKB BUTNA WYZQ3 NFWLM

65 70 75 ap 85 90 95 100 105 110
OHTOF Vl-IKTV HKVPK KSV^I TGSRB LNAGJ BFLAM EAEJW WGZG SVLBK IXHGT
115 120

JKYUC HLKTU MWWK

write In a vertical column the entire alphabet, and after each
letter, show the actual position of each letter in the cipher as:

A 6 45 83 89 92 115
B 16 17 40 41 80 86 104
C 21 35
D —

E 19 74 91 93
26 32 52 60 87
9 12 77 84 98 100 109
5 38 57 66 108 116
13 75 106
4 20 85 94 111
8 39 63 67 70 71 105 112 118 124
29 34 54 81 88 103 117

F

0

H

1

J
K

L

M 27

Now, take each difference
and every difference In each36 55 62 90 121

N 2 44 51 82
0 15 31 56 59
P 30 69

Q 3 28 49
R 1 22 37 79
3 18 25 50 72 78 101
T 33 43 64 76 110 119
U 7 24 42 114 120
V 10 14 61 65 68 97 102
W 11 46 53 73 95 96 122 123
X 107
Y 23 47 58 113
Z 48 99

Case, For example; A 45 minus
6, 83-6, 89-6, 92-6, HS-Jj
and 83-45,89-45,92-45, 115-
^ and 89-83, 92-83, 115-83;
and ̂ 52^^89, 115-89; and
TTH-92. And, then fa^or
these difference setting up
head-numbers from 3 to 12 in
clusive, and marking down
each time that the factor is
used in each of the differ
ences with a small tally* The
final results with the total
tabulations for each factor
in each of Wie letters of the
alphabet will be:



Total

3 4 5 6 7 8 9 10 11 12

A 3 1 — 1 1 — 1 1 2 1

B 9 .7 4 5 3 7 4 2 1 2

0 - 1 1 - 1 1 — 1 - -

D

E 1 1 1 1 1 1 1

P 2 3 3 1 2 1 1 1 1 -

G 5 5 4 1 4 2 1 3 1

H 6
T

3 2 2 3 1 1 2 1 -

1

J

X

3 1 2 1 1 1 3 1 _

K 13 10 4 9 8 3 1 2 3

L 4 3 4 1 4 1 3 1 2 —

M 4 2 3 2 6 3 1 1

N 1 1 1 1 3 1 - 1 - —

0 1 3 1 - 1 1 - - 1 -

P

Q

X

1 •• 1 1

R 5 1 1 3 2 — 1 * -> 1

S 4 4 2 3 2 1 1 1 1 —

T 4 3 1 1 2 — 1 1 2 2

U 5 1 2 5 1 2 3 1 2 2

V 5 6 2 2 . 1 2 3 1 1

w
V

9 4 5 3 8 1 4 4 3 1

A

Y

Z

2
1

2 3 2 1 2 - 1 3 1

total 87 61 47 43 57 30 35 21 25 16

ad x3 x4 x5 x6 x7 x8 x9 xlO xll xl2

The period la 7, This outstanding number is correct 90Jb of the
time. occaslTonally this is slightly off, but one of two (or at
most three) of the highest results, will give the true period*
Now, try your ability with the following; leep your tabulations

handy, for they will be used later on for solving, when the per
iods have been Identified; then, too, the type will be shown. Find
the periods of:

A. _
\mrCH ROaDP PVWS cxayy gyegd wtebj ccxnp ubepw duyys prkye esate
VS(aJJ HETJP UCLUP UISPD SAUWQ CPDLB XEVSQ OAAKO QYQWG AXUPT PDaZV
TKXQD SFDAP JMDKR MEPEQ PPPVP CCl'lEW JPRFD BOGAP UPNQO SPPNG EDPDL
RBKRY ZMGYP W

B.
ZIIBQ UJPQU QUOVQ NUDVQ PNOGZ PEYTD JPGJP WXPWZ EKGTE HQPSP VHKDR
DllYAW UXLNE KHVCJ TVQOH lODRP VXTHY PVYHR XUVPP VGDXN QQUGP ZULTP
WXHUU NEQNS GSXXQ IZIIB QURE

0 •
QERXZ UNJLD XRQEL SUVJN EPMYT YLXAN SKMOW VGBIQ RDUVy TINXA MZOPE
BOZED EKPMZ CZMTN LVALI lEVBD PSOPP OIVJL WRXPW DVBPO HJQGP NCLCV
XIPUP CPTVE JSKGZ OLBOT ABBBX MCNGP LGYZT TCDPY NJK
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D.

PXIZH GV&EU UOXIX MTEEJ ZOOCM OWZCL FMTOR I3IGH LKWPS MSIDX WCFBR
KPYXO PRJIL HFMCR IHUDU LVRLJ FVWS HTYFR RGPHQ VHilBL XQXMM TDVGU
JIITFM QEEJH WUHPW

£!•

JDXEN RAHTG OHPHD UAARO EBJJS WIFBC BMRNN INJLL SRIMT VGRCQ FNSYV
HCYQCi JV/YIA IGRJA IWNGP LHZPY DCQGG RRCIX ZWPD PZGYU XUPCQ ZJIJX
UGOYG WZJLU ACiAVA YKOPB QR

CHAPTER II. THE VIGENERE CIPHER

Periodic Olphere, of which you have learned to find i)erlods, are
actually a series of monoalphabetlcal substitutions such as the
Aristocrats, but since a keyword Is used, under each letter of
that keyword,"THere Is a separate simple substitution cipher (each)
one different), using all letters. In such a manner, that the re
sulting cipher Is a combination of several such substitutions.
Hence, It Is vital that the period length be determined, so that
each separate substitution may be broken down and solved.

The Vlgenere Cipher, the basic one for all of this group, ori
ginally used a tableau for both enclpherment and decipherment. A
row of the normal alphabet appeared at the top to represent the
plaintext; and below these 26 letters, appeared a series of 26
more alphabets In normal order, but each one starting with the next
consecutive letter, viz:
/
ABCDEPGHIJKLMNOPGRSTUVV^XYZ PT

ABflSEPflHlJKLMNOPSRgTUVWXyZ )
BCDEFOHIJKLMNOPQRSTUVWXYZA )
CDEFGHIJKLMNOPftRSTUVWXYZAB )
DEFQHIJKLMNOPQRSTUVWXYZABC ) CT

ZABCDEFGHIJKLMNOPQRSTUVWXY )

Since plaintext letters are represented by the top row, the key-
letters are shown at the extreme left under the (/) or "A" of the
top row; and where the two lines Intersect in the body of the tab
leau, the olphertext Is found. For example:

PT AND By taking F, the first letter of the key which ap-
key fed pears In the left-hand column, A-plalntext of the top
CT P R A row, and p at their Intersection, F-olohertext re

sults.
The use of such a tableau as above, has been considered a bit

unwlel^ for some solvers In the past, and so slides have now been
devised which do the same work and are simpler to operate. These
slides may be made up for each of the systems In the Vlgenere Fam
ily: Vlgenere, Variant, Beaufort, for example, each one differing
slightly In performance, which will be explained later on.
For the Vlgenere, two slides are constructed, each bearing the

normal alphabet "A-Z", and distinguishing the "high-frequency let
ters" In one of txiro ways: 1. they may be underlined; 2. they may
be shades with colored pencil, thus:
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A double-alphabet, in each case Is more flexible for solutions;
ABCDEFGHIJKLlQIOPQJlSTUVWXyZ^CDEFGHIJKLimOPQRSTUVWXYZ

QHIJKLI1N0PQR3TUWJXYZABC DEFGHIJKUIM0PQR3TUVWXYZABC DEF

With this setting at key-G, Just check with the tableau and see
for yourself t^t the results are identical: PT-N, CT-T; PT-I*
CT-0* in other words, the plaintext is constant, but the lower
slide is moved until the key-letter falls below the "A" of the up
per (or stationary) slide. Then, reading from "cne plaintext let
ters of this upper slide, the ciphertext is read from the lower
one, , _
Most solvers have their ovm sets of elides; some make them from

stiff cardboard, others get strips of wood from a lumber company
(or use plastic) from 3/8" to 1/2" wide and about 10" long. The
alphabets are typed to insure durability and then pasted on these
strips (if of wood), (The author's slides shaae xne nign-rrequen-
cy letters in red for the Vigenere, and green for the Beaufort,
for instance.)
Let's see what happens in an encipherment; the message COME AT

ONCE is to be used with the key TENIP; the key length is four, so
the message is set up in a block of four:

tent

The lov;er slide is moved until the T falls below the TTlTTni
"A" of the top slide, and the plaintext letters, in A T 0 N
turn, going down the column: C A C are enciphered as C E - -
V T V; then the lovrer slide is moved until the E falls
below the "A" and 0 T E becomes 3 X I; with N, MO equals Z B; and
^id-th T, again, EN equals X G,

gince cipher messages are witten in five-letter groups, this
cipher would be "taken off" as V3ZXA XBGVI, from left to right
horizontally:

TENT 3uppose, we look back, now, to problem D in Chapter I
V 3 7""X on the Kasiski method of finding the period. By nov;, you
A X B G will have learned that the key length is 7, so set up
V I - - the cipher into a block of seven letters wide; and mark

off a nev7 block of the same dimensions, which, of course
contains no letters at all. It is beat to vrrite this new block a
little to the left (or right) and parallel with the cipher block
for facility in decipherment (on quadrilled paper). Thus column
and n/o-by-rovr may be ^in?ltten in as procedure advances:

Remember, each column represents a separate P X I Z H 0 V
simple substitution cipher, but since examples G E U U 0 X I
of this sort, as well as those found in "The X M Y E P J Z
Cryptogram" are often too short to take a gen-
eral frequency and apply the customary technique
for solution. Above all, while these substitutions are separate,
they will not produce consecutive plaintext, but v/ill merely show
isolated letters In tliat particular substitution, to be coupled
with those letters that fall on either side in other substitu
tions, to make the true plaintext sequence. Here's where the un
derlined high-frequency letters on the slide come in;
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Go down column 1, and tabulate all letters which appear more
once; P-2, G-2, X-2, C-2, 1-3, T-2. Then, rearrange them "in

th^r normal sequence: C G I P T X. The lower slide is then moved
succesaively so the first letter c is under the high-frequency
letters, in turn: AEHINORST, and a reading is made of the

^ I P T X, to see if they, too, fall below other
high-frequency letters, if they do, the letter belox'^ the A of the
top slide is the hey-letter for that column; if they don*t, fur
ther tri^s are necessary (it might be added that high-frequency
letters do not always show up here, but the middle-frequency let-
ters might be acceptable), with C under A: G-E, I-G, P-N, T-R,

T M S TT E: G-I, I-K, P-R, T-V; X-Z; with C under H, G-L,
iZn T m ^ under I; G-M, l-o, P-V, T-Z, X-D; C under N:

. Z ' P-A, T-E, x-I (six hits) which are enough to acceptwithout going further.
with the p under the upper-A which is the accepted

w T ̂  and decipher the whole column: ARINNTHIATTCDR
«  writing it into the blank block and into- ooluirin 1 there,

no solumn 2; L-3, p-2, w-2, H-2; H L P W. There are
latti>T.o ̂  ̂  I'esults, 80 perhaps, in this case, high-frequencyP^^o^iaate in this column; this is not unusual,
tr, phases that a cryptographer runs into
H-2^n Try column 3: 1-3, lJ-3, C-2, 1-2, X-2,
at TT a« -4- -1 there are two passable settings at P and
fur'hpS place these two letters at the heading for
F-l: 3'8 letters. Column 4; M-3, G-2,
n-p p-pl P u 2 X seems best. Column 5: H-2, 0-2, P-2,
possible' roiimn a \ B gives four hits and is taken as
tinl E the?e 5; ^"2, R-3, E-2: E I L R W, with set-
R-3? L2 T pf^? ? accepted. Column 7; V-3, 1-3, Z-2,
thus rPoATTOT^ca f r setting R gives six hits. The keyword
itr^r^hrBPR ^ P ̂  B E R; not very promising is
the ending of

n g-g aup^fnnfv!?«^^ fragments with perhaps one or two
N T R honp. nSS Portions: SKA and But there is another
OFT vn? preceded by I or u. Try each one in turn,
N S I O undpi i-hi"?' 5 2?® cipher letter G is involved, place the
SKA V results in'the Y we
G H T the ^ gives an M under the upper-A; and of
R E 5 w ^ER seems more feaaiblS, Decipher-
A N ? V M adds Nil S A A U A T C T R T M E E
0 N S bv n. TT?TT? plaintext. And, now NQCE (preceded
L Y 1 dL bv S? TiSrr preceded by OR; TLYA preoe-
T H E are ®'^ ° preceded by R/H)
TJ R F S^vpfl Ideas, Try them out and accept the one whichU R E gives additional good plaintext,

V F R ^ Vigenere cipher, read the setting
w T 5 fnS Iteyword letter below the A of the stationary slide;
? f J «h?i^ appears in the same slide as this A,TAR while the oiphertext is in the lower slide,
DAS

E 3 - Here are some vigenere ciphers to solve. In "The Crypto
gram, they are often referred to as "viggies":
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problem 1«
AHGBR MQH&O WRTJH YONVR DYAPM RYQPN IDJSJ PGJDP XOJKU KAHYD lEURV
PPNIG UMAOP CCPIQ AHTYH KPAHO KWZL TYORR ROERV NCOYS RYVRR ZATOP
GMYEP GUILH PNKLI PWETW VXQAH GBVRE AOHKY PRVTJ OTVMB UP

problem 2,
JRQVY AUBRW IH003 SYWHK RPJPV CVNMM HGUKV UCVIL ZBVRG SXJLX lOZEM
CUADZ PABGK USUBN OXLEO QGZAL HBUNJ RVHLM RUWVD UVAPH EMGWA VQHBN
lYBVF VYAFJ PNTUU BVWWV YEBSP QCPME JWSPL LHDIG WHBUJ WPCGU HOMWM

Problem 3.
EAGLC ENQXtf BDPUN KBNPE lEHVX A5DSL XXGDB NEPNX BNPQR RUDHO ODAHY
KMHPL QELPV AONSL IKBSU DTRIZ EAJXI DNEXI STRBY MXNEP RCYCK ONPRG
PXGDQ PVIIA UUUSI JIPGE EELEW XNS5M ICURL ERPST YXMTI PJILP MNPHW
OZQAE RPERL BEMZ3 lALQP ATPRR IIEEE TRINR GQVZX E

Problem 4«
JJBVU AW3YM YOBVP HA3WI CMHTK GVMKR HTTZ3 HHOKJ UDHWM BHLME 3HZI0
COLTE OJXVY XGSAG 3JPBP EEIW WNWLG DEOJA BCDGI UWWWT HBTDH OLLJN
XURTO VOWYX WEGCJ PAYXW MPYWV RMXEA 3MAJQ CPMOO WEUO lEUHH JECOL
GMPMT IJWZX PI3V

Problem 5,
MHLVT HGDCA QXREA SMWCX V3CPK PDILL BLQDC 3X3PR ALQSN AD3NP ZVEKW
UJVTL KDQIE UWNCZ HEDIE PMRPL YCDJD HTWMA OERZT EBEBY WW3GP OCMXP
LRBGM APUPW COZRI VPGTB JRAUZ XMDBV 3IDX0 AQEZH KWNZI 3D0ME KPCIO*
EJ3DE

CHAPTER III. THE VARIANT CIPHER; THE BEAUPORT CIPHER

'■i^e Variant Cipher, another part of the Vigenere pamily, is Just
that: a varisint of the Vigenere. While the same two slides are
used as were used with the Vigenere, the kejrword is obtained in a
slightly different fashion, since the key-letter falls above the
lower A, instead of below. Por example, with the same enoipherment
of COME AT ONCE with the keyword TENT:

TENT TENT The setting of the two slides, for say, the
COME J X Z L initial T of the keyword is:
ATON HPBU
CE-- JA-- ABCDEPGHIJKLMN0PQR3TUVWXYZ

HIJKLMN0PQR3TUVWXYMCDEPG

Actually solving a Variant is no different from solving a vigen
ere, except that ^ the Vigenere procedure is followed through, a
peculiar keyword results (mixed letters); that is, no true keyword
is evident; something like JYUWPT appears, and is apt to confuse
the solver; but if he ever runs into such a case, he knows that
something is amiss, and that a Variant is before him instead of a
Vigenere; so perhaps the cipher has been mistitled.

in the Variant, as in the Vigenere, the plaintext appears in the
opposite slide from the one containing the key-letter: Vigenere.
below the A; Variant, above the A* The application of the high^
frequency letters in the slide is constant, however.
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problem 6.
UALOT SILKH RWEBN NRHNL THURD VPVCH DLSUC OABSM YMXPO QAUBR NPHFR
IBAOH YTMWT ENJVQ UPZHP AQWGZ M7HTB OENJD laiMP 3ULUA BPMLZ RNPNX
SMJTO DJHAF EKKSZ QWDZQ CLVRN PZXBZ WISTJ LNRNH RZ

Problem 7.
OQWDL KPVQJ DMMLT RRQWY AZMEQ NKRPK OR&NT PHLQQ JWLFL XUENC QDHMS
HNCAL LPSYV WVYUV UPPW(J UUSEY WEYZ LUQZJ PYSDG- PDXPR VSOHN CaKVX
3VQRP EHDAN AXXZY VWQOX LPLUT HMLZD YGYGO NXGYK PSMDA RZ

A third member of the Vigenere Family ie the Beaufort, and while
the same general procedure is applied, the slides are different.

1^1-^ normal alphabet, extending double length as before A-Z;the other is a reversed alphabet, also of double length z-A. It
looted then, thatthe substitutions are reciprocfiG., that

is, if I equals T at a certain setting, then T equals I at the
same setting. '
Again, using the same simple encipherment and the keyword TENT:

S  ? ̂ N T In the Beaufort Cipher, it does not make any
A m ft M m ^ ® ̂  difference whether the top A or the bottom Aaton TLZG is used for the indicator for each letter of

RA-- the key; the results are always the same.
Hence, the setting for T would be:

TSRQPONMLKJIHGPEDC ̂ZYXWVUTBRQPONMLK JI

T  i?® "period finding" of the examples of Chapter I.L  at E for the next problem, which is a Beaufort*

Problem 6*

TftYYV wSSft BHPVN GBZRH HAUV/L KPJHH OPPTI KJ3IB AARAN JOIAEpj™ 2CPNJG XRZTL PVNRQ EWUEP QLPRY ZBPAA ZGZDA QVCUYPEEYD BPTVX WYKUX RBZPT PRMCA IPOAO MGYAB JLNPK MEQRJ G

Problem 9*

t'rS? S^^ZP QMQPD NITHA NXUHE UGZTG HMGSM 3RCUP
52^^ TOCUP QQUPB PANAQ HBOON XOOQP DJCJK TPPDV TBRIOiTT3ZG ODUPB TETEL POIEB HRT3M DBQGA YUT

Problem 10.

ArmJp QliUUT MKPWD UEMVW BUAZR OEXVN N3PAD QGJRZ
FRMYN DUAUC OUUPU WZKYW GMEGL KD3ABNELCM EUCSU JAPQP AGHMP TOAZU BNLOA RAYOC BNAIZ OAKBO VNNJR EXBA



CHAPTER IV. THE GR0N3PELD CIPHER

The fourth merabere of the vlgenere Family is the G-ronsfeld Ci
pher. Here, again, slightly different slides eo'e utilized to pe3>-
form the needed Jobs of enolpherment and decipherment, one slide
Is the normal alphabet, either representing the top or the lower
position. The other slide Is In numbers:

.... 9876543210123456789 ....

one-half of these digits Is used for the enolpherment and the
other half for the decipherment. This means that only ten alpha
bets comprise the Oronsfeld Cipher as against 26 In the Vlgenere,
Varlcuit and Beaufort.

The normal method of enolpherment Is to write In a numerical
key composed of any digits 0-9 (there may be repetitions), and of
any length; some digits need not appear at all. Some constructors
prefer to adapt a literal key (letters) and convert them to nu
merals) thus:

C O N S T I TU T I ON
1 6 4 8 9 2 10 12 11 3 7 5

"l" Is assigned to that letter which Is foremost In the normal al
phabet; 2 to the next In succession, 3 to the next, and so on. If
there are two letters the same, the first one carries the lower
number, and the second (or third) those next In sequence. (This
Information will come In handy at a later date, when other types
of ciphers are Involved).
Again using a seunple numerical key with short text matter:

place the zero directly over (or under) the C, and Jot
6 2 3 4 do\m that letter which falls In Juxtaposition with the
COME 6 to the right, which Is I; do the same for the A, which
A T 0 N Is a; and again for C. With the second column, set the
C E - - zero with 0, T and E taking those letters which fall to

the right at 2. The finished block Is them:
6 2 3 4
I Q p I Decipherment of the Gronsfeld depends again on the
a V R R high-frequency letters as before, but In a slightly dlf-
I a - - ferent manner.

Look at Problem "B" In Chapter I; which period was
found to be 6. Set It up In a six-block:

Notit, having also set up a similar block with the Z I I B Q U
same dimensions, but blank, tabulate the cipher J F Q U Q U
letters which appear more than once In each col- 0 V Q N U D
umn. Colmnn 1: Z-3, J-2, X-2, G-4, R-3, U-3. Mark V Q P N a a
off a 3:*ow of digits: 987654321 0. Place Z P E Y T D
the dlglt-sllde with zero over (or under) each of
these six letters, and tally a mark under each
head digit which coincides to the position of any high-frequency
letter to the left. For each occurrence of the clphertext more
than once, tally extra marks In the proper columns, '•'•'he results
should be for Z: 3-6is, 3-7's and 3-8*s; for J 2-1*s, 2-2's, 2-5's
and 2-9*s; for X 2-4's, 2-5's, 2-6*s and 2-9*s; (while there are
also 2-0*s at the extreme last, disregard them, for the vital zero
appears over the first letter examined). For a: 4-2*s, 4-6*s. For
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R, 3-6*B, 3-7I8. '•'■'he total results are;

9 87 6 64 3 2 1 0
7 3 6114 5 9 6 5 3

andj alnce 6 with the 11 tallies is high, this is the proper set
ting for that column. Sometimes, there are an equal number of tal
lies for more than one digit, in which case tri^ and error of
substitutions provides the correct setting; sometimes there are
several which cannot be aex>arated one from another; in this case,
return to the column and tally the hi^—frequency letters which
apx>ear, as well as those appearing but once. This additional step
often straightens out the confusion. (And sometimes the constz*uc—
tor reverses his process of encipherment, whereby the decipherer
must work in reverse and follow his steps to the right. Remember,
zometimes zero will appear as one of the key digits, when the
plaintext is identical with the ciphertext.

Finish the solution of problem "b" of Chatper I and then try;

problem 11.
JCXMM HAZPP VXRJM SHWAU MQOOX HWRG QTYJL FZLLK SELTS IBNNU HSXLV
KLAWU ALBNY JLT&D ZQ(HJL BPVRK BttSTS IKATV VSUXW OXdSB TLARP BBMMD
VJFOL ULBAZ

Problem 12.

5^5!!^ OHGQO OZGVB PPUMP JDYPP WZLWO aSJOW OPVUQ KQRYQ- EFEPLQdTKOP ONJXS IKCXB HCILD SZGVB AJFWK EULC(J JCLRB TTTLH
DFNJL NXDUF JSSEU JJUMK WXUHJ WYXDW RFFXW

Problem 13.

SSSS IVGAG OERSA ZFWDF JEEHS XMLXE LMYMM
S5v53 2S5J5 aqxvl mqzlo bbikq erunh hilea qtusx nakoy nyzltDRIOS C8TRG KZORN GTOEX JWKJCR BYWKP QOZNM CWOOR ANDLR AKZSP NOXMW

CHAPTER V. THE PORTA CIPHER

The Porta Cipher is still another member of the vigenere Family.
This cipher uses a special table in which there are thirteen div-
isions, each of which produces a reciprocal lot of thirteen more
substitutions - e^ch of which is slightly different from any oth
er. However, in this cipher, an alternate of two letters is found

*®y7^®'''"ter, so uhat there are two (rather than one) pos-
el]billtieB, in establishing the keyword,

rae table, or chart is;



11

ABCDEPGHIJKLM .n
NOPftRSTUVWXYZ

pn abcBep&hijklm CD
OPftRSTUVWXYZN

pp ARCbBE&HlJTKLM ««
PaRSTUVWXYZNO

ARCbEPGHIJKLM
ft RSTUVWXYZNOP ^

TT AbCb"BPfiMlJKLM tt
RSTUVWXYZNOPG

p, ABCbEPfiHIJKLM „
^  STUVWXYZNOPQR ^

AbCbEPSHlJKtM
MN TUVWXYZNOPGRS

ABCbEPflHIJKLM .p
UVWXYZNOPftRST
ABCbEPfiHlJKLM

^ VWXYZNOPQRSTU
ABflbEP&HIJKLH
WXYZNOPftRSTUV

Tjv ABflbEPftHIJKLM
XYZNOPQRSTUVW

vnr ABCbEPtfHlJKLM ^n,
YZNOPQRSTUVWX

V7 ABCbEP&HIJKLM ^
ZNOPftRSTUVWXY

Again, applying thla technique to the TENT example;

TENT TENT A peculiarity of this system Is that since
COME YTr"3~TI half of the alphabet Is represented by the oth-
ATON WEIE er half's substitution, there never will be
CE YT found the letters A-M of the plaintext appear

ing as A-M of the olphertext; no N-Z plaintext
as N-Z olphertext. This phenomenon Is often helpful In placing
probable words, when no tips are given as to the direct placement.
For example: THE, one of the most frequently used words In the
English language Is bound to show up In the olphertext as (A-M)
(N-Z) (N-Z) combination, and so certain positions may be elimina
ted completely for a placement of THE. (Of course this Is most
useful In longer words), often these longer words are offered In
KThe Cipher Exchange" In "The Cryptogram" and placements found,
suppose we apply this theory to problem C of Chapter I; a plain
text tip Is given as BRITISHMUSEUM, and since the period of 9 has
been found, the cipher Is set up Into this size block. Now, scan
the cipher for letters which follow this pattern;

(NZ) (AM) (NZ) (AM) (NZ) (AM) (NZ) (NZ) (AM) (AM) (NZ) (AM) (NZ)
B R I T I S H M U S E U M

Remember for each letter of the key. if the first half of the al
phabet letters are used for plaintext, the latter half must be ol
phertext, and vice versa, ^e only place idiere all of them fit Is
at; XPWDVBPOHJQGP, so this plaintext tip may be written Into the
second (or blai^ block).
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(It might be wlsBy ae was done with the elide ciphers, to make
up a Porta chart for your individual use* such materials may be
kept in a amed.1 box along with other paraphernalia, where it is
always at your disposal).

Checking with the chart, then, using the known plaintext and
comparing the cipher letters, putting this information through the
chart, the keyword appears as;

BRITISHMUaEUM FT The («) indicates the repetition
XFWDVbpo H J ft (1 P CT of key letters, and so the key-
s" y c g a i q e a* 8 y d g ^ word must precede this point,
tzdhbjrfb'tzdh not necessarily in this complete

sequence, for some of the let
ters needed may belong at the left-hand side.
Examining: SYCGAIQEA

TZDHBJRPB certain letters may be taken out
as impossible:

SYCGAI(iEA
Now, starting from the left SY/TY (no T^DHB/RFB
suitable letter follows (except Y, which
may be set aside for the moment); so move one to the right: YC YD
(not possible for the beginning of a legitimate word); one more
to the rieht: CH CG D6 DH, follovred by AB, suggests CHA; and then
the IR to follow, makes CHAIR. So much for one word; what is left
is EA EB FA FB; AS AT BS BT; 3Y TY, and it doesn't take long to
discover EASY, so that the entire kejn-rord is EASYCHAIR.
So much for deciphering when tips are given, when they are not,

but the period is knovm, again make a tally of repeated letters in
a column. Go to the chart, and check through it, to see which hor
izontal paired row will give the best equivalents of the high-
frequency letters found therein; then Jot down the alternate let
ters found at the extreme left (or right) for keyword letters, (As
in all ciphers, there are bound to be wrong assumptions; but con
stant manipulation of hunches, and the crossing out of impossible
formations of fragmentary plaintext, soon establishes the correct
one, and fon-;ards solution.

Problem 14. EMPEROR
EYWRR MOTJJ QOHFA LTYQV 3QFPG EPWTG RVGUC DWBT EMLMN BYSOE OHFKW
YARQIi PEBSB ETVXM WVBGV XRTIT JJAMX EHADZ VCAXN MMV/ZR WALFY BTJSP
RTLLP LZDVD FZHGE PBKQR RUK^-TQ AEAOP Y

Problem 15. ITALY
WSMZM LZURN THIDW LRHFC NMIUH VHRMU QJWHQ ZIYYU TKNRP AYKWP EQAIA
GMJEQ XNHYP YIEJI SAQYL WREBA AIPYA PEWJX lYZNC JAVHK HKVFY XQUCM
OWPIT OMRGH JDGTV HXYME TNHGN NMCVW OAUTE XMZXI ARXE, OUTEA HLRYL

problem 16, No probable word given.
PUPDC WXITI MZCWR VOFEZ BV/MZJ BUPUO UBUHX ZLJSI VTXKJQ TPVNW BTDAW
WAPOX PIYTM HHZVN WTUBR GQXXI TVXRN WQZJN TMPJN XDENH CTXAR OEIEZ
RSTTG WAHXH WJADC lUBUP DRPGR G
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CHAPTER VI. THE PORTAX CIPHER

The Portax Cipher Is an adaptation of the Porta Cipher which has
Just been explained; but uses pairs of letters as a unit for enci-
pherment and decipherment as apart from single letters. A special
slide is required for its operation, and a keyword is needed.

ABC DEFGHIJKLM (stationary) ) _
.0 P QRSTUVWXYZNOP QRSTUVW....)

)  sliding

DPHJLNPRTVXZBDPHJLNPRT.... ) )
.CEGIKMOgSUWYACEGIKMOQS.... j Jqj.

(The above slide-setting is for G-H (key) directly under the A-
indicator of the stationary alphabet)

If the digraph RE is to be enciphered, take the R in the upper
row of letters (stationary) and the E from the lower pair of let
ters (sliding), and use the opposite corners of the oblong to ob
tain the ciphertext, or PI. Howevsr, if the digraph ER is to be
enciphered, take the E from the stationary alphabet at the top,
and the R from the sliding alphabet at the bottom to obtain PP.
It will be realized then,, that if the first letter of a digraph
is in the range A-M, the equivalent ciptiertext is dependent on
where the slide is used for the key—letter; but if the first let
ter of the digraph is in the range N-Z it slides along with the
paired rows of lower letters, and therefore all such digraphs
having its first letter in the N-Z range are constant, without
depending on the key used. The only exception is when the first
and second letters fall in the same column, in which case the key-
letter has to be known, for letters appearing above the needed
letters are used for the ciphertext.
in enciphering, use a keyword of any length that is convenient,

and then write the plaintext in two rows under it; continue to the
end of the message. When the firiaT'group is reached, if there are
not enough letters to make it complete (an even number), add a
single null, it is not necessary to complete the full block, how
ever. E. g.,

often (key) Set the 0 of the sliding pairs under the in-
I N N 0 V dieator A of the stationary alphabet, and enci-
A T I 0 N pher lA as GE (opposite corners of the oblong);
g w then SO, going down the whole column to enci-
e b pher all of it. Then, slide the strip until E-P
€ A "R 'B "P (key) is under the stationary A-indicator and
0 U N D X encipher that column. The resulting cipher is
u 1 then taken off in five-letter groups as usual.
Isi o

Finding the period in the Portax is dependent
on possible fragments of plaintext which are known (through the
N—Z combinations produced from the unchanged relationship of let
ters) -vdiich make sense without showing impossible combinations of
letters.
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For example^ to decipher the following:

SNPOW LBAMP ISOWU OOBXC WKMAT ZKTOV JCBLN CBJaB TAAJD IvnJKW HHVZN
MNUPM APBJK PCBSX JCJQX TimB MDCBJ CGU&R (90)

Ihere being 90 letters ih all, if the keyword is five letters
wide, there will be 10 rows of nine deep, paired; if the keyword
length is six, there will be 7 paired rows plus an additional row
of 6 (2 threes); if the key-length ie seven there will be 6 paired
rows with an additional row of 6 (two threes); if the keyword
length is 8, there will he five paired rows plus an additional row
of ten (two fives), etc, Thei cipher at heoid will be tested for 5,
6, 7, etc. periods until conflictions result in fragmentary plain
text, or the true period is found.

For 5;
S N P 0
L B A H

n t

e c

T

W
P
u

smnr
0 0 B X 0
u  y o
k  to

imnrr
Z K T 0 V
z  y
t  m

J C B L M
C B J a B
T A A J B
1 W U E W
r

5 H V Z M
H N U F M

X p t
q z a

(possible)

(possible)

(questionable)

(nothing to add)

n

(Impossible so
period is not 5)

For 6:
S N P 0 W L
B A M P I S

t u r

e d s
W U 0 0 B
C W K H A
o y a
s o c

Z K T .6 W
C B L N C
o  s t o
y  n d s

B 7 A B 'I' A
A J D I W U

y

E W U H V Z
N M N U P M
t  p t
s  r y

A P B J W P
C B S X J C
n  r o

f  t e
Q X T H 'V

n

(good)

(still good)

(better)

With the known
values inserted,
now comes an as

sumption or two:

N-T U R-L (natural)

U B M D G
n t o
h u n

TJ

B

n

„  _ r

(J - - -
U G R

Settii^ the slide so that N-A may be used, finds them in the
same colu^, which cannot be utilized until the key-letter is also
known. But, setting the slide so that L-S may be used is a differ
ent story. With the stationary L, put the slide so that the slid-

,  directly under the A-indicator; this gives A-0 as theequivalent of l^s, and also shows that column 6, with the last
letter of the keyword as fl-T. With this setting, go down column 6
^d wite in all plaintext which heretofore had to be ignored ow
ing to the fact that the first letter of each pair was in the A-M
range.
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In the third section of paired groups there is NY-NDS, idiioh
might be: NYaNDS, NYeNDS. If KB equals -A, and is tested, it is
found that A and B are in the same column and until the key—letter
is known, ceuinot be used* With KB to equal -E, this cannot be used
either, since E is in the lower row, and B is in the upper row and
no oblong results. NYeNDS is definitely wrong; and NY^DS is the
correct one, but nothXng may be added for the present.
Looking at the final group of pairs: -NTON -HUN-R (hundr ?) If

MC equals —D, again CD are in the same column and cannot be used
until the key-letter is known.
Little can be tested with any assistance, so perhaps a trial on

the key-word itself will prove something. With T in the final po
sition, various letters which precede it:ACEPHILNOPRS
U, are tried, putting the slide in each case under the A-lndioa-
tor, to see what pairs of plaintext result. At the E-setting, in
group two OM becomes TO* mhking -OYST/-SOCCU with R in the next
following group for OCCUR. Make all substitutions with key-letter
E in the fifth column, and it will be seen that the D needed for
HUNDR now falls into place. Prom here out, it should be fun to
find the rest.

Problem 17. Keyword length 9.
PPPPWPOSB TRMGDONJO WDPTUTLYB 3PMDITYNU WOBWLIPCM LNUAXZCXG
QWBWNKBGW CJCNKTRCB WHXVWKZFU JAALEQIUA SKJEKWKBD PWSACNKUI
ZAMNPK EXVMAM

problem 18.
NKCNJ MLIIR UWQUX CPNMS RYQET KWBSL KOCLL ZJJSJ YTEWS MXUAD KOJPD
TBGKJ HVHXD SJAMR JNQOW KCLCK LCOLL JBMAR GNTPI BDR (98)

problem 19.
LHZHP WOTKE DQDUM El-ILIA LALSA IDAMD WKPQH NPMVS PIK3B NCPCW BOIIZ
BNMWP WNN3K WNOJX WKJAA JQNWL KBNIB RTUAK NKKNE TU0L3 YMCBM N
(106)

problem 20.
UELAM OlMEJQ UAL30 AHYQA VNQSX BUBHL JDOPV BIGIL IN3NZ BBQID ISUTA
ELXCG HPHIM BVAKH PKGUP TQKBK EGDWW BLXMT CKFMR 3LC0L DEYU (104)

CHAPTER VII. THE NIHILIST SUBSTITUTION CIPHER

Another of the Periodic Ciphers - though not belonging to the
Vigenere Pamily - is the Nihilist Substitution, which employs nunH
bers to represent letters. The numbers are derived from a 6x5 Po-
lybius square, and since this square is used for several different
ciphers, an explanation is forthcoming. In order to account for
the entire alp^bet of 26 letters, in a block of but 25 cells, I-J
are generally combines; but occasionally it is found that U-V or
W-X occupy the same cell; or, even Q or Z may be omitted instead.
A normal square would be, with digits assigned across the top and
down the left side:



u N I T E
D S A 0 F

M R C B a

H K L P <1
V W X y z

taken off

16
1 2 5 4 6 This A Is represented by 11; L by 31 and T by 44.

1 A B C D £i However, all polybius squares are not normal;
2 F G- H I K some contain a keyword, and the time seems right
3 L U N 0 F to explain this i^se as well, which may also ap~
4 Q R S T U ply to other types of ciphers.
5 V W X y Z When the term "keyword alphabet" is used, it

means that the normal alphabet sequence has been
disrupted in some manner. The commonest way of doing this is to
choose a keyword, with or without repeated letters. If there are
repeated letters. Jot down the keyword omitting the repeats and
give the remaining letters of the alphabet in their natural order.
For example, suppose the keyword: UNITED STATES OF AMERICA is se
lected; omitting the repeated letters becomes: UNITEDSAOF
M R 0 with the remaining letters of the alpl^bet BGHJKLPQV
V X Y Z added. Now, this new or "keyword alphabet" is set up as a
Polybius square, thus:

The same numerical values are allotted as before,
in accordance with the 1-5 at top and left.
If, for some reason a further mixed alphabet is

required, a process known as a transposition block
is employed. Take for example, the keyword of ten
letters: BLACXSMITH, which is set up as:

BLACXSUITH and the resulting alphabet is th
DEFGNOPQRU by columns starting wilii 1:
V W X y Z

BDVLEV/AFXCGyNZSOMPIQTRHU

The Polybius square would then be: 1 2 3 4 5
IBDVLE

using a norma, or standard square, and using 2 W A F X C
TENT for the keyword as before, and with the 3 0 y K N Z
same plaintext example, select from the square 4 S 0 M P I
at the top of this page, the digits to represent 5 a T R H U
each letter of the key: T-44, e-15, n-33 and
T-44; write them horizontally across the worksheet. Underneath
them, show the message COME AT ONCE, also with their proper digits
assigned to each letter:

parts of this enoipherment, key and
C—13 0—34 M—32 E-ib letter values are then added to produce the
A-11 T-44 0-34 N-33 ciphertext: COME: 57 49 65 59; ATON: 55 59 67
C-13 E-15 — — 77; CE: 57 30,

It will be noted that again each column is a monoalphabetical
substitution in itself, and again the reading or value of these
letters is dependent on the letters which fall on either side of
them.
Finding the period in a Nihilist Substitution is slightly dif

ferent from that method used with the Vigenere Family; but there
are still two ways of doing so, a short way and a long way. The
lowest number of any key-letter which may be added to the lowest
valued plaintext letter is 11, with a total of 22; the hi^est
combination is two 55*8, or 10 (110); and, by the same token, 6,
7, 8 or 9 are not involved in either the tens* or the ones* ad
ditions - but they may result in a sum. liOiere are certain phenom
ena: a cipher 22 can only mean 11 plus 11; and 10 can only mean
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the aum of two 55*a. Zero In the onea' column meana that two 6*a
liave been added^ naturally; and the aame la true of the tena* col
umn* All other auma Involve alternate a and there la no hard and
faat rule to govern them.

The ahort way of finding the period; acan the olphertext to aee
If 30 la to be found In more than one Inatance. If ao, treat It aa
though It were a repeated digraph^ and note Ita poaltlone In the
cipher. Find the difference and factor It. If 30 doe a not appear,
try the loweat numbera repreaentedj then the hlgheat, and follow a
Blmllar procedure, aa with two 26'a or with two 94'a•

'•^-'he long way; aaaumlng that a 3-perlod la to be teated; compare
the let with the 4th number, the 2nd with the 5th, the 3rd with
the 6th, etc. In doing ao, watch to aee If two numbera within the
1—2—3—4—6 range may be added to produce flrat the tena* aum and
then the onea* aum. If, at any time, 6-7-8-9 la Involved, that pe
riod la wrong* For a period of four, teat the lat with the 5th,
the 2nd with the 6th, the 3rd with the 7th, etc.. In the aame man
ner. When confllctlona arlae, that period aaaumptlon la wrong. And
eventually the true period la found*

Thla explanation may be best underatood with an example;

64 38 35 73 29 54 44 30 54 85 25 65 27 39 54 64 29 76 27 57 22 73
45 97 23 50 46 73 38 58 26 59 45 53 27 77 44 47 56 75 38 56 23 59
35 76 47 86 27 48 55 86 48 57 27 50 22 84 58 75 27 48 55 65 29 54
26 58 35 86 38 86 57 58 26 56 38 76 25 57 65 77 58 77 34 57 22 77
37 97 56 49 43 57 25 76 23 48 65 55 38 78 35 30 53

There are 2 30* a at poaltlone 8-104; difference 96, factored 3,
4, 6, 8, 12; there are 3 22* a, at 21-57-87; dlfferencea 36, 66,
30; factored 3469; 36 11; 356 10. Six aeema constant and may
be assumed aa the txnie period. But, If no such clues are offered,
what then?

For a 3—period, compare the lat (64) with the 4th (73). within
the llmltatlona of the polyblua square, both have suitable numbera
which may be added to produce each one; 2nd (38) and 5th (29); OyS
O.K., again* 35-54, 73-44 and ao on until 54-30'la reached* In the
ones* digit to produce —4, would require 1-2-3; In the -0 of the
30, would require 5-6-7-8-9; ao a 3-perlod la wrong.
With the above example In a 6—period, set It up aa was done with

the Vlgenere Fainlly ciphers. In bloQi: form* Now, acan column 1 for
the lowest and the highest numbera therein; 23, 64. To produce the
2-, only 1 may be added to another 1; and thla aame 1 may be sub
tracted from the 6— to produce 5-. With the —3, 1 and 2 may be ad
ded; and for the -4, 1, 2, 3 may be added* Hence, the Key-numbers
for column 1 have alternates; 11 and 12. Putting A and B through
the normal square brings out A and B* In column 2; the lowest
her la 30 and the highest, 59. With 3-, 1 and 2 may be
the 5—, 1—2—3—4 may be added ao 1 or 2 are acceptable; with the
—0 and —9 only 5 may be added, ao the alternates of thla column
for the Key are 15, 25, or E, K. Sot beside AB of the first column
then, the Keyword must commence with either AK or BE. ("e seem to
have overlooKed the fact that 30 can only be the aum of 15 and 15,
ao AK may be discarded). But perhaps acme plaintext will reveal
which la right. In some other case. Subtract 11 (A) from say, the
first three letters In the blocK; Q, that's a stopper right off
the bat; try to subtract K from column 2 to aee If U results; If
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not, then aK ie wrong. And after this test Is made, 1 shows
With BE as the keyword beginning, we get WH ME El, all possible
digraphs. So we are on the right track at last. Continue with this
solution, and then try:

problem 21.
43 46 48 44 55 74 46 68 45 47 35 67 66 54 38 58 76 47 29 77 69 64
56 68 65 46 49 67 48 55 67 65 66 66 27 56 35 64 47 78 76 66 25 46
39 65 47 77 74 58 46 48 38 67 65 68 65 46 58 56 39 35 47 86 45 69
57 48 67 35 57 77 75 48 57 77 39 36 57 65 76 47 56 48 39 35 57 77
56 37 25 64 59 46 54 75 43 66 57 75 39 65 67 68 65 46 48 66 35 65
47 77 54 55 29 68 58 36 47 89 64

Problem 22.
87 46 57 56 62 39 65 85 47 86 78 85 36 63 58 67 53 55 92 26 73 58
45 84 39 05 39 74 66 47 75 37 85 46 65 85 34 73 68 74 49 76 65 46
64 58 82 29 55 86 77 57 55 82 49 83 54 56 56 67 75 46 82 58 65 86
48 84 26 64 57 34 63 39 03 49 75 66 38 84 67 62 57 46 78 68 84 39
03 38 55 87 38

With a Polyblus square that Is mixed, that Is, contains a key
word, the solution of a Nihilist Substitution cipher is slightly
varied. While the period may be found, of course. In the accepted
way described above, the actual substitutions must be assumed, for
It is not known the format used In the square. Hence It will be
necessary to convert the whole olphertext Into one long monoalpha—
betlc substitution and then solve It as one would a patristocrat.
Some alight complications may arise in taking a frequency count of
each two-digit number, for. In setting up key-letters, two or more
alter^tes may result. However, this may be overcome in time, by
establishing or finding certain plaintext which will read properly

solver he Is on the right track, in such ciphers In
The Cipher Exchange", It Is customary to give a tip or two. Here

la such a problem with the tip: LAND AND WATER. Hint; try to es
tablish which Is "E", and then try to fit In the "e" of the tip
Into the various places, with corresponding high-frequency letters
falling In their correct places from the frequency distribution.

Problem 23. LAND AND WATER
94 63 52 94 66 34 95 54 95 87 45 73 86 44 54 76 04 63 44 05 86 65
93 85 85 96 32 82 67 54 93 85 73 93 66 73 86 65 86 64 75 66 75 85
78 67 63 96 63 63 66 96 79 44 82 86 74 83 64 8 2 67 74 74 54 9 5 93
32 05 86 3 5 63 84 74 83 62 02 67 5 6 65 97 65 53 43 03 99 43 82 95
94 96 66 06 96 55 86 95 06 63 62 93 67 67 53 76 85 83 54 76 97 43
75 77 85 85 43 96 97 64 74 67 84 87 73 84 56 54 62 66 76 74 66 03
78 33 95 76 97 65 42 62 99 74 95 88 74 83 63 84 56 55 84 97 04 64
32 83 90 55 82 88 85 73 63 72 90 55 62 54 06 55 75 92 98 44 82 84
73 94 33 84 97 33 63 96 85 85

The following table Is helpful with the use of a standard polyblus
Square. At the top If the key-number, at the left Is the plaintext
letter; and where they Intersent Is the cipher-letter or number.
In solving, knowing the key-letter and the cipher letter (number),
set the key-number and go down that column to the cipher number,
and move to the left to-Jlnd the plaintext number.
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<
3
4
3
5
3
6
3
7
3
8
<
4
4
4
5
4
6
4
7
4
8

5
4
5
5
5
6
5
7
5
8
<
6
4
6
5
6
6
6
7
6
8
 <

D
1
4
t
2
5
2
6
2
7
2
8
2
9
 <
3
5
3
6
3
7
3
8
3
9
 <
4
5
4
6
4
7
4
8
4
9

5
5
5
6
5
7
5
8
5
9
 <
6
5
6
6
6
7
6
8
6
9
 <

E
1
5
 <
2
6
2
7
2
8
2
9
3
0
<
3
6
3
7
3
8
3
9
4
0
 <
4
6
4
7
4
8
4
9
5
0

5
6
5
7
5
8
5
9
6
0
<
6
6
6
7
6
8
6
9
7
0
<

P
2
1
 <
3
2
3
3
3
4
3
5
3
6
 <
4
2
4
3
4
4
4
5
4
6
 <
5
2
5
3
5
4
5
5
5
6
6
2
6
3
6
4
6
5
6
6
 <
7
2
7
3
7
4
7
5
7
6
 <

a
2
2
 <
3
3
3
4
3
5
3
6
3
7
 <
4
3
4
4
4
5
4
6
4
7
 <
5
3
5
4
5
5
5
6
5
7
6
3
6
4
6
5
6
6
6
7
 <
7
3
7
4
7
5
7
6
7
7
 <

H
2
3
<
3
4
3
5
3
6
3
7
3
8
<
4
4
4
5
4
6
4
7
4
8
 <
5
4
5
5
5
6
5
7
5
8
6
4
6
5
6
6
6
7
6
8
 <
7
4
7
5
7
6
7
7
7
8
 <

I
2
4
 <
3
5
3
6
3
7
3
8
3
9
 <
4
5
4
6
4
7
4
8
4
9
 <
5
5
5
6
5
7
5
8
5
9
6
5
6
6
6
7
6
8
6
9
 <
7
5
7
6
7
7
7
8
7
9
 <

K
2
5
 <
3
6
3
7
3
8
3
9
4
0
 <
4
6
4
7
4
8
4
9
5
0
 <
5
6
5
7
5
8
5
9
6
0
6
6
6
7
6
8
6
9
7
0
 <
7
6
7
7
7
8
7
9
8
0
<

L
3
1
 <
4
2
4
3
4
4
4
5
4
6
 <
5
2
5
3
5
4
5
5
5
6
<
6
2
6
3
6
4
6
5
6
6
7
2
7
3
7
4
7
5
7
6
 <
8
2
8
3
8
4
8
5
8
6
<

M
3
2
 <
4
3
4
4
4
5
4
6
4
7
<
5
3
5
4
5
5
5
6
5
7
 <
6
3
6
4
6
5
6
6
6
7
7
3
7
4
7
5
7
6
7
7
 <
8
3
8
4
8
5
8
6
8
7
 <

N
3
3
<
4
4
4
5
4
6
4
7
4
8
<
5
4
5
5
5
6
5
7
5
8
<
6
4
6
5
6
6
6
7
6
8
7
4
7
5
7
6
7
7
7
8
<
8
4
8
5
8
6
8
7
8
8
 <

0
3
4
<
4
5
4
6
4
7
4
8
4
9
 <
5
5
5
6
5
7
5
8
5
9
 <
6
5
6
6
6
7
6
8
6
9

7
5
7
6
7
7
7
8
7
9
 <
8
5
8
6
8
7
8
8
8
9
 <

P
3
5
 <
4
6
4
7
4
8
4
9
5
0
<
5
6
5
7
5
8
5
9
6
0
 <
6
6
6
7
6
8
6
9
7
0
7
6
7
7
7
8
7
9
8
0
 <
8
6
8
7
8
8
8
9
9
0
<

Q
4
1
 <
5
2
5
3
5
4
5
5
5
6
<
6
2
6
3
6
4
6
5
6
6
 <
7
2
7
3
7
4
7
5
7
6
8
2
8
3
8
4
8
5
8
6
 <
9
2
9
3
9
4
9
5
9
6
 <

R
4
2
<
5
3
5
4
5
5
5
6
5
7
 <
6
3
6
4
6
5
6
6
6
7
 <
7
3
7
4
7
5
7
6
7
7
8
3
8
4
8
5
8
6
8
7
 <
9
3
9
4
9
5
9
6
9
7
 <

S
4
3
 <
5
4
5
5
5
6
5
7
5
8
 <
6
4
6
5
6
6
6
7
6
8
 <
7
4
7
5
7
6
7
7
7
8

8
4
8
5
8
6
8
7
8
8
<
9
4
9
5
9
6
9
7
9
8
 <

T
4
4
1
5
5
5
6
5
7
5
8
5
9
 <
6
5
6
6
6
7
6
8
6
9
 <
7
5
7
6
7
7
7
8
7
9

8
5
8
6
8
7
8
8
8
9
 <
9
5
9
6
9
7
9
8
9
9
 <

U
4
5
 <
5
6
5
7
5
8
5
9
6
0
 <
6
6
6
7
6
8
6
9
7
0
 <
7
6
7
7
7
8
7
9
8
0

8
6
8
7
8
8
8
9
9
0
 <
9
6
9
7
9
8
9
9
0
0
 <

V
5
1
 <
6
2
6
3
6
4
6
5
6
6
 <
7
2
7
3
7
4
7
5
7
6
 <
8
2
8
3
8
4
8
5
8
6
9
2
9
3
9
4
9
5
9
6
 <
0
2
0
3
0
4
0
5
0
6
 <

w
5
2
 <
6
3
6
4
6
5
6
6
6
7
 <
7
3
7
4
7
5
7
6
7
7
 <
8
3
8
4
8
5
8
6
8
7
9
3
9
4
9
5
9
6
9
7
 <
0
3
0
4
0
5
0
6
0
7
<

X
5
3
 <
6
4
6
5
6
6
6
7
6
8
 <
7
4
7
5
7
6
7
7
7
8
<
8
4
8
5
8
6
8
7
8
8

9
4
9
5
9
6
9
7
9
8
<
0
4
0
5
0
6
0
7

0
CD

Y
5
4
 <
6
5
6
6
6
7
6
8
6
9
 <
7
5
7
6
7
7
7
8
7
9
 <
8
5
8
6
8
7
8
8
8
9
9
5
9
6
9
7
9
8
9
9
 <
0
5
0
6
0
7
0
8
0
9
<

Z
5
5
1
6
6
6
7
6
6
6
9
7
0
 <
7
6
7
7
7
8
7
9
8
0
 <
8
6
8
7
8
8
8
9
9
0
9
6
9
7
9
8
9
9
O
C
1
O
6
0
7
0
8
0
9
1
0

A
B

C
D

E
 P
0

H
I

K
 
L

M
N
0

P
Q

R
S

T
U
 
V

W
X

Y
Z

N
I
H
I
L
I
S
T
 
N
U
M
B
E
R
 
T
A
B
L
E
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CHAPTER VIII. BECOVERINO ALPHABETS

Before going into the Quagmire eerie it might be well to ex
plain how to recover keyworde in many of the cipher types. In the
Arlatocrate^ or Patrlstocrate, often these types are marked as
■I"! "11", "III", or "IV" after the title, and some eben have an
"H" added. While the type is always given with the Quagmire, the
"M" is not shown, and the solver has to determine that for him
self.

I. This means that the plaintext alphabet contains the keyvford and
the cii^ertext alphabet is the normal sequence as:

SHORTCAKE BDPOIJLMNPQUVWXYZ PT
YZABCDEFO HIJKLMNOPQRSTUVWX CT

II. This is Just the reverse with the keyword in the cipher alpha
bet:

ABCDEPOHIJKLMNOPQRSTUVWXYZ PT
0 R T C A K E BDPOIJLMNPQUVWXYZ SJI CT

To solve either of these, only some of the letters are found to
be substitutes, in solving, and the rest ^ve to be worked out.
For either I or II:

ABCDEPOHIJKLMNOPQRSTUVWXYZ
U-XYZ-IND--ORMAB-EPOH-K

Knowing that the keyword alphabet uses a keyword first, elimin
ating the repeated letters and then using the remaining letters,
some guesses may be inserted automatically as:

UvXYZ-IND--ORHABcEPOHiKlpq
w  d P q a

q s t

and with a bit of Juggling of assumptions the missing letters may
be placed for the keyword WINDSTORM in the above.

III. !Riis indicates that the same keyword is used in both of the
alphabets:

BALTIMORECDPOHJKNPQSUVWXYZ
NPQBUVWXY Z BALTIMORE C D P O H J K

It will be notices that each alphabet is identical with the oth
er, but at a different spot; hence, any fragmentary substitutions
will have to agree in that sequence somewhere; and, by this know
ledge, this entire alphabet may be recovered, e.g.:

ABCDEPOHIJKLMNOPQRSTUVWXYZ
X-YJO BRZW-U8A-KDEP -p-
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The otvlouB place to loolc for ae an opening wedge, is JK, PQ, or
V\«3CZ, the least-used letters in a cryptogram or cipher, if the
latter uses this sort of an alphabet. Test each spot separately,
and if the substitution offers a logical sequence - with letters
omitted for a keyword - accept them. JK-DR, not bad. PQ, only P
is shown and this is not enough to work on. VWXYZ, no V, but VX^Z-
LACK, which looks fine. Hence on a worksheet, set up:

LACK WXYZ

WXYZ and. then, —p- idiich unfortunately doesn't help. So, now set
up: -P-R -y-j

LACK and again -P-R testing each new fragment obtained. The
-P-R suggests -PQR, and the -Y-J, as -YZJ, the J starting the key
word if this is true. By returning to WXYZ and adding J, we get:

LAGKD -PQRS -YZJO-N
WXYZJ and again LAGKD and still again -PQR3TU and then continu
ing:

LAGKDEP -PQRSTU -YZJO-N
WXYZJO- LAGKDEP -PQRSTU and finally:

LAGKDEPghimPQPSTUW/XYZJO-N
WXYZJO-N-B-AGKDEP P-RS-U which results in

JOHI'IBLAGK as the keyword and it appears in both alihabets.

IV» A IV-type indicates that a different keyword Is used for each
of the ailphabets:

GIPHERABDPGJKLMNOQSTUVWXYZ
P Q R T U W X Y Z SOLVING ABGDEPHJKM

The general procedure of recovery Is the same as III. Here,
fragments are linked so that they contain letters of the alphabet
sequences with gaps (for the keywords) and then continuing in the
expected order. Por instance:

ABGDEPGHIJKLMNOPQRSTUVWXYZ
OLXSNYZ-R--A-WT--MGDP-V-I-

JK gives nothing, nor PQ, nor even VWXYZ. Hence, some other spot
has to be examined. What about MNO in the lower alphabet?

B R E A I  0 W N SPGL SD U Y
L M N 0 p q r s t u V w xyzabcdefghljk

B R E A W N G P G U V w Y z (then the start of keyword)
L M N 0 V W X Y Z W X

P G H I or:

U V w Y Z B R E A - - D 0  WNGPGhiJklmpqst
W X

P G H I J L M N 0 p q r stuVWXYZ-R--A GD

The upper keyword now looks like BREAKDOWN. Let's see what dS'
velops in the lower one:



zz
BREAKDOWNOPGHIJLMPQSTUVXY Z
LMNOpSTVWXYZ-R-A CDPghl J

q  Ic with the
miaaing lettera: B E K U (P-Q) (J-K). It lan't long before the
keyword BREAKUP la revealed.

When an "m" 1b annexed to the algnlflcance of a keyword recovery
It meana that a tranapoaltlon block waa uaed to aet up thla alpha
bet, and two auch alphabeta may be devlaed. The flrat, la by ta
king, off by columna In a normal 1-2-3- etc. order; the second by
taking them off aa waa done with the Nlhlllat Tranapoaltlon Olivi
er (Volume I, Chapter VIII):

1. BUOYANT and the reaultlnf; alphabet:
C P B P a H 1 •
J K L M P Q R BCJSUDKVOELWYP1C5CAOPYNHQZTIR
8 V W X Y Z

2. 12 5 1 6 7 11 9 10 8 4 2 6 and the resulting aQ.phabet:
ZEAIjO us TRitClt
BDPGH JM NPQVW APCVEDYIQJCWLGOHRPSMTNUJZBX
X Y

The longer the keyword, the shorter the depth of the block and
the harder to recover, but It can be done. Solution depends on
separating the segments, which are handled as a unit; that Is, al
lowing one (or two) lettera to appear In a keyword, then the fol
lowing lettera to be In normal sequence with gaps, of course, as:
B d 1 y, E f m z, etc. Here the BE wo'uld be In the keyword, and
DP LM YZ would be the expected sequences to follow such a keyword.

sections are determined, each la written vertically with
a link tested for the final lettera. As an example;

OXJS«EPPW« IT&QY»MDLV*NAHRZ'OBKU

pie S W Y V Z U lend themselves agreeably to suoh an arrangement
and taking z, then Y, then W V S In that order and writing them
vertically:

I B Numerical keys sometimes may be recovered to a
3  keyword, but more or ten only random sequences are
4 2 ? « uaed by a constructor. Since obtaining such a key-J K L P Q R word does not affect the solution, and such a key
5 U V W Y Z recovery Is not required with the solution, some

readers of «The Cryptogram" prefer to Ignore the
follwlng. on the other hand, it la often fun to try to obtain a
legitimate keyword In thla fashion. Given; 5137264 (7 units)
Since there are 26 lettera In the alphabet, divide by 7 and show
four (or more as the case may demand) under each digit, thus;

The teat la to pick out Just which letters In a 5137264
row, when arranged In linking form, will give a J A b 0 6 6 P
legitimate word. When thla la done, the keyword K 5 B V 7 P 6
obtained might not be the exact one which the L C P W D R H
constructor used, but It will serve Its purpose. H D G X E S I

N E H Y P T L
0  G U M
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KEYWORD RECOVERY PROBLEMS:
Type I.
ABCDEPGHIJKLMNOPQRSTUVWXYZ
B-VWX-Z-R E-ULB-HIJK-N-P-

Type II,
ABGDEPOHIJKLMNOPQRSTUVWXYZ
H-KMQR V YZPL--ONI--D-P-

Type III.
ABCDEPGHIJKLMNOPQRSTUVWXYZ
OH-O-Q-S-AB-U PX-Z-BM-N-J

Type TV.
ABCDEPOHIJKLMNOPQRSTUVWXYZ
L-OBOC-AY HZJMN-DRXQ-T-V-

Type "M" using a Transposition block.
1. BHTOMXEDOZIKWLJVPPQRANYUOS

2. AJWCKXDOENZHLYMBPSGRTIVUPQ

3. APTECQOBPZIKWMOYNHVRD3ULX(25 letters;

this is a 5x5 Polybius square and I-J occupy the same cell)

in recovering some Polybius Squares, for example, with the Phil
lips Cipher (Volume I, Chapter XX), if the transposition block has
been used to scramble the alphabetic sequence, it presents a foiv
midblo problem of recovery. Since the diagonals of such a square
are known, and they must be kept as such, shifting rows and col
umns will eventually bring about a logical sequence from which to
proceed. But remember, if a row is moved, say from the 5th posi
tion to the 2nd, then the column must be moved in like manner. Not
to do so, results in the wrong diagonals, and the square cannot be
recovered, then. After every move of row/column check to see that
the original diagonals are held; if not, go back tc the basic
square and start over.
Constructors are known to complicate a 5x5 square when they can.

Sometimes a route is used, as explained in Volume I Chapter VI in
the Route Transposition Cipher; sometimes a mixed alphabet is em
ployed which has been put through a transposition block. If you
are A "recovery alphabet addict" test your wits against the con
structor in each case.
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CHAPTER IX. THE QHAGHIRE CIPHERS I AND II

The next three ohapters will deal with the Quagmire e, periodic
ciphers similar to the Vigenere, but using one or more mixed al
phabets instead of two normal ones. There are four Quagmires*
I, II, III and IV respectively. Since "I" and nii» are the least
complex, they will be handled in one chapter.
in "I", there is a stationary mixed alphabet for the plaintext

against which is slid a normal unmixed alphabet for the cipher-
text. Two keywords are needed for the encipherment and decipher
ment: the one which is used in the mixed alphabet; and the second
which represents the width of the block (period). An Indicator is
also required; it may be the A of the stationai*y alphabet, "or it
may be any other arbitrary letter. Under this indicator will ap
pear the "second" keyword letters. Using "QUAGMIRE" as the alpha
bet keyword for the mixed alphabet and the keyword CASH, encipher
ment is:

* (indicator)
QUAGMIRE BCppHJKLNOPSTVWXYZ PT
ZABCDEPGHIJKLMNOPQRSTUVWXY CT

To encipher in Type i: slide the normal alphabet until the first
letters of the kejrwoi'd falls directly under the indication* c un
der G (as above); write in those letters which fall below the
plaintext in this first alphabet for the ciphertext. Next slide
the normal alphabet until the second letter of the keyword falls
below the O-indicator: A and encipher this column; etc.*

S g 5 5 S ̂  ? S - Solution^of the aua«mires is a bit more
ITT5 ̂  TTTH in'olvea, but reaearoh has provided some
2?v2 22?? exoellent ways in which to gain entranceMAKE DZEL and continue to find plaintext. The proce-

^  dures for I and II are similar, but foraro vastly different, so will be handled eeSarately. As
with otter ciphers, ample tips are given, fragments which contain
repeated letters for easy placement. oniiain
In working with all of this series, first the cipher is wrlttpn

into the proper size block and then a duplicate (blank) block 12
drawn up to the right (or left) for the enoipherient. Below theL
diagrams, is draOT a bio ok with the normal alphabet at the^op ISd
enous^ tews are left below as indicated by the keyword tength Md
tte idiole diagram is enclosed in lines (or not, as the solfer
chooses). ̂  cipher is first written into the block and the tinplaced in the accompanying blank block (on the following>M|e)^
tte next etep is to go to this skeleton block and write iB fir

""fagtitute the equivalent letter in each coluSn, aP
!}? u J Y below. Check all known values and be surethat all ciphertext letters receive the correct plaintext An nvr

ersight may lead to later confusion. pxaintext. An ov-
Since this is Quagmire I, the alphabet at the top represents the

ciphertext, whereas the letters in the block are the plaintext
For example, row 1: « one pxain-cext.
Q-T X-H H-I
o  p c p o p

DO t^ same for each of the eight columns and the finished block
is shown below the enciphering diagram:



25

Y E J 1 Z C Q,
p T A c W I N W - 1 1 — —

H B J V F I Y G 1 - - t - 1 — t

A G Z R P C M R - — — - - - - -

Q. Q S E V c N T t

H B T J H B C K 1

B 0 T M G B J R - - - - - - - -

L C Y Y D I E X - - E X H I B I

Q T Q S G D G T I zy N 0 F A T

X M Y V N X R Z H L E T I 0 S K
H n TT G R E R 0 I r L - -- s -

N T H D N B F - h - - -

E w V Q V Y J D — - - n - - - -

L Q B V D F B G — - - t h - - t

X Q W D G B R B s —

M L K 0 K Y 0 P

P Q J G P F L X 1

A M Y I I Z S F - 1 e - - — -

N Q Q V H R 0 P — t - - - -

P L S Q. N M S C - n 1 - - -

Q J Y V D N A P t - e t h - - -

B X X U L N B G - - — - - - t

X Q J J V 0 G M - - - - - - - -

H

P

N u J X F N G 1 - 1 — t

D E p G H I J X L M NOPQRSTUV\
1 1 T H 1

2 1 L I 1

3 1 0 L E  '
4 1 N T X  «
5 1 H I 0 1

6 1 F  I G 1

7 1 A B S 1

8 1 T I' K«

CT

PT

A peculiarity of both I and II Quagmires, la that these boxed
ali>habeta will be Identical In sequence, but at different settings
under the stationary alphabet at Ifche top This Is due to the
keyvrard used vertically; and so these skeleton alphabets go's apt
to have one or more letters In common. For Instance, In 1, there
are I T H; and In 8, there are T I K. By checking It will be found
that In both cases there are nine spaces between the I and the T*
SO that K, two spaces to the right of I - In 8 - may be added to 1
two spaces to the right of that I, Follow this reasoning for all
sJ.phabets, and add a.11 of the possible letters. The working block
will then be:
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A B G D E P 6 H I J K L M N 0 P R S T u V \I X Y Z

1 •L E P I K N 0 ? a C H 1

2 T X G H L E P I K N 0 1

3 I K N 0 T X C H L E pi

4 G H L E P  I K N 0 T X 1

5 G H L E P I K N 0 T x«
6 L E P I K  N 0 T X G H 1

7 A B S 1

8 N 0 T X G H L E P I K'

CT

PT

Now, return to the deciphering block, and write In all of the
new aubstltutlone tdilch are found In the above tableau. This will
look like:

- 0 - - - - — I
P I - H - I — —

I - - T - I - T
T E - - — - - —

I — — E - L — —

— — .ILL - —

N T E X H I B I
T I 0 N 0 P A T
H L E TIG S K
I L L - N - S -
- E --HO — —

E — - N - - - —

N E I THE - T
H - -- - L - N
0 - T H E H - -

- E -- - E — I
L L E — — - _

- E G T - T —

- — — N I N — 0
T H E T H 0 -

— N -- P 0 — T
H E - E - - — G
I - L E - E - T

There are now two alternatives: the one to try
to fill the iremalnlng gaps of the plaintext and
add new letters to the block; or second, using
the knowledge gained In Chapter VIII - "Recover
ing the Alphabets" - and try to reconstruct the
entire keyword used In the mixed alphabet, if
this can be accomplished. It means a short—cut
and the solution Is that much quicker. Taking '
any one of the alphabets from the numbered rows:

L—-EP-I-E-NO T—X—- * OH—
aab g J 1 pqr uu TSL
bbc h m rs w • Keyword start ?
od w

J, y and Z may be Inserted Into seven sequences,
and If new plaintext results, so much the bet
ter.

- - Finish this cipher.

With the Quagmire II, the same general procedure follownthat with tSe baalo tal?le (op rowl), the etation^Sy^^SStTi^
tto plaintext one and Is normal; while the eliding aluhabeta
t^ olphertext ones and are mixed. The resulting alphabets wlS^
®  parallel with the same sequence of letters throughout-and the keyword will show up under the selected Indicator.

Problem 34. Type I. IT IS ONE CP THE MOST EOPULAR- oerlod fi
QNTZHP QNBLOO PZYBOP PGIAHC UPIOMD XLJQOZ SHHXMI LNUQGE ̂ ALD
UJraiY RZCROZ AWHXPO HSOLGL PYTSLH KYOEVO UJGXMH BLGONY ICTQflZ
UJGEZX LLU140D FWBSZB OYCKJW INLQUD LKJMVH ALXQUB LYCIOP
HZMQRX AZRMSY INHZPA JHHDSX OZT LYCIOP PYGOHX



Problem 25. Type IIj A FORFEIT TO TRAVEL ACROSS THE; period 7
BSERPFO ODHHVTO CEIRFWO DSl-IUUAO ZNDSFSW ZDHPHBQ AQOAZMC VDPQSME
PBGXLFI KWNOSMQ FWSMXOW PDVAEXZ FJQGIFG RGVTLWD ZSNIZWG FQNZPWD
XEYHVNB HSAUNND ZETMGVQ ZMNONDW LQPMTLO RMMTEWN TUNRNDtf USXHRHX
ARFMFXG TWSTMLN TLW
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CHAPTER X. THE QUACHIIRE CIPHER TYPE III

In the Type III Quagmire, the enoipherment ie done with a mixed
pair of alphabets, one representing the plaintext and the other
the ciphertext, but both %rt.ll contain the saro keyword; and also
x^quiring an extra keyword for the width of the block. For exam—
plw, suppose the keyword is OCEAN; and the mixed alphabets are
based on:

DIPLOMACYBEFGHJKNQRSTUVWXZ

and the indicator M, is chosen. For the enoii^erment of the first
column, slide the lower alphabet until the O-key letter is direct
ly under the M—indicator, and at this setting, encipher the entire
first column; for oolumn 2, slide the lower alphabet until the C-
key is under the M-indicator, etc. -
Decipherment follows a definite pattern, and an ample tip or tne

plaintext is given in "The Cryptogram" for ciphers of this type to
get solvers started. For instance, following is a cipher of a six
width (period) and the tips: ORTOMARKTHESITEOFABATTLE; ̂  HAVEBE
ENERECTED are given, placement of the first tip, once tne correct
period hflfl been found (Kasiskl — Volume II, Chapter 1) is deteiv
mined by setting it up as - showing the repetitions:

Other plaintext letters in each column are inserted
ORTOMA which are the same as those already known, and the second
RHTHEff tip may be found from these additions in the enciphering
ITBOFA block:
battle

A' 1 G F VT Z H S
I P P U X T u Q A

U N M V P L z W C

R K G W z U R J V

R W M P I E P M I

A L F V R 0 M B c

W K C E K H I Y c

S L I 0 P Q W E M

Z T 0 T W E
X B E 0 0 J
V P H R P Q
B M R L u E
U N W Z Y H
U F Q V Y E
Z X P P U E
W F Q L E 0
W K N Q. Z L
K X B U R D
U F V V P S
(

V Y K
.. E A R E T S E

•• 0 _ T s I T E 0 P

s E T 0- A B A T T L

E - - H A V E - R - - E

E B E E N E — R — - - —

R E 0 T E D - - A - 0 -
— A .. — - — A - - L
- -- 0- -- E

A - A
E

E - 0 -

- R
3

S 0 - T H E
A - C E - -

— — — — E P
S 0 R T d H

continued)
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Again, a tableau Is set up, with the top alphabet normal, and
six rows beneath It (the width). Yfhen completed, check from tab
leau to decipherment to see If all olphertext letters have been
given plaintext values;

ABCDEFaHIJKLMNOPQRSTUVWXYZ
•Z R A U

2 »  W L Q, P M

3 «C P M S V A
4 '  P W V
5 •Z R Y I P X
6 t  C K D G S u

PT

OT

Ratios, now enter the picture (which did not apply to l and II);
0-alphabet letters are to be linked with each of the other rows.
In turn, and the equations listed as A-Z, E-R, R-A, S-U for
row 1. Make a new table, first with 0-1. and Its corresponding vaJ.-
ues, then 0-2, then 0-3 and so on, as;

0-A E R S' The (') means that these letters are now found In
1-Z R A U* the block, and as fast as this Information Is util

ized, the letters should be underlined, to prove
0-B W I 0 R' that they have been taken care of; If later, ad-
2-W L Q P M* dltlonal ratios appeao* but cannot be placed In the

block, there are not underlined, until they can be
R T* used.
V A* Now, look at 0-lis ratios, and check each to see

If the same ratios appears in any of the others,
not only In the vertical position, but In the hor
izontal as well. In either the top or the bottom
rows or sequences.
0-1, A-Z Is found to be Identical In position,

5-Z R Y I P X* with 0-5, so this means that the substitutions In
these two alphabets are Identical; and the letters

P-D E P L M V» appearing In one may be transferred to the other.
6-C E D G- S U* After this Is accomplished, check with the deolph-

Ing block to see If emy new plaintext may be added.
In 1, for example, H-Y, N-I, 0-P T-X may be added; In 5, R-A, S-U
a^ new. Also add these new ratios to their respective listings,
above (or, mark these two Identical lists with (A or 1), This me^e
t^t any new ratios added to 1, must also be added to 5. Since
they are now placed In the deciphering block, underline tliem, and
draw another separating line (or *) after them.

further; from 0-1 with the other rows;

0-A C E K
3-0 P M S

0-E H T«
4-P W V«

0-A E H N 0 T*

0 0-E 0-E R
1-R 2 L M

-E L
or 1-R M, so add L-M to 0-1

0-E 0-E R 0-E M
1-R 3-M V or 1-R V, so add M-V to 0-1

0-L 0-L M 0-L G
1-M 6-G S or 1-M S, so add G-S to 0-1

Take 0-2;
0-E 0- E L 0-E K
2-L 6-K G 2-L G

0-A
2-V

0-R T
3-V A

0-A T
2-V R



J5-T 0-A T
3-A 1-Z X

2-R
0-R T
1-A X

0-T X
3-A Z

0-T X
2-R a

)S-R
2-M

0-R M
1-A V

0-R A
2-M V
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Take 3, 4, and 6 (5 is a duplicate of 1)

Return to the chart and add these new ratios, at the same time,
cheoking with the block to see if new plaintext is found. This
chart will now look like:

ABODEFQ-HI JKLMN0PQR3TUVWXYZ
»Z R Y M V I P A U X I

2 *V W L Q a p M  R A  «

S •C P M s V  A Z  »
4 •  P W V t

6 • Z R S Y M V I p A U X 1

6 »  C K D a s U 1

These silphabets appearing vrithin the above table are nor norm^,
nor are they identical in sequence as they were in Types I and il,
simply because a mixed alx)habet was used in both plaintext and ci
pher text alphabets. Hence it will be necessary tc either: 1. ̂ ry
to reconstruct the keyword from this skeleton; or 2. Establish
more plaintext in the block by assumptions in sense.
Following the technique explained in Chapter I on "Recovery of

Alidiabets" as they apply to a mixed keyword type III, try to build
up fragments from 0 and the various rows; if this kejrword recovery
is attempted^ both sequences in 0 and in tlie table itself will be
identical, with the rearrangement of letters applied. Therefore,
fragments'found in one, may be tested in another. (Capital letters
below indicate known values; small letters, are assumptions):

0 T H A - C - pi- - - - V W X Y z - 0»- - c D P

1  *X Y Z »t h a c f 1

2 «R V 1 m t h A — 0 - f«

3 »A C P 1 V w X y z t p
4 *7 W X y z t 1

& »X Y Z IT H A 0 f 1

6 • D» U 1 C D

and, oombining e
•

0 10 L - R V w X Y Z

1 M — T H A — d - P - —

2 ip p M - T H A - c

3 » L — — — R - V W X Y Z - 0
4 i

5 «p M — T H A - C - P - -

6  • a u

and, finally, with assumptions:
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♦ (indicator)
0 - O- ESMITHA-ODP-LNPGRUVWXYZ
I'MPdRUVWXYZ-C-ESMItfHA-dDF'-L
2  DP-LNPQRUVV/XYZ-O-ESMITHA-O
3 - ESMITHA-CDP-LNPQRUVWXYZ-0
4  -LNPQRUVWXYZ-O-ESMITHA-CDF
5  NPQRUVWXYZ-O-ESMITHA-CDF-L
6  Z-O-ESMITHA-CDF-LNPQRUVWXY

It is soon discovered that J0KE3MITH is the keyword, and under
the 3-indicator, that keyword is UNIQUE.

Problem 26. CANBE0B3ERVEDAT0NETDIEFR0MANYP03ITI0N0NTHEEARTHWHEN
VIVLK3V7ZF LIZRW3N30 3DRU3VHKK HLTFWB3ZA PABRFCGDC XRBBGNIFE
AKWLGKXGH 3CQZVmDTN J0RYPXI30 3YVCKWFE VLHCXXDTM XDMMLKYDR
PBBFOVLGB LDBRUEIEX LNT3RTDZA JCA3FKVFJ 3FERCLGDC XLBYOABKV
3CPVWVLS0 3LARLHTTI PKEZWKM3L GFXYRJTAX 3FPLNFW3B UKZVZFIQA
HBQZTHZLI RLBB

Problem 27, DI3APPSAREDA3CURRENTEXAMPLE3; POPULARINNOVATION
VQMRFAA XZA3PQ0 ZNJTTYO DDl-fl^LQR BKLDIJO AZMFN3P VQNQJDD BZAQFGN
KHZMLQD WLJ\7APF JNQNMBR BOVUKPX WRHWIDF V7HQYPPJ RJTVJEN AHCNNAX

lqqcfnn lrmyhyk taqzflx gbkcdpq fzmtkrv kevnzqb

Problem 28. THEDISTINGUI3HINGMARK30F; INFORl-IATION
GNNIVTZ 0KUHKX3 NYXQPOC AGYTJliB ANKHDEQ FINQKOO NLXQPEJ TABQPOJ
TALVHQG 3ERUQUJ MLNUKET 3XQUP3J RLUETEV WBYUKXX OEPGICN UPNKJTN
SEPWIYJ TKIYTLT SXLVTVA TPUUYAH WYAZVYE QVKUTTG PXFQKOP TSWXMYC
MBALRXZ PHZPIHJ D3YVIC

CHAPTER XI. THE QUAGMIRE CIPHER TYPE IV

The Quagmire Type IV Cipher uses two mixed keyword alphabets,
each containing a different keyword. An Indicator is also used,
under which another xeyword, the width of the block (period) is
placed.

Q I T Y F 0 L K ABDEGHJMNPQR3UVWXZ PT
Q5TUWXYZ VIRAGO BCDEFHJKLMNP CT

This setting is for the A-indicator, with V the first letter
of the period keyword.
Encipherment is done by the same method as that employed with

other perlodics.
Decipherment needs the Kasiski method for finding the period.

Finding actual plaintext values resembles in some ways the pro
cedure of Type II with ratios, but this time, the 0 alphabet is
ignored and the ratios are founTTn the box itself, vertically
and horizontally. Ample plaintext as a tip is given in "The
Cryptogram" as a rule; but assumptions must be made to fill in
gaps between recovered letters. This is done, frequently, by try
ing to establish ETA, etc. The more frequently used letters of
the alphabet in a given column, by guess, or by taking a frequen
cy count of the column and fitting these letters to it.
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For exam >le, here le a Quagmire Type IV cipher with an 8-perlod;
with the tip written In, and all duplicate eubatltutlona of a col
umn also marked:

N C A X Z M B U - - V ---
N Y a K c X P Z - I - -- - A —

P X z P 0 T K X - -- R - - - I

K J u C K A Y D H - - — E — - —

Z Y D X P X A V — I. - — - - —

P L Y 0 N E M 0 - - - T H - - -

a P C z K Q K K — — — - E — - -

s U U N L G 0 X 0- - 0 P P R I

K Y M J Z W 0 R H I T I V E G 0

R H M P E K D X M 3 T R U C T I

s Z M D K J P P 0 N T H E N A P

a a X 0 N L M A 0 U R T H - - -

T X 0 I F Q H G - - - A - -- -

N c A K H V P Z - —
_ -

— — A -

J N Y V H G Y 0 - — — — - P — -

R S A T Y Z M Y N - - - T -- N

Z W J V H J J P - - — - - N - P

D Z Y M B B N W - N
A W Z L I P B G — - - - - - - -

P L 3 Y L I B A — - - - - I --

C U X N S J P P P 0 R 0 R N A M

B Z M I Y I P Y E N T A T I 0 N

Z J K X H E P Y - - - - - - A N

u P Y K P K P P --
. -

- G 0 H

0 U X 0 8 M I Y P 0 R T R ---

0 P H N E H D B -- - 0 U - T -

B J X N A W J U E - R 0 - E - -

prepare a box as was done In Type III. Write In the normal al
phabet at the top which represents the plaintext alphabet. Below
la, list eight rows (numbered), and assign to each plaintext let
ter of the above deciphering block, the proper clphertext letters
In each row. Then, prepare a table showing the ratios of eyh row

+:>» T —Q 1 _A T —R 1_R. 1—7- 1—0! 35-0•

2-4, 2-B etc.
•9 — — » —' # —

1-R 8 1- 1-3 1-B G 1-B R 1-3

2-Z U 3- 4-N 5-K L 6-W J 7-P

2- 2-y U 2-G 2-Y Z 2-U 2-Y Z

3- 4—J N 5-E 6-1 J 7-P 8-X Y

3-X M 3-X M 3- 3-X M 3-

4-P 0 5-3 Y 6- 7-0 D 8—

4-D P 0 4-J 4-1 N P 0 4-J N
5-N 3 Y 6-1 7-P P 0 D 8-X R

5-K 5-3 Y 5-L 6-K 6-1 J 7-P

6-W 7-0 D 8-P 7-G 0-X Y 8—R

1-C K R 3
8-P P y R
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Next, eaoh vertical pair will be taken in turn, to see if any

other ratios may be obtained for that pair, vertically or horizon
tally from any of the other notations, either from their top or
bottom rows:

1. 1-3 4-D P so 1-3 P 2. 1-3 1-3 P  so 1-3 N
4-N 5-N S 4-N D 7-P 4-N D  7-P D

1-P 4-N 0 so 1-P N 1-3 4-p (a reversal, so
4-D 7-P D 4-D 0 7-P 5-3 these tvK) rows are

marked "A")

3. 1-R 2-Z U so'1-R U 4. 2-Y 6-J (another reversal
8-Y 8-Y R 8-Y Z 4-J 8-Y mark it )

5. 2-Y S-Y X so a-Y J 6. 4-p 1-3 Y  so 4-p s
8-X 4-J I 8-X I 7-0 7-P 0  7-0 Y

2-j 4-j (identical,
8-1 6-1 »0")

7. 6-K 4-1 N so 6-P N
7-P 7-p p 7-P I

6-N S-U K so 6-N U
7-1 4-N I 7-1 K

4-P 3-X M so 4-p X
7-0 4-p 0 7-0 M

4-0 1-N Y BO 4-0 Y
7-D 7-P P 7-P I

8, After eaoh new value has been found in the table, always follow
these procedures:

a* Place new letters in the deciphering block ip one of them al
ready exists there in the proper row: otherwis'e^o not try to
use this pair.

b. Check with the deciphering block if a new letter is placed in
the box under the proper plaintext letter to see if any new
plaintext results.

c. Add any new ratios to the table.
d. Check these new ratios for more ratios.
e. Underline placed letters (pairs) from table to box.
f. Draw a vertical line after all checked ratios.

9. 1-S P N
4-N DO D appears in row 4. so p may be added in row 1 under

0-H, which gives H-plain in the deciphering block. Add
ratio: 1-p

5-N and underline.
1-N
4-0 0 appears in row 4, so put N in row 1 under the 0-T. Three

plaintext letters are added to the block.

Add ratios: 1-N 1-N
3-M 5-Y

1-N is already there, so
7-D Just underline.

1-N Check and underline if needed.
7-D

1-Y 0 is in row 7, so put the Y in
7-0 0-1 under R.

Add ratios: 1-Y 1-Y 1-Y
3-X 4-p 5-S



10. Continue In this msmner for all new ratios* check for plain
text values* etc. '■'•'he final table of ratios will then be:
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1-R S B»
2-Z U P'

1-N YJZUPKILC
3-M XIYROJFKB'

1-S F N Y R«
4-N D 0 F K«

1-B G F N Y D 0 P M« (D)
5-K LNYBOFIX'

1-B R S X*
6-W J M C *

1-B N Y R J P' (A)
7-P D 0 B W Z'

1-C KRBULMNFB'
8-P FYRZIJKBO"

(C)

3-R Z N'
6-K I 0«

3-X M R'
7-0 D C'

3-M J F Z K B N'
8-K P C X I Z L'

4-D P 0 P B W« (A)
5-N 3 Y Z R J»

4-J Y Z U N K I P L C» (C)
6-1 XYRMJPOKB'

4-1 N P 0 3 X Y K L» (D)
7-P PODYMNBC'

4-J N P 0 K D B L* (E)
8-X R L K Y B N Z'

2-Y'
3-Z«

2-Y U X R M Z 0« (B)
4-J N I M P K W«

2-0 P*
5-E K«

2-Y Z N R U X M P« (F)
6-1 J P L M F 0 W«

2-U X Z«
7-P P B«

2-Y ZUJNPFILC*
8-X YRIMOJFKB*

(C)

3-X M Y Z
4-P 0 I J

3-X M N P
5-3 Y Z J

R U P'
L M W*

L B«
X L«

(F)
(B.
(C)
(D)
(E)
(F)

5-K Z'
6-W 0»

5-3 Y«
7-0 D'

5-L X R K Y B N Z* (E)
8-P J N 0 K D B L'

6-K F N U M J'
7-C P I X P B«

6-1 J N M W 0 K« (B)
8-X Y U R 0 L Z«

7-F D B K C«
8-R K Y 3 Z'

Is a reversal
Is a reversal
Is Identical
Is a reversal
Is a reversal
Is Identical

Whenever a new value la added to one of these rows* check and
write It Into the paired one; IP one of these letters already ap
pears In Its proper row.

At this point* using the known values* an attempt will be made
to recover both keywords* Instead of Just one as was done_wlth_
Type III. In row 2: X Y Z looks promising. Below* Is the forced
method* with the small letters showing assumptions* or actual
known values after the assumptions have been recorded:
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0 A I N 1 0 - 0

1 R i u s

2 X Y Z 1 r u

3 Y Z 1 r

4 I J K 1 1 n

5 t

6 F I J 1 k 1 m

7 P B 1 c f
8  X Y 1 z r

Working first with the XYZ and then with
FIJKLM, both keywords may be found. Had
the normal sequence of 0 been kept, this
would not have been possible; but with a
possible kejn^ord lined up for 0-alphabet,
the rows in the box will follov/ the same

pattern as they did In Type III, all con
taining the proper sequence.

problem 29. WASN0TALV/AY3C0NFINEDT0; WEREFASHIONEDFROM
QAJJCCOX ZXJLODEY YAKMTDEQ J'.TKMOHQL YXRCDIQH QQFLE3AN OOCWDSAF
AZKXhIBY CMKAFQWY QADGODLT OOOETDET SXRYEEZJ VXOECPFX AOOEOEON
EXENl-lZZJ VOUNXPOQ 3HZCC3JD PXEOJBV/L ODYIJRQU ZRINVTUJA ZRXIPZOU
VLAZHPEJ Z3PTFGEQ TGECLIET BXJWSUZL Y^/KOCZBU AGFV/SCi

®EINGAF0CALSITEF0RMEW; FORTHEENTERTAINMENTOP
« NKEHVmVl-iW UFCUOHFHZ NUVl-ICEVTY VPZOLBFKQ OAGHRENXRUFKDRGVmT KY^/Q,VEGZA IPXTYHBAQ JISOIIBVIQ QAROYDMRY
Jktoqwcbz ngvxzeyrk VYzxpvrcvn-/ bdmhapvht ti-ixqnefw

JQU^IW BJZFSKVGW PILQIFBQY JKUHRBBAVr UIWCYYZZ
Problem
BZYJHJH
FLADDJV
GEAOESQ
FCV/KPND

31. WIENMORETHANTWENTYTHOUSAND:
bzhpqar bzyzwi kyycjit mqvkmjv
XW^LNH SZYRSAG DYXOJIP DXW3L0N

XKPZXTI JT'ATOECU DKROEAE
DXVAENH QUYNDFI CyiHUVLH GMYFQOY

ALONETHEVEALTHYPAID

SLRKPKR VECCOSE PYPVVAR

UBHRZUY XYPUVLG RPXOJKD

dyxcri;y vyxstqu jkhrnac
ZBXFLOI ZBQJGSE Jl-IHZLNG Q

CHAPTER XXII. TM AUTO-KEY CIPHER; THE RUNNING KEY CIPHER; THE
INTERRUPTED KEY CIPraR

■wi Running Key and Interrupted Key Ciphers are used
a  , Beaufort, Gronsfeld, Porta, or the

tvio son Substitutions* basic principles. The overall picture is
Invol^d' handling, however, depends on that particular system

Auto-Key, a keyword Is used, which Is followed by the
oa then, this keyword plus the plaintext, acts
rnaa the same plaintext Is repeated which oonstl-

enclpherment becomes the

(Vigenere):
STOCKINGiTHENEWSERIESOPHYDROOEN ..THENE\'/3E' RIE30PHYDRDGENB0MB3WER •• key

plaintext

LA3P0EFK'KPIP3BZCUZSYS3IMPSGCIE .... olphertext
Decl^erment depends on using the tip, placing It, and working

rorward and backward to recover the entire plaintext.

Running Key Cipher, a lengthy plaintext is usually di-
vided in half and written In Wo rows, one under the other; the
tophalf acts as the key, the bottom hald as the plaintext and the
enclpherment as the clpheri



(porta): OFFICERS AND DIRE - CTORS OF THE LOCAL
OFFICERSANDDIRE .... key
CTORSOFTHELOCAL .... plaintext
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miAEMNKUXZATVN olphertext

With the Interrupted Key Cipher, the keyword may be disrupted in
either of two ways: 1. Each word of the plaintext may be enci
phered by a separate and successive letter of the keyword; 2* The
plaintext may be enciphered with 1, 2, 3 (or more) letters of the
keyword, returning first letter each time a pause occurs.
Here is a Beaufort both ways, with the keyword: SNIPE.

1. S N I P E key
THE COMPANY WAS COMPRISED OF plaintext

ZLO LZBYNAP MIQ NBDAYHXLM QZ clphertext

2. S N I S N key
THEC OM PANYWA SCOMPOS EDOF plaintext

ZLOQ ZB Tiviaa AQEGDEA JKZI

Decipherment of these thi?ee types of ciphers is made by a tip
which has to be slid along the olphertext and fragments of the
plaintext (or key) obtained in various positions; the correct
placement will reveal legible text in the opposite row# When the
proper placement is located, additional plaintext (or key) has to
be recovered by working with a "trial and error" method both foiv
ward and backward.
As an illustration, here is a Runnirg Key Vigenere, with the tip

RSDURINOA:

SNKSC YOLDK VJHQF VGZOS IDVMG ZNRLH YCTMG YTZRR DIHSP GXSOK WAPRV
IBJIU AEUKX EDEPB XYYOX FN

Set up the cipher on a worksheet single-spaced and by using the
tip as the key (or the plaintext) put it through the vigenere
slide system; as impossible combinations appear, check off that
decipherment and proceed with the ones that seem logical.

key:
R

S

D
U
R

I
N
a

S N K
B V H
W S

S 0 YOLDKVJKQFVOZOS
T g H

I D

EREWONTTO

X -

M -

H W

X
I B S -

M S T P -

4lhen, setting up the recovered halves of the cipher, proceed to
try to recover the rest on either side of the known text;

TSDURINGA
EREWONTTO
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protleni 32, Porta Auto-key. EXCEEDINGLY SHY
PQWTE OERLU SHPXY URAON JOTJQ GCNQD QWNQR DKUAI TBXDX ZQETE SLONP
OXQRH OEXLW RAQAJ EIPVW XGNOY JXVPO VLNBS MFCNI SXFPD SUUHP RFKOft
JYIDD V

Problem 33. Beaufort Interrupted Key. PLAYTHINGS
OBBPX RQYCG RTWIH RYMZW GGNOP TLSPM XHCCX WTBXD DORYY VNHXO KMIQX
WWYAZ UZAER HCABL WYRER BKHNW HQRDK LV/ENE PTQHE TEPAI XXBIA DYNBE
RORPY TAOOL YXXNQ LLQZK RXYLE BEDTS IPSIJ

Problem 34. Vigenere Interrupted Key. DOES NOT COME
EPQTM EGKLH IBZWZ AINBU NUSLY MLLWM APGLV HPXMY VTOMP ECNYG LQBAP
SEWIK HPRPA NBAWU PGYUH CHAXA WDWP MVKML ZWVHG YNLBH GPUPT OALIO
NBGXT IVOCI OH

CHAPTER XIII. THE TRI-SQUARE CIPHER

The Trl-Sa.uare Cipher le Just that: three polyblus squares for
Its encipherment and deoipherment, with or without keywords writ
ten into the squares by either a normal or complex route. The re
sultant cipher has a three-to-two ratio since three ciphertext
letters represent each plaintext digraph. This feature might be
called unwieldy for security, but it does offer a fascinating
problem.
Due to its operation, repeated groups are not constsmt: a plain

text digraph may have as many as 25 different trigraohs for the
ciphertext. This is achieved in the renewing manner. Given three
basic squares:

(II) For the encipherment, plaintext is
written out in digraphs. The let let
letter comes from square (I), the
second letter from square (II), and
where they intersect in square (III)
in written the center letter of th^
trigraph. But, something more Is
added: two more letters: any letter
In the same column with the first
digraph letter may be used to pre
cede the center letter; and any let—

«R E A D 1
«N G B C P
•H K L M 0
'P Q S T U
'V W X Y Z

'M fl P M A 9 T 1
•0 A 6 P W«N 0 Q R M

(I) *7 B H Q X'L Y Z U E
»E C I R Y'K X W V B
'L D K T Z'H G P D C . _ _

(TllT ter In the same row of the second
digraph letter may be used as the

third letter of the trigraph, as, using the above diagram:

WE WE RE RE PU LS ED BY RE IN FX) RC ED
UOR YDI TXD QXA RMM NPP LVI AUV MXI HKF KIK TVP LVR
It will be noticed that there Is another complexity: the same
plaintext digraph may be repeated and yet have have entirely dif
ferent ciphertext, except for the middle letter. Hence, this pe
culiarity Is helpful in placing tips, for, knowing that a certain
digraph must produce a certain center letter, when repeats are of
fered as a tip. It may be placed by utilizing this fact.
Given, this Tri-Square Cipher to be solved, and the tips: starts

CHECKERS SOMETIMES CALLED D; SOME OP THESE EARLY P; and, as an ex
tra tip in Caesar: KXKXMSOXDQKWO (for those who need it).



NV(J OCA LLK PKN NOP HSK PC& KSO AKA 100 OBP ELA QPD RWI OOQ IKM
APD IWB SIB NBO ASQ MUB K3R NOR KSO EZA PDO BON BBO ANR KBX RXH
DOA DON LRF ZYK BOP OEQ BHP RWU OKH SSP MIX TYQ AEB ISQ BZI EPQ
OPD UGH C\a PDP UDI NLK ZYO SSS DBO SSft OPB BES RAS TLW POP BHE
PLP AVM TKO NLQ AET HEC (JBK TLW OEP UKN ABS VRC IPR OED ZBP POP
XAN AKH IWM GNN HWD GHC BGH IWL IPB AML FEU
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Write in the plaintext tips in digraph form under their proper
trigraphs in the cipher* The second tip x>laceB at; NOR KSO EZA •••
Draw up a skeleton three square (in blank) on the worksheet, and
place the tips in the chart* Per GH-NVO, place the G in square"!,
the H in square II, and V at the intersection point in III* Then,
write N below the G in the same ooluom; and 0 in the same row as
H* per EG-OCA, start a new oolumn with E, with 0 below it; a new
row with G and A to its right, with the G in III* Continue to do
this for all of the known plaintext. The initial three squares for
these first few steps will be:

Grossed out letters will show a
beginning of the condensation.

By adding the second tip, and
condensing as much as
possible the new ohart
will look like:

(2)

0 P

G A

E K
S N

t t

(1)

M

H

fi

K

L

(2) G
N

T L E
0

K

R  S
P

M

H

A

I

O

B

S

G A
HOI
V

E K OP

0 N
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Return to the cipher, and take each letter of m in turn: V D

CBZLK6-S0N, to see if more plaintext may be added, either
a complete digrai)h, or just the first or third letter:
1. AVM-Y; moving out into I on the same line, there is C, whioh

is in the same column as A, so 0 is the first letter of this
digraph; going upwards there is H, but no M in the same row,
so there is no proof that H Is the second letter of the di
graph,

2, PDP-P, D to the left for T in the same column as P, so T is
accepted; D upwards, there is no letter there in the same
row, so nothing may be added.

3, DCA-C, C to the left. nothing; C up to C, in Ais
is this digraidi.

4, DCN-C, or -s. 5, UCH-O, or -I.
6. BCH-C, or -I, 7, NBO-B, or -E,
8, DBO-0, or -S, 9, QBK-B, or -E.
10. ZBP-B, or -E, 11, PLP-L, or -B,
12, TLW-L, or R-. 13, OKM-K, or S-.
14, OKH-K, or -I, 15, TKG-K, or RI.
16. UKN-K, or -3, 17, AKH-K, or 31,
18, KSR-S, or ME. 19, 3SP-3, or -E,
20, EXiA—L, nothing.

in the first tip, the final letter was W for a digraph D-, so
this information may be used liere, ELA-L is D- and D may be placed
in the same column as E 0 B in (I), By the same token, look at the
final letter of the second tip which is P- in group RXH-X, PR, In
the same column, but this is merely proof, since it is already in
place.

More condensation:

T  Q
Y  X

' S N
E K 0 P R

OA P B D
H G I L

0»V «
M N« I W S«

T L E I*D C B»
0 1 1

X ' L»
R S« K
P 1

H 1

A»
G 1

B 1

The cipher at this point, may
be solved with no more informa
tion by some of the more expert
solvers; but for the beginner,
the additional tip in Caesar is
to be used. Extend these letters

in order through the full 26-positions of the alphabet, until a
good word results, and AN ANCIENT GAME is found. This places at
the ME spot of K3R, By adding this new plaintext and still conden
sing the three squares, the result is, as above.

While condensing the three squares is similar to the Bifid oper
ation ("Practical Crypt analysis". Volume II) so far as rows and
columns are concerned, within each square, the procedure of having
rows and columns agree in all three squares cannot be accepted.
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Treat each, of the three squares as separate units.
Checking back, now, the cipher with its recovered pledntext and

half-groups, now reads:

CH EC KE RS SO ME TI ME SC AL LE D- S- BA NA NO IE NT OA
ME SO ME OP TH ES EE AR LY P 0 -S — — E- 1 NE — —
— NT 0- 1 N- T- H- E N E N E C-
jll -T E R S I E SI N MA — El N-

At this ixjint, some assumptions should be made: P—O-S (PIECES?)
And, perhaps, oCe of the keywords, say for (I) may be guessed.
With the knowledge of one (or two) of the keywords, the third is
eventually recovered.

problem 35. ER VI SH PR AT ER NI TY; -E LA BO RA TE DA NC EG TH ER
S-; Caesar: CPLJYVRCZEXOPNVKJO

QST PEG OBQ XWA UMI OPP ORH PBQ KAP RQV LXR PIP MAP SIS PEB UEL
QUU ENP TDC KKA CWA ESR TPT PRO ERH IVB ULP HPK OYZ PWA SYK LXL
PCH APP lEK GQC IGP DIM TYH RQB POT LHB AEN USI PBU ULC HRI NKA
ZXC GEN HHK QML SBB OTX ESP TDQ OBQ HLC MRP RPC RXA PHK IPQ UEM
DQC QLQ Q3L EVP YXC IBP TYT PER NMN RXP AXB OHM MXL CUR HOV ABP
TKW

problem 36. WH IC HE ER ER EG AR DE DA SA MU LE TS; -C OU RA GE TO
TH EW EA RE RS; Caesar: SVEPGZRAGVBARq

ZWY lYC STK XIQ OPH GVR WMX GVB WGZ LYA ODX WYK KVP STA ODW KWI S72
HIM TMP KYY ZVB SPS OBW XQW QOC LYH MYE KXU YTH VIC BKP XCY LGG
MPH PSI TYC NOP ZRB IGL YTK ICO YNV RDS TTA MZE LPW QRT QTP UKO
YIR AAP SVR VIE AVT SWN PSC UKX HAM AIR OSW MWZ CIM OIR OPR LDS
MVI TYH V7DC WVI ZVZ TIX CKP IXP RCO WXJC TUD SQL KWE NYP SWN XIC
NSZ ODR MZH MWP GVW SVB

CHAPTER XIV. THE PERIODIC PRAGTIONATED MORSE CIPHER

The Periodic Practionated Morse Cipher is an adaptation of the
regular practionated Morse (Volume I Chapter XII). The same Morse
Code values are used for the plaintext letters, plus the usual "x"
between letters and «xx" between words. However, this encijAiering
alphabet is comxx>sed of 27 letters, instead of 26, as "xxx" may
appear; this extra character may be shown as (#), (&), or any oth
er convenient symbol.

MORSE CODE
E • S ♦ • • H • • • • B
T - U V • ♦ • •• X
I .. R P c
A .- W L Y
N -♦ D ••• • P Z
M — K

G
0

J Q,

But from here on, the similarity of the two systems ends. This
cipher-d8 in period fox*m (and so far, research has been unable to
find a way to determine periods) so that in problems, the group
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lengths are given, with customary tips.
For enclpherment, the plaintext is written in horizontally in

stead of vertically as was done with the Fractionated 'Morse, and
the resulting vertical units are found in the enciphering alpha
bet (as before). For example, enciphering FIGUREj in a S-period.

FIGURE In decipherment, when a ciphertext
•  •- •x« .x.xx letter has been found to represent the
• X - - . X series of dots, dashes and x's, the
. • - X . - plaintext letter is shown in the hori

zontal position within the group lengths
and so far as cipher equivalents are concerned, may comprise only
one or two elements of the required unit. Hence, there appear more
gaps, and more guesswork is needed to place letters within these
gaps.
In placing tips, patterns will show up, of course, in "The

Cryptogram" often the tip is placed; if it is not, tests must be
made to determine Just where the tip goes and in numerous trials.
Decipherment, is therefore, a bit complex^ as any given tip may
begin at any one of several points. For example, a period length
of six, would have 18 starting points; of eight, twenty-four, etc.
He3?e is a tip NATIONALITY, to be used, say, in a six period; the
first three tests are shown only; and the patterns which result
noted:

— .X. — X . — X.".

(1) —X..X— .X..X—
--X-.X X-.--X

1  2 12

— .X.— X.— X. **

(2) X— x..~" ..X..X
- - - X - . - X - . - -

1  2 12

— .X. .X.— X.
Given, tuo ciphers, one with (3) -x-x.. -..x..

the tip placed, and the other x -x- x-x-.-
merely showing in which group 1 2 1 2
the tip occurs, that is, it will
be found "somewhere" in that group. etc,

problem 37. Starts: THERE IS NO GOOD
DG#URUTI SZHF3WKT KYOQUOZQ XTLINNGU PJDTUURZ PYXGOTVG ZYYILUQH
TLZOPXBY GOTKAOBG HJRKIEO# BVXTPZAK LYZEMBQQ PA#WMRBU KEVSIKEP
EDa#HAAX INSGU

Problem 38. LOOK UPWARDS somewhere in group 5,
QGBQKXD #TPGGDS EZHKASM IWOKKIU WTPUII# CGGZBTW ZHUSLWS EKD3MVL
LBV\7ZBQ TNBZZLJ DVZAYNZ JI#DERS MUKWHOD GZOALWB #BZ#GFF SDV/#XIP
PIQ



41

CHAPTER XV. THE SERIATED PLAYPAIR CIPHER; THE SLIDEPAIR CIPHER

The seriated Playfalr Cibher Is merely a fraotionationa of th
the more familiar playfalr (npraotlcal Crypt analysis" Vol. I by
Zemble). The plaintext Is written In t^TO rovrs, one under the
other. In any period length, and the vertical digraphs are put
through the playfalr square as usual. Nulls break up the Iden
tical vertical pairs when the same plaintext letter falls under
Its mate. The results are then written again vertically and the
plaintext le read first from one row to the one below. This com
plicates matters somewhat, because It requires the first letters
of the top row of the succeeding group to make legitimate plain
text.

Tips are given which show either vertical repeats or reversals
so many spaces between one another; and the period Is actually
given In problems.

When a cipher Is at hand, vn*lte the 2nd, 4th, 6th, etc. groups
under the 1st, 3rd, 5th respectively before starting to solve.
Enclpherment then Is done In this manner:

DEATHVAL ASSESPOR NEDHEATA
LxEYSURP THECOMBI

and become as digraphs: DL EX AE TY H3 VU AR LP etc.

problem 39. Period 5: WORKI PLEWE
NGPEO REPOR (reversal)

WG-TPB DBFYE LOMHF YPGPY HTGXE HOVCG VPPUI GCOTP YBSQC MBTAP UNHGD
CSLBG CGAPD TEBCY PPGHU LRCSP HBPGD RPSNX ESDSK IHPLA WWOGH MYUDP
AWHXC UDQDP BDUUU HYESX NOSPP CCMYU CWDKC HGKDN

problem 40. Period 7: THETWEL URYOTHE
PTHCENT RSTHATI (repeat)

YKNNGPR UOPIEZW ZR0RHBE~HYPZQRA BIPBHYY QCOASHN IUXOTYX SYBNBBR
PQYOPYN KSBATRO MCOVANV UYBUPOM REZYSCO PASIVYR QCRLKXK MDOSXEP
UKSUEPP ZD^IXEB PYIEKGO IHQPZXK PVOBILR OMBSZWX EQVSZUO RRSGCSY
SBPOVmX Z0R3E3P BO AL

The Slldefalr Cipher may be adapted to the Vlgenere, the Variant
and the Beaufort systems of slides. It uses a keyword of any
length. The plaintext Is set off In digraphs, and the period may
be found In many cases by the Kaslskl method (Chapter I, Volume I)
by catching repeated digraphs. However, due to the peculiarity of
this system, repeated digraphs are not Infallible, and so do not
always show the true period, as the same digraph may represent two
dirrerent plaintext digraphs, if a period cannot be obtained read
ily, the alternate method Is by using the tip, obtaining one or
more letters of the keyword, and eventually working out the entire
keyword.

Slides are prepared for this work In each case; and the previous
suggestion of owning proper slides In tlie work-equipment box will
save a lot of writing later.
For example, here Is a Vlgenere Slldefalr enclpherment, using

the keyword MOUTH. Set the lower slide so that the M falls below
the Indicator: A. Then, take each digraph (period 5) In turn In
the column euid encipher It, using the first letter In the upper



42
row of the slide, with the seoond letter in the lov/er row of the
other slide, and let them represent the corners of an oblong; the
clphertext coming from the opposite corners of this oblong. When
a digraph shov;s letters one above the other, use that pair which
appear directly to the right (vertically) In the two slides Jux
taposed.
With the slide set at M, the plaintext would be for this sample,

first column; then moved to the 0, U, T and H po-

Notice that doubled letters in a digraph
do not require the null (x) but appear as

PT they are •
CT This cipher is then taken off in horizon

tals.

Q-iven the following Slide fair, in the
Vigenere system, and the tip; CHRISTMAS,
broken up as OH RI ST MA S-, or -C HR IS

... TMAS;

sitions;

H 0 U T H
th ec ar to on

VP 03 XU VM GV
on ce 3?e ga rd

BA QQ KL HZ
ed as av en om

RQ EC BU UX PV
OU SS cu rr il
lA EG AW YK EB
OU sf or mo fa

lA RG XI VP TM

NT KG DQ XD UW
PW LM SO JI LO
QD WL DS UB DH
R J UR EQ KL YS
RP

The cipher is first written off in a horizontal row, since it
will be assumed that no true period has been found by the Kasiski
method. Then the tip is slid along the ciphertext, in reverse
process from the encipherment to see if the cipher-digraphs agree.
The first digraph NT is used with CH; the N and 0 must appear in
the top slide, the T and H in the lower one, and the letter found
under the indicatoivA will be a letter of the keyword. If a cipher
digra;^ agrees with the plaintext sliding — expectancy — the sec
ond pair of plaintext will be tested for the following pair; and
if this, too, agrees, the third is tried. If they do not check
with the first test, slide one of them to the right anSTdo it
over.

slide the second letter of the plaintext digraph
until it is below the first letter of the ciphertext digraph; take
the corners of the oblong produced by the two plaintext digraphs,
and see if they agree with the pair being tested. Below are sever
al trials, the plaintext in capitals, the ciphertext resultant di
graphs in small letter, until the correct plaintext has been
found;

NT KG- DQ XD UW LV RH TT TP RM RC DS PU BY PC- TT GT SS GP (OT)
On Ck Cd Cx Cw 01 Or Ot Ot Or Or Od Op Rb Sf Mt S-
HH hH 6H mH riH yH sH qH qH sH sH gH uH yT gT t^

"S "Tl 0 "T (key)
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It 1b not known if this is a foxir-letter keyword, or if it is

longer, and so will be tested in itself, by sliding again. Plaoe
the S xinder the A-indicator, and write in the resulting plaintext
for all successive oiphertext digraphs as was done in the Running
Key (Chapter XII)* Additional possibilities will appear on the di-
agon^ as before.

(S)
(H) (S) NT KO DQ XD UW LV RH TT TP RM RO DS
(o) (H) (S) bf oc? yv Ip? em? dd? pj bl? xl uj kj av?
(T) (O) (H) Jk pb OS? ia?

(T) (0) tf? yj
(T} am?

EM OS TP AM

Counting now, from the first decipherment of S(EM) to the second
known decipherment (CH), the interval is eight, the true period.
The cipher may then be written into a period of ei^t, or separa^
ted by vertical lines of the same period, euid the four known let
ters of the keyword used to decipher the rest. By that time addi
tional plaintext will have been recovered, and assumptions will
have been made for the balance of it on either side of the known
values.

problem 41. AC CO UN T-
yU AP XW CZ JB KD PC OS FQ, XT WM CZ BD UW KX IZ YJ HL CV NN PI AO
AL ID OX YU BN QJ AL WE PO OB AV PK PS DT PP YU OS MU AT TC HP KB
BQ ND BM TS YJ YM CX YL AV UO MT NG PL IC JY HO CP ZR CL CN DW PP
RN OB PV WK NY PP BP OZ XQ PR PC TS MN KQ QV ZO AL HT LK UA AR UN
HE WE

CHAPTER XVI. THE HOMOPHONIC SUBSTITUTION CIPHER

The Homophonic substitution Cipher is based on a four-letter
keyword, a 25—letter alphabet (in which I—J occupy the same cell)
and a series of numbers from 01 to 00 (100). The ciphertext may
be presented in normal word divisions, or it may be continuous
text broken into five-letter groups, or continuous without any
break at all. There are four substitutions for each letter of the
alphabet, depending on the constructor*s whim; but only four such

D  E P G

keyword.

A B C
20 21 22

38 39 40

66 67 68

96 97 98

X Y Z
17 18 19
35 36 37

63 64 66

93 94 95

H I K L M N 0 P Q, R S T U V W
02 03 04 05 06 07 08 09 10 11 12 13 14 15 16
45 46 47 48 49 50 26 27 28 29 30 31 32 33 34
73 74 75 51 52 53 ■55 55 56 57 58 59 60 61 62
78 79 80 81 82 83 84 85 86 87 88 89 90 91 92

(Key>7ord here is: QOLP)
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The plaintext recelTOs any of the four alternates for each let
ter found in that column under the normal alphabet sequence# For
example, in this arrangement of the heyvrord, E may be 24 , 42, 70
or 00; T may be 13, 31, 59 or 89, etc.
To solve a cioher of this type, mark off on a worksheet a depth

of four cells (quadrilled paper); leave a space or two and then
continue with the overlap. At the heading of each row, mark in
(until the system has been familiarized) 01-?,5, 26-50, 51-75, 76-
00, to indicate these digits which must appear in these rows, and
these rows only. Then, go to the cipher and pick up the various
numbers that appear, assigning them to the proper rows through
out. Here is a cipher in this system:

17 95 24 47 82 21 84 81 04 13 47 85 34 81 10 17 02 43 47 91 54 47
20 11 26 74 04 17 40 75 51 53 05 55 66 95 86 60 35 87 74 99 56 04
79 17 38 53 76 26 96 23 30 53 72 54 70 34 82 41 94 78 30 64 06 32
47 49 21 39 25 55 89 47 39 35 74 49 21 62 64 17 36 05 84 29 35 05
65 58 05 53 04 18 45 74 35 48 78 21 54 17 80 20 31 34 76 28 69 10
09 81 27 86 00 21 68 17 53 40 26 84 70 04 67 87 32 72 50 84 21 85
54 47 34 65 78 62 10 26 38 63 15 03 25 20 96 72 66 62 23 21 50 32
17 50 76 21 85

The worksheet will show;

17 24 21 04 13 When this has been
47 47 etc. done, take a frequency

82 84 81 of each row, and the
96 results will be found

to be:

01 02

1
03
1

04

5
05

4
06
1
07 08 09

1

10

3

11

1
12 13

1

14 15
1
16 17

8
18
1

19 20

4

21
7

22

23

2

24

1

25

2
26
4

27

1
28
1

29

1

30

2
31
1
32

3

33 34

4

35
4

36

1

37 38

2

39

2

40

2

41

1
42 43

1

44

1

45
1
46 47

7
48
1
49
2

50

3

51
1

52 53355
5  3

55

2

56

1

57 58

1
59 60

1

61 62

3

63

1

64

2

65

2
66

2

67
1
68
1
69

1
70

2
71 72

3

73 74

4

75

1
76

3

77 78
3

79

1

80
1
81
3

82
2

83 84
4

85

3

86
2

87
2

88

89

1

90 91

1
92 93 94

1
95

2
96

2
97 98 99

1

00

1

Each row represents a simple substitution frequency, and now the
idea is to shift the normal alphabet over (or below) until the
tallies lie under the best x)ossibilities of all letters. For exam
ple, in the first row, there are 8 17* s, which looks promising for
E. Let18 see what happens:
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01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22
- 11 5 4 1 - - 1 3 1 - 1 -1 - 8 1 - 4 7 -
PQR 3 T WXY A C E P H I

23 24 25
2 1 2

L M N

The bad part Is those 3 X*a, which throw a curtain over
this setting. Let's try again:

02 03 04 05 06
T U V W X

09 10 11

AB C
13 15
E 0

17 18

I  K

20 21

M N

23 24 25
P ft R

This is somewhat better, but there is still one X and one ft* Lot's
try a third time:

02 03 04 05 06
L M N 0 P

09 10 11

3  T U

13
W

15

y

17 18

A B

20 21

D E

23 24 25
OK I

Here, both a and E are high-frequency letters, so this is evl
ly the correct setting. Now, go to the cipher and write in axx
the substitutions for digits 01-251

A.,H..E. ,NW..TAL..DU..NA.,0.,N..A..G. .P..E..I..E..A..O..O..O..^.•
E.,A.•D. ,TS..E..A..N..E,,T.,yMID.,GE..A..E, so try now, to ̂ xgn
the second alphabet, where good placements seem likely ana iinx
this cipher.

Problem 42. Normal word divisions. What is the keywoi^d?
86 10 42 85a03 98 51 67 77 41 03 52 90 27 04 91 64 06 72 ̂  yo
38 74 94 64 62 13 00 89 42 64 31 25 30 7 75 68 50 To aoI

46 56 81 90 60 71 98 57 13 26 07 42 4^
,  J6
71 21-

^  79 S 86 32 53^0°, 52-
25 95 10 68 40 91 46 85 79

38 51 31 56 31 45 46 56 81 aw ww to. nu v -tn
74 04 50 46 66 30 09 78 01 68 99 72 51 31 71 25 81 Ig
58 91=53 64 31 72 68 51 91 64 50 67 00 01 56 92 38 48 57^oo^^^
41 68 87 21 55 14 75 42 85 14 56 38 50 67 91 45 15 13
93 68 42 30 91 64 39 48 72 30 45 77 41 79 89 86 32 53 -
69 87 42 26 10 06 68 AS 79 70 12 ao or
92 46 91 04 42 90

problem 42,
21 24 02 85
12 90 63 32
34 41 82 59

72 60 28 07
31 60 84 38
66 76 28 24
45 75 86 02
93 35 80 30
32 44 76 21
45 26 40 23

Continual text. What
38 00 20 29 69 15 32
88 60 36 45 66 03 01
20 05 80 40 60 69 33
31 90 63 76 23 03 39
18 01 44 85 16 84 21
88 36 97 82 77 05 20
03 78 79 32 72 74 35
79 28 66 82 74 63 24
44 24 97 12 46 80 68
99 69 15 24 88 46 73

is the keyword?
46 35 24 06 41 91
79 74 28 73 90 88
78 56 74 02 32 72
32 97 45 46 35 20
44 80 01 02 74 49
67 32 90 79 56 46
76 38 75 72 80 00
07 03 78 64 46 73
62 00 20 44 65 72
21 97 88 24

68 74 56

60 97 65

64 07 62

90 02 73

64 90 35

59 88 03

83 80 89

05 85 84

56 15 03
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