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CHAPTER I. THE NULL CIPHER

In many ciphers "nulls" (useless letters) are used to complete
the final five-letter group; or are Inserted within a cipher to
upset frequencies, or for some other hidden purpose. This Is not
true with The Null Cipher.
m the Null Cipher, the majority of clphertext letters are

"nulls"; and only ones, depending on their position In words,
either with a systematic pattern, as Initial, final; 1-2-1-2 f3?ont
and hack; l-2-.'5-2-l; 1-2-3-4-1-2-3-4; or some prearranged sequence
1„6-8-9-1-6-8-9, etc. may be used to give legitimate plaintext. A
variation of the numerical so'rangement, however, might be that the
plaintext letters occur after certain other letters (nulls) and
only after these specific letters; that Is, a "T" after a doubled
vovml la chosen for the plaintext; but a "T" after an "H" is Ig
nored. There seems to be no limit to the Null Cipher from the con
structor's viewpoint, and so It Is difficult to explain all angles.
The best advice Is to try everything.

Problem 1.

Getting out orders depends momentarily on routine necessary in
negotiations. Gauge time or you overwork uselessly.

problem 2.
TUBER SPENT USHER START AMPLE VAPOR CRYPT ITCHY ROOST TEMPT CLEAR
TOV/EL ASHEN PRAV/N AFTER HUMOR BRACE TRYST

Problem 3.
perhaps facing the statistics efficiently from natural assumed
operation offer the reaction; now that each plan pursued aids
neither association or club viewed within normal agenda.

CHAPTER II. THE BACONIAN CIPHER

Like the Null Ci]iier, the Baconian Cipher has endless possibili
ties, but unlike the Null Cipher, there is a more systematic ap
proach to solution. The Baconian Is based on groups of five units,
either A-units or B-unlts, to produce such combinations as AAAAA
or ABABA, etc. A special Baconian alphabet is necessary as the
first requirement:

A-aaaaa

B-aasiab
C-aaaba
D-aaabb
E-aabaa
p-aabab
G-aabba
H-aabbb

IJ-abaaa
K-abaab
L-ababa
M-ababb
N-abbaa
O-abbab
P-abbba
Q-abbbb

R-baaaa
S-baaab
T-baaba

UV-baabb
W-babaa
X-babab
Y-babba
Z-babbb

Notice that no group begins with
a double B; a peculiarity of this
cipher; and a fact which aids solu
tion, since it is known that such
an occurrence cannot exist.

The number "5" enters strongly into the picture. The length of
the cipher must be divisible by five; words used in the cipher it
self must be five-letters long; or a series may be composed of
five digits, etc. This is because the above alphabet is made up of
five units, part A- and part B- or all A.

3C^units and B-units are devised from various schemes.
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Eltlier, for example, may be represented by consonants, by vovels

(but not both); by tiie letters A-M or N-Z; tliey may be shovm by
those letters which have an upri{.;iit stroke above or below the line
of a typev/ritten character as a{;ainst those wiilch do not: b d p h
versus c e n o; tnere may be verbs and adjectives; nouns and ad
jectives; common and proper nouns; BUT whatever arrangement Is
Chosen it must be broiien up irito paired series, so that one can be
A'6 and the other B's.

Take for example: SUCCESS

S U C C E S S
baaab baabb aaaba aaaba aabaa baaab baaab

Since tiie naconlan ciphertext does not have to read sensibly,
tliough many of them do, and these mean more preparation, suppose a
series of numbers is to be used to portray the above example,
using th.e odd digits for the A's and the even digits for the B's.
The resultant ci;..r:er v;oulc. be;

29774 93166 75761 11749 79453 41114 63972, or if the letters A-K
are to be B's and the letters N-2 are to be A's, tlie cipher might
commence;

CO{-E OUT PLEJITY TO EVERY FROM YC^UR SOONER AT LENGTH etc.
A N N N A A N IT A A
1'^ Z Z Z H H Z Z H M

problem 4,

ANICLE DRAFT JUROR FREAK BEACH VALVE AISLE FILLY DROLL YOKEL ASTER
SPOIL CABIN TEETH BT^UNT BER}ri: YACHT MEDAL FRESH BORNE FELON MOUND
KODAK NEVER ANGRY BEARD LOYAI> STOVE DREAj^I cadp:t ANTIC ROSIN OCCUR
EVERY SHADY ATLAS BLACK ROGUE BASIC SLOOP DOZEN JIiMPY MAYOR KNOCK
WEARY ELVES CRUSH FENCE HANDY LURCH IRONY FUNNY HYENA SEVEN MOGUL
KAYAK PYGI'IY OFTEN MYPRH ULTPA FRAUD SQUAW WOMAN GIVEN IVORY IRATE
GLEAM NINNY FLOUR SHACK HEAVY QUILT ROUTE CABIN REALM ZEBRA ACORN
BLEAT FIEND EXIST CAIRN MACAW GYPSY FLOOR LEl-lON LUCKY SINGE KNELT
TABLE INLET 1-IOUND YODEL GAUDY WIDTH BREAD

Problem 5.
RAISE FLOSS GULCH SHEEP ASTER MOULD BATIK CUBED THEIR CENTS MAGIC
WIELD JEANS GENIE PLAID

problem 6.

Some people are always afraid to take a chance when it comes their
naj. oxitjy rciuse cmphaticaiJ-Y to gamoj-e a minor, paiii]

on a winning number or horse preferring an outright gain in
stead of doubtful or unsure profit. But others are revmrdcd and
admit they have earned awards.



CHAPTER III. THE KEY-PHRASE CIPHER

Tjae Key-phrase Cipher is a glorified Aristocrat with the s^e as
well as different plaintext equivalents for the ciphertext. The
messafce is xirritten out in normal word divisions, and the substitu
tions taken from a 26-letter phrase (a complete thought), in this
manner, E-plain might be represented by itself, and also for I, R,
and S in the cipher, so that frequently cliDhertext words resemble
such odd combinations as RFFPFW, and each F stands for a different
plaintext substitute.

Take for example the follov/ing message:

DOlffiSTIC NOTE: AN OBSTRUCTION TO TOGETffiRl^ESS IS STEAK THAT RUNS
TO LEATKERNES3; and the enciphering al'-'i:abet is:

ABCDEFGHIJKLMI4 0PQRSTUVWXYZ plain
ALLISNOTGOLDTHATWOMENCRAVE cipher

The cipher then becomes:
DOMESTIC NOTE: AN OBSTRUCTION TO TOGET}{ERNESS IS STFAK TliAT RUNS
lATSHEGL HAES: AH ALHEO^^:iEGAH EA EAOSETSOHSIII-I GH 1-fESAL ETAE ONHM

TO LEATHERI'JESS.

EA DSAETSOGSHH.

This is almost like an Aristocrat, except that A-cipher can be
A, 0 and X plain; L may be B, 0, K; N is F or U; 0 is H, J, or R;
and T is H, M, or F. Note, hovrever, that if H plain is T in one
spot, it must be T everyi^here it appears."Tn other words, every
plaintext letter lias but one substitute, but one ciphertext letter
may have more than one equivalent in the pTain.
supposing the follov;ing cl^iier is at hand, v;lth the tip:

MISTLETOE:

WOILLULYU 01 YAU NUIIO ONORN 01 FLLMOOELUT LY NFSOAE SYOU!-I LY R53-IU
FLL TOIUFIUI OIWA FAT ILUUSUT NYIWOAE LOSEOT OFLW.

There is only one place for a 9-letter vrord, the tip, and tliat
is the first word, v/rite in:

WOILLULYU and set up tiie normal alphabet, showing beneath it the
mistletoe knovm substitutes:

ABCDEFGHIJKLMNOPQRSTUVV.'XYZ
U  0 L W Y I L

Then, under each ciphertext letter (lo\;er rovr) show in light no
tation, tne plaintext equivalent, until a legitimate word appears
from the resulting conbinations; underline then, and disregard
them for the future. After step one, the message reads;
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WOILLULYU 01 YAU NUMO ONOWI 01 FLUIOOELUT LY NFSOAE SYOUM LY REHU
mistletoe ̂  o e e i i 1 is 11 11 le lo 1 ole lo e

tt t t t

PLL TOIUPIUI ONUA RMEINUT PAT ILUUSUT NYMWOAE LOSEOT OPLV?
11 Ise see 1 e s e slee e o ml 11 1 1 Im
tt t t t

1» YAU suggests ONE, with N-plaln and A-clpher.
2. FAT, now -N- suggests AND with A-plaln and p-oipherj and

D-plaln for T-clpher, This proves TOIUPIUI as DISEASES and PLL
as ALL.

3. Tvro words ending In -IN(E), suggest -INO, so G Is E.
4. NFSOAE, shwolng -A-ING may he tried for various words: HAVING,

SAVING, TAKING, SAYING, etc. If it is HAVING, in ONORN, the
form would be IHI-H, which looks well for V/HICH. So, N Is H,
S is V, 0 Is vr, and R Is C.

&• There are some odd-looking words now;
HE-I ATT-IIGTED VOIE- CQ-E C-GSHED STEEVED HO-MING TIVGID lATM

w 11 ww 1 w 1 Iv; w 1

None of these help much by themselves, but in the sense of the
message:

0^ •••• WHICH IS .... TO HAVING .... TO .... ALL
DISEASES ....

gap ̂ tween TO and ALL must be CURE, so E may also be u, and
M Is R. This sets up CRUSHED.

6. IffiR- suggests HERB, so 0 besides being I and w can also be B.
This proves OFLV/ as BALM.

7, Not much time Is now lost In filling out the other v;ords of the
cipher, and the resulting "keyphrase" turns out to be:

PORTUNEN—ALVAY3SMILE30 which can be forced as
ot nus

Problem 7, BETWEEN

RIIIEIEEWHE PWWT HIPBIII B/PUOIE WIN PHWNIHE
UI ♦WNHUEW OVre EGEI GRH BGHN "HV/WOIH".

Problem 8. BUILDINGS
MINNEDE EEC IICDN *MTNEECEI3E EEIIDNDE ISECTDEN EIMIIDE MEEEEE5AE EDEDMNICDE MR CTD ESIEEDEE.

Problem 9. INTRODUCED
UEU^VI 0^ rVVLECEUAC TV *NLELTCY OA UAYVUA OAAV Y NELATEV
TAIIAL LYCAV OTVA VAA NLETV OYI OLAUOAC ENN VAA UEYIV.



CHAPTER IV. THE TRI-DIGITAL CIPHER

The Trl-Dlgltal Cipher uses a numerical key of ten digits as
its base, which may or may not be derived from a literal key. It
also uses a keyword alphabet written into a block 10x3, utilizing
the full 26 letters. The final column, however, contains no let
ters, but nulls (blanks); as well as the cell directly to"The left
in the bottom of the third row. This final column of nulls is used
as a word separator, thus:

NOVELCRAFT (optional)
6703028149 (numerical key)
SAPEBLOWI - )
NGCDHJKMP - )keyv;ord alphabet
QRTUVXYZ )v/ith blanks

plaintext is prepared as with an Aristocrat, with word spaces.
Then, each plaintext letter receives that digit for its substitu
tion which is taken from the enciphering block (this, of course,
varies with each problem); and in this case, (9) is written as a
word separator, thus:

CHARLES-DICKENS-FIRST-VISITED-
0 5 7J7 236934083 6j5 904760954640 3__3 9

in solving a cipiier of this type, the opening vredge is its weak
ness: a double-digit cannot be the word separator digit, and so,
after careful scrutiny, tne "impossibles" may be eliminated. Of
the remaining digits, scan the ciphertext, and by coiiimon sense,
discard all but one. This is done, by watching to see where, 1,
let's say, appears in the cicher; if there is a skip of fifteen
letters or more between I's, it cannot be the separator, etc.

Here is a Tri-Digital cinher to be solved with the tip:
ORIGIHALLY.

^•Trite out the cipher on the worksheet and scan it for the
double-digits:

304262912626174614824591924338078
198460691542107547691420807488516
065126261908312466627914514186466
6209481369087145184204591 5 0852691
076209466851248671478510712696761
564291049106916426194664715579604
71966714228063

Check these off against the series 1-0 as being impossible for a
v;ord separator: 8 6 5 2 are all doubled. That leaves 1 3 4 7 9 0.
NOW, re-scan the text for 1; it appears good for the separator, and
is so noted, but the others must be checked as v;ell. 3: it starts
the cipher, so may be discarded. 4: the first span is 14 letters
betv/een two 4'b. 7: spans are 13, 17, 15, 2, 8. 26, so 7 may be
tossed out. 9: spans are 6, 15. 1, 9, 5, 11, 22 and this may be
added to the impossibilities. 0: 1, 28, and this is out also, so
that "1" is the word separator. Either encircle this digit or un
derline iT7 to show its separating power.

There is now, only one ten-letter word at 4-2-0-8-0-7-4-8-8-6,
for the tip, so it is placed here. Set up a blank block; assign



the last column to 1, the separator; and write in the various let
ters from the cipher with their proper digital equivalents taken
from the tip, and throughout the cipher. These are not sure values
but one-third values, for, remember, there are three letters for
each column, although they may bear the same digit; and two In the
last column.

Prom here on, this cipher works like a
Key-phrase cipher, but by using digits
Instead of letters. As fast as legitimate
words are found, underline them.

The clphertext now reads:

30 4 2 6 2 9- 2 6 2 6 - 7 4 6 — 4 8 2 4 5 9 — 9 2 4 3 3 8 0 7 8
1 0 r r r r n o o r o y r o g 1 n 6
a a a a a 1

- 9 8 4 6 0 6 9 _ 5 4 2 0 7 5 4 7 6 9 4 2 0 8 0 7 4 8 8 5 _ 6

g o 1 y 0 r 1 n y 0 n 0 R I G I N A L L Y
1 a a a

0 6 5- 26 26 9 0 8 3 _ 24 6 6 6 2 7 9 4 5 4 8 6 4 6 6
1 y r r 1 g r 0 r n o y o g o

1 a a A 1 a

6 20 9 4 8 — 3 6 9 0 8 7 _ 4 5 8 4 2 0 4 5 9 5 0 8 5 2 6 9 ••

r 1 0 g 1 g n o y g o r 1 o 1 g y r

a 1 1 a 1 a a 1

0 7 6 20 9 4 6 6 8 5 — 2 4 8 6 7 4 7 8 5 0 8 2 6 9 6 7 6 —

1 n r o g y r 0 g n 0 n g y 1 g r n

a 1 a 1 1 1

5 6 4 29 — 0 4 9 0 6 9 6 4 2 6 9 4 6 6 4 7 5 5 7 9 6 0 4
y 0 r 1 o 1 o 0 o n y y 0

a a a a a a

7-9667-42
n  n o

2 8 0 6 3

6 i
1

^om here out. It Is a case of-trial and error, assuming words,
and entering these assumptions lightly In pencil to see If they
prove themselves elsevdiere In the cipher. As they are proven,
^Ite them under their proper digits In the block, but remember,
that no more than three letters can bear the same digit. Sugges
tions are;

542; 8420459; 55796047; 86466620948; etc.
yor gorlous tlon rlcal
jC a s

Recovery of the keyword block Is the most complex part of this
system, and It Isn't easyl Q-lven this recovered block:



4158056729 The tJiree lines have to be Jupeled so
FONbLDKRI- that a keyword results v/itli the rest of the
XHPUCTAYE- alphabet following. The opening wedge here
Q- M S V W - looks like leaving the V-W In the third rov/

and bringing do^-m the X-Y from the second,
with perhaps using U, too, from the second row.

Draw up a blank block and assign 9 to the separator; and under
neath It v;rlte In the possibilities:

The DBF looks good for the second row
of the finished block, with TIG falling
In the keyv;ord:

85247 9

8 5 2 4 7

TIG

B D E F

U V W X Y

- - 9
U V ¥ X Y
B D I P R
TEG

z

Z - - H cannot follow the F In row tv/o, for
R  there are three letters for this column;

nor can I as It la already placed. K could,
In the column with Y, and so only one letter may be added here; or
K could be In the same column as z throv;lng J above the Y» If the
latter la true, the partly recovered block would be:
L cannot follov; K; nor can M, but N --852476-9

can, tlirov/lng P Into the keyvrord. The T "I G R A -
combination TIGRAP, offers excellent B D E F J K
possibilities to finish the kejrword UVWXYZ--
block. There Is one wrong assumption
In the BU column, but this Is to be expected. In tills type of re
covery.

problem 10. DESTROYED

5 4 5 5 9 2 0 4 6 5 4 2 5 5 7 7 5 9 1 4 6 0 1 2 6 0 5 1 7 3 0 5 6

2 8 6 5 0 4 6 7 10 9 3 1 5 4 9 1 6 4 1 5 5 0 7 7 1 8 4 6 0 0 9 7

0 6 5 4 2 7 0 5 4 5 6 9 4 6 3 9 5 4 6 0 0 9 7 — 6 5 4 2 5 5 1 8 4

5 6 2 1 4 6 3 5 14 7 9 2 7 1 6 5 0 4 6 8 1 9 4 6 2 01 7 8 6 1 5

6 5 5 4 8 1 5 6 0 1 2 5 4 5 6 1 6 3 7 0 0 6 8 9 4 7 5 4 6 2 4 3 1
5 4 6 0

4 5

4 2 2 4 5 6 5 9 2 5 7 5 2 1 4 7 4 2 6 0 4 5 4 6 4 3 9 5 4

problem 11. ASSUMED
8 7 8 6 3 5 18 6 7 2 1 5 2 8 3 8 1 5 2 4 3 6 5 4 3 6 5 2 4 4 2 3
7 9 3 4 4 4 2 3 12 3 7 5 7 9 1 7 2 1 5 3 7 4 6 3 6 5 1 8 3 2 4 6

17 2 3 6 5 12 5 3 1 8 3 5 6 6 2 1 7 4 6 4 4 3 6 7 3 7 4 3 6 5 4

3 8 7 4 2 2 4 3 7 9 3 6 5 4 3 7 1 2 6 5 3 7 9 3 8 5 2 0 1 2 4 3 5

5 8 3 7 4 4 2 3 5 8 8 4 8 4 4 3 6 7 3 1 1 4 3 5 8 3 9 5 2 3 4 5 8
6 3 5 8 3 1 2 4 15



CHAPTER V. THE RAIL FENCE CIPHER

just as the name Implies^ the Rail Fence Cipher resembles an old
rail fence found In many parts of New England today; with Its zig
zag appearance.
It may be composed of any number of rails (or letters In depth)

which may be written up or down, coming to a point and then rever
sing the direction to the end of the message, either filling the
final stroke or being short a letter or more.
Any message may be written in with the normal sequence up and

do^m, or vice versa, or It may be written Into the points first,
and then Into the successive horizontal rows, it Is then taken out
by the alternate process.
For decipherment, a table has been found of value, vmich accom

panies this article. For example, here Is a clolier of 51 letters.
Scanning the table, using the total number of letters In the top
line, and vailing lengths of rails; 2 rails, there are 26 peaks;
3 rails, 13 peaks plus two extra letters (..); 4 rails, 9 peaks
plus 2 extra letters; 5 rails, 7 peaks plus 2 extra letters; 6
rails, 6 peaks with no extra letters; 7 rails, 5 peaks plus 2 ex
tra letters; 8 rails,4 peaks plus 8 extra letters; 9 rails, 4 peaks
plus 2 extra letters; and 10 rails, 3 peaks plus 14 extra letters.
In other words, use tiiat digit which falls directly under the mes
sage length; and If no digits are shown, take tlie digit to the left
and add for the extra letters the dots.

G-lven this cipher of 51 letters;

TAOET NMFOA TNEIfll NH\/K3 POIDI SLFi-lU HSOBE ALEE\-I AUFHE ASNE3 P

Tliere Is no technical v;ay of solving this cipher; It becomes a
case of trial and error, testing various depths and various numbers
of rails.

For a 3-depth, set up a pattern;

1 5 9 13 to complete 51 letters, and v/rlte In the
2 4 6 8 10 12 14 clohertext In this way;
3  7 11 15

T  T 0
which certainly does not look like good A E N F A
plaintext. 0 M T

Next, knowing the diagram for three rails
and 51 letters, v/rlte In the clphertext first at the points, and
then follow through In the second horizontal row, thusl

T  A 0
H M N if" which looks perfect and makes solution sure.
E  E

problem 12. Pour rails.
ICATA 300GL OUDTA HTITRU REITP YIIDOA LFFAN OORV/C UYOER DNGTR LLB3P
MLPNE OYPEE OPOYM (70)

problem 13. Three rails.
TSNUH POTEO TPl-IIB NADEH NIEMVI Sl'IEHL AFOFS AVHILO AUE3K HEAES P (51)



problem 14, (?) rails.
AIRAE PLEDP RAESC NIIMRI PARHE HETKTP OOITEB ONECE EKIRD SIANH OREND
HEHPR 3AE3\I TRTV/A G (71)

RAIL PENCE TABLE (Top line snows total length of cipher); column
indicate various peaks plus extra letters of rails from 2-10,

3  5 7 9 11 13 15 17 19 21 33125 27 29 31 33 35 37 39 41 43
2  2 3 4 5 6 7 8 9 10 11 12 13 14 13 16 17 18 19 20 2l 22
3  2 • • 3 •, 4 ,, 5 ,, 6 • • 7 • • 8 • • 9 ,, 10 • • 11 ,,
4 2 • •, • 3, • ■ • 4 ., • • 5 • • • • 6 • • • • 7 • • ,. 8

5 2 •,. * ,, 3 4 5 .. 6 .,

6 2 4 5 ,,

7 2 3 4

8 2 3

9 2 3 ..

10 2 ., 3

45 47 49 51 53 55 57 59 61 63 65 67 69 71 73 75 77 79 81 83 85

2 23 24 25 26 27 28 29 30 31 32 35 34 35 36 37 38 39 40 41 42 43
3 12 ,. 13, , 14 ,, 15 ,, 16 ., 17 • • 18 • • 19 ., 20 • # 21 ,. 22
4 • , ,, 9 , , • • 10, • , , 11 ,. • • 12 • • • • 13 • • • • 14 • • ., 15
5 ,« ,, 7 , , • • , , 8, * • • • • 9 • • • # • • 10 11 • • • •

6  .. ., 6 7 .. 8 9 • • • •

7 .. .. 5 6 .. 7

8 .. .. 5 6

9 • • •, 4 5 6 • • • •

10.. .. 4 5

87 89 91 93 95 97 99

H
O
H

H
O
0)

105 107 109 ill 113 115 L17 119

2 44 45 46 47 48 49 50 51 52 53 54 55 56 57 58 59 60

3 ., 23 • • 24 • , 25 •, 26 ,, 27 • 28 • • 29 • • 30 • •

4 , , , , 16 • • • , 17 • • •.  18 • • • 19 • • • • 20 • • • •

5  ,, 12, ■ • • • • 13, • ••  • • 14 • • • • • 15

6 . , ,, 10 11 ., • • • • • 12

7 ,, ,, 9 10

8 ,. ,, 8 9
Q  , , , 7 8

10•• , , 6 7
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CHAPTER VI. THE ROUTE TRANSPOSITION CIPHER

A Tranapoaltlon Cipher meana that there la no enoipherment, that
la, a aubatltutlon of lettera of a meaaege; but that the actual
lettera are rearranged according to aome plan to dlarupt their
nonaal aucceaalon.

'•4ie almpleat form of the "tramp" la the Route method. A block of
either a aquare or oblong la uaed, but It muat be a full block; If
the- lettera of a meaaage do not com-nlete the aaalgned block, nulla
(arbitrary lettera are added).

There are eight baalc routea In thla cipher, which may commence
at any one of the four cornera of the block, making 32 poaalble
routea all told. Theae are, with their dlagrama, ualng the meaaage
with a block of 36 lettera; HOISTING ROPE NOW OF IRON USED TO BE
OP FIBRE.

1. Horlzontala
H 0 I S T I
N G R 0 P E
N 0 W 0 F I
R 0 N U S E
D T 0 B E 0

F F I B R E

2. Alternate horlzontala 3. vertlcala
0 I S

P 0 R

0 W 0
SUN

T 0 B

RBI

H N N R D F
0 G 0 0 T F

1 R W N 0 I
S 0 0 U B B

T P F S E R

I E I E 0 W

4. Alternate Vertlcala
H E N E D E
0 P 0 S T R

1 0 W U 0 B
S R 0 N B I
T G P 0 E F
I N I R 0 F

5. Diagonala
H 0 S N P 0

6. Alternate

H 0 I N W
I T G 0 F

S R N I D
0 E R E B

P 0 S E F

dlagonala
0

T

0

1
B

7. Clockwiae
0 I S T
N U S E
F I
F E

0 E

W 0

6. Counterclockwlae
N 0 R I F E-
U N I T 0 R
S G H S W B
E R 0 10 I

D 0 P E N F
T 0 B E 0 F

N U 0 F R E

Once the meaaage haa
been put Into a block.
It la written off for a
cipher atartlng In the
upper left-hand corner
and preceding horizon
tally to the right.

Solution of a Route Tranapaotldn Cipher dependa on the Ingenuity
of the aolver to produce the Identically alzed block and the aame
route aa the conatructor. The rulea governing thla type of cipher
are limited; If a horizontal, reveraed horizontal, vertical or re-
veraed vertical route la Involved, the percentage of vowela In a
row or column reapectlvely will be approximately 20^ of the total
number of lettera In that row or column. If any of the other
routea are uaed, the aequence la ao upaet that thla percentage
figure falla to apply.

Take for example;
MYM DTDAH lEDRL ILANI ANOBR MV/CES WITGA REAEO AARAI SOARV ONNAN
D (56)

Two blooka are drawn up, one 7x8 and the other 8x7 for auch a
length meaaagCy and the varloua routea are tried for each poaltlon
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In both blocks.

Horizontals: 7x0 Horizontals: 8x7
M Y E L P D T (vowel l)(y = 2) M Y E L P D T D (1, 2)
DAHIEDR 3 AHIEFRLI 4
LILANIA 4 LANIANOB 4
NOBRMWC 1 RMWCESWI 2
ESWITGA 3 TGAREAEO 5
REAEOAA 6 AARAISOA 6
VONNAND 2 RVONNAND 2

It might be said here, that the vowel percentages (or actual
count) of either rows or columns should be fairly parallel. A "1"
in one row/column and a 6 elsewhere is much less favorable than a
3«4_4-3~4-4-3 series.

Neither of these setups looks good, so another roijte is tried;
verticals result in another poor guess. Next, alternate verticals,
and here we find:

M I L I T A R and the correct route is found, with the solu-
Y L A W G 0 V tion of the cipher. The distribution of vowels
ERNSA30 in rows is: 3243433 3, *diich substantl-
•>...... ates the expect vowel occurrences.

Now, for some workouts, v;ith probable words in capitals:

problem 15. MUTILATION
CGGEP PIDEM RTOSR PNEIU EHFIE IQGRT NECSV NARVI NMODE GNEAL EIION
ODALA LLNNT RTSUT LLEEC FHEEI IIDTL lUTIO NNGOI LSHNN (100)

problem 16. DELICACY
THAAC RTYIR DTEAL EOSKL RLCAE ELOIA NETYT ICNDT HEHTL APSAG ASCAM
SYNIU lEPKN LATFI TTOTU RIRAE X (81)

Problem 17. RIBBONS
MILSY LAGTM AIHIN IVELD NAREL WETA3 OIAIN SINDB LNRUD EEBGO NHTLO
RRINO OATNV 3EL3X YX (72)

problem 18. OUTSTANDING
FMANI EMDIE HIEVE MENTC TKNJR DANET IHWRU OARON OAINC TURAL AIIIA
UNEIM ELBRE UGFHA GARCH RNTTA RASTT FTAAS TIEAT SEHL (99)

A double encipherment in a Route Transposition presents a true
problem. This means that the message is first written into a block
by one of the routes explained, and taken out in cipher form by
one of the other routes. Little can be said about procedure, ex
cept to try various routes in the apportioned blocks; however,
after Jotting down a few letters in the route method selected, it
can be determined whether or not this is right, and so save a lot
of time.

problem 19. MILITARY
NNOAE ALMIT LVSIA RMAER AOYIR GSECW ODRNH NAINW RDEIT ABADO AEADP
L (56)
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Problem 20. HILLING OF COINS
ONGOP LIKEN RIOTR INTIO 5LFEE FGSRI NLCIIV RASVT NIOOE ONAAA ElIIDN
GDELL LENST NTRUI LHEIC IHGET ITDSL PUEIU MOC^EI PSDM'I (100)

Problem 21, DELICACY
LARSL TAKLF CAEOI LITEYO ATY14T TKl^KI AEERL RTDTD HHITX ACRTG ICEEO
PAATU AI3YT UCASN lElIPS REKIT A (81)

Problem 22. GIVES US THE WORD
RDHJL LIN>10 NSAND GEIV/O LYINL RLEBN XXHOA AHBOS TAVDV TITON SEEIS
RNIRE LATUS EVIGY LA (72)

problem 25. ACHIEVFIIENT
TNAEA RMIGE EDNFA VNIHE SEIDE lATIN NLRKT RHIAB UWAUI CLTRO HRRKA
ASAFI EEILH TMTTO NAAUE SFGRM OATAU JIIHRT AECCT HEIT (99)

CHAPTER VII. THE COMPLETE COLUMflAR TRANSPOSITION CIPHER

A Complete Columnar Transpooitlon Cipher uses any size block
which is factorable, and the block is com^^.letely filled with the
letters — tiie message, ancl/or nulls to fill out the figure.
A keyiiTord is employed from v;hich a numerical key is derived

thus: for instance, say cui 8—letter woi^ is to be the key:
QUICKSET. Set up the keyivord on a piece of scrtitch paper, and as
sign "1" to that letter appearing foremost in tiie alphabet, in
this case "C"; follow vrith "2" for either a repetition of this "C"
or the next in order appearing letter, here "E"; continue to add
numerals: 3-1, 4-K, 5-q, 6-S, 7-T 8-U and the resulting numerical
key then becomes: 5-8-3-1-4-6-2-7. This method is one way, but an
arbitrary sequence may be preferred. The only requirement is that
eve^ number of the entire length must be used; there can be no
auplications and no omissions.

Ciphers of this type are always written into a block by straight
horizontals. The "routes" do not apply to this system.
Given, the message and the numerical key; 4-5-1-3-2: COHEA TONCE

ANDBR INGYO URBROTHERX:

^ p, ^ g ? The cipher is taken out by Column 1: M N D G B E; 2:
^  E ̂  A E R 0 0 X; 3:E C B Y R R; 4; C T A I U T; and 5:
AMnSn OONNRH. Itis tlien divided into the customary
T M S V 5-letter groups, in this case, there are 30 letters
IT B n n all, v/hich indicates to the solver that a block
rp u w D S been used. He would set up this cipherT H E R X ib both sized blocks, but writing them In vertically:

scanning both blocks to see if a 5x6 6x5
phenomenon such as (*) occurs, he MAECO MEOYAO
can soon tell which of the blocks NECTO MAXRIN
is tne better one to work with. The DRBAN DEERUN
{*) shov/8 that no vov/els exist in G 0 Y I H *G R C C T R
the row, an impossible combination BORUR BOBTOH
(except in shorter xiridths); so he E X R T H
aliminates the 6x5 block and concen—
trates on the 5x6 one. Each row of that seems to have enough vow
els in each cace; 1-3; 2-2; 3—1; 4-2; and 5-2, a mean avereige. His
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TH Is undoubtedly the most popular digraph in
the Erglish language, for TIffi, THIS, TPIERE,
WITH, etc, and" while LY^ at the end of the
list is often used, there are many more vmioh
occur more often.

The most popular trigraphs are:
THE THA ION FOR HAS EDT OFT HEN AND ENT TIO
NDE NCE TIS STH

The more one familiariz^ea himself with
transposition, the more he vrill get to recog-
le best digraphs and trigraphs to test,

(xe'C'cing oacis: to tne problem at hand; the solver notices that "X"
is at the end of the clpl\er, and since this is a good null, clian-
ces are good that it is Just that and that this column is the last
one to the right. Hence, he tries to link columns 1, 3, 4 and 5,
to get the best set of digraphs with 2, 1-2 give; l^A NE DR GO BO
EX; 3-2: EA CE BR YO RO RX; 4-2: GA TE AR 10 UO TX (the UO is
poor): 5-2 OA OE NR RO HX (the OE is poor). He then concentrates
on suitable trigraphs: 3-1-2, 4-1-2, 5-1-2j 1-3-2, 4-5-2, 5-3-2;
1-5-2, 3-5-2; 4-5-2, until he is assured of the correct ones,
(It is an accepted fact in working with any transposition, that

the first letter of a cipher is also tiie first letter of some
colujan; and that the last letter of the cloher is the final letter
of some coluiiin. Doth of these data are helpful in solving.)

Nov7, for the usual v;orkouts, v/ith probable word heading each ex
ample;

Problem 24. DVffiLLING PLACE
EIEUD HIIFU E3AEH DOOBR EAl^ES ERTHH NCA3L ETZLT HXAA3 DDOIH ESRDE
RTHAI B3GE0 EOTPB 0\J\JCY ALCPI ABTAE IITOTD PXMOR H0B3C DPEIN 3RHP0
N3 (112)

problem 25, ADMITTED
LIOOT EH3CE lYEEF CPNIN AN3Y0 HDC3T DENTM AHIED MEUDT HFLIE EEEDC
DS30A YNRL3 3AAUY T\7NFS ORAND OTGRL NEDHE EEOEE DFJHY N3E0F AVNTW
THJRP ROLTA EALDO SAAOR AVADO HTSTL RRAEA DNCAR DRYEE EEEES RIWCA
03EEH MRDCtO CEORE (180)

problem 26. OPENING
HEAHU lENAO LNNEL lEANT LNESE HARTE BKHVT PAI3F HTPNT AXTEA DUEDO
NNMEX NUDOT UEFRL OPTMO V/OTHE GITIO RLMTN I3AEB DTTSP RHTAT EUNER
NOGNO ICNEG WCENM NBOOU RIEON lOORO EOIP (144)

problem 27, AOCUSTOlffiD
ASEMA LLDDA TEIRN 3IK0E 3MUUE THNIP 0C3MN SCEEE EWDDE HATTN ERLDC
MEUHO 3ILEE OIIDG RHHDT WAFIE HGNOV THEI3 NCMPI LNISP IER3L CTREV
A3TET OLOCR GTMHN EPTIIA IURE3 ADCOF NIGU (144)
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CHAPTER VIII. THE NIHILIST TRANSPOSITION CIPHER

The Nihilist Tran8x>oeltlon Cipher also uses a complete block,
but It must be a square, not an oblong. And this cipher Involves a
double transposition, after tlie numerical key Is assigned. Both
rows and columns bear the same key* For example, an ordinary Co-
lumnaFTTransposltlon la;

1 2 3 4 5 with the numerical key: 4 2 5 1 3 But, If the rows
COMEA EOACM are also given the
TONCE COETN same numerical se~
TOMYG YOG-TM quence, the text
ARAGE V GREAA becomes:
TODAY AOYTD

and the cipher Is taken out by columns, starting
with 1, then 2, and so on:

GCAEY ROOOO EEYAG ATTCT ANDMM

Solution, Is of course, the reverse* Given a
cipher of 36 letters, the block known to be 6x6:

TTEEA GSl-IAF ESERT OARIS SDDEN IHTRA NIHOS 0 and Is so written Into
the block:

T S E I R N The procedure to try to link each column with
T M R S I I every other one, to produce good digraphs, then,
E A T S H H trlgraphs. Is vital, until finally the rows are
E F 0 D T 0 gotten to read properly* The next step Is to
A E A D R S switch rows until continual text Is achieved* In
G S R E A 0 this example, scanning the block, shov/s that In

row 3 there are E T H H, which looks well for a
possible THE. These assumptions are then set up:
(*) will designate discarded assumptions; In this

case OCE lsn*t very promising* This leaves but one ERT ENT
partial block as a working part* Again scanning the RIT RIT
fragments: working with row 2, we try I S M In turn THE THE
for column 4; OTE OOE*

ABA ASA
These are all acceptable, RAG ROG
so the next step Is to try
to link one of the remaining columns
In each case:

E R T I E R T H E R T N
R I T S R I T I R I T I
T H E S T H E H T H E H
0 T E D 0 T E T 0 T E 0
A R A

ERTIN ERITS ERTRN* ERTRS^ ERTNN* ERTNS*
RIT3I RITSM
THESH THESA
OTEDO OTEDF
ARADS ARADE
RAGEO RAGES

D A R A R A R A S
R A G E R A G 0 R A G 0
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Now« add the final column for each block;

ERTINS ERTISN The third step la to try to link
RITSIM RITSMI certain rova with certain other rows,
THESHA THESAH to make ooivElnued text. Take the first
OTEDOP OTEDFO block;
ARAD3E ARADES ERTINS OTEDOP; ERTINS ARADSE*. With
RAOEOS RAOESO the second block; ERTISN OTEDPO (r?).

Then, ERTISN OTEDPO RITSMI RAOESO and
the other rows may be added ahead of the ERTISN to make the entire
cipher now read; THE SAHARA DESERT IS NOTED POR ITS MIRAGES 0; the
final "0" being a null. The numerical sequence la; 351426.

problem 28. (9x9) MISSION
SPFHE ICNTS AAORE RHOMG lOTND ESIHR AATOD HSAAK SWSAN NOCGA GENSW
LANEO YAUOI ISSHV lEIRN RHDIH I (81)

Problem 29. PIPTEEN
VIEBO UIFOM HPBRP HWAEH RIVRT DAEVI APLIR OANSE ETEII MYEIS MNNTU
ARPNS TSREV ISNGS EAAUD SEIPI ODDAC N\7TAS SIATY TEHLT (100)

problem 30. VALUABLE
ERVNA SRNNS ESUON SESLT ABNTL TEEBO BAOGT YADCI CKOAA ALCUC TIATR
KTADB UELSI PFDSA ECTOR EBURR HELRE IHUBU SRYIA EOIAT (100)

problem 31. EARLY BLACK
ESAEO IPNEI RROAH EETID ORNMA ATTMD BALRI RRRGC HOKDT EUEOE YDNEA
OISDE NINTR HNOTA BONRH EFULH OGNAP RLEOB ERHNE BBTUA TTGNG NSCDA
RSSRP n-TONS ZTEHT EA^T UODKO RAEAA NEGN (144)

CHAPTER IX. THE CADENUS CIPHER

The Cadenua Cipher la a transpoaltlon cipher using a completely
filled block, which la always 25 rows deep, although the keyword
length may not be limited; that la, the total number of letters In
the cipher must be divisible by 25; nulls are added If the plain
text does not quite fill tlie block. An Indicator la used for encl-
pherment, consisting of a vertical column of the alphabet letters,
but In reverse order, starting with A Z Y X (W-V) etc., ending
with B. A keyword la selected of a convenient length and the
plaintext enscrlbed below It for the complete block, using the In
dicator, letters In the columns are marked (underlined or encir
cled) so that each letter of the keyword Is Identical with that of
the placement letters of the Indicator, por actual enclpherment
the letters of the keyword are rearranged according to their nor
mal appearance In the alphabet, l,e,, for TALK, they would become
AKLT. Under this rearranged keyword, appear In each column the
cipher letters, at the point of the Indicator marked. For example;
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(Ind.) (Keyvrord) (Rearranged Key^-
3 v; E P T E P 3 T VI

A ■5T L X 5! B "R ^
Z N D P A T T  "0 T7 If
Y 3 CANE T T R D A
X E HEAT A R T 0 0

v-v; E D T 0 A L E N U H
u T B M P E P R P D E
T R A T U R A I D Y \I
3 E 0 P T T? E T E E D
R 15 H U N D T R T N I
Q R E D T 0 M G D A E
P T v; 0 H U T L H T 3
0 n D R D P T N U I
N p I P T Y U P 0 C- E
11 D E G R E D P N A 0
L E 3 C E N 0 I E T D
K T I G R A R 3 0 I I
J D E W I T P A E K Y
I H 0 U T U G N 0 R R
H N D E R G C A 0 R H
G 0 I H G A G 0 N A P
P N Y A L T v; P 3 T M
E E R A T I u U E B I
D 0 N T P K E T E T D
C E P T P R H N T A 0
B 0 HAIR A T R E H

The cipher is then taken off horizontally, instead of vertically
as are all other transposition, and the result is:

lOEUS TTTIDA ARTOO etc.

For declpi.erment; civen the following ciplier which is 150 let
ters long, divisible by 25 indicates a keyv/ord of six; and which
is 80 vrritten into the block; -with the suggostod tip: PICKED. To
solve such a cl-»jier, write in the tip, in horizontal form. There
is but one K and three C's, one of vmich falls in the same colunn
v/ith the K and may be discarded. Each of the other C'a is then
linked with the K to give:
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(Cipher) (Assumed Columns)

2 5 4 5

R S T L 0 A V 0 E 0

U I 0 R N U I N I N

H E S C T E D T E T

E P D G I E 8 I D I

G T S H R T H A H

E 0 A E T E A T A T

H S R 8 P 0 A P v; P

L L R I A T I A N A

P T N R A E • T A N A

A N R 8 P E 0 P E P

E V T D P P R P L P

Z I V D T T I T R T

A D R N K 8 P I C K E D PIC K E

0 5 S I E 0 E E G E
E T N I E 0 H E 8 E

N A P E T I 8 T E T

E A 0 I N E I N 8 N

H I 3 E A N E A I A

D T 8 D E D P E R E

P 0 I A 0 0 T 0 8 0

G R P A L B 0 L D L

A I P W L U 8 L D L

N C R N Y P L Y N Y

E E I N 0 P T 0 I 0

I H T E C I N C I C

Both pairs of columns are acceptable, so a third column will be
tried to determine which of the above is actually correct, in the
remaining columns there are: one I in column 1; two in column 3;
four in column 4; tvro in column 6, each to be tested with 2-5. The
one in column 1; four in column 2, two in column 3 and two in col
umn 6 are to be tested v/ith 4-5.
At this point, it might be recommended that for those who pre

fer, a double length column may be written up into a strip, and
such strips slid for the various letters selected, against estab
lished groups. Such strips will not be used in the following ex
planation; instead a visual or finger-tip comparison will be em
ployed; but the results are the same:

Column 1 with 2-5: ICK REE UHE HST EIN GEA EPE HPE LTO POL ASL ELY
ZTO (n.g.) so column 1 is dropped.

Column 3 with 2-5: ICK PEE PHE RST UN (n.g.)

ICK TEE THE GST SIN DEA WPE ATO RSL NLY RTO TNC
(n.g.) so column 3 is discarded

Column 4 with 2-5: (the first one is acceptable and is written In
vertically):
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Now, for P, Column 1 (one; column 3 (one); column 6

I C K (one)
"R E H
SHE With Column 1; with 4 2 5; PICK GREE ADST NDIN EDIN
D S T INEA RIPE UITO HEOL EISL GELY EDTO HANG LAVO FV/IN ANDT
DIN ENSI ZETH ALAT OPAR ECIA NGTA ESOP HERP DSIT, all most
N E A acceptable, and which offer such additional tips as;
I P E GRJJEN, PRUITO, PLAVOR. etc.
I T 0 The following finished block indicates the state of
E 0 L the plaintext, with the indicator at the left; also with
I S L the first letter starting with the plaintext, and the
ELY underlined letters showing where in the indicator the
D T 0 keyword was employed to show the transposition which made
A N C up the ciphertext;
A V 0

w I N G I 3 P I C K

N D T P E D G R E E

N 3 I E N W A 3 H E
E T H D D A N D 3 T

L A T C 0 R E D T N

RAP B B R I N E A

G I A A U N R I P E

G T A Z P R JJ I T 0

3 0 P Y P T H E 0 L

E R P X I V E I 3 L

3 I T W-V A R G E L Y
4 2 5 u TT 3 E D T 0

T E N H A N 0
3 E P L A V 0
R R 0 P W I1
Q. E 3 A N D T
P 0 3 E N 3 I
0 T I Z E T H
N E P A L A T
H E P 0 R A P
L P R E C I A
K T I N G T A
J 3 T E 3 0 P
I 0 T H E R P
H 0 ■0 D 3 I T

(start)

Using the underlined letters, to
represent the head letters of the
encipherment, it can readily be
seen that the keyword is VIANDS.

Problem 32. i^MERICAN
BKIIA SAYAd MNHSM LONDI OVOSI YSEOT MRAAR RNAEO EENUT ESDMN EOOPR
BENDP TRBBR EINOR OBTTO SATWH BEVNA GEOTR EDIIM NMNSD TUMBA HTUXN
lANET P!IRA APNIA TDCAE APRLI UAOAO SGOIH NEVOE (15^)

problem 33. NEAR THE
VITAT OSLIE GRDCA OTETA LRNBS GSLRI KRLIE PMLVH UHPTR THDEI LDETU
CEOQE NNNUD TCROO OEOSI LE0T3 SENAE RPTNG SRIHC EGAAI EAROA G3ZNE
MLAHP EENRI EDBLA (125)

problem 34. RE33WITH
ETTWR TOPHO HMXNL LN3RE LNMNA WTEME 03T0N CEIRO PDSOT lONBI YLDND
EHIMT ETTNM TGHLI NCEYT NAUYI LEVRD AEBPE NOEOH RECAC TCBHR RHETM
PEHAE RATOE OIMCM APOTI U0RE3 RT3B3 ANDEI UINWR NRAME C3HTN NSEEY
EIAAW PGACN (175)
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CHAPTER X. THE AUTO-TRANSPOSITION CIPHER

The AUto-Transpoaltion Cipher is a multiple transposition by
groups with a keyword controlling the first cinher group. The let
ters of each group in turn, are converted into a numerical se
quence which controls the following group with a literal sequence,
in some cases, anagramming is an aid, but, due to the peculiari
ties of this system, this factor is not always dependable.

To encipher, select a keyt^ord of any length and write in the
plaintext under it. Skip a line and repeat the plaintext with the
first group under the keyword. Then, assign numbers to the key
word's letters in their order of the normal alphabet. Using this
resulting numerical sequence apply it to the first group of the
plaintext. Continue in this manner; the second group of plaintext
with the numerical sequence and then the literal affects the third
group, and so on, until the end of the cipher is reached. The fin
al oiphertext group will appear in the lovrer line, as:

key: FRAGILE WHEN MEM BERSOFA NORGANI
3714562 7316425 2367541 4672153

PT WHENMEM BERSOFA NORGANI ZATIONG
CT EMWNMEH ARBFSEO ORNIAGN INGAZOT

The complete cipher may be ;n:'itten either in group lengths of
the usual five letters, or in their true period length. A tip is
required in the former grouping, although anagramming trials may
result in solution without one. placing the tip or guessing the
arrangement of a group is but a minor step. True, the plaintext
following may be recovered with a fair aiaount of success, but what
of the plaintext preceding with an unknown numerical sequence? The
subject matter of any cipher is often helpful here, but anagram
ming with trial and error is vital.
Given, in true period and the tip: EIGHTE ENEIGH TYSEVE

RHEPTE SCDESE ROOFTO ACYDOS UMREPT WASASS TTTIAS LIMCAA NICEII
NENEVT BTDOUA GEIHET EGEIHN TEYVSE RSONUF lENCMO ILNPGI IHUENT
TETASD ESECNT GUFSSE (150)

The tip may be found in groups 12, 13 and part of 14.

CT GEIHET EGEIHN TEYVSE (?)
153462 162534 463152

PT EIGHTE ENEIGH TYSEVE
153462 162534 463152 (?)

From group 14 on, to the end, tlie solution is automatic. Now,
look at group 12: BTDOUA, suggests D A B 0 U T and checks.
Group 11; NENEVT. N or E should be in the 6th position. If
the N, the remaining letters anagrton V E N T E N, but a better
arrangement is N V E N T E, and so on.

Problem 35, REMAINING INDIANS
DTMEOHS IFIFSOH SNGOAFR NOMINTL ECUOHLM AIBVREI BTREHRY lENIAl-IN
IIGNADN ASOHNST GHCEAND ITSHECN IRLEEEA TRSROCE KEFSDOT IITAVCR
ISITSES (119)
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problem 36. HIEROOLYPH
EIETX HTSET ELHTT NEOUO PRRAP EAHBS TLPRS TEMMO LAIGH OREYI CPIHH
ESRHE CERPE ETNDH TEOHI UMTHT LTAIH EANAH ELIBT PPICT OCEUE T3FNE
PIEPA LBTHC (120)

CHAPTER Xl, THE BAZERIES CIPHER

The Bazerlea Cipher 1b a simple substitution oipher (some of the
plaintext may stand for itself) with a transposition system based
on a prearranged order; the oipher also employs three additional
letters as a signal to designate the substitution plan.
A normal polybius square is used for the plaintext, but the al

phabet is written in, in verticals, not horizontals. Another
Polybius square is used for the oiphertext, based on a three or
four digit number converted into letters, lAiich are written in, in
hor^ontals. For example: 376 or THREEHUNDREDSEVENTYSIX becomes:
THREUNDSVYIX in the sauare followed by the remaining letters of
the alphabet (I-J combining as usual). A number employing a
"thousand" may be used, but any number above "two thousand" or
"two hundred" with a zero in second place must be avoided, for
this reason: the 376 above is converted into letters bearing their
positions in the normal alphabet: 3-C, 7-G, 6-F bo 376 is CGF.
Such a number as 408, cannot be converted into letters, for there
is no "0". This signal group is inserted somewhere in the cipher-
text, guid untransposed.

To encipher, using 376, prepare two polybius squares with the
message, and make the proper substitutions:

PT CT
A F L Q V T H R E U OFTENINTHESETIMESW...
bgmrw ND3VY K h L«o A 4 A L X o'B 6 L d-o'bTf ...
CHN3X IXABC
DIOTY FGKLM Divide the oiphertext Into 3, 7, 6 sec-
EKPUZ OPQWZ tlons: KHL, OAGAKXO, B0LG30. Then, re-

verse the order of each section: LHK,
OXMGAO, 03GL0B. This, now constitutes the oiphertext, and Is so
taken off. (a variation of the reversal procedure, may be to ut-
terly disregard the numerical key, and to use sections as 3-4-5-
3^-5 or 2-6-3-5-2-6-3-5 but fnls sequence must be repeated all
through the cipher).

To solve a Bazerles cipher, take a frequency count as la done
with an Aristocrat or Patrlstocrat. since this Is a transposition,

expected to show the usual variation of occurrences,
with E predominant, unless odd or manipulated plaintext has been
used.

Given the follov/ing clpner to solve, without a tip, to show that
this cljjher m^ be solved v/lthout one:

SSKS LGITR OFEMC BKGYI WKRYY CMOII NGMYC
2S^{ 2^555 G3FGR KIKMV KLYMT TOFGI FKGYE KMBOI CTIl-OC OCGOTFBmi TGIID liKOPA FEYIM CVl-IQM BNGNE YCRKA VA (147)

The frequency count shows:

AB O DEFGH I KLMN O PQR G T UVW
3 411 2 6 7 12 1 14 14 4 19 ? 5 l l ?1 7 - 5 2
A X Z

- 10 -
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In-verticals, and the other one blank.
Prom tlie frequency chart is looks as tnough M-c is E-p, bo v/rite

in the M in cell 51 of tne ciphertext square, and mark all M*b in
the cipiier as E-plain, The procedure to follow, is to build up tlie
ciphertext square as far as possible. Unlike other ciphers where
the recovery of a kejT^ord is done at the last, with the Bazeries
it is done first, V^ith the gained knov;ledge threby, the resulting
plaintext may then be transposed.

There are a few limitations which are helpful in building up the
cipliertext square;

1, SOFTEN are the only letters occupying cell 11,
2, B C J K M P Q z are never used in the numerical key,
3, A appears only in THOUSAIJD.
4, D appears only in HUNDRED, THOUSAND, but is never used if H

and U are not (unless AND is used as a connective),
5, G- appears only in EIGHT, EIGHTEEN, EIGHTY, and is never without

I H T E.
6, X appears only in SIX, SIXTEEN, SIXTY; and S and I must also be

used,

7, L appears only in ELEVEN, TWELVE; it cannot be used without V,
8, U appears only in FOUR, FOURTEEN. HUNDRED, THOUSAND.
9, V appears only in SEVEN, SEVENTEEN, SEVENTY, FIVE, ELEVEN,

TWELVE,
10, F appears only in FOUR, FOURTEEN, FORTY, FIVE, FIFTY, FIFTEEN.
11, W appears only in T\'70, T\7ENTY, Tl'/ELVE; never without T.
12, Y never appears without T.
13, The first few letters (and thus the top row of the square) of

all numerals under a million, take one of the follov/ing 38
forms:

EIGHT

ELVN
ELVNH

ELVNT
FITEN

FITY

FIFYE
FITYH

PITYN
FITYO

FITYS
FITYV

PITYW
FIVEH

FIVET

FORTY
FOURH
FOURT

NIEHU

NIETH

NIETY

ONEHU

ONETH
SEVNH

SEVNT

SIXHU

SIXTE

SIXTH

SIXTY

TENHU

TENHO

THIRE

THIRY
THREO

THREU
TWELV

TWENY

TvroHU

Returning to the ciphertext square, with M in cell 11, rule 2
says that it must be follovred by P Q Z; from the frequency chart,
it seems plausible that P-o is K-p* having but two occurrences;
and Q-c is P-p with only one; and Z with none for Z-P» So assign
P to cell 52, Q to cell 53 and Z to cell 55, Both W and X are
doubtful for cell 54, Now, write in the additional plaintext for
P-K, Q-P,

Go back to the plaintext square, Q, being in the top row, should
have one of the missing letters from the frequency chart (or one
with but one occurrence). These missing letters are U X Z; Z has
already been placed. From the 38 possibilities of "top row let
ters", none of these letters show for cell 14, so this idea is
discarded, H S have only one tally, S does not appear in any top
row sequence, but H does, so, as a trial insert H in cell 14 and
lightly mark it so throughout the ciphertext.

Now, a check of the 38 possibilities again show; NIEHU, ONEHU,
SIXHU, TENHU, TENHO and T\70HU, In five of the previous six groups
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H iB followed by U (and with no tallies, thie looks good; 0 oan
also follow H, but with 5 tallies, the U Is preferable). In N Is
to appear In cell 21, to complete HUNDRE, there are 7 Ns to equal
Bp, which doesnit seem right, so apparently N precedes the HU and
the only number that can be Is ONE, or 0-c A-p 7; P-c N-p 7; E-c
L-p 6. Before accepting this as true, go back to the HUNDRED.
Vhen N Is eliminated, D-c B-'P 2 looks good; R-c G~p 7 Is passa
bly so all these may be lightly added, to the cipher square for
ONEHUDR.
It Is not known that the signal Is a three-letter group starting

with A-1* Go throu^ the cipher for such a combination with A-?
There Is only one, AFE, which converted to numerals gives 165, to
Indicate the numerical keyword, and the remaining letters of the
alphabet follow, as: ONEHDRSIXTYVABC
A little Ingenuity for anagrammlng Is now necessary; In the

first group the QU must come together and must be followed by a
vowel* Here I, so the numerical sequence Is set up: 342. But, the
first letter 8 must be used somewhere, so 1342 will give SQUI. If
this Is followed by the remaining r, the sequence 13425 for group
1 Is established. Try this numerical sewuence In group 2: LESRT,
which Is bad* Return now to 1342 and comydete the cipher. (Note,
here Is the case where the original numerical sequence was not
used to transpose the sections of the cipher, but a different"
one)*

problem 37. ROYALTY
BAEAO PMTID AMYKC LSBTS KCEMR NOQMW EQHQO PPTOS WSASE KOYSC ERLSL
BKTMA SWPLL ITWTI MPOEW TRMTM WOCTW EBOBS YPIAO PSLMS UOEMP LBYLW
SDMSP SBAEA LPPLH (130)

Problem 38* PERFORM
PIXCW BBUEE WUSRW AMCFA OOUBY MWEBW NWMQI MCANN WESM NEMGO MSEBN
QWQSH OSSNP HCXXU EMSWU GIWMW BBEEU XRFGX EOSWV EMMHC MERGS WYYUG
PPECM GNWGS UMPDL (125)

CHAPTER XII. THE FRACTIONATED HORSE CIPHER

The Fractionated Horse Cipher uses the Morse Code for Its base,
and, by adding "xh between letters of the plaintext and "xx" be
tween words, presents a fascinating problem.

The Morse Code, with the 2^unlt, 3-unlt and 4-unlt groups Is:

E • S • • • H .... B
T - U V ...- X
I • • R F ..—. c
A • •• W L Y
N ••• D ••• • P .——. Z
M K

G

0

1 111 1•1 •1

J
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A keyword alphabet la uaed for enclpherment and decipherment;
which may be normal« or mixed; thua:

ROUNDTABLECF&HIJKMPQSVWXYZ
-  -xxxxxxxx (There la no

•  ♦•• •• •• ••XXX# • •^•• ■•XXX# • ♦•• ••"XX XX3C)
. - X#-X,-X#-X#-Xo-X.-X#-X#-

To encipher a eample text: COME AT ONCE. The Morae Code equlva-
lenta are applied with an "x" between lettera and eui "xx" between
worda^and the aequence divided Into 3-unlt groupa:

oX-' X'-XX' .-X'-XX'--—'X-. 'X-# '-.x' .XX*

Thla aerlea of dota^ daahea and x*b la then written In vertical
form, limiting the unite to three deep; and from the above enciph
ering alphabet, cipher lettera are aaalgned to the varloua unite:

-.--• # XX-. in thla particular caae, the final
. X--X-X -.- group came out even for three; but often
--XXXXX-. .XX a final "x" or "xx" la neceaaary to com^
C BIILTMHVVFL plete the group (however If a meaaage

enda with an "x" In the top row, add a
2-unlt aymbol aa a null). By the aame token, a conatructor may
commence hla cipher with one or more x'a. But the reaultant 3-unlt
groupa are conatant.

Decipherment la dependent on patterna. A ahort tip la uaually
ample which la placed In the clphertext. Take for example, the
following cipher with the tip: FURNITURE. The cipher la written on
the workeheet (either aolld or letter-apaced) with four rowa below
(three for the charactera, and one for the plaintext).
DYUXWIMTRBMKYMOMKUWIJTBPNEKCTIBAZ
XTECMUVKJHKMMQBFRYUJTKBPPNBOEXEUP
FCIEEJYFLUEUFBBMBOIMOMIYOKMLOZIBZ
XNEBUBYUQSFEYBOIMIEEJOLNBGNIEUQS

(Thla type of cipher la uaually long; and about one-half aa much
longer aa the plaintext).

From the original Morae Code table, aaalgn dote and daahea and
x*a (at the beginning and end) of the tip FURNITURE. There will be
three auch aetupa:

iT R in

.X (1) Thla la In normal poaltlon
X X with no x*a to atart the
.  group, but with two before

the word, Itaelf. Repeated
are Indicated.

F U R N I T U R E
• • . . X X X • X

• X - — - • — . •

— • X . . • X — —

1 2 1 2

F U R N I T U R E F U R N I T U R E
X - • X . . . X — — . X . X - - - • • • X

• • • • X X X . X . X X - « X • . • X - — •

• X — — — a . . X X . . . • X X X • X • X

1 2 3 3 1 2 1 2 3 3 2 1
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All three above setups are required In placing any tip, since
each tip appears somevrtiere In the middle of the cipher, but It
Is unknown Just how It begins.

The next step Is to check to see where any of these particu
lar patterns fall In the clphertext* on a small piece of scrap
paper, write In the pattern, with the numbers falling at the
same distance apart as the letters vrltten on the worksheet. (3)
looks the most promising, for there are two 3«s, Indicating a
doubled letter In the cipher. (But the most obvious Is not al
ways right). Slide the strip along, pp Is the first spot; the
two 2»s show up as B, but the I's as T and E, eo this Is wrong.
EE IB the next; 2»b at^Ty so this Is not right, either. BB Is
S. 2»s are p B, and wrong. EE the last, with I 0 as2's; (3) Is not the correct grouping.
(2); 3 Indicates a spot >^ere a letter occurs and then a skip

before the same letter appears again to form this pattern, so
look for these In the cipher. MGM Is the first, but l*s show as
B K; UWU Is next, but 2's show as G B; EVE, I's as P U; UEU,

I'B as Z y; IMI, I's E E, Is
® ??< Si?? 1® ̂  (2) Is not the setup, either.

/■i slower process, since the repeats are not aschecked, but sliding letter by letter along the cipher
will reveal at; e t-

TBPNEKCtIBA the proper patten and the only place,
1 2 too. In the cipher.

groups go;

Now, write a tableau for the deol-
pheraent; and assign the cipher text
letters to their proper places;

•  — XXX. •

T  N P B

I the cipher where the prop-

I J T B P N E K C T I B A
• .  . . X X X . X . X

X . X - - - • - . . X X

X - • X . . • X — — .

f u r n 1 t u r e

- - X X X X X X X X

XX. . . — — — X X
- X . - X • •• X . —

K I E G

entire cipher and mark all

Whpn Wiuu taeir proper dots-dashes and x-groups.get^? ^hMk ilth letters are found and come to-teS^vkuea® « i S write In new plaln-dlfLlSe ?t occurs It might be wise toPulNT'FimTi' 5® word-endlngs may be spotted.F^ITU^ now Is placed at Its proper spot; at TEC we get;
there are three Because from the Morse table,SncI Sis 2-length, 3-length and 4-length.
With th« ? tJ:;: 5? r-*- •••-; as wen as A check

la ^ ^ BNT Is bad; ...- is V, so
S bl DlaSd Hence an X?hoJ ? S 5? ^^al unit of the cipher, and Is so marked.

S.®®® marked ehdlng with txvo xx's; and A asstarting with the two xx's as explained above.
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At TKBBPPNB, we get USUAL^ and then a gap; but since a letter

starts with a dot^ this is not the end of the word, so LY may be
tested* If this is true, 0- cipher is and X is —-x* Harh them
througltout the cipher and add 0 andX to the deciphering alphabet*
At CIEEJ we have x-xx*-x-*x— or T (end of word)* Mhrk it accord
ingly* At PBBM only I-P may be noted* At BOI, p-L« At ZIB, only R*
At XIIEBGB, RD? At BOIMIEEJO, ?L AND At NIE, ?A?

Returning to the beginning of the cipher, after the tip FURNI
TURE, there is ???UNT* The — of M makes HUNT, which doesn't look
good* But with for 0, we would get OUNT, which is much bet
ter* Now, towards the end at ZIB, we can add a T to the R alreetdy
there, making TR* Back to FURNITURE - ?OUNT; chock each S-unit
group from the Horse Code table, to which is best suited to fit
this gap; AOUNT* MOUNT so A is xx-, and Z is -x-* Mark them*

Now the section ZXB Decomes TRAORD, \diich looks like EXTRAORDIN
ARY. Add the necessary cipher text group and the new plaintext
letters to the message and to the deciphering alphabet*

The keyword alphabet now looks like; **••• (IU--XYZ with T"
in the keyword; V W may be inserted between the U and the X*

The message now reads; ****RMO.*U**E*.FOR FURNITURE MOUNT*NGS
,*,0.**RE USUALLY OA,*TANDT*.ENG.•I.*EL..WIT..EXTRAORDINARY**KI
L. .AND DELICACY. The completed keyword is SEILEDCRATMNP or SKTLl
ED CRAFT|(MXNjiHXP.

Problem 39* WAS THE FIRST
MSDTP LOLVY MUXPN CTBQY YDPLC YFYZU QCBXQ LPZUV NKAWF YZOFJ TOOEN
UVJCL PZUVZ UHJUJ CTBPL QJZWN UQBIY YDICB XDINC TYYDC TXIYZ CBSPO
DJDXU BWYIC JJUJT QLJ&T SPOVN VFTXP CYYVC OINUQ FBQIF LPYFY JBQYD
YZZTP

problem 40* THE MOST FAMOUS
BQGJJ BSDRY CCURE YT0I3 BHKSX VHUEH PESMR HEKZS EZFKY SEYZZ lEYZZ
IJYKQ LZEMI XUMRY lOJPE SMQEH LSSIN ZXEHH YYCYS FBQJD WOVOH FKSQB
EMOEI aXQKY IIHGW PWJBI NLSBC G

problem 41* AUSTRALIA
HPVAN AUQWR PDGQT AXVDC NSBBD SZJOT AOPIft BKSPQ ZJEXL IJDCM OYJLI
JUVOP QVSPT AUIJJ IVURL XWMTK LRWBD GPMIV XLBZK KSRLY FREPD GQINS
QUUDV DFYMI PUDLZ WNA14Q BMEXX LBPQT JAKPT

CHAPTER XIII. THE MORBIT AND BIT-MORE CIPHERS

The Morbit Cipher, in its original introduction was a simple
substitution cipher based on the Morse code, plus a designation by
numbers of nine different symbols* These numbers are arranged in
order (perhaps a keyword is used);

1 23456789 To encipher, plaintext is given its true
*  * *---xxx Morse code values, with an "x" between let-
. - x.-x.-x ters and an "xx" between words; the resulting

series is then broken up into two-unit groups
and the proper numbers assigned to each group* Using the above
tableau;
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O N C E U P 0 N
1- xt- ,lx x». x»x -»x .« '• X' X'- .'XX'

5 6 4 8 2 3 3 7 2 7 5 3 5 6 4 9

With a given tip, or even anticipating common words, as AND,
THE, FROM, FOR etc., this ptiase of the Morbit makes comparatively
simple solving, so a variation has been introduced to offer sol
vers a little more of a workout; it is called the Bit-More cipher,
instead of using Just nine letters of the gilphabet for the as
signed numbers, the entire alphabet is used with a keyvrord fol
lowed by the remaining letters as:

The first step Is followed as with the • • .---xxx
Morbit, but with this exception: any of .-x.-x.-x
the three vertical letters may be given 0B6TINAC!^
to the same two-part unit. This breaks up DEFG-HJKLM
the ordinary frequency and the solver has PQRUVWXZ-
to determine what the keyword is. But this
resulting cipher is literal, not numerical.

Take for example, the following cipher, a Blt-I^or, with the tip:
FROM TENDRILS OF. Set this tip up in tlie positions required (as in
Fractionated Morse), but this time, there will beonly two such
set-ups as only two-part units are involved:

WANIM CQIFE PASDZ OPHJB PG-FAP ZRXUM E3VJE UXXNY BJFBF PXV30 SHWOA
IWQAY BCLEW LV/OTC KYCUK UTRZD LITFQ FBFNX GSNPT RKEPI ADCZS 3NFLR
XUMAP ATJAK G30IG- YCGXF QCXUL HKOKK MOGIG PBTPJ N3XJQ ZNMJB PFFAF

The tip will be found at CUKUTRZD EPI. V/rite in the tip,
keeping to the method outlined for the encipherment with the "x"
between letters and the "xx" between words; and assign the cipher-
text letters to their respective positions in the keyword block,
which will look like:

.  ..---xxx Now, go through the entire cipiier and mark

1 I ̂  1 clphertext letters their plaintext val-C BfURDKTX ues; if any complete extra plaintext results
N E 3 Q I Z in adjacent positions, write them in. Com-

P G XL blning the procedure of the Fractionated
Morse and similar systems, the rest of the

plaintext may be recovered as well as the keyword,

problem 42. LOYALTY

GXQTA ZPRIU FEFCM BKVIH PYUEA RLNSO COLRA TIDHI VJUII D&KHE
YBTTA OPEQR PIRVHC OGYQR FROWM FNYHY NKNEN ZVNDCS UPLVZ lAEAR V/LRNM
GXNPS HNDCZ BXQKF TXUVS QGRBY ADKEP PYMUF LGRHR PKJCT EYCPL V^BXHI
AOJNW RBTAX BNDEE NEAE

problem 43. MATERIALS
JQYKB EPAKZ COUEF ISYET YXRQF JHRXi^ AFGKY VONDC XALYZ Jl-IWFR YAGM9
QFHXL PPUNF ZQMRI JGYAE ZOXBN KAZPT KGIAZ OOSOE AOVPQ KGWOV HDAAY
NUXOJ ERFQI DGPTX GLECI CNXKL EBSOP UFVEY JXRYB KAIE
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CHAPTER XIV. THE GRAND PRE CIPHER

5Ch0 Grand "Bve Cipher la a numerical substitution cipher, each
letter of the plaintext having one or more substituted values for
its encipherment. A square 8x8, numbered from 1-8 at both top and
left, containing 8-letter words is used. In,the or&ginal introduc
tion of this ciidier, every letter of the alphabet was used in the
words of the square; but this phase offered two faults: 1. plain
text was inapt to contain J, Q. X and Z, so the recovery of the
full square was hampered. 2. ̂ ere are only a limited number of
8-letter words containing infrequent letters so rei>etitions were
often found, so the square recovery became less fascinating.
Today, the square may be composed to any 8-letter words, which

are left to the choice of the constructor. Tbls permits more al
ternate substitutions for the plaintext letters. The only rule to
be held is that in each squeire a keyword must occupy the first
column. The old and new-style squares are appended, so that the
reader may Judge for himself the advisability of the change:

(Old) (new)
112345678 It may readily be seen
ILADYBUGS that in the "old« style
2AZIMUTHS E has but two equivalents
3CALPSKIN but in the "new" style it
4QUACKISH has seven. Hence, the up-
5UNJ0VIAL setting of frequency ex-
6EVULSI0N pectancy is more pronounced.
7R0WDYISM

8SEXTUPLY

1 2 3 4 5 6 7 8

L B 0 N E P I S H

2 L E T H A R G Y

3 0 V E R P AID

4 C A M P P IRE

5 K N I T W EAR

6 A U D I T 0 R S

7 D E M 0 N I A C

8 E N D 0 C A R P

bex'H. uy UBJ.xig one iiuiuuex-u; j.ox u—uw— xii i»xiw

each letter its proper and various substitution.
Using the "old style" block and an example:

E VERYO NEEVERYWHERE
61-45-82-71-14-54-38-61-82-62-61-71-75-75-48-82-71-61 Note the

—  — — __ rei>etitiona.

Using the "new style block":
E  VERYO NEEVERYWHERE Note that
14-32-22-34-28-31-52-33-48-32-56-26-28-55-24-72-58-81 the E has

—  — differences.

Now, for an example for solution: tip: NEITHER A MONKEY NOR
24 71 36 48 77 32 63 14 21 76 25 61 37 58 77 46 31 44 85 68 27 41
53 35 41 13 52 16 87 62 24 51 14 41 71 34 72 66 51 14 27 61 37 14
22 68 42 87 83 84 75 17 82 18 63 27 82 17 43 71 33 56 24 23 35 41
37 57 63 51 28 13 88 75 23 63 35 42 33 73 16 27 67 25 85 78 65 14
76 24 51 63 41 27 12 67 (using the "old style block"

Repeated letters indentical with the repeated numbers, place a
tip, but, doe to the multiple substitution, perhaps only one set
of repeated letters may "click". Hence, trial placements must be
tested, and the resulting letters placed in their correct posi
tions in a blank square which has been drawn up.

space between let—
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It will "be found that the tip, here, places at 63-27-82-17-43-

71-35-S6-24-23-35-41-37-57-63-51-28; so write in "^e letters knovm
to their respective 0quar8a~Tn the decipherment block:

12345678 Novr, go through the ciphertext and mark all
1  Y T letters (numerals) taken frora this skeleton
2  OH E R block, scanning the plaintext after this op-
3  R N E eration, will show fragmenta; -MK-; -hO-KE-J
4 K H -TI-; -OMN-; -MONKE-. Of the lot, the last
5 0 AY group seems to have the best information to
6  N work with. The ending of the cipher must be
7 E either: MONKEYS or MOMKEYX. Add the Y to the
8  I block. If 67 is X, then there is another X

fourteen letters from the end, which seems
improbable, so 67 is 3, Now, take a look at -MO-KE-. Does an N
fit betv;een the 0 and K? Try it. If N is 14, then since there
are tliree other 14'8, additional fragments appear: -ONE-, -NN-,
-EN-, all of v/hich look good.

The procedure now, is to guess either one (or more) of the 8-
letter words in the block, or more plaintext, working one against
the other until a complete solution is reached. Remember, the
left-hand column contains a keyword, too.
As a suggestion, what is word 4?

rememDer that every letter of the alphabet must appear in
this type of block, so, why not try to place QU? 8l may be S| R*
or D, Try each one in turn to see if suitable plaintext restuls.
There is no 81, bo this is no help, 18 may be 3, H, or E, the
latter preferable; or even, perhaps A or I. If 18 is 3, Just be-
rore the tip, there is: -TIS-, 58 must surely be 3, also, and
suggests the vrard 0JIB\;AY3, This fifth word of the block adds
something to the plaintext. Finish the solution and try the fol-

which will employ tlie "n€>v; style" block without J, Qj X»
or

Problem 44. IDENTIFYING 3YM-

tl 33 45 53 11 17 41 12 74 85 42 55 28 61 31
TO ii T ^ 45 21 41 57 63 68 65 72 38 56 82 31 67
io on fS 23 37 26 17 63 82 16 28 13 12 71 57 43 35 8502 B7 57 11 21 62 41 42 77 83 16 86 77 68 27 28 84 11 77 64 36 42

62 46 27 S 11 87 ^
Problem 45, WHICH KNOWS NO

?? rt T? ^3 41 78 45 33 48 15 45 55 61 51 23 57 22
in n5 ti Z? ®3 52 42 82 68 14 43 84 32 22 26 44 56 43 44

Zf K Zt ® 83 33 25 78 18 64 45 43 18 87 73 48 28
ti in in 26 44 15 78 63 18 84 76 81 17 77 55 45 5718 42 48 86 38 26
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CHAPTER XV. THE RAG BABY CIPHER

Tiie Rag Baby Cipher divides its words into nonnal lengths, but
uses an alphabet of 24 cells which may be setup in an oblong 6x4
and in each case, combining I-J and W-X. The encipherment is
gressive, that is, each word starts one sidvanced position from the
preceding one, for the substitutions.

This keyvTord block is used for both solving the cipher and re
covering the keyword; but for the sake of simplicity in both enci
phering and deciphering, a double-length strip showing the entire
keyword alphabet for encii)hering and merely numbers for the deci
phering is far easier to manipulate. Prepare such a strip of num
bers; 24 23 22 1 0 1 2 3 4 22 23 24. in enoiphei>-
Ing wrlTfe the first letter of the keyword under tHe "0" and con
tinue for the rest of the alphabet. Then, by using those numbers
to the right, encipher letter by letter.
For example, with this keyword and sample cipher;

0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 I5 16 17 18 19 20 21 22 23 24
GROSBEAKCD P H I L M N P QT U VWY Z 0

THIS CIPHER 13 UNIQUE
1234 234567 34 456789 etc.

To encipher T, take that letter which appears 1 to the right;
assuming that T, itself is "0". For H, take the second letter to
the right or 2. This fragment then, becomes;

THIS CIPHER IS UNIQUE
1234 234567 34 456789
ULNK FNVPHC NX ZVTASM etc. The strip may be

slid to account for a starting number of 20, let's say, remember
ing that 24 is the same as zero.
in deciphering, place the 0 at the ciphertext letter and pick up

letters to the left for the plaintext.
A problem to solve, with the tip; DISCARDED
ZLCU VPSD PZ TVHBZT NV NHBF
1234 2345 34 456789 10 11 5678

LBPDPMR FSCNQ BWN DE FQU
6 7 8 9 10 11 12 7 8 9 10 n 8 9 10 9 10 H 12 13

K F S P E O F T N DU U S UR
10 11 12 13 14 15 16 11 12 13 14 12 13 14 15

0 K Y R Q
18 19 20 21 14

R P U W V
21 22 17 18 19

V  Z Z L E
21 22 22 23 ̂

A U P
3 4 5

z A D 0 V

13 14 15 16 17

N E  0 0 T
16 17 18 19 20

R F  C Z Y
20 21 22 23

M E D I T P
1 2 3 4 5 2

D  H P T Q B  F M P

15 15 16 17 18 19 20 21 22

0  0 T E F E H W 0

18 19 20 21 22 19 20 21 22

G U P G D D L F L H H E
23 ̂  1 2 3 4 5 2 3 4
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Be sure to remember that whenever 24 appears. It is plaintext,
identical with the clphertext or zero.

1. Go through the cipher and every time a 24 appears, mark down
the letter Itself: RFXZY, ZLE, GUPGDDL, PLHME.

y  e u f
2. The above phenomenon Is one weakness of this type of cipher.

Another Is, that every time a letter shov/s the same digit be-
^  lov^ It, It^ represents the same plaintext letter,
o. By using the tip DISCARDED which, while It can be expected to

place In one of the two 9-letter words, It places at the first;
ZADOVOKYR. Set up a table of pairs, with tne plaintext first,
the digit, and the clnhertext last, as:

Since D shows up In four pairs. It seems the logical
"A place to start for recovering the keyv;ord alphabet,

strip of digits so that 0 Is under the D. Now,
D--13-Z means that C-plaln Is 13 spaces away from Z-

right), so put Z at the 13th mark. D-
•n-iQ V nu ^ 19th mark. Check these pairs off.
vlpnZv 1 means tliat S Is at the 15th mark to the
TV on B off thin pair, D has been taken care of.But, there Is an R-18-0. Slide the strip so that 0 Is

v^hlch bofl J double alphabet length
R With S place 0 at the 18th spot to the right of
mark thP n" strip until the 0 Is under t]ie 0 andthe letters that®m^"e^plaSd^now.^^^''®'

S^fLS^th^r? ^ C^ero) under It. It will
Examine the ^^Pb®^rs at 5 spaces to the left, as plaintext,
l^n^irthe Sr ̂  D-cipher has a 5 beneath It. There
each Of throthn?°?V;°''^' K, Slide the strip under
see if any more ni ? alphabet now recovered, to
double alphabet- it letters can be written In (with the
so that they a-onear in ^ repeat these wrltten-ln letters
D-15 s. With 0 nnSL S ̂ ^Plicate). D-1 c; d-3 r; D-5 k; D-9 o;
plaintext lette^a i etc. Write in anyplaintext letters which agree with the digit needed.

IcLit.^Look letters In words, but nothing slgnlf-ALE. 0-e, wlilch could be THE, ONE, ARE' etc,

'''' N?°Eitt raelns^ilt^i^l i" Preceded by C, L, R or
in the alphabet. But c aAd n «hA ® should appear
or N belong before tho ? ^ somewhere else, so either L
meaning thit in ihe^^h^r'®^®"'' ONE, N-23 1,looks I bit prLislnS wiih ^°"^%^o|ether, this
and N-23 1, wiin m in the keyword, Assume L—4 s,

thrdigltal''Itilp^with®thf 0^at'^th^t^ieti®^"°?^ alphabet, placeplaintext develops. ® t.rnt letter, to see if any new

lnfrequi^ed°bSwPon"r ̂  followed by -u—R-D, and an E being required between tne R and D, the word HUNDRED suggests
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Itself. E can then be placed In the alphabetj and more plain
text letters added.

10. By working fommrd and backward, first with the fragmentary
keyword alphabet to the left for plaintext; and from the sug
gestive plaintext words, with their letters to the right for
ciphertext, the entire alphabet may be recovered.

11. in the present case, it is found to be TOYMAKES' and the ci
pher: "When silk is unrolled etc."

Problem 46. TATTERED at word 7
GDL VMLOQU TP AQHSQ HM BHUVUI RIPLVI3N IRH SM3WSN GYKSTZ
HQDX3R3HLH ICHE3 TYQ AMPAPOKYK LF L3HB YP BI QVHN WPNG. *P3GN
♦VIEAVPV CADYE *E(iIBQPT LDH3.

Problem 47. WARRIOFIS at word 9
<»C3\OT\/V *EYIE KDZE YICNP lOYUGTY lU 3NT *NKWTQR BNNPVNUO lUPV/
VNTWB QI *CNCIRHB *MBKO *OVOHU TOA DVL «LH\7PU GKRRIS QAHI 3AMARA0
ITBP\fDN HHP WHI'/TN VT LT PPV/DDGLT EGNNPAIUUIIAK EDOPG YD3AQYVK U30
HDTO

problem 48. R0MANCE3 (Not a standard write-in of keyword)
DBA RDRPPIIA DN *BQPLYL CBM «CZ\miN KNBV/P ^7Y *WCUYHR LNRNUD
NLTHHHHV EVKR DHLWBK VOYHR QO MHDC HLATWNBNNNP DBZNRADTOB
EB HRB coin NNP ♦ABHMKPP TNLB

CHAPTER XVI. THE INCOMPLETE COLUMNAR TRAN3P0SITI0N CIPHER

With the Incomplete Columnar Transposition Cipher, a block is
employed, but an incomplete block; that is, the last line is
shorter than tlie width of the block, and no nulls are added to
fill the area. For example, a cipher of 118 letters may mean that
the block is seven letters wide for 16 rows plus a 17th row of
only six letters; or a block of nine letters wide for 13 rows and
a 14th row of a single letter, in other words, in attacking a ci
pher of this type, the solver has no way of knowing the width of
the block, but must estimate it and work according to his assump
tions. This makes the Incomplete Columnar Transposition a rather
difficult problem. However, is it a single transposition and not
a double one as is the Nihilist Transposition, which simplifies
solution to some extent.

An example of tliis system, vrith a simple numerical key:

3 7 4 1 6 2 5 3 7 4 1 6 2 5 1 2 3 4 5 6 7 1 2 3 4 5 6 7
M E P H I 3 T E R 0 3 I G N H 3 M P T I E 3 G E 0 N I R
0 P H E L E 3 3 A W A Y H I E E 0 H 3 L P A H 3 w I Y A
I N T H E P A 3 3 0 U L - - H P I T A E N U - 3 0 - L 3
U 3 T L E G E L G U T E E 3
N D W A 3 T H Rearranged for A T N W H 3 D
E N A M E 0 P taking out the M 0 E A P E N
T H E E V I L cipher: E I T E L V H
3 P I R I T P R T 3 I F I P
0 R V/ H 0 3 E H 3 0 W E 0 R
A I D T H E H T E A D H H I
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The cipher, when taken out by column 1, 2, 3 and so on, is:

HEHLA MERHT 8AU3E EGTOI TSE&H etc.

Given a new cipher:

3E0TE AHSNS 0AA3A IMTN TOGWK Sl-D-IHR 3NHSE DHTTT FYMFO EAASA A3NI0
INCMI HDTFA ANREE AVNIN TEURN WERUI C3E1-IA EPEUO RTCAI CILIC IO^rLL
(110)

Solution of this type of cipher has various methods depending on
the individual solver. "Eloy" suggests that the length of an un
known cipher be factored for various possible blocks, in this case:
6 width, 18 rows plus 2; 7 width, 15 rov;s plus 5; 8 width, 13 rows
plus 6; 9 width 12 rows plus 2; 10 width and 11 width are even, so
may be discarded; 12 width, 9 rows plus 2; and so on. Strips are
then prepared from the cipher text for each assumed block, and the
letters from this oiphertext are written onto each strip, allowing
tor an overlap of perhaps five letters (or six) v;hich are duplica-
^ed at^ the ends of all strips except the last one with the tops of

but the first one. These strips are laid beside
anfl pother and slid, in order to obtain good digraphs, trigraphs,

^  (four-letters) to make good plaintext,
man method is to write the cipher out horizontally in as

an in necessary to complete the ciphertext, and then
ar.r>4-^ oheck the digraphs, trigraphs and tetragrapha from one
met^d arriving at the same destination as in the first

an

"third method, which the author prefers, is a combination of
aShiJ^L la. the ciphertext is written into a
tinno?^ block (in this case of 110 letters, a 10x11) in a con-
^  to right by columns, but in a horizont-to start with. For example, with the above problem:

SAaanT?, As in all transpositions, one fact may be
relied upon: the first letters of a cipher

n  appears somewhere in the top line of the
plaintext; and the last letter of the ciph-

TTTMrna -p?^^!' appears somewhere in the final line of the
plaintext. When no tips are given, these two
points may be used as entrance points.

smpraS? However, valuable tips are given in "The
NMqvxT«rri^° Cryptogram", and if this cipher were to ap-
qinMMTAm^^^ there, the chances are that SUCH PAGAN
0 S H F J i E E A L
q tt p Tj -D A « . ^ Since thia is the case, on a vrork sheet wri'te
•r»n« ' leaving plenty of space above and below this
r,n/,I . ciphertext to see if any of these letters appear but
thn o Both G and P appear but once, so above each, wri't®which are before and after them in the ciphertext

^ column, for say, about eight letters, making the
j letters long; and lightly draw a lone through the let-ers used, (lightly, because some of them at either the top or the

ottom may bo later found to belong to some other column).
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SUCH A N

Now, ctieclc back to tbe cipher for an A needed
between the P and the Q- and see how the letters
on either aide of the A in the cipher look as
trigraphs for the section thus started: Column
1: AH3NS...PAG, EHW*; 2 AA3AA...PAG EIV»; A3AIM
... PAG E3'.; UAK*; A3AA3.. .PAG EIW*. Column 5:
AASAA...PAG EA\f*; A3AA3...PAG E3W UAK*; AA3NI..
.PAG EAW*; A3NI0...PAG E3W UNK CIS ROM; below
PAG EAO* (but perliaps this is an encipherment
error, since the other trigraphs seem good),
AST MAN EAT SEM COM IPI UMA. Now, perhaps the
EAO is good; it is worth an acceptance until we
are "definitely proven ;-nrong. Write in this col
umn, as is.
Scan the trigraphs for clues: Ul^K, must be

preceded by R (?) or by N (?). Loos at the ci
pher text left intact (not marked out) for H -
R for RUNK, or A - N for UNKN. 'Ahere is no HR,

but there is an AM in columns 5-6. Of the two, the 6 iwsitlon seems
better, so write that one in. The top row UMAM suggests HUMAM,
the third row COl^M (a) or COMM (on), COMM (end) etc. Try each one
until the proper combination of additional plaintext letters is
assured, crossing out lightly letters used.

With 7 ooliunns listed, the worksheet now loks like:

It will be then noticed that the SU occurs
above ttte placed tip, so this is an overlap,
making the correct width of the block 8 and
13 deep plus 6.

Of course, when starting to solve, one
never knows if the tip overlaps or not. If
it is more than six letters it is worth a
trial to assume this is the case; for IF
it does, a lot of time may be saved, as: sue

H U M A N 3 A

R I F I 0 E W

3 C 0 M M 0 M

M 3 E M I T I

H E A T H E N

S M A N D A T
E A 3 T T H E

D E A 0 F 3 U

H P A G A TTR

6

SUCHPA
GAN

7

SUCHPAG
AM

8

SUCHPAGA

N

T E 3 W A 3 N

T U N K N 0 W

P R 0 M E A R

Y T I M E S«a

m 0 a h a 0 i

f a i r

0 i m s

and such cipher digraphs as 6: SG, UA, CM;
7: SA, UM; and 8: SM may be tested to see
if they appear normally in the oiphertext.
VHien they do, solution has a shortcut.

problem 49. MAKINGHATCHET
GUIAE PyTEB NRETS EEIIH RUEOD 3ATMT SYSHD PEERA LDDCU OBOTI AOEPN
SRONO TAFAS ENMEI LOSAH ERl-IHA LIRRI OMEEE DNNEM KDOYH RAENB EGAOR
EHPEA MSRSG KTOCR DOGEM IGMOR CSRYD OTFNM 0 (146)

problem 50. ERPARTADORN
EEORI lEHEI ERMBS OAONA ECOEX AETID NTEEI EHOLC EEHRW IIOMD KLTML
ELLTA DODEA OESED SNTLW POEYR RSPOT ICPWI NUATE GHNA3 TSNAI FOHPE
RA14N14 RFIAM PASTR MBEOR HDRHN AOIBD PDHRO ET (147)
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Problem 51. DESIRABLE

FODCH ITUNT RESIIS AEESR RSSEII LA003 NUDLO SHITS TIKNF TSSTT ECPJIA
EIAT3 AEl'INT ONUOO lOSEE YIIDLE AEALO OTMIT C3GSA 1ISK9A IDBEE MIASC
LUUPII IHEIS SUHCI ORABT THFAS VDSTB RHG (143)

CHAPTER XVII. THE AH3C0 CIPHER

Tlie Amsco Cl;")her is another type using an Incoiaplete transposi
tion block. Besides that, its column-letters are not limited to a
coluion of single letters, but rather altermiting: single, double,
single, double throughout the plaintext length. A numerical key
Is employed. For example:

3 1 4 2 5 2 4 6 1 5 3 Note that in (A) the al-
THEVEA RI T HEWEAR IN ternating pattern of 2-1-2-1
N  GO P DE C GO F DE C OR ̂  follov;8 from one end of one
OR A TI V El-I -^T IV E -^AL line to the next line; but
E  DA L SW A 3W A 3C 0 0 that in (B) it is possible
SC 0 MM 0 NI IN E 'MG L 'AN to have two I's or two 2«s
N  EH G LA N DD U RI N Glk in the continuation of one
DD U RI N GT RE I "GN'o FH line to the next. These va-
H ER E . IG N EN R YT H EE I riatlons are peculiarities
OF H EH R YT ^G HT H of tills ciwher. The cipher
H EE I^, GH T ^ / (B) text Is taken out by columns
^  1"^ starting with 1, then 2, 3,

v(A) ^ and so on.
Solution Is done similarly

f Incomplete Columnar Transposition; strips are slid (If thismethod is preferred) or the cipher la left in a horizontal row (if)
— 'Method is used, V^riting this cipher into an arbitrary block.

However, is so uncertain that it will not be considered at all.

^ Cipher and a tip - since tips are vital for solutionuntil the system is more familiar: PRECIOUS.

MmmTM 2 20 25 30 35 40 45 50 55NTTIN OEHOE NTUSD PRTTE RIUUN TOLIV EDCIS ORDEW LLTIL STSII CRTOL
65 70 75 Qo 05 qq 95 ^qO 105 110

^^116 HALHE EMEOL ESERY GSPDL SRWIO AN3V/I AAEN3 LEIF3 RHPSA
FIHRR

First, the tip PRECIOUS is divided into the pattern 1-2-1-2 in
the alternative ways; -p RE C 10 U 3- and PR E Cl 0 U3; and the
cipjiertext is scanned to see if either of the digraphs appear, and
where. RE, no; 10 at 89. PR 16, ci 33, US 13. The second division
seems better with three hits and will be assumed to be correct.
Now, as before with the tip in the incomplete Oolumnar Transposi
tion, write in the tip as herewith divided and Chen write in those
letters which appear on either aide of the known pairs: PR CI and
U3, to the extent of some eight or none letters, thus:



UN IN

T 0

OL EN

I 0

VE EN

B T

PR E CI 0 U3

3 D

OR PR.
D T"
E\7 TE

L R

LT lU

35

Lightly cross out letters used, as you go along.
(-^'ne existence of PR here, shov.'s tliat the PR of

PRECIOUS - appearing'^ut once in the cipher - can
not be used here; so it Is tiien assunied that the
tip is found on two lines Instead of Just one).

Hov;, return to the ci.-^hef and teat the O's all
through, using the alternate pa'ctern of 1-2-1-2
wherever an 0 occurs; and see if something plaus
ible may be added below that 0 given in the tip;
skip all O's which have been lightly crossed out:
0-54: 0 LH K 00 U XH gives CIOUS SLK*; 0-58; 0 OU
X HK gives CIOUS SOUD OXPR*; 0-59: 0 UX H KI gives
CIOUS SUX*; 0-90 0 AN S Va A gives CIOUS SAND

I  ORSPR DVaT EVrATE, which looks good so v/rite in the
new column, adding letters anove and belov; the tip; and crossing
out more letterc.

Note, tliat toward the bottom of the columns thus linked, after
the plaintext E^'/ATE, the rovjs seem to go bad, vmich indicates that
that E^7ATE is the bottom row of the block. Mow, return to the let
ters crossed out, and, knowing that EV/ATE la the last row, nov;
erase any letters crossed out which pass tlTIs point. Also, notice
that the arbitrary length of the columns is 14, and that ahead of
the IN 0 EN, there are but three letters remaining. This shows that
this column should be extended up to the first letter of the ci
pher, for (reraemjer tiiat "the fli-at letter of tl.e cipher of this
type will be found somewhere In the top ix)w of the plaintext")

The recovered plaintext thus far, now suggests: (Q-)OIjDEN; (3I1>)
VERN; DWIT(H) in the tv;o places and EV;aTE(R).
By testing each spot for these assumed ad
ditional letters from those remaining in o Rl E NT A LL
the cli.'her, the block, may be recovered as: UX U FY T EN T

H UN G IN S Ili
NOW, notice that PR which had been KI T 3P 0 ^ J

originally assumed to be a digraph was G OL D EN I T3
not that at all, but was broken up as NA I LS 0 F3 I
-P R in the line above. L VE R EN R IC

HE D WI T HP R
PR E CI 0 U3 3 TO
— NE 3 AN D AF L

0  OR 3 PR I NK
LE D WI T HR 0
3  E\; A TE R —

problem 52. PERSONS ,
CALTV ETHEM ECUTI GONLO PRINI BSETO ONENI RSVEl OREAP RIAVY LESEH
RLASS FNYAI OTNSP HTROT LPORE NEDOE ETLIN Y0RT3 TMIOE NGWEN RIO
(108)

problem 53. CUING
ENAUT AANNG E00I3 GHl.IME IPIHE DDSEH FIRRD TBEOL YTWID FRTLD NNSOT
THNDD GTmiC LANEO NNNYD DRORU DODEY lEV/GL RASNT EPODI NRBUQ RIA&A
STOYI HINDA VOFUE REUTH MILGC AY (137)

problem 54. STATES ,,r-r>rA
HSTNP RSU3R RJ'iNIN LTELO RICIT HETIL ESAST OOFDO TODOG MOETE ̂ iWA
MENUL SBTAI RETIT IGETE NULTD YOYON OOPIS ADSUN STUBA LACTM DB
(107)
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CHAPTER XVIII. THE MYSZEOV^SKY CIPHER

The MyBzhov;sky cipher is em Incomplete traneposltion cipher with
variations. A keyword is used, one in which there are one or more
repeated letters, and so the resulting cipher has an erratic meth
od of taking out. The following examples show first, the minimum
complexity, and second, the maximum. The plaintext is identical,
but different keywords have been used to show the possibilities of
this system. Prom the keyword FICTION, assign 1 to that letter
foremost in the alphabet, C; 2 to the next-in-order letter, F; then
there being two I's, assign 3 to both of themj 4 to N; 5 to 0 and
6 to T. With the keyword PAPILLA, similar designations are shown,
with repeated letters treated in like manner:

FICTION PAPILLA The first cipher is:
2316354 4142331 OOARD COEHL ONEEA SEV/AA Ea^Ml
A H 0 0 3 E I A M 0 0 3 E I
3 3 0 C A L L 3 3 0 C A L L

E D A 3 T H E E D A 3 T H E
W 0 R D I 3 3 W 0 R D I 3 3
AID T 0 M E A I D T 0 M E
A N C R 0 P P A N C R 0 P P
E R 0 R T R I E R 0 R T R I

M M E R F R 0 M M E R F R 0

M T H E A N I M T H E A N I
M A L 3 H A B M A L 3 H A B
I T 0 F F E E I T 0 F F E E
DIN G 0 N T D I N G 0 N T
REE B R A N R E E B R A N
CHE S - - - C H E S - -

which do not repeat are taken
I

DRCMS SADTO IIONO RTl-IFT AAHTP
lOERH ILE3E PIOIB ETNEL HSMPT
RNAEK A0C3D TRRRE SFGBS (95)

The second cipher is:
MISLD E03IE NPRIM OTIAB TEITE
NHOCO DTRRR ESFGB SSEAL THI30
MOPTR FRANK AFEON RAAOS OEAWR
ADAGE OHEl-IH 1-ILIOD NRECE (95)

Compare these two oiphers, to
see how the normal sequence by
columns has been disrupted.

Numbers representing letters

ncomplete Transposition; and by this token, these columns are
handled identically with the foregoing oiTjher; but those letters
that ̂  have repeats are taken out first with the first letter,
then ̂ th its mate; then back to the first one, and again to its
mate, and so on. In the ciphertext, such relation gives what is
called a 2-decimation, that is, every other letters must be re
garded as in a normal sequence, not every letter. If it were a 3-
decimation (with three columns bearing the same digit), every
third letter would have to be considered.

Ample tips are always given in "The Cryptogram" for solvers: the
first tip in capitals, or quotation marks; the second tip in Caes
ar - so that if the solver does not want to use the latter tip, he
needn't, ofttimes the period, too, is given.

5  10 15 20 25 30 35 40 45 50 55
UEIES OCOSH lEIDF AIPLH MLCAU 3SRTT OTMUE NRAAN NR03A XSREF KPNEL

60 65 70 75 80 85 90 95 100 105 110
OINEN OCMII FOAGZ NADEM CLPRO SITOM RMCY3 NIIAA AKEFT 03IKL ATTSft
115 120 125 130 135 140 145 150 155 160

E8H0N YLETD RTNEF TUESE BEl^GA AICRT PONHG OEPAA HOARD RRAFR NET

Given this sample cipher for solution, with a period of 6 and
the tip; ERMEDICAL. Since the period is knovm, the size of the
block may be drawn up as 6; 27 deep plus 1.
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Knowing that It is a 6-perlod, the tip is then set up asi
This means that the sequences EC RA. and ML appear R E M E D I
in that order (with or without decimation) in the 0 A L
cipher and such columns may be placed. Scan the
text for EC; there is nonel But the tip said there waal What's
amiss? DecinationI Now, rescan the oiphertext for an E - 0 or 2~
decimation; or E—C for 3-deoination. At 74, there is E-C; at 4
and 59 an E—C.jot down both points for future reference. Take RA:
37, 157. I-Oj: 21, the only one. Now, as was done with the incom
plete transposition, write the tip out in a horizontal row, and
for the ML pair, extend the letters before and after it in a col
umn for some eight or nine letters (or enough to fill in the block
drawn up); and lightly mark out these used letters. It will be no
ted that the column v/ith nine preceding letters results in only a
few extra letters until the beginning of the cipher. Again, re
call, "that the first letter of a cipher in transposition appears
somewhere in the top row of the plaintext", so continue upward to
include this beginning letter. Return to the two placements of RA:
37, 157. Check each one with the established column to see which
gives the better plaintext digraphs; 37: R>I AL AR NS NT RM OH SY
AN below and ND EN UG lU TX OM TO TE RI above; 157: AM PL RR N3 ET
TM -M -y -N (end of cipher) belov^ and RD DN RG AA* above. The con
flicting AA indicates that the first grouping is preferred, so
write it in. (It might be said here, tlrnt sometimes such an occur
rence as AA or some similar "odd" digraph might be correct in the
plaintext, so, ujitil any assumption is disproven, hang onto it.)
Again, cross out letters used, Novj, try the EC combination.

Since placement 4 has now been crossed out for ML, placement 74
and 59 will be tested. 74 with a 2-declmationi seems to give logi
cal trlgraphe with the already established columns:

0 R I These trlgraphs offer many ideas: NTE(R); (I)NTO;
N TE COH(M); ITI(ION); (O)Pl'IA; OUG(HT); (A)ZEN - (l)ZEN;
N T 0 PAR(T), etc,
COM If nothing feasible develops, go back to the sin-
1 T I gle letters of the tip, and proceed as you did with
F M A the incomplete transposition, checking those spots
0 U G where these single letters appear (not having been
ZEN crossed out) to see if you can fit the proper col-
A N D umns together. And vjatch, too, for another deoima^
E R M E D I tion; there might be anotherl When completed, the
C A L numerical key will be found to be: 3 5 4 1 3 2,
PAR
0 N S

INT
0 R M

ROM

C S Y

problem 55. Period 8. BRAZILIANCITY; ACR033THE
SEFAI BINYU FETET NNIIB IROEE WRRSE IRA3E HDCTE 3R3A0 TENRT ITARI
GSLNR AFDGY SEEGA TIDAA lARHE RSROR OYNME LDOOC ELYAI LEOAH AYRTE
SATUU IRDTT ECLII BELVN NACBT CIERO ALSEN LAFTR UFSTH SRKBO S3MBL
REIPZ TOSOI WRSHE RVTOHL NNOCH (190)
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problem 56. EVILINFLUENCE

BIEEF EUAMT PHELJ LENNA VIIRL MSALR DFEPI NIOIO ROPIT LCIOT YAHAI
EUEKQ TTTAR ATTTW ATOIOR OMIEH EAHRO RHANC LEARI IBAEE RTFFD BFEV^F

OINTK EOODM TSELV LFECP WSOLR SUVET TIEPT INAI.II ALUHH IMAHO MNANO
FILEE FE (172)

problem 57. PRIMITIVE; Caesar: TaNKIKQP
lOTIU PEPHN SEOAD HGNSI AARDR PIRGD IHPAI ENHGL QTEHP NTMNI IFE3Y
OARST ETHRL NPEOG F3HCD OBRIE OFEIT BSIWE EIOHO ERDEA WPTT3 NILEI
ADLIA LTNNI POANR SBOOM RMOEV TTIES ANENS HCTEF TAHHY HTDVE GGLTI
NNEIS OLLOT SLIRR DEEIE MIHLH PGDIV ARLAF RODSA SARMS SETFO OOTEA
MIR3T TRIVA HST (233)

CHAPTER XIX. THE TURNING GRILLE CIPHER

The Grille is an Ingenious cipher using a mash with cut-out
cells, in four positions to write letters into a square block. At
each setting of the mask, the plaintext letters are written into
the cut-outs; then the mask is turned one-quarter rotation, and
another set of letters written in; a third and fourth rotation
complete the enoipherment and the resulting cipher is then taken
off by horizontals.

Since the basic cipher block is square one-fourth of the cells
must Comprise the holes in the mask, and hence it means that there

even number of letters on each side; the total number
of letters must be the square of any given number: 4, 16; 5, 25;
6, 36; 7, 49; 8, 64, etc. (Note that this series includes odd num-

they require special technique and will be explained la
ter), The position of the holes out into the mask is by an arbi
trary selection, but must follow a certain method. For instance,
suppose a cipher of 36 letters is to be made into a grille, on a
work sheet, draw a block 6x6, and divide it into quarters, of 9
ceils each, inen, number each quarter thus:

It will be noticed that each numbered digit occu
pies the Same relative cell in each quarter; 1: the
corner position; a xne inner-center position, etc.

To select holes for the mask, take the number 1,
then 2, through 9 from any separate square, in suc
cession, alternating where needed; but do not use
two 6*8, for example, in two different squares. For
instance:

To prepare the ̂ inal cipher, either of tvro
methods may be followed: 1. By using trans
parent tissue paper; 2, By cutting out the
holes with a razor blade.
Letter the four positions as upright I; a

quarter turn (to the right) as II; another
qu^te^turn to the right as m; and the final position IV. At I,
write in the first nine letters of the cipher; at ll the next nine
and at III and IV the third and fourth nines. Then, take off the
resulting letters horizontally for the oiphertext.

Solving a Grille is a bit more complicated, since only fragmen-
tary text may be gathered at any one time; from but two positions,
the normal and the reversed, as I-III, or II-IV.

1 2 3*7 4 1
4 5 6 * 8 5 2
7 8 9 * 9 6 3
3 6 9 « 9 8 7
2 5 8 * 6 5 4

1 4 7 * 3 2 1

1

4

_ 8 -

- 6 -
2

- 5 -

-g-TT-?

3
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There will be other letters recovered, but they will be unrelated
until gaps are filled, as will be demonstrated as the procedure is
shown#

Here is a cipher to be solved. It is 64 letters long and is, whe
when written into an 8x8 block: The tip is HAVE GREAT WEALTH

0 R A R Examine the tip and check with the cipher-
S E H 3 block: H; there aT'e 6 H(8, a poor start, to
K T E T know wjiich one is correct. A: 10 A's; V: 1 V; E
H T E A 11 E's; G: 2 G'e; R: 5 R's; T: 8 T's; W: 1 W;

L: 1 L» So, the logical spot to try to get into
A E * H E G R tliic cipher, is by using the single W and the
3 G « T H 0 D single L.
A A ' T F A B Now, not knov/ing in wiiich turn of the mask the

the tip is to be found, assign A B C D to the
four turns of the grille. For clarity, trds will be shown in dia
grams; but thio is not particularly necessary in actual operation.
Looking at tne basic block* w-cell 2; E: cells 3 and 9; A cells 7,
10; L: cell 11; T cell 12; II cells 15, 17, Novf, by using either
tiiat piece of tissue paper, or planning to cut out the recovered
squai'ea with that razor blade, sketch out a vacant block the same
size as tiie ci iher block, to be laid over the cioher and assump
tions made. Letter the four corners as A B C D, to separate the
various positions.
At cell 2 (W), 11 (L) and 12 (T), mark these three out, so that

the tentative mask looks like:

It is not known for sure Just v;hlch cells
are to be accepted for the in-between let
ters, so turn the grille half-way around,
that is, tx^o quarter turns, to the reverse
position, at D:

B

- W e -

e a L T

h

- n - -

- e - -

- r

o d

A -

D

a -

h -

Determine for yourself, ~ .
Just v;hich of these - - _ .
doubtful cells to accept;
RJ-I may be disregarded for the nonce; THOdefa
doesn't look good; but TH E FA does, Mark or
cut out the proper TToXes of the grille and
the four positions will now show up as:

EA '

B

- W E - • - - A -
--LT'--H-

- 0

A V

V -

I
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3

- - E T

CD - N

- E

T H - "

- F A -

and check with poaition C to see if other
good fragments appear in its reverse posi
tion, If the proper cells have "been accept
ed after the placement of the entire tip
HAVE GREAT VEiUjTH, the four positions and
their letters v;ill be, now:

re-exaralnation of

the tip and check
ing with the posi
tions, indicates
that undoubtedly A
has the rest of 1^:
HAVE GREAT. So, test
tentatively what A
has to offer:

A

E A

E A - -

B

- V/ E -

- - L T

0 - R R

- 0 - H

A V - e

E

a e a a

- e G R

T

A -
H -

- 0 - H - ~ - -

A v - E - - G R

- - A T - - -

C
- - - T 0 - -

H A K E

S

T

- - - - H - E -

I

- - 3 -

- - A -

These four positions
and texts are beginning
to take shape:

A: 0 HAVE GREAT
B: ̂ VEALTH ... OR RI

C: TO SHAKE THE... OD
D: R E A K SI N THE FA

- R

- E - -

0 D - N

- E - -

A

N S - I

T H - -

- F A -

Assumptions are now
tried, marking lightly
in pencil at any cell
talcen as a text; but
marked heavily vdien they
have been proven. At this
point, it might be wise,
to use the present mark,
and cross out all those

letters v;hich are used; leaving only those which can yet be test
ed, This permits more accurate use of the remaining letters. With
a little "hit or miss" technique, the coui^lete cipher is soon
found,

problem 58, JUST PLAIN; DISSOLVING
VAROH laUUIC ERTAT NOAUI RIRIN SHHPG EHTUI MISJl-I SUSAD INNTE ELBPL
COINA LSMYI ANDIS WS3EP ASDIO TLEOR VIRAB CNILG COITO (100)

problem 59, BROKEN INTO
H3AFT R6LRI KOSET EANID ETRII NCHGN IIVCN ACTEO ELLMB LYYIN V/IATR
HEGPN APCDE KPOIA ENCED LCAUS RICR3 \rEKBX lESXX CKAXS (100)

problem 60, GENERALLY

GHTl-rY EUEMR MTENA AGIN3 OEIAN GUNSE El-iRAR N03AD IRBLN LOOAY FRPNT
EHCRT IEHEI FNVEO ATUNT ASANT HIHDE N35E3 ROTNC FCSIT (ICQ)
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CHAPTER XX. THE PHILLIPS CIPHER

Tiie philUpe cipher employs the Polyhius Square as Its base, but
in cyclic form to produce eight (in the standard form) squares up
to tvfenty-one as the maximum, Tue basic square (1) carries as its
numer'ical indicators l~?-3-4-5 for its five rows; the following
squares siiift a row at a time to produce a new square as the pat
terns below show;

1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21
1 2 2 2 2 3 3 3 3 4 4 4 4 5 5 5 5 1 1 1 1

2 1 3 3 3 2 4 4 4 3 5 5 5 4 1 1 1 5 2 2 2

3 3 1 4 4 4 2 5 5 5 3 1 1 1 4 2 2 2 5 3 3

4 4 4 1 5 5 5 2 1 1 1 3 2 2 2 4 3 3 3 5 4

5 5 5 5 1 1 1 1 2 2 2 2 3 3 3 3 4 4 4 4 5

and in solving, these phenomena are taken into account.
Some of these numerical orders are identical but in a slightly

different sequence as noted: 1-5-9-13-17-21; 2-8; 4-18; 6-18; 10-
16.
Encipherment is done by letter-by letter, plaintext may be of

any length, with or v/ithout nulls added to complete the final
group. For the standard use, eight squares are used, and the plain
text goes for 40 letters before overlapping on itself for the sec
ond line, third line, etc. In this encinherment, the cipJiertext is
taken from the letter on the downward diagonal to the right; where
the plaintext letter occupies cells 15-25-35-45, the ciphertext is
taken from cells 21-31-41-51 respectively; vjhere the plaintext is
taken from cells 51-52-53-54-55, the ciphertext comes from cells
12-13-14-15-11. For decipherment, to find plaintext, read that
cell in an upvmrd diagonal to the left.
For example, showing but two of the squares, and with the key

word V/ATCHDOG written in verticals; and fragmentary plaintext which
has overlapped In the first two squares only:

(1)
vr D F N U
A 0 I P V

T G K Q X
C B L R Y
H E M S Z

(2)
A 0 I P V
W D F N U

T G K Q X
C B L R Y
H E M 3 Z

II

F

q
T

b

L

8

III

0 M

f p
T

b

Z

a

Y

h

IV

It will soon be noted that each set
of squares to the depth of the message
constitutes a simr>le substitution; but
that each such substitution varies in
the subsequent square-form.
For the sake of explaining the deci

pherment of a sample message an 8-
square setup will be described. Since
this cipher uses five-letter units to
represent the cipher as it would ap
pear in "The Cryptogram", it will be
shovm in place rather than re-wrltten.

V VI VII VIII
ZVDZK DV/GHG APZFW PXQJ3Z ZKFRD VZYNI UQNFQ QBXV/Z
VBFGX BHNBO DYQYI BWBRB FRDXD FYBXZ SPXUB RIXTG
NNLXB 3WGLB ^THRGW TZRB3 NVFXD F3XCQ NFQPS IDU3W
FZZVD ZHDQG ZPDGW ZBPPN DDBVF ZYCBX D

Write the cipher out 40 letters wide, and skip a space between
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llneej skip another space before writing the second row of clpheiv
text 80 that a line Is left for plaintext In each row»

Two tips are offered: THERE ARE SOME and SMALL STREAMS. The
first tip Indicates that a pattern appears somev/here In a certain
row of one of the squares and so It Is necessary to rewrite the
tip Into Its various possibilities, as:

THEIffi ARE30 ME -THER EAEE3 OME —THE REARE SOl-tE

TH EREAR ESOME T IffiR^ RESOM E

found at DRDXD FYBXZ SP In squares V-VI-VII,
second line. Write In. the plaintext under the proper letters, and
also substitute where possible In each block where other known
plaintext appears. In these three squares only, in the third line
TV V seen —TPE, which also appears placed In
TT^ "hat second tip may be placed here,

pairs thus^^ these four squares write In the plalntext-clphertext

Xll Nov7, draw up a row of blank squares under
l-iS the entire width of the cipher, 5x5 (and as—
EP sign the numerical sequences to each).

Examination of these pairs reveals that In
IV Is sz and LS, which means that they may be
combined as LSZ; under VI Is SX and MS, to be
combined as M3X. When such trlgraphs occur,

now that sy .rr fr® preferred as opening wedges. Note,
meliB tL? vi% V and sZ Is In IV. This
anrthe^-ro^?n''?v to the 3X, the x-row In V
be neoessarv ti ® ^^® ®^® Hence It willBsary^to find out which row Is proper by calculation:
LSZ can be 5 2 3 sw can be 2^3 usx can be 3 2 4

It? 34 245

IV V VI
TJP IF

MR HR RY
AB ED Kh

LS RX SX

LN oz

SW MS

3 4 1

4 15
15 2

4 5 4 5 1
5 1 5 13
12 13 2

be ^ 2 3, this can not
4 5 but g Y in V? ? 1® • ̂ ^® ®^® ^^^® 3 4. SW In V Is
The same Is tSuI ^® cancelled as well.
Und^ the it ® sw In V as 1 2.

in cell 22 ol th« Si ^B.cant squares, write In S In cell 11 and \I
Intrthe DthPn ^^® letters also
mind t^t the nJJfv P^oper places, keeping In
Check off gw an hoino-^. rows Is a bit different In each one.
of rows Is 3-2 4-^5 1 ^^^'I'Now, go to VI for the MSX. The sequence
and M Si H ̂ ®®^1 51' X must be In cell 12;
be in tSrfifth 5 1" ̂ ^® ^1^®^ column, M must
R may be nl^cpd' ?? ®?* now to IV, there Is an MR so
m^lf p R ®®11 11. in V,
S'li cell 35 w t i }' " ^® ®®11 55. In V, LN; If L
alread? olacpd Continuing with half-values
I-BqSSe'^noriSoS^"L^ equivalents, until the
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S - - - H and the other aeven squares have the same letters in
R W - them in their prooer rows,
- X

0 y - - L The plaintext at this point looks like:
N Z M

0  0 OON-R 30 H ORL
SNO R-LL S-S--N-M

- THEREARESOMES M- 3 LL-R N--
-N-N-N-SMALLSTREAMS M
N-OON-D 0 N3 H S-OR--

If, by now, the route for the write-in of the basic square has
not been guesses, and a few additional letters written Into it,
checked for more plaintext, look at -H— ORL— (the world?); -OON-
(to one, so one?) Try tlieae assumptions, and decide which la cor
rect, and then v/rlte in new plaintext in all blocks. The finished
square will develop to have TEACUP written in by alternate verti
ces.

problem 61. (8 blocks) 3EVENTEENTH CENTURY; ALWAYS BEEN
TLCT-n: LNINO NRPN3 DWTTO SF30Z XY^'fUL PVJWUW WYMPH VIWITL XXRTP KVWTI
TUTOV ̂ mOVI GVaPA ABLIW ZLHTP GLVTZ LOKPU TY3YL KINOX QPPY3 FLEWT
SU\a.3 ETTOY PYKV;Z MTYA3 TLOVW ZDVmT 3E30Z LHQXR WAXOI TXRNW ZSWI
TVILH ZKLOX ZUZXM SFTLO QXV^-/X

problem 62, (10 blocks) OF ALL NATIONS; BY THIS MEANS
CRPHG DTV/OH UHSGQ BUVHS RHYVC FBICW PTDCT FGVRH IDNCD VPNBU
HYYOH UH3GV HPZFT RNIVC ESUSV DIXYA TWVHY LHKCH BRNFO HGFTH VDTOA
PUSAQ EDEVR HVEFN RVGHl^ YX^^BC FUIHW HBZVG BRVHCS VKNGK FGGZO HKQUF
GHVRF NVFNG IZRI3 BCDHX LM03

problem 63. (21 blocks) ADVANTAGES; THAT THIS
AYFPS NNDLL OVCm; ZCHPA BQUQX EXCAT GVl-IHU GFSCiD BOYAF CUX3U MFSMA
BIEQU BUFGU MDWDM EHURH OCFAF NQZZF HOSDG GZAGF GCVPF MDFKG AAFUA
3ZQUZ HFOVm OSRGW AYGUF RCDEZ ANGHI DHSNG UBPAY W3AES LTLKG AUZET
UABOT FDCHI NWDRI ICFDA HGAFD AYDAA NTRYT XDWRV NCDQB FNAEF NGUDG
QGNLV DGSAW GAGNQ AEZI-IG CCDZQ SUGAD HV/XQ3 DXSUM FOHWT FFBZU MQHHG
CPPRV CCRYF YSm/B UGABQ QIXAY TRYFG DRPRC SNASD FYGPE DQDXS LLFXL
YFPFK UBAFl-I AEGEC RPZAN XSQG^ NBGHH IFUMC NQZQW BNGFF WGUMY DPEFR
RFDFX RDFUA CQDAQ ASIQX DOTHT RVFPN ^GHH NQSUA HSDLZ OLYFK IHGN-

OHAPTER XXI. THE CHECKERBOARD CIPHER

The Checkerboard Cipher uses a elngle polybius Square to both
encipher and decipher; but the single plaintext letter becomes a
olpliertext digraph. Actually, such resulting digraphs offer a
problem which is similar to a patristocrat, an undivided Aristo
crat. Frequencies may be taken of these digraphs, as is done with
simple substitution to find out the high-frequency ones and the
low, and thus assign values.

There are two keys used to determine each digraph, which may be
literal, or numerical, one at the side of the square and the other
at the top; and where the two Interlook, is the plaintext letter,
in the more complex forms, two keywords appear at the side and at
the top (and there may even be no keyword, but arbitrary letters),
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giving alternate values for ciphertext digraphs.
In the first six diagrams below, the simpler forms are shown;

five with the keyword alphabet xirritten in normally and the final
one with the key^/ord alphabet written in counter-cloclnrise. The
seventh diagram shows the more complex method of the Checkerboard
Cipher;

A B C D E 1 2 3 4 5 V A L E T A C B E D

F »S U d K E« 6 IB U C K El 3 IB U C K El F IB U C K. £•

G 'T S H 0 P' 7 IT 3 H 0 pi H IT 3 H 0 pi J IT 3 H 0 pi

H «A D F G I» 8 lA D F G II 0 •A D F G II H lA D F G II
I 'L M H Q R> 9 IL M N Q RI W IL M H Q RI I IL M N Q RI
J «V W X Y Z' 0 •V W X Y Zi Y •V U X Y ZI G ly X Y ZI

(1-a) (1-b) (1-0) (1-d)

2 5 13 4 ABODE v; I w D Y

a IB U fl K E' F I G pi 3 T 0 R M
0 IT S H 0 pi G lU M Y X 01 M G IB U C K El
9 lA D F G II H IC N Z W Ai A R IT 3 H 0 pi
6 IL M H Q Ri I •K Q R V pi T E lA D F G II
7 ly V) X Y Z' J IE T 3 H 01 C Y IL M N Q RI

(1-e) (1-f) H 3 ly W X Y ZI

(2)

Encipherment is given for plaintext; Iltt-IEDIATE in each of the
square s;

IMM E D I A T E
HE IB IB PE HD HE HA Pa PH (1-a)
85 92 92 65 82 85 61 71 65 (1-b)
OT WA VIA ST OA OT OV HV ST (1-c)
HD IC IC FD HC HD HA JA PD (1-d)
94 65 65 84 95 94 92 02 84 (1-e)
FC GB GB FE GE FC HE JB FE (1-f)
X y y z X z

It will be noticed that in
"x-y-z" blow this diagram, re
peated digraphs appear, which
bear out the frequency being
comparable to single letters
in a simole substitution ci
pher; but

I MME D IA T E
TY CT YI MM TI EM EW RS GY (2)there are no such repeats, for

alternate values have been used
to obtain these digraphs.
It v/ill also be noted that if, when solving a cipher of this

type, a tabulation of the first letters, and then the second let
ters of the digraphs be taken, there will be only five different
characters (letters or numbers) for the l-variations, but there
may be five or more for the 2-variation. By this means, it is dis
covered whether the simpler or the more complex system is involved.
Here is a sample cipher, with the tip AITCIENT and its placement,

underlined;

YC EM HR YR ER YC YR EH EH AC YR NA NA YC EH YR YC YH ER YR EC YH

AO
—f

YA YC AM EH AC NC EC ER HH YH AC YR YN EC YH

a

AC

n

AA

c

NC

i
EC

e

HR

n

EC

AC NC EC HH EH AC HR YR ER NC ER NC YR EC EM NA AM EM NA HH HA HR

YR EH NC EC EH
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A tabulation of tne different letters of the first half of each
digraph shows: YEHYEEANYEYANHAH for the side; and
C MRRRHCAHCAMCHAA for the top.

First, try to transpose each set of letters and make a legiti
mate word: side (HYENA?); top: CHARM or MARCH. Draw up two blank
squares, and assign HYENA to the side of each, with CHARM at the
top of one, and ̂ ^ARCH at the top of the other; then write In the
plaintext letters derived from the placed-tlp digraphs. Thus:

MARCH CHARM

The second square lends Itself more H'- - R - 0' H'- 0 - R
readily to the probably way of the Y'- -IAN' Y'A N - I
write in: ..CP, T.W.. E'P - C E 3' E'S 9 - C F'

Go through the cipher and write N'- N'- - - -
In any plaintext letters which re- A'- W - T A'T - v/ -
suit from the letters In tloe square
with the known key-letters at the side and top. Checking with the
tabulation frequency;

YC - a 5 The results aren't too far off, and most acceptable.
YH - n 6 Now:
ER - o 5 1. AG NC EC Is repeated, as T -E and may be THE. If
YR - 1 9 so, NG 18 H.
EC - e 8 2. The end of the cipher: HE (EH). EH must be D, R,
AC - t 7 or 3; but up above EH HE coming together with the

known plaintext cannot be D or s, so must be 8.
3. -H E -E (WHERE?), then AA Is W and HR Is R.
4. HH la 0. 5, Ea-I Is P.
By now the first square may be disregarded as no route write-in

Is plausible (but we had discarded It earlier). The foregoing iwo-
cedure merely proves this point, in the second square, the one we
have accepted, T-W suggests TU-Vl'CC-Y-YZ as the row. And the rest
Is a simple matter to solve.

problem 64. BEFORE
AI AA AK 33 PK PI IK lA PI PK PT AA P3 PI AI AA AT PK PT IT PS PI
PK II lA PK AA IK RK SE PS AK RK RK AK SI PK PA AS SK AI IT PK PI

PT PK IT AK PS PA AI AA AT PK IK lA AA PK IT AS PK PS AK PI PK IK

RI PK AT lA PI IK AI PT AA PI PT IT PK IT AI IK IK RI PK AK IS PK

PI AI

Problem 65. TWOFEET
UA PO EO PK JD EO UV PD JO UA PA EA JK EO JV PK UK EK LD PA UK JO

UA JO JO PO UA PD PD UA JO JK LD LA EA LD PK LK UD EA JO PD EO PK

JD EO PA UA JO UD JV JD EA UA JO JA UV EO JK EA EA JA PD EO PK JD

Problem 66, COLLEGE; TONTHE

LP Yl^ LI El LI PN ET TJ TI TI LP LG LI YI PP EN LJ DJ YW EW LW LP

LU EG SE SI PI TP El LI PJ EJ El PP TE TP LP EP TJ AW El LS LI EG

PT EJ LS DN DG DN LJ AP US UP E3 GT AI SE GS EW EP US PT PN El UI

UI AW UT YU AW UW GN UP UU UJ DN SU GH AI LP LI AU

It may said here, that In "The Cryptogram" sometimes the con
structor will reverse the order of his digraphs, so that, for In
stance, GB and EG will represent the same plaintext letter.
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