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INTRODUCTION

1'11 tell thee everything I cans
There's little to relate.

Lewis Carroll

F. DELASTEILLE -~ KIS LIFE AWD TIMES.

The Trifid may not be the most complex of the numerous methods
of encipherment devised by the clever Frenchman, F. Delastelle,.
but it will do, in so far as this student of the science is con-
cerned, until someone produces a tougher one. However, no matter
how secret and mystifying amessage enciphered by Trifid may appeer
to be, the enigma of the man who originated the system,is greater.

F. Delastelle - who was he ? That is the question ! ! !

The writer's interest in this subject goes back to the winter
of 1954-55, when the major portion of what is contained in the
following pages was prepared. At that time it was believed that
a short biographical sketch, of Delastelle, would be appropriate
as introductory matter end also, would 'pep-up!, to some extent,
a treatise which was doomed to be rather heavy reading, at best.

With this thought in mind, various items of cryptologic lit-
erature were consulted for biographical information. From these
sources, absolutely nothing wes learned other than the fact that
certain books, bearing the name of F. Delastelle as author, were
published in Paris during the decade, 1892 to 1902. These are:

Crypt hie pouvelle assurant 1'inviolabilitd absolue
de= correspondances chiffrdes. Paris: P.pubreuil, 1893.

Cxry . cographie universelle. Paris: 1893.

Traite él¢mentaire de cryptographie.
‘athematiques appliquees. Paris: Gauthier-villars,1902.

Numerous authors gave descriptions of the Delastelle systems
and made mention of his books,but nothing was said about the man
who wrote them, except in Chiffrebyréernas insatser i varldskriget
t1i11 lands (Activities of Cipher Bureaus in the World Var), yves
Gyldén, Stockholm, 1931, where he is referred to in this way.

"Works of the various military authors, Viaris, Valerio,
Kerckhoffs, and Bazeries, as well as some by the mathe=-
matician, Delastelle, may be considered to be standard
within certain limits."

This corment seems, at least, to remove Delastelle from the
military catagory. Also, it would appear to indicate that the
name, *., Delastelle, was not merely a nom de plume. On the neg-
ative side, Cormmandant Bazeries, a contemporary, makes no mention,
whatsoever, either of Delastelle or of his systems, in his book,
Les chiffres secrets devoiles (Cipher Secrets Unveiled )Baris, 1901.

vii
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When it was found that nothing could be unearthed by personal
research, several friends in the A.C.A. were contacted. Results
were zero. Following this, a governmental agency was requested

to 2id in the search for information. After about a month, this
report came from that source.

"I did not think that it would take as long as it has to
get negative answers with regard to Delastelle. The;e‘
is nothing on record in this country and I can sey this

as a result of a search by our library consultants among
all available sources."

And later:

"1t seems that the man never existed, but for his books."

lleanwhile, the writer had been +trying his luck in other di-
rections. A letter was dispatched to the French Embassy in Wash-

ington, and an answer was received from the chief of their Cipher
Division which said, in parts:

"The documentation the Embassy has on the subject did not
prove sufficient and I therefore forwarded your request
to the Ninistry of Foreign Affaires in Paris and I will

soon be in a position to send you, directly, the infor-
mation you require."

That was encouraging news but,

that was ever received from that correspondent, although several
additional letters were written in

the hope that at least sane of
the promised information might be pried out of him.

unfortunately, it was the last

Delastelle's P

aris publishing compeny, Gauthier-Villars, was
also tried.

A representative of that firm replied, in part:

“Nous avons recherche dans nos archives si nous possédions
des documents au sujet de M. Delastelle afin de pouvoir

vous aider dans votre travail. Malheureusement, nos re-
cherches sont restdes vaines.%

The above can be roughly translated thus:
"Sorry - but we cant find anything on him."

Eventually, about a year and a half after the search started,
an inquiry addressed to the U.S.Fmbassy in peris was referred to

Miss Erme Jane Gammell, Asst. Director, USIS Library,Paris. From
Kiss Gepmell came the first positive results. In a letter dated
29 larch 195€, she said:

"We are glad to be able to transmit the following infor-
mation which the head of the Section du Chiffre, Etat-
Xajor de 1'Armee, has sent us.n

"Felix Delastelle was born at St. Lmle, Jamuary 2, 1840
and died at Saint-Ideuc in Paramé, April 1, 1902. He was
Inspector of Tobacco. No information on his education
nor how he happened to be interested in cryptogrephy.®
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Pursuing the search further, it was learned from Les Archkives
Yationales that Delastelle was an Inspector of Tobacco at St. Lalo
in 1878-1880. No other information was derived from that source.

At a still later date, L'iss Gammell reported that a notice in
Figaro, of April 1902, stated that a certain li. Delastelle died,
enroute to the funeral of i:is brother in Brittany. She had hoped
to find an obituary, but had not succeeded. Shortly after this,
Yiss Gammell left her station in Faris and her efforts to aid in
the search were terminated.

In the Spring of 19€1, when work on this treatise was resumed,
a letter was dispatched to Gen. Iumigi Sacco, at his Rome address,
asking if he could supply any additional biographical information
on Delastelle. As had been the case with others, his prompt reply
was mostly negative, with the exception of this comment.

"The French edition of Traite elementaire de cryptographie

of Delastelle is included in a series, "Lathematigues

appliquees', which seems to confirm the opinion expressed

by Yves Gylden.

And also:s

"But, on the other hand, the 'Traite' allots the 'Septieme
Partie!' to the 'Cryptographie milite.ire', which shows a
special military interest and seems to qualify Delastelle
a8 a military engineer."

At about the same time that Sacco was consulted, a letter went
to the Section du Chiffre, Etat-lajor de 1'Armee, from which office
liiss Gammell had received the greater part of the informat ion tiat
she had been able to supply. This letter was not answered.

And so, as of this date, these few meagre facts represent all
that is known about F. Delastelle on this side of the Atlantice.

AN wcre

Clarksburg, W.Va.
July 1961






THE TRIFID CIPHER

THE GENESIS OF THE TRIFID

The term, trifid, is not a coined word. It is to be found in
any standard dictionary. Webster defines it thus:

trifid (tr1’fid) adj. (L. trifidus, from tri- plus root
of findere, to split.) Three-cleft, tridentate.

Pursuing this bit of intelligence a step further, it will be
found that 'tridentete' is defined as: "having three teeth, or
points". And so, as it applies to the cipher system now under
discussion, the word, trifid, may be considered to mean:

"Divided into three separate parts or components.”

Felix Delastelle, the French mathematician who put the word
into cryptographic glossaries, used it to describe one of a ser=-
ies of related methods of encipherment which he devised. In his
Traite E’lg’;nentaire de Cryptographie, Delastelle outlines their
development. Under the heading of Complex Substitution he takes
up the encipherment of polygrams,a word which, for cryptographic
purposes, may be defined as a related group or sequence of two or
more letters or other characters. In explaining what he is trying
to accomplish, Delastelle makes this statement:

"Enciphering by polygrams is characterized by the fact
that all the letters of a plaintext group participate in
the determination of the letters which form the resulting
cipher group."

From this, he goes on to say that the broad term, polygrams,
includes digraphs %groups of two), trigraphs (groups of three),
and other groups of higher order. Since a digraphisthe polygram
of lowest order, Delastelle considers it first. To obtain a table
of digraphs for encipherment purposes, he lists all possible two
letter arrangements of the letters of the alrhabet. This consists
of combining each letter with itself and with all other 1letters
as shown below.

AA, AB, AC, - - = to - - = ZX, ZY, 22

He then places this list side by side with another list of the
same pairs, arranged in some methodical order that is not alpha~
betically consecutive, as was the case with the first. One list
represents the plaintext digraphs and the other, the correspond-
ing civher digraphs. As these tables rust each contain (25 a 676
sets of digraphs, depending upon whether a 25 or 26 letter alpha~-
bet is used, and as both an enciphering and a deciphering table
mist be prepsred, Delastelle came to the conclusion that such a

1
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system was too cumbersome for practical cryptographic purposesand
left much to be desired in other ways. In his own words, he says

"These simple and easily applied procedures are not dif-
ficult in operation, but the formation of the table of
digraphs is a long and laborious task. Ve nust, then, find
a process which is simple and practicable and which will
allow us to do away with these tables; just as the sliding
alphabets allowed us to do away with the Vigenere table
and others of similar type. After very long research, the
author has found the solution of this problem and has in-

vented two procedures satisfying the demands; bigrammatic
squares and bifid alphabets."

Delastelle seemed to be particularly pleased with the sguares
which he devised. He devoted many pages of Traite tothe results
which could be achieved from the use of his bigrammatic squares
which he described in this way:

"A simple alphabet sguare consists of a square having 25
sections,each of which contains, in a determined order,one
of the letters of anormal (25 letter)alphabet. The union
of four of these squares constitutes a full bigrammatic
Square."

Thereafter, follows a description of procedure on which the
system, known to members of the A.C.A. as THE FOUR SQUARE, 15 as-
sumed to be based. In regard to his other invention, Delastelle
has this to say about bifid alphabets.

"We may also encipher by means of alphabets which alloW
us to break each plaintext letter into two separate parts
which, when each is combined with a part of another letter,
produce two cipher letters. To form bifid alphabets, Wwe
attribute to each letter a group of two signs. As the
most simple signs are Arabian numerals, we employ these.
Each letter is thus represented by a number consisting of
two figures. But, while it is necessary that a different
group of figures corresponds to each letter, it is also
important that there are as many letters in the alpha’bet
as numerical groups used. If it were not this way, som€
arrangement of numbers, resulting from the breaking up of
certain numerical groups, might not find itself represented
and the enciphering would become impossible."

"This controlling condition fixes, at five, the number of
figures to be used. The total different arrangements to
be made with five objects, grouped by twos in all possible

manners, is 25. This determines the rumber of letters in
the alphabet to be used."

To illustrate, Delastelle then forms a table as shown beloW.

A= 11 F - 21 K - 31 P - 41 U - 51
B - 12 G - 22 L - 32 Q - 42 vV - 52
C - 13 H - 23 M- 33 R - 43 X - 53
D - 14 I - 24 N - 34 S - 44 Y - 54
E - 15 J - 25 0 - 35 T - 45 Z - 55
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In explaining the encipherment process, he takes plaintext
letters from the table, by twos, and writes vertically, under each,
its numerical equivalent. The digits of these numbers are then
read, horizontally, to derive the cipher letters, thus:

Cipher Cipher Cipher
Plaintext: TR ¥ AT ¥ TE +
4 4 - S 12 -3 41 - P
5 3 - X 14 ~-D 55 =2

In all of this, Delastelle speaks only of 'bifid alphabets?,
and illustrates them, always, in tabular form. The examples he gives
show scrambled alphabets but, nowhere, is there any indication
that a keyword is used for that purpose. He merely sayss:

"To transpose a bifid alphabet, it is sufficient to change
the literal series or the numerical series, leaving the
other in normal order."

This is OK, except that a random mixed alphabet cannot easily
be committed to memory. For this reason, as with a code, Delas-
telle's alphabets had to be in written form in the possession of
the persons who used them. For convenience, he sets up both an
enciphering and a deciphering alphabet. One of these is arranged
in consecutive alphsbetic order with the numbers mixed, the other
in numerical order with the letters mixed.

In asection entitled Division of Digraphs by Bifid Alphabets
he describes the Bifid Cipher, as it is known to members of the
A.C.A., wherein the message that is to be enciphered is divided
into periodic groups. He also gives several variations including
Conjugal Bifid Alphabets! (Conjugated Matrices), 'Multiple Key
Series! {wherein a message is first enciphered in one period and
the resulting cipher letters are then superenciphered in another
period), and 'Irregular Groups' (where the periodic length varies
in a single message, as: 9 - 5 - 9 - 5 = 9 etc.). Throughout this
entire discussion, Delastelle continually speaks of 'bifid alph-
abets' in their tabular form. The relation between such alphabets
and Bigrammatic Squares is stressed, time after time, but the
familiar 5 X 5 square with rows and columns numbered, is neither
mentioned or illustrated. Apparently, this convenient substitute
for Delastelle's alphabetic tables was adapted to the system by
someone else at a later date.,

Having accomplished the tdivision of digraphs'! by his bifid
alphabets, Delastelle's next project was the fractionation of the
polygram next higher in order, the trigraph. Of this he sayss

"Trifid, or three-number alphabets, axe the only practical
means known of forming cryptographic trigraphs. Twenty
five letters, combined by three in all possible arrange-
ments, would give 15,625 groups. We do not try to compile
two lists of this lengthas they would have to be arranged
in tables or in triple entry volumes whose management would
be involved and difficult."

Following this, he goes on to explain how letters must be
divided into three parts in ordertofarm useble trifid alphabets.
To eccomplish this, each letter must be represented by a set of
three symbols or figures, arranged in such a manner that each
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individual set is distinguishable from all others. Each arrange-
ment of this type is called a 'permutation' which may be defined
as: 'Any of the total number of changes in rosition or order
possible within a group'.

As has previously been mentioned, the total number of permu-
tations allowable is governed by the number of letters in the
alphabet. Controlled by this restriction, Delastelle selected
five as the number of different figures required to generate his
bifid alphabets. This emount was not selected by chance, but was
mathematically determined by the permutation formula which, when
repetition is allowed (as 11, 22, 33, etc.) may be stated thuss

P=nr

In which: P - Number of permutations with repetitions.
n - Number of different things.
r - Number of things used at a time.

This formula is read: The total number of permutations, with
repetition allowed, of 'n' things taken 'r' at a time, is equal
to ™' to the 'r' power.

A normal alphsbet contains 26 letters. For a bifid alrphabet,
the symbols used to generate the digrephs must be handled two at
a time. This establishes 2 as the value of 'r'in the formulae
The total number of permutations of the symbols employed is also
established at 26, the numerical length of the alphabet. Hence,
substituting known values in the formulas

26 = n* or V26 = n

& This will hot give a whole number as the value of 'm?, but
hat result can be accomplished if the length of the alphabet is
reduced to 25. So that's just what Delastelle did, gettings

25 = n* or 5=n

The five symbols selected were 1 - 2 -
purposes of a Bifid cipher, they are used in

3 - - 5 and, for the
a
ments, taken two at & time.

4
11 possible arrange-

. Getting back to Trifids, 'r! is established at 3, because it
is trigraphs thet are to be developed. This requires that ‘the
value of 'P' must be a cubic number, as close to 26 as possible.

If one additional symbol is used, increasing the length of the
alphebet to 27, then: ’ & &

2'7=n3 or 3=n

All methematical requirements are now satisfied. Three dif-
ferent symbols are necessary. They must be used three at a time
in all possible arrangements. A 27 letter alphabet will result.

Again, as with the Bifid, a set of numerals is used to rep-
resent each letter. For Trifids, eachset contains three figures,
customarily 1 - 2 - 3. Still sticking to the procedure that 1.1e
devised for dealing with Bifids, Delastelle then prepared trifid
alphabets in tabular form. They are illustrated in this way.



Enciphering Alphabet Deciphering Alphabet
# - 211 I - 313 R - 112 111 - XN 211 - # 311 - M
A - 321 J - 213 S - 322 112 - R 212 - E 312 - 2
B - 233 K - 131 T - 232 113 - V 213 - J 313 = 1
C - 122 L - 231 U - 133 121 - W 221 - Q 321 - A
D - 223 M - 311 vV - 113 122 - C 222 - Y 322 - S
E - 212 N - 111 W - 121 123 - G 223 - D 323 - 0
F - 333 0 - 323 X - 331 131 - K 231 - L 331 - X
G - 123 P - 132 Y - 222 132 - P 232 = T 332 - H
H - 332 Q - 221 Z - 312 133 - U 233 - B 333 -« F

Following this, Delastelle briefly describes the enciphering
process. This conforms, in method of procedure, with that which
was outlined for the Bifid, the only difference being that the
numerical substitutes are sets of three figures instead of two.
In both cases the numerical values are written vertically under
the plaintext letters and are then taken off, horizontally, to
derive the cipher letters. Delastelle concludes by sayings:

"Believing it useless to reproduce the details already given on
the subject of bifid alphabets,which are perfectly applicaple to
trifid eslphabets, we content ourselves with givingan alphabet of
a new type and with applying it to the enciphering of one message
and the decirhering of a second."

And that's how the Trifid was born !

FURTHER DEVELOPYENT OF THE TRIFID

Delastelle's Traite was published in Paris in 1902. He died
in April of the same year, perhaps even before his book came &£f
the press. Whether or not his systems were ever employed by the
French is not known although it is highly probable tlmt they were
not as, otherwise, his book would not have been published when it
was. It is alleged that the Italians used the Trifid as a field
cipher during World Wer II and this may well be the case, as the
system seemed to find greater favor there than in other nations.
The cryptographic mamuals of liario Zanotti (iiilano, 1928) and of
Gen. Iuigi Sacco (Roma, 1936€) both devote an appreciable amount
of space to Delastelle's Bifid and Trifid systems although little
or no information on how to Solve them is to be found in either
booke.

During the period which intervened between the publication
of Traite in 1902 and Zanotti's manual in 1928, the two systems
had been refined to some extent. For his own purposes, Delastelle
had been content to set up bifid and trifid alphabets and let it
go at that. Some unknown successor was not satisfied with this
seemingly crude method of operation. Cipher blocks were devised
and keywords were employed which did away with the necessity of
making and preserving random mixed- alphabets in tabular form.

As has been shown, there is a definite mathematical relation
between the length of the alphabet and the rumber of parts into
which each letter to be enciphered is divided. These, of course,
are 2 for Bifid and 3 for Trifid. The nameless cryptologist, who
streamlined Delastelle's original methods, realized this fact and
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devised cipher blocks for each system which conformed with the
requirements of the permutation formula given on page 4:

P:nr

The familiar Bifid square, shown below, is ordinarily thought
of as a simple 5 X 5 block with external numerical coordinates.

KO (@ |Hd (] DD

<|o|Q|H |-

4

B fe] b o] 1 (&3
=
[ (s b=d =1 [9)

(SR RV

\

It is true that this is merely & 5 X 5 block, but 5 X 5 = n’,'
the right hand portion of the formula. This mathematical con-
trol can also be graphically illustrated if the same Bifid alph-
abet is set up in this way.

n=2>5
r=2 Row 1 2 3 4 5
Col. (12 345123 405|123405[12345|12345
BIFDALPHETCGEKEMNOQRSUVWIXYZ
P=25

In the case of the Trifid, the block takes the same form.

n=3
1st T P23 3
=3 2nd 1 2 3 1 2 3 1 2 | 3
drd |2 231 2312312312312 31 23[1 23123
TRIFDALPHBECGJEKLNOQSUVWIXY 2 #
P =27

The Trifid Pplock can also be designed in different form for
those who like to work with compact matrices. There are several
ways of doing this but the block given below will serve to show
the idea and its general similarity to the 5 X 5 Bifid square is
immediately apparent.

2nd Comp.
1 11222555
1|TIR|I[F[DIA[L|P|H
1st Comp. 2|B[E[C]G[T[X[1[¥][0
slolslulvIwiX[Y[Z[#
123123123

Srd Comps

For the purposes of this treatise, the Trifid set-up will be
shown as a 27 X 3 block containing all possible changes in order
of the three numbers - 1, 2, 3 -~ taken threeat a time aml arranged
in ascending order. The numbers within the block, when read
vertically, serve as components of the letters of an alphabet
which is added, externally, to the block. It looks like this.

TRIFDALPHBECGIXKNNOQSUVWIXY Z 3
1st Comp.|1 1 1 11111122222222233323333 333
2nd Comp.|1 112223 331112223331112222333
rd Compe.|1 2 31231 231231231231231231¢23
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The fact that 27 letters are necessary for a Trifid alphabet
was passed over, lightly, by Delastelle, but it cannot be denied
that this is a weak feature of the systeme. In some foreign lan-
guages an accented letter, such as E,is used as the 27th element.
As the English alphabet contains no accented letters,an arbitrary
symbol, such as #, is forced into service. The appearance of a
symbol like that in a cipher message, inmmediately calls attention
to the fact that a 27 letter alphabet is used and helps to iden-
tify it as a Trifid.

To overcome this, the 27th element is sometimes represented
by selecting a rare letter, as 2, X, or Q, and adding identifying
signal letters to it. Thus, if !'Z2' is the letter selected,and'A’
and 'B' are the signal letters, then 'ZA!' would represent true 2!
and 'ZB' would represent the 27th element of the alphabet.

Prior to setting up such a message for decipherment, the signal
letters nmust be eliminated, allowing '2' to represent itself and
substituting a symbol in place of 'ZB!'. This move reconverts the
number of cipher letters in the message to their true total and
allows them to be separated into the correct periodic groups.

This strategy does not mystify experienced cryptanalysts as
the signal letter ruse is well known and, whenever a rare letter
is always followed by one or the other of just two letters, the
finger of suspicion points toward a Trifid.

There is one other matter to which attention should e called
in these preliminary remarks. Due to the fact that the Trifid
alphabet is written in one continuous line &above the standardand
never changing numerical tablean, it is always necessary to use
a scrambled alphabet in order to prevent many of the letters from
being represented, time after time, by the same numerical figures.
If this were not done, '#' would always be represented by 333,
and 'Z2', unless in the keyword, by 332, etc.

One way to produce a scrambled alphabet I8 to write & keyword
horizontally, thereby determining the length of the key block,
and then write the remaining letters of the alphabet below the
letters of the keyword. The example shown is derived from the
keywordy COUNTERS P Y.

COUNTERSPY
ABDFGHIJKL
MQVWX2Z#

The letters are then taken off vertically to form a scrambled
alphabet which Bwritten above the table of numerical components.

Deciphering Table
CAMOBQUDVNFWTGXEHZRI#SQPKYL
111111111222222222333333333
111222333111222333111222333
123123123123123123123123123

Enciphering Table
ABCDEFGHIJKLMNOPQRSTUVWXYZI”
1111222233331213133211223223
121331231233112221223312331
221212222213311331111333233
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There are numerous methods of scrambling the alphabet by the
use of keyword blocks. Some of those commonly used are shown.

1 - Alrhabetical
Teke-of f

CAMEHZNFWOBQPKRI#SLTGXUDVYL

2 - Vacant cells l 23456789 10
for used letters. COUNTERS?PY
Straight take-off. AB.D.FPFGHTIJ

KLM...Q . ..
e VW X o 2 ¥

CAKOBLVUMNVWNDIXTEFZRGQ#SHFPIYJ

3 - Vacant cells with 14938267510
alyhabetical COUNTERSPY
take=0ff. AB.D.PFPGHIUJ

KLM L] ®* e e
QVW . ,J%

CAKEFZNDXOBLVPIRGQ#SHTULWYJ
There are various other ways of doing this tut the scrambling

methods illustrated ebove are sufficient to show the formin which
cipher alphabets may be expected to appear for Trifids.

METHOD OF ENCIPHERKENT BY TRIFID

As previously stated, encipherment follows the seme general
procedure as that prescribed by Delastelle for the Bifid system.
The plaintext message is divided into groups of a chosen periodic
length and the numerical components are written vertically below
each letter. Periodic lengths which are multiples of 3+ 1, such
as 7 - 10 - 13, are popular among constructors with 10 being the
one most commonly used. The cipher letters are found by taking.
off the numerical values horizontally, by threes, and substitut-
ing the letter represented by this trio. This can be shown in an
example using the original COUNTERSPY alpheabet. Feriod is 10.

Plaintext: |C OMEQUICK ILIYINEEDHEL?P
111.211.31 3.3|3 3 2.2 2 1.2 2 3.3
1 21 3231 13 3|3 11l 3 3.3 3 3.3 2
1.1 31.31 2.1 1 312.2 1 1.1 2 2.1 3 3
Cipher: CN#IDRKUIMIYTXKVLJNBVI

In the above it is seen that the first plaintext letter, 'C',
is represented by the vertical trio, 111; plaintext letter, '0',
by vertical 121; plaintext 'M' by vertical 113; etc.

The first cipher letter,!'C!', is derived from the lst compo-
nents of the first three plaintext letters, COM, which,when read
horizontally, are 111. The second cipher letter, 'N', is derived
from the 1st components of plaintext EQU, which are 211; the third
cipher letter,'#', is found in the same way. The fourth cipher
letter,'I', derives from the 1st component of the tenth plaintext
letter, 'L', and the 2nd components of both the first and second
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plaintext letters, 'C' and '0', which all add up to 312. This
horizontal take-off continues, by trios, through the three rows
of numbers until all have been converted into cipher letters.

The decipherment process reverses that of encipherment, in
that the numerical components of the cipher letters are written
horizontaelly in three rows of periodic length and are then read
vertically to produce the plaintext.

It is well to familiarize one's self with the mechanics of the
system and several examples for practice are given. The COUNTERSPY
alphabet is used.

1 - Complete the Encipherment. Period 10.
ELASTELLE|IORIGINATEDITHISSYSTEM
2(3 2 2

3 3|3

1l2(2

D
1 312

)
2 21112
Q.OZQ.Y..'IH'..-'.F.'...B.0.0.

2 - Encipher - Period 7.

CRYPTOLIOGYISAS|ICIENCE
3 Last group
1/1 121111 (3 contains but
1 six letters.
ooRo-oocooooA'OOOMo-o
3 - Encipher - Period 10.
CRYPTOLOGY|ISASCIEZNZCE] Same plaintext.
312 3[1[3]

113 Different period.

2 .
.-I.ooooooo#..'-Dcoo Different cipher.

4 - Decipher - Period 10.

GZEQS CRNBT YHUFK AYSDO VNJEZ
HLNGO HFVRR RJCOQ WQSGJ BKUTO
#XPBL YCK

Accuracy of decipherment will be revealed by the plaintext
recovered, which starts with 'The! a2nd ends with 'Delastelle!.

IDENTIFICATION OF THE TRIFID

1 - It is a substitution cipher.

2 - The presence of an additional symbol or the use of signal
letters will show that a 27 letter alphabet is used.

3 - If long repeats occur, they will be at irregular intervals.
4 - Repeated patterns will occur, such as:
Period 10 - Six letter repeat.

A
Five " " A
Four " " A

e o U
e« o o
o« o @
e 0 Q
o o o
e o o
b b W
s o o
.
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TECULIARITIES OF THE TRIFID

1 - TWaturals, similar to those of the Bifid, are so rare that it
is useless to expect to find one.

o

3
- Each plaintext letter can be representedly 729 (9) different
arrangements of fractions of itself and other letilers.

Yote: Sacco states, "It follows that each trigram can be
represented, not in 27?different ways, but in only 92 (729),
obviously 2 number which is still large enough." The writer
disagrees with the first part of what Bacco says but sees no
need to pursue the matter further because the second part of
his statement - "obviously a number which is large enough" -

seems to adequately describe the situation,whatever the total
may be.

The table of numerical components is inflexible. Any given
digit - 1, 2, or 3 - must appear as 1lst, 2nd, and 3rd compo-
nent for nine letters - no more, no less.

ot more than three letters can have the same two components
identical; and for these three letters the other component must
be a different figure in each case.

5 - Repeated plaintext sequences produce patterns which can be
recognized in the cipher message.

€6 - Repeated cipher patterns do not always represent +the same
plaintext letters. This will be demonstrated later.

SOLUTION OF A TRIFID WrEN PLAINTEXT WORDS ARG GIVEN

As has been previously shown, the Trifid table of numerical
components is composed of twenty seven 1's anda like rumber of 2's

end 3's, tamulated in the 27 possible different arrangements of

these three digits. Solution of 2 Trifid cipher reaquires thatthe

individual trio having the correct arrangement of the components
must be determined for each letter of the alphabet. Relative to
this, Gen. Luigi Sacco states in his llanuale di Crittografia:

"Such determination is to be made exclusively through
knowledge of some plaintext word which can be identi-
fied in the cryptogram.”

Recognizing the truth of Sacco's statement, most of the mes-
sages which are prepared for solution by amateurs carry with them
one or more given words, together with their exact location inthe
cipher. The message which will be used to demonstrate solution
of & Trifid under these conditions is one constructed by Herbert
Raines, Fiedmont, California. lr. Raines, the originator of the
Three Square Technigue for dealing with Bifids, was at that time
the leader of Circle 'By an A.C.A. group whose members devoted much
of their spare time to the study of various cipher systems and,
in this connection, periodically constructed messages which were
relayed around their circle for solution by all. The following
cipher message is given just as it was submitted. Althoughit was
not classified as a Trifid, its type was easily spotted Tbecause
Circle 'B'was working on that type at that time.
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Circle B - Round 56 - Ko, 1. . Type: Unclassified.

Givens TFirst words are "The first". Repeated at: RQOTUILR.

R¥GQ SSXDI TSIZB BZ2BZB TUPRE INMQYS
BJPKV RQOTU ILRSI KKZ2BI RUXPS 0GWQAQ
FXEIC ISXO0Y BSFVP HGHLZ AOQEU CRMNJ
BZBVO LCUJB AZBGL FVUDH AXYHK VXRGZ
BRTID XUJQN IZBIL CUFSF FHDJZ BHSCX
KECEF QOMKY PNSSV GHFSB BBOUJ SQgAXX
DWJLNU Z2BBTX HHRHV ZAZBB PTEGY NHZBI
BRWNO VODZA TAJVL KKIVZ A.

The first thing that catches the eye, when this message is but
casually inspected, is the +triple repetition of 'ZB' in groups
three and four. On closer investigation it is observed that 'ZB!
occurs no less than twelve times and that, in all other appear-
ances of 'Z', it is followed by 'A'. The Trifid is immediately
suspected a.nd the message is re-written with the symbol '#' sub-
stituted for 'ZB' and the letter 'Z' for 'ZAT. This gives:

HRNGQ SS5XDI TSI#B ##TUP REIMQG YSBJP

thefi rst
KVRQO TUILR SINKK# IRUXP SOGWS]Q etce.
the first

VWith the message re-written in this form it is found that the
repeated plaintext clue, ‘*the first!, gives no help in determin-
ing the perlod. However, closer mspection reveals a repetition
which is in the form of the pattern produced by a six letterre-
peat in period 10. The first appearance begins at letter 12 and
the second at letter 41.

* Note: The surest way to

Letter 12: S5 1# #. T UP determine the period is
Letter 41: SIMNKZIRUX through repeat patterns.

On the strength of this the message is set-up in period 10.

An accepted method of setting-up a Trifid for solution is to
write the cipher message on gquadruled paper leaving a minimum of
five blank rows between the lines of letters. These are written
horizontally in continuous order, limiting the number of letters
in each row to some multiple of the periodic length. Vertical
lines are then drawn to separate the groups.

A line should be drawn below each row of cipher letters and
another line along the bottom of the third row of cells below thate.
This provides space for the numerical components to be written-in
as they are determined. The plaintext is then written in the row
of cells below the second line. The work sheet looks like this.

HIr[N|alqls|s|x[DlT]T|s|I|#|Bl#|#T|U[P|R|E|I|N]|Q|Y|S|B|T|P

Tihlelfiijr|s|t

k[VIR[qlo|T|Uul[T[LIR]IS|TIM| K] #] I|RIU|XIP|S|O[G|W|Q|Q|F|M|K]|I
(And the remainder of the message, spaced the same way.)
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Having now the knowledge,classified by Sacco as a requisite,
of plaintext words which can be identified n the cryptogram, one
attempts to make use of this information. The way to do this is
to fractionate the letters of the known plaintext words and the
corresponding cipher letters, and tabulate equivalent values.

The simplest procedure for this step, especially in the case
of beginners, is to write the known plaintext in three lines to
breakdown each letter into its component parts which are identi-
fied by sub numbers - 1, 2, 3,- used to designate 1st, 2nd, and
3rd components. These sub numbers are not to be confused with the
true mumerical components which are also the figures, 1, 2, 3.
The sub numbers are employed only when matching known or probable
pPlaintext with cipher letters in order to derive equivalents.

The corresponding cipher letters are likewise fractionated
and similar sub numbers are assigned to each. In these steps it
mst be remembered that the fractionated plaintext letters are to
be in vertical alignment and the fractionated cipher letters are
to be written horizontally. Also, the 1limits of the periodic
groups must be observed when the cipher letters are set dovm.

To procede with the solution of the cipher message now being
worked on, the known plaintext words,"the first", are now written
in fractionated form as described above and the corresponding
fractionated cipher letters are written in the correct relative
position below them. Fach fraction of the breakdown is assigned
2 sub number for component designation. Tractions equivalent to
each other are then tabulated. As each of these is tabulated it
is circled, as shown below for the first series of equivealents.

Set Equivalents
I)HE T, I,R,S T, (a) Ty H,K,N,Q, Q,F, E, 03 H,V, G502,
QHIEJ,‘IQRLS;TL 1 i EaNpQ0 Q2 Fp By O3 HaVy Gy
T3H;E3F3I3R35;Ts (B) T, G, 0, S3 T, 231, T I, RyR, R, D, S, D, ¥, A

H)H, H3R RyRy 1 My o o | (e) X, IL,E,V,D, Ly
G2G30Q, 02035 52835. .
53X, X,%3D,D2D3I, . .| (d) E,X,L,

.« &V, V3 R Ry R3Q, (e) Fy XL,
e« o 0,0,03T, T, T;U; Uy
e o IpI3LyLyLaR RyRy (f) s,U,

In the above tabulation, there are now six separate sets of
fractional equivalents. As only three digits are employed in the
table of numerical components, some of these six sets are equal
to each other and must be combined. Just which these are will be
determined later but it is already apparent from observation that
Set (a) and Set(b) cannot be equal. This is because Set (b) con-
tains R R;R3 and Q3 and Set (2) contains Q,Q.. If these two sets
were equivalent to each other, both 'R! and 'Q' would have the
same identical numerical components, which is an impossible con-
dition. Consequently, numerical values cen be given to Sets (a)
and (b) and the construction of the table of numerical components
can get under way.

The values which are now arbitrarily assigned to these sets
may not be the same as those originally used when the message was
enciphered but that makes no difference for solving purposes.
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To start with the building of the numerical component block,
let Set (2) equal 1 and Set (b) equal 2. These assigned numbers
are then entered in their eppropriate cells, thus:

ABCDEFFGHIJKILINNOPQRSTUVWXY2Z

2 112 2|2 1j212]11 1
21111{2[1]2 11 1|2 212
2 1 1 1 2]12]2(2] |2

Having established the values shown above,certain additional
facts may now be determined from observation. These are:

1 - The third group of egquivalents, Set (c), cannot have numerical
value 1 for the following reasons. E;and V,as 'l!'would make
four letters with 1st and 2nd components of '11l'. Also, D, as
'1' would make 'D' equal 122, a designation already preempted
by the letter 'T'.

2 - Set (c) cannot have numerical value 2 because D,,as 2, would
make 'D' equal to 222, which has been assigned to letter'R?.

3 - Thus, by elimination, it is found that Set (c) has numerical
value 3. These values are added to the table.

ABCDEFGHIJKLMMNOPQRSTUVWIXYZ#
313[2 12 2|2 1122|1321 3
1/1[=2)1!2 1|1 2[%223
3 2l2]12] |2

1 3 1]3 1
Further determinations can now be made.

2
2

fav] [

4 - Since '0!' is 211; then 'F' must be 212 or 213.
and 'N' must be 212 or 213.

5 = Since the 1st and 2nd components of '¥!', 'N', '0', are '21°';
then the 2nd component of 'St' cannot be '1°'.

Also, the 2nd component of 'S! cannot be 2 as 222 is 'R!'.
Hence, the 2nd component of 'S' must be 3. Thus, 232 is 'S!'.

6 - From the above, Set (f) takes numerical value 3.
This mekes U, equal 3.

7 - 8ince the 3rd component of 'F!' must be either 2 or 3
then Set (e) - Fy X; L,- must have numerical value 2 or 3.

8 - As 'D' equals 3:‘22; then the 3rd component of 'U'must be 1ar 3.

All known numerical values are now shown in the above table,
including those of S, and U, which were derived after numerical
value 3 had been assigned. The deciphering table can now be set
up with the known letters added externelly.

Known QH T Vv _ 0 s )
1st Comp. [L[1[X[IXIL]1]X11]2]212]21212]2]12]12131313131313131313
2nd Comp. [L|T[1|2[2[2[3 3311 |1[2|2[2(3|3[aa(1|1l2|2]2]|3(3]3
3rd Comp. [1[2[3[1(2[3[1[2[3[1[2[3[1[213]1]2]3]1]=2]3][1]2[3]1]2]3
Possible e TF G T EE G

NN U U
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Having determined all three numerical components of nine let-
ters, as well as one or two components of several others, these
values can now be substitutedin the message to see what fragments
of plaintext will be produced and what probable words might then
be suggested. This entire procedure is shown below.

THE 1 ESSAGE

H|r|u|clalsis|xIplzlrls]z[#|Bl#[#]rlulplrIE]zx]olx]s]B] gl®
TSl 2 221 1(2]212]3|2{2[2]3] |2[2[213]|1 l2]12] 3,
2| 1LIL|1L]242[3[242]3 1/1 4 L2]3
2b3 MEEREIEE 1[2[213[2 = b |
tlhlel|flilr|s|t
KIVIRIQIO|T|U|I[LIR|S|TIIMIKI#|ITIR|IUIXIP QIG|WIQIlgIT M KI|IT
1i1[3|2i2|2[2{1]2]3 b2 234 4« |2]3[242]1]11F 2|1
1[2{2]1]111[R2]|213|R 1 2 L[ 124111 IEL2 11
k21213 3.2|2[(2]213]2 ) 4 142{2]3
tlhlel[flilrls|t rit
[
clI|s|X[olv|Bls|®|V|P|H|GIH|ILIZIOQ|EIU|lCc RIMIW|TIBI#|IVIiOIL
212[312[312¢3 v L LS 121131 | 2 2 82
211 1[3 3] | 1211 ) |
L2|3|24{2(1 TNS|2]141 12124310 5|2 L |3 242111 D
t |
clulJ|BlAl#|glniF|v|uID[HIA|MIVIEIK|I VIR GI#IRITI|IIDIX|UJT
32 3|2 3|(2[24111134 |2 2|2 23, 2
2 2 [2]2 124 242|2]|343(2
1l a1l 1|32 141132 2ed 512 4 | |
r i ift] | |
g ulzl#iTiniclulFls|FlriHIDITI#IHIS|cMIK BElc|EFlololiK ¥
1/1|242(1 2213 211 3211 111|343 143 |1 3
22]a 3 212 ] G o [ 21 1[1[242]1
312 21 2|1312]3:2]3]2 13 4 1 |
T v S g |
PIN|SISIVIGIHIFISIBIBIBIOIUITISIQIAIXIE|D WITJIMIUIFIBITIXH
2|1 213242 211143322 4
Bl 241 (S 2[1IL11]2 203 1241 [T 312 e P!
32[1] 12|32 2 ') 4 1] <1223 «1 1113
[ . |8
|
HrIEVIZZB|P|IT|E|lgIYyIWIHIFIIIBIRIWIH|loV]ioDlzlT|AlTIVIT
1] 113422210 [L 1311 2|1 211 41|21 (1413|2421 (143
3 2 4 < 1|3 4122 |34 22 1218
e 1212131 2|22 {2 |1 . 41 |3 (2 3
s v | T
HE|I|V]Z |
1 [
122|341
3 2 1
| |

The above numerical wvalues are derived from the plaintext
words, 'the first', and are known to be correct. They can be inked
in so that they will not become confused with values to be added
later which may prove to be wrong and will have to be erased.
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The plaintext values recovered from this numerical write~in
are disappointingly meagre, but from them, in group 13, the plain-
text word 'rivers' is suggested by the complete recovery of the
letters 'r', 'v', and 's'. The presence of two components (22-)
correctly placed for plaintext 'i'; one component (2--) correctly
placed for the second 'r'; and one component (--1) which is pos-
sible for pleintext 'e'; all lend strength to this assumption.

In group 12, due to similar partial placements, plaintext 'ng!
is suggested as the third and frurth letters.

Group 12 Group 13
RIGIZIRITITIDIX[UITIQINIIIFIT|T]CIU|F]S
212127 2|1 2IilI12i211] 121213
21241 [2[242]2[313[2 21213 3
233 3121 32 2]1 21312
Actual Plain rii ilt T v 8
Probable nig 1 elr

Additional Equealities
From 'ng' From 'rivers!

N3 equal X2 - ? I» equal Uz - 3
G, equal G, - % E, equal N3 - 3
G3 equal X3 - 1 E, equal Ly - 1
E; equal ¥, - 1
R, equal Lq - 2
R; equal F3 - 2

As & control on the above, it is to be remembered +that the
equivalence, F3 equal L,,has already been determined, Set (e),
and that F; must be either numerical value 2 or 3.

If the probeble word, 'rivers!, is correct, then the rumerical
components of Fs and L, will be equivalent, as they are equal to
R3 and Rj respectively, both of which equal 2. However, both Fs
and L also equal X3 from Set (e) above, and if the probable 'ng!
in group 12 is correct, then X3 must equal Gg, which has already
been determined as numerical value '1°'.

The value 2, for F3 and L,, seems to have more justification
than the value '1l' for X3 and so the probeble 'ng' will be dis-
carded as an incorrect assumption.

And so, feeling reasonably confident that plaintext 'rivers!
is correctly placed, the numerical components ere written-in, with
the new values indicated by circled letters and numerals.

Group 12 Group 13
RIGIFIRITITI[DXUYTTQIMIT [# 1T (1Y C LUXF)S|
2[2][2 211 2]111]1242]1[332]2(3
2]241|2[242[2]343]2 21213L1X2)3
2331 (2%3[2[3) 312133211 [2X21312
Actual Plain r|i ilt rlilvielr[s
‘0 1 n
Possible EAlES i Tr 1 u
[n]d u 1
New values from the above: L equal 123 E equal 311
F equal 212 U equal 323
N equal 213 X equal 3=2
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The additional values are added to both of the tables.

Known _QH TL V OFN RI S E DU
1st Comp. [1[212(2(2]2[1]2[1]2]212]|2|2[2]|2]2 31313]3]3{313[3]3
2nd Comp. [1[1[1[2]|2]2]3[3[3]1][1[2[2]2]|2]3[3[3[21[1[1][2]2'2]3]{3]3
Srd Comp. [1]|2]311[2]3|1][2[3]|1[R2[3]1]|2]|3[1[2[3{1]2]3][1/2,3/1]|2]3
Possible G G X G X
ABCDEFGHIJXLMYNYOPQRSTUVWXYZ#

31312 1(2 1 212 1i2(2]113]1 3!

2|11[1]2]1]2 2 11 1(2]13|2]12[3 '

21112[1]1313 1]3 311 212]2121312 2]

The new numerical velues are now penciled into their proper
cells in the message, in order to produce additional plaintext.
This operation will not be reproduced in the text but it will be
found that very few additional letters are recovered and those
which are do not immediately suggest any other probable words.

. One thing that is accomplished from this step is the determ-
ination of the 2nd component of 'X'. This is found in Group 1,

E3 equals X, equals 1
Hence: X equals 312

To meke further progress with the solution, the numerical
components of additional letters nust be identified. One obvious
approach is through the plaintext word, 'the!', which in 211 prob-
ability will be found to occur, in a message of this length, at
rlaces other than the two which have been identified.

Regardless of what cipher letters serve to generzate them, the
numerical components which produce plaintext fthe!mst always be
the same numbers, located in the seme relative positions, thus:

Cipher Kl % (k[ i*]%I% % {%]%
11113
2(111 ]
213(1
Plaintext tlhle

There are several eligible possibilities which can be located
by inspection. These are:

Groups 6 and 7 . Group 9 Grouvp 11
@ qlolrM® i@ 1]s]xloly ClrlM|N|[I|B YV ulx[v
1T T11L3 YPRE
211 2111 AR 20111
XD 1 213K 213][(1) 2 [3X1)
tlhle tlh]e tihle tlhle
Group 14 Sroup 17 Group 19 Group 21
J Hs@@] [o]AlX(K) zA@E)r T |E VOD@TAJ
NS L IL[1i3 T3 11137}
I (2X1)11 24111 RIIXL) | W'D
213X1 *23‘% 2ITIT (BX3) T
|Tihle t e t e’ tlhle
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In the preceding groups the vacant cells have been filled
with the precise numericel components necessary for decipherment
as plaintext 'the! in each case. Some of these are bound to be
wrong, but many of them are almost certain to be correct. A tab~
ulation of the values thus derived shows possible equivalents.

Num'l.| Plain Group lNumber

|Comp. | Letter/ 6 6-7 | 8-9 | 11 14 17 19 21
1 T,
2 Tx. Yl #2. #7. YA
2 T, K, Cs K. Ja
1 H' Wl
1 Hy Y3 #3 #3 Za
3 Hs i Ka M, M, K4 J3
3 B, G, C Cy
1 Ez B| Zs3
1 E, Bj ifa | Ma M2

Hone of the above values conflict with each other and several
of them seem to confirm the assumptions on which they are based.
They may now be consolidated for a check against the previously
dertermined values shown in the numerical component tables.

B equal 1-1 Possible M equal 31- DPossible
C equal 3-2 Possible W equal l-= Fossible
G equal 321 Possible Y equal ~-21 Possible
K equal 23- Possible # equal -21 Possible

J equal =23 Impossible - Conflicts with 1, I, U.
Z equal 211 Impossible - Conflicts with 0.

As can be seen, many of ithe values are possible and some are
highly probable. Those which will finally prove to be true values
can be determined only by testing in the message and inspection
shows that three of the wunknown cipher 1letters of Group 7 are
among those for which possible values have been derived in the
above list. As it now stands, Group 7 shows this:

CII|SIX|O[Y|B|S|F{V
2[(2]342]5]24¢3

1(242]1 (1

213(242]1[241]3]2
flf

Teking Group 7, together with its adjoining groups, and fill-
ing in the blank cells with the possible values assigned to the
letters B, C, G, K, L, W, Y, yields promising results. All of this
is shown in the diagram below, with both the letters and numbers
involved again circled, to call attention to these values. Actual
plaintext is shown immediately below the numerical components and
probable plaintext in the row below the actual.

Group 6 Group 7 Group 8 .
slolaa]olr 'EIE?_})ISXOSDEB)SFVPHGHLZOQ,EU
2[312{21 12T X3 (2231231213 T[L|343]2 |41

1Tl (T[22 [1[=12]1[1] (=X 13123 2|1
2 xayriz(2(3iar2[3]212(1(2113/21111]1[2:3[1]1{3[2[3

0 tlhjelr[tih]e A EAES rle T tlh

| a e njcje ]
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It is now evident that the values derived from assumed plain-
text 'the!, and tested in Group 6, are possible; and that those
tested in Group 7 are almost certainly correct. The pleintext
word, 'difference', is so strongly suggested that it cannot be
disregerded. Filling in the blank cells gives this.

Group 7
MK I@sto?@srv 1[G
T{LN3AN242[2[3i2]S5]245 !
21111242711 X211 AN
2[3[al2[3(2t2[i[2{1[3]2[1
tlhleid|i]f|fle|jr|eln]c]e

From which these new values may be accepted as correct.

B equal 131 P equal 3-- W equal l--
C equal 332 Y equal 121

In Group 8, all of the cells have been filled except those
reserved for cipher letters 'P'and 'Z'% The first component of'G'
is @s yet unproven, but all other values have been accepted as
correct. As the group now stands, there are at least two numer-
ical components for each plaintext letter. Knowing that not more
than three letters can have two components identical, it should
be possible to identify these unknown letters from context.

Group 8
PlHIGH|L|z|o]|ql|E|U
3 RO
131 [2]3 21
111|123 [T1[1i3[2[3
e t tlh
(bie (eXe) i

o gleln)

It does not require a mastermind to visualize this as reading
tthe dlffgrence between' and the vacant cells are filled in with
the numerical values indicated.

Group 8 New values.

Cipher H@H|LI[Zlo[olE U
SR L[L]3L3N2]141 G equal 321
1341 [2[3{DIDNZ]1 P equal 315
IRT[1]R213|1 115|213 W equal 133
Plaintext |e|b|e|tiwje|e(n(t|n Z equal 111

This leaves only a few letters for which all three components
are not positively identified. These can easily be recovered.by
inserting known values in the message and developing the missing
components from results thus obtained. The entire table will be
quickly reconstructed in final form as given below.

S

C A
33
23

H N K@
VR SRS W)

RI S5 J X P
22 33 11
2 3 2 3 23

=N
0=
=
RV
ISRV ]
O HH
= o Hiw
ISRER B
o o
SRR (o]
IV R L]
(SRR~
P 0 Mok
= & A
= ol
o oo
[ERON S [

The message can now be read. It starts: “The first day of
Spring is one thing and the first Spring day is another - - - -
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KEYWORD BLOCh RECOVIRY

A Trifid message is never considered to be completely solved
until the keyword block, fran which the cipher alphabet is derived,
has been recovered. Ordinarily, this is not too difficult to do.

In the preceding example, numerical values were arbitrarily
aessigned to the several sets of equivelents when they were first
determined. The resulting elphabet was adequate for the solver's
purpose, but it is not necessarily the seme arrangement that was
employed by the constructor. There are six possible ways in which
the numerical values could be assigned and each of them will give
the same result, in so far as deciphering is concerned.

Assuming that the sets a-b-c are Number Set Combinetions
the ones to which the numbers,l-2-3, l - a a2 b b ¢ ¢
will be assigned, the assigments may 2 - b ¢ a c¢c a b
be made in any of these combinations. 3 - ¢c P c¢c a b a

Some authorities on the Trifid Set Assigned Numbers
prefer to describe the six possible a - 1 1 2 2 3 3
alphabet arrangements numerically. b - 2 3 1 3 1 2
The method is shown on the right. ¢c - 3 2 3 1 2 1

There are several wgys to change the recovered alphabet so that
it will comply with the six possible assignments of the numbers.
However, it has been found that the involved explanation, of the
switches and reversals, tends to confuse many who are unfamiliar
with the routine. To avoid this, the letters of the recovered
alphabet (the a-‘b-c) mey be numbered consecutively, 1 to 27, and
then rearranged in a predetemlned order as illustrated below.:

Yo. 1 a-b-¢ Alrhabet

456 78921011 12131415161719 192021 2223 24252627
TLBVWOPN#RIKSJEXP LCaA

3
H
No. 2 a-c=b Alphabet
2
Q

32798 465192 2025272632242310
HQBWVYLTEPXILACGUDO

=R ]
R
)
5
(]
&
Tx

¥o. 3 b-a-c Alphabet

AI3ISH 01217161954 621 38 792322242019212:252]
R#IFONSKITYLQZHVBWYWDGUXEPCHMA

Mo. 4 b-c-a Alphabet (Reverse of No. 2)

1415 BITI1B 161 12102324222627125202119 56 48 9
RI#SJKFNODUGCAMXPETLYVVW

o ~8

Yo. 5 c-a-b Alphabet (Reverse of No. 3)

21252621 19202422239 7183 | 26 & 5186171210015 1B
AXCPEXUGDVYBVHZQLYTJIKSNOFI#

® F

o. 6 c=-b=-a Alphabet (Reverse of No. 1)

2712025242322 202019 181716 1514 B 12N 109 8 7 6 5 4 3
ACLUDGPXEISKIR#ANFOWVBLTYEH

pw
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One of the preceding alphabets is that used for encirhering
this message and the rroblem, now confronting the solver, is to
find out which it is. Several things, which will help in making
this determination, are immediately noticed. These are:

1l - A scrambled alphabet was used.

2 - A straight columnar take-off was not employed as there is no
rhythmic continuity of normal alphabet consecutive letters.

3 = An alphabetical Take-off is highly probable, particularly so
since 'A' is in the 111 position of alphabets 5 and 6.

To quickly illustrate the method of keyword blcck recovVery,
the alrhabets derived from the keyword, COUNI'TERSFY, may be used.
The first of these is:

CAMNOBQUUVNFWTCXEHZRIF#SIPKEYL

The first thing tolock for is a relationshir of alphabetically
consecutive letters. Those of normazl low frequency, which are
not apt to be in the keyword, are checked first. If it is found
that several of these appeer at regular intervals,the 'rthythm' of
of the alphabet can ve recognized and established. In the above
elrhabet observe this regular continuity.

VeoWeoX-=2-=4#

This, alone, is sufficient to show that the keyword block is
three cells deep and thet 'Y' is e keyword letter. Then further
observation discloses that these letters are preceded by another set
which is also in alphabetic continuity. These are:

~DV-FPW-GX-HZ~-1IF#

Writing these vertically, together with the third letter of
each set, produces the following sequences.

UNTZER

DFGHTI

VWIXZF

Having thus determined the take-off method, the remainder of
the keyword block is easily recovered.

In COUNTEE{S_PY alphabet llo. 3, probably the most difficult of
the examples given, the same technique may be applied.

CAKEFZNDXOBLVPIRGQ#SHTUMWY J

Inspection shows that no such continuous series of letters is
present, as was the case with the other example. Consequently, the
investigation must tzke the form of a search for isolated pairs of
letters which may be related to a similar pair because of their
regulated position in the keyword block. Immediately, some such
reirs are noted, among them being AK - BL, LV - 1/, and others.
When these are written vertically the picture begins to form.

AlB D T |G
K|L L|L 8]
VW X Z
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These fragments, with adjoining letters attached, are then
consolidated in their proper alrhabetical sequence and they fall
into position as shovm below.

149382697510

C TERSPY

A .FGHIJ
.Z

The above demonstration shows that the entire keyword block
can be rebuilt by the solver, in spite of the fact that it is an
alphebetical take-off and there are many vacant cells. With this
knowledge of what to look for, ane may now attempt to recover the
keyword block of the message previously deciphered.

The experienced cryptanalyst will examine the six alphabets
and, from observation, will select No. 6 as that most 1likely to
be the original arrangement. This alphabet is:

ACLUDGPXEJISKIR#NFOWVBLTYHQZ

The circumstances which influence the choice o No. 6 are based
on familiarity with the construction of keyword blocks. Attention
is immediately attracted by the alphabetical relationship, in
descending order, of such consecutive combinations as:

P G
O and P
w X

Other similar combinations are found, taken out, and placed
in proper alphabetical relation to each other. Some o these are;

BC HI
LN and QR
TU Z #

The letters, which precede each of these groups of three,are
added and all sets are arranged in alphabetical order, thus:

VANDYK

I

R

#

The remaining three letters e then placed, completing the
o

block, and showing it to be formed from the keyword - VANDYKE.
This is an example of alphabetical take-off, as shown below.

HH W
ama
€04
RO

G
P
X
ar

Keyword recovery is one of the most interesting phases of
cryptography and, with a moderate amount of practice, anyone can
quickly become adept in this field. The general principles of
recovery, here given,will also apply to cther scrambling methods.
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THE STRUCTURE OF TRIFID PERIOCDIC GROUPS

A Trifid, in which plaintext words are given, can Dbe deciph-
ered by the identification and collection of equivalents. In such
a message, recognition of plaintext repeat patterns is a help but
not a requisite. However, if one attempts to solve a Trifid when
no such clues are supplied, then a thorough knowledge of just how
patterns are generated is not only helpful, it is mandatory. But
before going into the subject of patterns, the structure of the
various periodic group lengths should be investigated.

It has previously been stated that the Trifid is ordinarily
enciphered in periodic groups which are multiples of 3, plus 1.
Generally, this will be found to be the case, but it is by no means
compulsory. Two other periodic lengths may be used. The three
possible periodic classifications are:

Cless I - lultiples of 3, plus Q as: 3 - 6 = 9 - 12 etce.
Class II= lultiples of 3, plus 1 as: 4 - 7 =10 - 13 etc.
Class ITT- Yultiples of 3, plus 2 as: 5 - 8 -11 - 14 etc.
Each class of this periodic division creates its own special

errangement of the cipher letter components when they are to be
read as vertical trios. This is shovn below. (COUNTERSPY alph.)

Class I Class II Class III
Cipher ZENMAG ZESCSET ZEJCDNGW
Z, 7,235, E, B, % Br 22Dy Byliasy R W 0 0 s
FraCtion” II.N;[N)M.LI;_M‘ S;SgC,C;_C;SK S: J3 C| Cz C!DiDlDaNf
ated A|A1A3G, G’q_G’ S3 3B B;B3T, T, T3 NINB Gy G]_G;Vf‘ VIZ‘V
Yumerical [2 33 2 3 1 23323153 23323132
Comps. (211113 2111132 21111322
) l1l222%2 1122221 112222123
Plaintext [t r 1 f 1 4 trifids trifidszx

From the foregoing it may be observed how, for each periodic
cless, the fractionated cipher letters fall into three different
arrangements of their components for vertical reading. It may be
note_ad_also, that the numerical components vhich produce plaintext
'trifid' remain the same in all cases. These were originally de-
rived from the six plaintext letters, when they were enciphered,
and must always be the same when this alphabet is used. Substi-
tution of numerical components for plaintext letters % in no way
influenced by periodic length or class; but periodic class changes
the combinations of these numbers when they are read horizontally,
thus producing different cipher letters. Finally, the structure
of periodic groups is important for these reasons:

1 - Each periodic class (I-II-III) generates its own individual
cipher letter patterns for repeated plaintext.

2 - Each periodic length, of any class, will be found to produce
its own distinctive patterns for repeated plaintext words.

3 « For any periodic length, three different pattern types are
possible for the same plaintext sequence, depending on its
location in the periodic group.
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PART NATURALS - WHAT ABOUT THEM ?

Another topic, which may merit discussion at this point, is
the occurrence of 'part naturals' in a Trifid cipher message.
The. expectation that a positive entry can be made into a Trifid
by means of part naturals is, as a general rule, a forlorn hope.
However, it must not be entirely overlooked and, in some special
cases, it has to be given full consideration. One such occasion
is when an actual cipher message, known to be a Trifid, is to be
solved. If the cryptanalyst has sufficient background information
to make logical assumptions in the probable word field, and in
spite of the fact that the coincidence percentage is extremely
unfavorable, he should certainly leave no stone unturned in his
effort to spot a word which he believes to be in the message.

One actual situation in which one may hope, with some degree
of confidence, to locate a word through part naturals, is when a
plaintext word is given, but not definitely located, in a Trifid
problem in The Cryptogram. The problems appearing in The Cipher
Exchange of that magazine are, of necessity, so short that it is
virtually impossible to make an entry unless a positive clue is
given. Frequently, with Trifids, a word or sequence is given and
correctly placed. On other occasions the plaintext cdlue is merely
furnished and the solver must then try to find its location in the
cipher. To assist in this search, a plaintext word or sequence,
which creates 'part naturals'! when enciphered, is often given as
the 'tip'. Also, such 'tips' usually start at the beginning of a
periodic group. Under these conditions some knowledge of how to
recognize 'part naturals' is of great assistance to the solver.

The first thing that must be thoroughly understood and accepted
is the fact that a 'part natural! must be exactly what the term
implies - a part natural. By this it is meant that one cannot
merely match probable plaintext words, letter for letter, against
unfractionated cipher groups and hope to locate 'part naturals'.
This is best illustrated by an example, thus:

If the given plaintext word is: TRIFPIDS

And a cipher sequence is: QRIXIDZ

Then the cipher letters in this group cannot be 'part natur-
als', although several of them seem to coincide.

The reason for this is immediately apparent Q,2.9:R,R3R;, 1,
when the cipher group is fractionated and matched I; 1, X, X, X3 1, I
with the plaintext word. Fram this it is seen that IsDiDaDs 2y %1
no cipher components coincide with components of trifids
the same plaintext letter.

Also, there can be no 'phony' part naturals. When cipher R,
equals plain Rz~ that is a true part natural. But when cipher R;
equals plain R,- it is note. Cipher R3; mey well equal plain R,
but this fact does not create a part natural and, in addition to
that, the equivalence of Rj and R, is not yet established when one
is trying to place a 'tip!' at the beginning of his work. This can
be shown by slightly rearranging the same cipher letters which
were used above. Assume the cipher letters to be:s Q IRX I ZD

Q,2293L I, IR,
R2R3X,X1X3I| I
|32, 2223D, D2 D
trifids

When fractionated, there are still no
part naturals as, in each case, the compo-
nents of the cipher letters are found to be
of different degree thanare thme of the gantext.
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Another thing to be remembered is this. Although .each a.r}d
every cipher letter could be a part natural, only certain speci-
fically located plaintext letters can be partially represented in
the cipher by their own fractional parts.

In addition to these general conditvions, which ‘apply in t?.ll
cases, there aye certain other controlling factors which vary with
each of the periodic classes. This variation is due to the fact
that, while plaintext components are always in vertical alignment
of 1s8t, 2nd, 3rd; periodic classification creates, for each class,
a different vertical aligmment of the cipher components. This can
best be shown by an illustration. In periods 3, 4, and 5, which
are the simplest forms of the three classes, the vertical align-
ment of the cipher components is:

Cless I Class II Class_III
1st 2nd 3rd 1st 2nd 3rd 1lst ist 2nd 3rd 1st Zni.
1st 2nd 3rd 2nd 3rd 1lst 2nd 3rd lst 2nd 3rd 1sd
1st 2nd 3rd 3rd 1st 2nd 3rd 2nd 3rd 1lst 2nd 3r

This same relationship meintains, in all classes, regardless
of the length of the periodic groups. The menner in which it af-
fects the search for part naturals will be demonstrated for each
periodic class. The original COUNTERSPY alphabet is used in the
encipherment of the following exemples which are constructed to
show how part naturals may be recognized.

- Starting with Class II (multiples of 3, plus 1) which is the
periodic length most frequently used in emateur cryptocraphys
this is how things shape up. The given word is: L ET T ERS
It is tested in various cipher groups, such as: J XL X QCC

Vhen this cipher group is in its Ji 35 I3 Xy X XL
fractionated form the various cipher L:L3Xi XaX3Q: Q2
components are in these locations. Q3CyC2C5C, C2Cs

And, for matching purposes, the L= T, T, ER S
components of the plaintext word will L,E:T2aT2E2R,S2
be set up in this way. L,E,Ts T3 E;R;3Ss

From the above
La plain and,
word has been

it is ascertained that L, cipher is equal tg
consequently, is a part natural if the plaintex
correctly spotted in the cipher message.

.This illustration shows the set-up for matching cipher with
plaintext components but, merely for 'tip testing', it will not
be necessary to fractionate both groups as rart naturals may be
found by a more simple method. Inspection of the matched groups
reveals the fact that there are aily three plaintext letters whlgh
could be represented by part natursls. These are the letters in
the 1st, 4th, and 7th positions of the periodic group when the
period is seven, as it is in this case. Here, the only eligible
letters are 'L', 'T', and 'S'. But it may also be observed that
each of the three components of these three plaintext letters can
be represented by a cipher part natural.

Assuxping that the cipher message has been copied on squared
paper with the period determined and marked off as seven, the
search for a group, where a 'tip'mgy correctly be placed becawse of

the presence of part naturals,resolves itself into the following
routine.

¢ f!’ L % .,

-]
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Reference to the fractionated blocks shows the first line of
cipher components to be: J,J, I3 X, X XaL, » It is also seen that
enly Jiy X,, ard L, can coincide with 1st components of plairtext
letters. And tre 1st, 4th, and 7th plaintext letters are the only
ones vhich can match 1st components witl these three cipher let-
ters. So, for 1st components, the set-up is this:

Cipher Group: JXLXQocCgC Result:
Flaintext - 1st Comp. L.T,S, Xo part naturals.

Continuing further, the second line of cipher components is
composed of these letters: T.,,1.3X,X,X;Q:Qz. This also shows that
only the 1st, 4th, and 7th plaintext letters could hope to match
their 2nd components with any of tre cipher letters in this line.
But, in this case, the cipher letter components vhich mgy coincide
are the 2nd components of the 3rd, 4tk, and 5th cipher letters.
Consequently, for search purposes,the eligible plaintext letters
are added to the set-up in 3rd, 4th, and 5th rositions, thus:

Cipher Group: JXIyxXxqce Result:
Plaintext - 1st Comp. I.T.S. 2nd component of 'L!
2nd Comp. ELTzSz is a part natural.

To complete the demonstration, since the third line of frac-
tionated cipher letters is: Q,C, C.C3C,C,C;, it is again seen that
only the 1st, 4th, and 7th plaintext letters can have a 3rd com-
ponent which will coincide and, if this happens, it can be only
with 3rd components of the 5th, 6th, and 7th cipher letters. So,
once more, the same three plaintext letters are placed where they
will show a part natural if one is yresente.

Cipher Group: JXLXgcCcc Result:

Plaintext - 1st Comp. I.T,S, No additional
2nd Compe. L:Ty Sa part naturals.
3rd COI."lpa L;T;Sa

All of tre above explanation boils down to this: To search
for part naturals, write dowm on a seperate piece of paper in the
positions shown above, the eligible letters from the given plain
text word or sequence. Slide this along under the cipher message
matching each group for evidence of part naturals. When such are
found to be present, the solver can select that which appears to
be most promising and proceed from there. If positive results do
not develop, then another choice must be tried.

An easy way to get tke critical letters LTStr
placed correctly is to write tlie plaintert S

eelL
word vertically, three times, in this way. treel

O3 ot
3+ @
0nH o

Part natural spotting requires an entirely different set-up
for the other periodic group lengths - Class T and Class III. It
has been shown that only the 1st, 4th, 7th, 10th, etc. plaintext
letters are potential part naturals in Class II, but for Class I
and Class III, all plaintext letters as well as all cipher let-
ters are eligible. This can be verified if each line is anelyzed
as was done with Class II, but here, only the final arrangement
will be illustrated. In Class I and Class III the position of the
plaintext letters is not determined as easily as was the case with
Class II, so it is recommended that three vertical write-ins, of
the known plaintext sequence, be adopted by beginners.
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In Class I, with cipher group: HD A # G C, and given pleain-
text word, 'figure', part naturals meay be spotted by use of this
arrangement of the plaintext letters.

Cipher: HD A #@C

Plaintext - 18t Comp. F U f u f u Result:
2nd Comp. i r IR i T 3rd component of 'G?
3rd Comp. ge g e@ is 2 part natural.

In Class III, with cipher group: HW E B # G R C, and given
plaintext word, 'fixtures', the same routine is employed.

Cipher: W B G RC
Plaintext - 1st Comp. i Result:

L' oot
=

T iusxr
2nd Compe ius XRTf t e 1st component of'E!
5rd Compe xr f t e I US is a part natural.

One concrete example of how this technique may be put to use
can be given by applying it to a Trifid from the Cipher Exchenge
of The Cryptogram - issue of January-February 196l.

E-23. Trifid. No ice, no drinks. SODAKO

Period is shown to be 8.
Given sequence: ‘ourpartiesarelas".

Group 9 Group 10
Cipher: O@®L® K A®R®® R

RJV GXRJE

Plaintext - 1st Comp. @@ Tua irrERAs e s a 1
2nd Comp. uai RoptsesALera

3rd Compe rroptUATaleralSES

Six part naturals are found at this location of the 'tip'.

A slightly more difficult example of how knowledge of ‘'tip!
spotting can be used to advantage, is the following problem from
the March-April 19v6 issue of The Cryptogream.

E-25. Trifid. Walkers all. S-TUCK
The period, 2s shown by repeats, is 10.
Given: ‘"President Trumen" (repeated).

A study of the message discloses what is, epparently, a long
repeated sequence in Groups 3-4 and Groups 15-16. By starting
the first letter of the 'tip! at the 4th letter position in the
group, three part naturals show in Group 3 and one in Group 15.

4 7 » 1 4 7 20
Cipher - 3 & 4 mZ@ABJW#EBGGAARM
1516 HEOLATZBABIWH#EVGGAARSB
Plaintext: 1st 2®s@®-ed-rid¥RA? tm~-tun
2nd -r i 2 S@)-edtunNRA?tm-

3rd ~-ede~-r1?2PSEtm-tuniNRAZ?

This is sufficient to warrent a complete matching test and,
when no conflicts occur, this location is accepted as the correct
prosition of the given words and the solution proceeds from there.
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PATTERNS IN THE TRIFID.

A 'pattern', as the term apprlies to Trifids, consists of two
or more cipher letters spaced with such relation to each other
that they can represent a plaintext sequence vwhich lies within
the limits of a periodic group. Fatterns are not recognizable as
such until they are repeated. Consequently, when a pattern is
identified, it discloses the location of two occurrences of the
same plaintext word or fragment of a word.

The pattern letters result from the fact that all three com~
ponents of certein cipher letters are included among those which,
when read vertically, produce the repeated plaintext sequence.

This is illustrated with - - -@DXF 0@ A x®OSB - - -
an example enciphered by the

COUNTERSPY alrhabet. --c@OPDxs@cVvO- - - -

The pattern is in the form of: AD-~-C~~-BE which is
that generated in period 10 by a seven letter plaintext repeat,
starting with the first or fourth plaintext letter of the group.
When this example is set up for decipherment and the numerical
components are written-in, the derivation of the recurring cipher
letters is immediately apprarent.

Cipher: T JEO@ALZ(@@B G I@XS@CWN@
3 FERFE I HEIEI RN PRI
?%‘22;11211 -?.3321,2_&%11
[312] L aliiere 1}2|1342]T

Plaintext: pa++e rin[o|f]|a thep??%'g%%

From the above it is observed that the repeated cipher letters
come from certain numerical components of the repeated plaintext
sequence which form complete letters when read horizontally.

Perhaps this can be better illustrated from the encipherment
angle, showing only that portion of the plaintext which generates
the cipher letter pattern.

1 2345678910 12345678910
Plaintext: [plajti{tielrini-{-|- -|l-]=|pjalt e|rin
3[11212[2[312 b O 2ic| 21512
PRI ET S B ‘2‘%‘%‘5‘ 17T
EIISNRN U R 32t
Cipher: I'i"l-'-x--uc[f I |X|=]- ';-L-'i?%'

Using only the values given above, there are but five cipher
letters which can be derived, and these are the ones which form
the pattern. The other numerical components of the known plain-
text letters (those not underscored) are but fractions of cipher
letters, and what letters those will be depends upon the unknown
numerical components with which they will combine.

It is this very fact that makes the pattern so important to
the solver of a Trifid, because, it is from these partial values
that equivalents may be derived. The five cipher letters, shown
to be repeated in exactly the same relation to each other, vir-
tually confirm the fact that seven consecutive plaintext letters
of one group are repeated in the other group. None of the plain-
text letters are known, but all of the cipher letters are there
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to work with and that is all that is required at this time. XNine
of the ten cipher letters in each group contributed one or more
of their components to the twenty-one required to form the seven
letter plaintext word, 'pattern'. Five of these nine contributed
all three of their components, tims forming the pattern. The other
four cipher letters contribute but e or two of their components.
But it is these four letters that provide the informsastion which
allows the solver to get started. Although the numerical value of
their components is not yet established, it is known that those
of one group must be equivalent to those, of identical location,
in the other group. This can be demonstrated by again reversing
the two groups to their decipherment set-up.

Cipher: A | G I XQ DT

. 3
. @11.111.--- —.--8;211.111
Plaintext: pattern pattern
In which: Cipher F is 2 - = Cipher X is 2 - -
" 0 " - 21 " S " - 21
" A L] 1 1 - " C " 1 1 -
n M n - . 3 " W i - o 3

From this it can be seen that:

1lst component of F equals 1st component of X

2nd n LI} n 2nd n " S

3rd " v 0 n 3rd " " g

1st ] nooA " 1st 1 v c

2nd [} LI Y ] 2nd " " o]

3rd ] LI T i 3rd " 1} W

Hence, it may be stated that, in period 10, the repetition o
2 seven letter plaintext sequence which starts at group position
1 or 4, produces,ineuch case,a series of nine consecutive cipher
letters which bear a definite relationship to each other. In the

above example the following conditions prevail with these letters.

l1-2-5-8-9 Identical - produce pattern.
1lst components same.
2nd and 3rd components same.
1st and 2nd components same.
3rd components same.

B No ol

., For comparative purposes these relationships can be indicated
with symbols in this manner.

H ==
> o
B ] (3

«QNrarTa 0
mlom ol
Bjbd fen
dia o

=3

0

In which: 1st components same.

2nd components same.

3rd components same.

1st a2nd 2nd components same
and 3rd components same.
1st and 3rd components sore.
All three components same.
No information.

TR
[\V]
3
2
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It was previously stated that the position in the periodiec
group determines the pattern of a pleintext sequence. In the ex-
ample the plaintext word 'pattern'® started with the 1st letter of
the group in one occurrence and with the 4th letter in the other.
Hed the word,"pattern", started with the 2nd or 3rd letter of the
group, an entirely different pattern would have been formed in
each case. The tliree rossible patterns for this same word, when
it is enciphered in period 10, are illustrated below.

Class II - Zultiples of 3, plus 1l.
ADD2345678910 1(3B)345 678910 12(3®456%8910
plaltltielrin]-]-]=-] [-iplajt'tlelrIn]-|-] [=I=-Iplalt|[tielrIn]-
BL|2i2|2 342 3,112 2.215.2 34122121512
2l1i2/213,1]11 4 “12.1(2'2.5(1]1, 2(1]212[3111
342|141 1 (L1e | o3 2111 11,1, | SIS RN RSN B
TIX[=[-]X. =-1-|F.C,=] [.G.=i= B.R[=.S!C[=| [=|BIH[=|F[EI=][=IC|=
golea3diLOoa- eaFLOO0-oO071 Laa-uu1b01

The other classes generate their owvm individual patierns.
Class I -~ Iultiples of 3, plus O.
3456789 120345

M2345€6789 1) 6789
[pla|t{t]|elrin)-|= ~Iplajt|tlelr|n|-| |~]|=Iplalt|t]e|x]n
3|12l 2342 5[1.2|2]245]2 3112/ 2l2]5]2
2223 (1.1 i 2l1ig]2i s 1 2411228311
3l2(1i1a1la (32,301 31142" RSN
I[XT-T#TE]-Tslcl- -lgl=-I-Ixl-]-ICci-] [-[B]H|-IB|R]-I¥]C
pooogoa1aag rO09e03e03 LOOLOOLONO
Class III- jultiples of 3, plus 2.
(1)2345678910111@3456789101112()4567891031
plajtl{tlelrIn|[-|~[-]-][-[plalt|tie|rinj-]|-i=|[-|-jpla]t|tje|rn]|=|-
31122252 S|1l2|2.245.2] ¢ 5i1|2]242(3]2
aii[22is(1[1} [ 21|22 31,1 . 2[1}2[2[3[1[1
2l i(Tia(al , 3j2(1 (1,111 32 TiT (111
TIX[=[-IBRI=[=1Cl=l-|[=]GI=l=|FIBl=1=InICi|[=IBIHI=I=[XI=]=]SIC[
goltLoo-e0F3 - EQy-007L0A- LOQ0-£03-007

These examples illustrate how, with the same alphabet, nine
different patterns are produced by the same seven-letter plaintext
word. They also show Jjust how these patterns are derived and
with this information, one can develop the pattern for any plain
text repeat under any condition. The ameteur cryptanalyst will
find that most of the Trifid messages he has the opportunity to
work with are enciphered in period 10, and for tlmt reason a list
of the patterns generated by repeats of various length, possible
for that period, will be given.

The repetition,at similar group locations,of a single plain-
text letter, or of two consecutive plaintext letters, leaves no
identifiable ponttern in the cirher message. Repeats of three
consecutive plaintext letters produce one repeated cipher letter
but the occurrence of a single cipher letter, repeated at the
proper location, is not sufficient evidence to establish the cer-
tainty of a three-letter plaintext repeat. However, a three-let-
ter rereat will sometimes be very acceptable when there is doubt
concerning a four-letter word, shown by a four-letter pattern.
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The four letter (tetragraph) plaintext repeat produces two
repeated cipher letters. This forms the basic pattern which is
searched for when a Trifid message B8 investigated In this manner.
It is the firm foundation to which longer repeats may be anchored.

In period 10 there are three different types of 4-letter

patterns. These are:

Plaintext

Type. Starting Position.
I 1 o
a4 « OO 1
7 O = B |
II 2 E A
5 - b4
111 3 L O
6 - L O

repeat

Pettern.

-k

oo
on 00 .ol

3

rrr
T 0O gOoOQ

BT [ |

T i
T e ET

From the above it may be observed that the starting position
of the plaintext repeat governs the type of pattern and also,for
patterns of the seme type, controls the location of the pattern
in its periodic group. Patterns of all possible lengths of re-
Peated plaintext sequences, for period 10, are tabulated below.
These patterns are shown as starting at positions 1, 2, 3, it it
is to be remembered thet the location in the periodic group must
be subject to the other starting positions for that same type.

Period 10 Tatterns.

(Plaintext indicated thus: a b ¢ d)
Type I. Type II. Type III.

1.{---- _____ T E ceme e s sl e e e cEemE B
Al RN e | B L = 27 L == 7 F o
P g P e B P e == o= e s w = Gy B i e o e
e B gl -l o LT - J - LT -F - E - -
3-la.bc-— ------ j 2D = === = - - =-abgce===--=
J--E7-L3--lE7-L3-+-8--[LF - -0 - BT
4.labcd-=cac-=-|ll-abecd===~- -~-—abcd----
gisbA«rB-lER- LW 7T -|LH-=0F-EF-
S.abc die=e == - ~-abcde==w==||=-=2abcde-~--
gd-ctg<LOo07-||ED-LOT-8F-||LOQT7T-83-FEO-
6sjabcdef----|[-2abcdef---||[--~2abcdef--
go-tto07Lo3-|(e@7LOO00O-||LOF9 - 00 071
7T.labcdefg=--=-[|-abcde g=-=||--abcdefg-
Oo7kQfLOO-| k03 L0000 |(LOOo- 007 EO0F
8.,abcdefgh--||[-abcdefgh=-||--abcdefgh
\dgitkopLooTjlkgpLoologd| |LogioodkEon
9./labecdefghi-||l-abcdefghi None.
gggdknoQzZzood|ko0ozod3ooo
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A study of the foregoing patterns will reveal several things
which it is well to remember. These are:

1 - Until it exceeds the length of the period, there are always
two more symbols in the pattern than the number of plaintext
letters in the repeated sequence.

2 - The number of complete symbols (O) is always two less than
the number of letters in the repeated plaintext sequence.

3 - Symbols which show 1st components to be the seme () build
to completes as the plaintext sequence increases in length.

4 = Symbols which show 3rd components (L ) or 2nd and 3rd compo-
nents (k) to be the same, remain unchanged, regardless of how
many additional letters are added to the plaintext sequence,
until it is one less than the periodic length.

5 - The two complete symbols of the tetragraph are the anchors
for any identifiaeble plaintext repeat. It is this repeated
occurrence of two related cipher letters, in their three dif-
ferent locations, that the solver seeks out when the search
for patterns is being made.

6 - The identification of tetragraphic patterns automatically

discloses the presence of longer plaintext repeats when such
occur in a message.

LONG PLAINTEXT RELFEATS,

The repetition of several words, which extends a repeat beyond
the limits of one periodic group, creates a condition which is a
veritable bonanza to the solvere. Such an occurrence gives many
equivalents which could not otherwise be recognized. An example
will show how this is possible. Two plaintext fragments are:

lt heDelastell1l1eTrifidec/ipher

T T 1
lcantheDelalstelleTriflidbesolved|
t 1 T T

When encirhered by the COUNTERSPY alphabet these groups show:
1st Fragment: |6 QDXL IEFDC|YZEVSICI#R 3BT
t T T 1

2nd Fragment: |AGQCQLRNFDIJYZGLsfc:MRBI

1

Pattern: UD1hD=ILDUI~nCl1L~.U:_'-]_:LUUI

The above matched diagram discloses the patternof a 7-letter
repeat starting at plaintext position 1 of both of the groups in
the first occurrence and at plaintext position 4 in both groups
of the second occurrence. It will be noted that an additional
'complete' , cipher letter 'C!, is present inthe second group of
both occurrences but, as an 8-letter repeat is impossible in the
second occurrence, the solver must settle for a 7-letter repeat
in these groups. Situations similar to this frequently come up
when one is working with Trifid patterns.
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These four groups can now be set up in fractionated form for
further comparison .

-

- - =|6,6.G,Q QzQ.an:DzDJJiYI Y, Y, Z, zzstlEzEavll{" - -

- = =|X,X3L,L,L, I, IJI3E, BiVa V3 S, 52 S,C, C2Cs i1 #
- = =|E,;F F, F,D, D,D;IC, C2Ci# R, R,R3B, B2 B3T, T, Tg|- - -

C2C3Q: Q2Qs L) Lo LyR, RYG2 G3 Ly Lo L3S, S2S5C; C

1
AL AA3G, G2G5Q:Q2QsC Ty T2 JalY, ¥, ¥32,2,2,5G,|- = = = ~ =«
RSN; N2N3F| Fa F3D|D2D 03 H| M§M3R| RstB| BZB.’ - - e m = e

Accepting a 7-letter repeat, as shown by the pattern in each
periodic group, the following equivalents are derived.

X,= Q2 X3= Q3 D,=C V= L Va= L3
Eg'; Ng I|= R. Iz'—" Rz #3"'-‘- Ma E, - G|

And, under the existing circumstances, it can be assumed thq.t
the repeat is continuous and bridges the periodic break. If this
is true, then these additional values are equivalent.

D= 4 X= Js E,= G3 Ci= C»y Cy= M,
D3= Jp I;= Gz Ez= L, CZ= 1,

Referrence to the COUNTERSPY numerical component teble will
show that all of the above assumed equivalents are correct.

THE ELEMENT OF UNCERTAINTY IN PATTERNS.

Although they are the greatest source of information,petterns
cannot be trusted, implicitly, in the Trifid. Due to the fact
that there are nine letters which have the same 1st numerical
component, and a like number having the same 2ndand 3rd numerical
components, it is always possible that a combination of these
numericel components will produce the same pattern when different
Plaintext letters are involved. This fact must always be kept
in mind when one is working with patterns and the following ex-
ample will show why this is necessary.

It may be well worthwhile, for the reader, to decipher this
short message in order to see how patterns can sometimes lead the
solver astray. It is enciphered with the COUYTERSPY alphabet and
the apparent 6-letter repeat, occurring in groups 3 and 6, will
illustrate the point to be made.

Pseudo Repeat Example.

BSUOPZRCNJ SLFUDU#JIJC# @Q@OVQQEA@®CN
HTYKONJFNM FJIJQEGICNBO (QBBFQODYRGO
IXHSXANNCD YKKVNVZRYN. B - tO9LDF -

However, in spite of the fact that patterns can deceive, they
are the solver's main source of entry when no plaintext word is
given. TFor that reason, dependence must be placed in them, and,
the equivalent values which they disclose must always be tested,
thoroughly and completely. Experience will soon teach the solver
which to accept and which to regard with suspicion.
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SOLVING THE TRIFID FROL. SCRATCH.

The cryptanalyst who would endeavor to solve a Trifid without
benefit of "knowledge of a plaintext word which can be identified
in the message", is confronted with a project o«f major proportions.
Even though he may thoroughly understand the method to beemployed
and be sufficiently skillful to put it into execution, there still
remains plenty of work to do as a vast amount of tabulating and
comparing is necessary before one can make a start on the gather-
ing of equivalent values. However, the satisfaction derived from
solving a cipher message without help, makes worthwhile all the
time and energy expended.

The method for doing this, which will be demonstrated in an
example to follow, is attributed to Rosario Candela of New York,
who, during the decade prior to his death in 1954, was recognized
as one of the premier amateur cipher experts of the entire world.
The systems of Delastelle were favorites of Candela and were the
subject of many of his lectures btefare the New York Cipher Society.
The basic facts upon which the Trifid solution method is grounded
are these:

1 - Repeated plaintext sequences, occurring at related locations
in the message, produce a recognizable pattern of repeated
cipher letters.

2 - Certain related cipher letters, which are not re eated, are

also partially controlled by the plaintext sequence which
generates the repeated letters.

3 - The related ciyher letters, which are not repeated, must have
one or more components which are equivalent.

4 - If a sufficient number of such equivalents can be collected,
the table of numerical components can be recovered.

The method of procedure may be summarized in these words.

1 - The tetragram (four letter sequence) is the shortest plaintext
sequence that will produce a recognizable pattern when it is
repeated in the same relative periodic location.

2 - The tetragraphic pattern contains two cipher letters repeated
at a known interval, depending on the location of the plain-
text in the periodic group.

3 = In period 10, the repeated cipher letters of a tetragraphic
rattern are located in the group positions listed below.

Pattern Starting Position Repeated
Type (Plaintext) Cipher Letters

I 1 1 and 8

4 2 v 9

7 3 " 10

IT 2 5 and 8

5 6 " 9

III 3 2 and 5

6 3 " 6



34

4 - All letters of the cipher message, occurring at the designated

6 -

locations, are tabulated for the purpose of spotting tetra-
graphic patterns. This tabulation is demonstrated below, using
the first six groups of the message shown on page 1ll.

Group Type I . Type II Type III
No.
1-8  _2-9 3-10 5-8 6=9 2-5 3-6
1 HX RD ©¥1I QX S D R Q NS
2 TT SU 1P BT £U S B I#
3 R EJ IP QB YJ E Q TY
4 KI VI RR 01 TL VO RT
5 Sy TIX ¥P $u IX I# M1
6 §¥ ©X @61 QM QK 0qQ G Q

Repeats of the seme type are underscored. Note that 'I-X' of
Type I, Group 5, end 'I-X' of Type II, Group 5, although they
are the same, do not constitute a repeat.

The groups which contain repeats are then aligned in matching
position and the tetragraphic pattern is applied to indicate
probable equivalent values.

Example F6. 1.

Type Repeat Group Location

I s-U 2 2 -9 TSI#B##TUP
5 1-8 SIMK#IRUXP
Tetragraphic Pattern = = = =« = - - o7 -3 - LO
Additional Supporting Values « - = a a
Example N¥o. 2.
Type Repeat Group Location
I I-P 2 3 - 10 TSI#B##TUP
3 3 - 10 REIMQYSBJIEP
Tetragraphic Pattern = = = = = = = -0 -3 - LO
Additional Supporting Values = - = None

When two cipher groups sre matched and the tetragraphic pattern
is applied, two identical letters are necessary in order to
conform with the requirements of the pattern. If one or mare
of the related letters also proves to be identical, then the
plaintext tetragram may, tentatively, be accepted as an actual
repetition of the same 4-~letter sequence.

In the examples above, the first shows additional supporting
values and may be accepted. The second example shows no sup-
porting identicals and cannot, immediately, be accepted as a
4-letter plaintext repeat.

Equivalent values are then collected from the matched groups.

Example No. 1, TSI#B## TUP
SIMK#IRUXP

Tetragraphic FPattern a717-3 -0 -

Equivalent Values: B,= K, By,= K; T;= Ry
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It must always be kept in mind thmt apparent equivalent values,
derived from patterns, are apt to be incorrect. Because of
this, they must be kept, more or less, ma probation until the
status of their validity is confirmed. Because of this degree
of uncertainty, nc exact law can be stated for acceptance of
equivalent values thus indicated. FHowever, in every pattern
for repeated plaintext sequences of two letters or more, ex~
cept when the periodic length is a multiple of 3, plus 0, it
mey be observed that there are four symbols denoting pertial
equality of certain components. These are 1,9,k L, and they
represent a total of six individual components. If three, or
more, of these six potential equivalent values are confirm-
ed by supporting identical cipher letters, then the plaintext
sequence designated by the pattern may be assumed to be cor-
rect. If less than three of the unknown values are confirmed
then the possibility of a plaintext repeat is questionable.

Referring once again to Example 1, this theory of acceptance
may be illustrated.

Example No. 1. T

SI#B##TUP Number of
SINK#IRUXP?P Components.
Tetragraphic Pattern aiq]- jef3]-iLiol- 12
Required Identicals oj 8] 6
Probable Equivaelents 71 K L 6
Confirming Values g [&] 3
Unconfirmed | E L 3

Of the twelve components under consideration in this example,
nine are confirmed and three are assumed to be the equivalent
values indicated by the pattern. This is acceptable.

The reason for delayed acceptance in the case of Example #2
can be shown in like manner.

Example No. 2. TSI#B##TUP Number of
. REINMNQYSBJP Componentse.
Tetragraphic Pattern J-Tala . [e[[al- Lo 12
Required Identicals W] NE 6
Probable Equivalents T [el3! [C 6
Confirming Values ‘ 0
Unconfirmed N B YN 6

Of the twelve components under consideration, six, or 50% of
the total, remain questionable. This is not sufficient for
acceptance. However, when a repeat fails to qualify as a
tetragram, it may be tested as a trigram. If it again falls
to pass the test, it may then be tested as a digraph, perhaps
starting at a position further advanced in the group.

When two cipher groups are fractionated, all cipher letter
components are set down and may be compared individually. It
requires a great deal more writing than merely applying the
pattern, but this method has its advantages and is preferred
by some authorities. Those components, which match exaci_'.ly,
gre then segregated and, where two components of a vertical
trio are identical,the third is accepted as being equivalent
to its corresponding component in the other groupe. This will'.
ordinarily give sbout the same result as the tthree confirmed
acceptance minimum described above.
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In the message being used for demonstration purposes, there
are no typical sequences which could be used to illustrate this
method to best advantage. TFor that reason, two groups have been
enciphered with the same alphabet (VANISYKES in order that it may
be demonstrated.

1st Group 2nd Group
Plaintext: themencame themayoris
Cipher: HCAGBWXEVE HMR#WPF SEES

Cipher Fractionated.

1st Group: |[H,HzHJC,C;CsA(A1A3G

G.G2B1B:B,W, W, W, X, X, Accepted
XV. Vo V3 B, E, B, Equivalents.
2nd Group: [H,HHiM,M;M;R, R, Ry #, Gs= #35
W, W, W3 E, E,E5 S) S2 B, = W,

SifE, B2 B4E, E,E, S, S2S3

This same acceptance results if the 'three confirmed! method
is employed with diminishing repeat patterns.

1st Group: HCAGBWXEVE Number of
2nd Group: HMR#WFSEES Components.
Tetragreph: |Q|7|- |[E[F{-|L|O]-]|"- 12
Required: a Ju] 6
Probable: 1 L[3] [L 6
Confirmed: 0
Unconfirmed: 1 E L 6
Trigraphic: |O]- E[T L3 9
Required: o 3
Probable: Ei1 L3 6
Confirmed: | o 2
Unconfirmeds| | k[ 1 4
Digraphic: el-f{-Jt]a]- 3 6
Required: (o}
Probables E L1 A 6
Confirmed: (O g 4
Unconfirmed: L1 2
Accepted: B,= W,

Ga= #3

The method, wherein the cipher groups are completely frac-
tionated, was that employed by Rosario Candela in his admirable
demonstration of Trifid solution, presented at a special meeting
of the New York Cipher Soclety in honor of Gen. ILuigi Sacco.

The more stresmlined "three confirmed" procedure, in which
the repetition of matching cipher letters controls the degree of
acceptance, was originated by the author of this booklet and its
application is first demonstrated herein. It will be found that
the use of this inflexible control eliminates the element of per-
sonal judgement which sometimes tends to influence acceptance.
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9 - When more than two groups contain the same repeated cipher
letters, the entire lot may be combined for comparison. This
feature, at times, helps to confirm doudbtful components. To
the two groups used above, add the following.

3rd Group - Fleintext: themorefor
Cipher: HDD#BOTEYTF

With the addition cf tke third group, one is now dealing with
a total of 3 X 12 =36 cipher components. When all three of
these groups are compared, collectively, the result is:

1st Group: HCAGBWXEVE
2nd Group: HMNR#WFSEES Number of
3rd Group: HDD#BOTEYTF Components .
Tetragraph: (O] - Je]3]- [ ]al- . 12
Required: al | [s] 6
Probable: 1 NI 18/3= 6
Confirmeds glo 12/3 = 4
Unconfirmed 1 L 6/3=2
Accepted: C,= X¥,= D, B, =W,
G2= #2 B,= W,
G'%: #3 x3= S! = T3
The fractionation method produces the same result, thus:
[l H,Hlc.ccaAaAG
1st Group: ‘ BiB:BWWW XX
LEEE.EJVVVEE E Equivalents.
H,JLHJM\N M R RR # Gy= #s
2nd Group: LNV WW]F F PSS Bi= W
S, EEESSS G2= #2
X3= S3= TJ
HHH{D:D DD DD # By= W2
3rd Group: B,B.BJOOOTT C,= M,= D
TEEE Y YYFFF
Plaintext: 12345678910

The reasoning which would lead to acceptance of a repeated
plaintext tetragram in the three groups would bte something en the
order of the following:

Plaintext Letter 2. The three vertical components are the
same in the 2nd and ard groups. The 1st group has two of these
components (1 and 3) identical with those of the other groups.
Therefore, the non-identical component of the 1lst group mey be
considered to be equivalent.

Hence: Gy= #3

Plaintext Ietter 3. By the same reasoning:
B|= W‘
Plaintext Letter 1. The 1lst component in a1l three groups

is the same and both 1st and 2nd components of two of the groups
are identical (H, and #,). Consequently, the 2nd component of the
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other group may also be assumed as equivalent.
Hence: G,= #,

And now, having accepted the equivalence of the 2nd components
of this vertical trio in all three groups;it follows that, in each
group, two of the components of the trio are identical or equiv-
alent. Hence, tke other component may be accepted as equivalent.

And so: X3=8;= T,

Plaintext Letter 4. - By the same reasoning:

Bz=W,_
C,=M,=D,

10 - Patterns of longer repeats,such as those for six, seven, and

eight letter plaintext sequences,may be handled with greater
confidence than is the case with tetragraphs. This is because the
longer repeats are actually a series of consecutive tetragrephs
end, if the tetragraphs prove to be acceptable, then the longer
repeats automatically qualify. This can be illustrated with groups
2 and 5 of the demonstration message.

Plaintext - Group 2 e e e 8 PTrring.
Group 5 SPringe.e.see
Cipher - Group 2 TSI#B'##TUP
Group 5 SIXNK#IRUXP
Plaintext
Cipher lined up for TSI#B#F#TUP Repeat
applying pattern. SIMK#IRUXP Indicated
Tetra. Type I, S-TU =¥ ] el (LD - spri
" Type I, #-U E[3|-|L|O]- ol prin
u Type IILI - # Lo g - |e3]- ring
6-Letter - Type I aajl-|ej@|ea[ |- spring

The three tetragraphic patterns all have supporting values
and, when they are combined, the maximum values shown in each col=-
umn produce the six letter repeat pattern.

11 - Equivalencies, from patterns, regardless of how theyare de-

rived, must alweys be considered as assumed values only,
until their validity is proven by the recovery of acceptable plain-
text. The solver must keep this fact inmind and continue to regard
them as merely tentative until he is sure that they are correcte.

The foregoing is an outline of the procedure to be followed
when one is forced to make his own entry into a Trifid cipher
messege. With this smattering of the 'know how', the attempt mey
now be mede to solve a Trifid without the benefit of given plain-
text words, placed in the message. Oddly enough, this seems to
ve easier to do with a Trifid then is the case with a Bifid.
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THE CIFMER OF THE THREE WISE LEN,

The King desired to select the wisest member of his court for
duty as an Ambassador. Three men, lr. X, ITr. ¥, and Mr. Z, were
considered to be best qualified far the appointment and were sum-
moned to his presence. The King spoke to them, saying: "I shall
blindfold you and paint a spot of red or blue on your foreheads.
After removing your blindfolds, if you see a blue spot anywhere,
raise your right hand. Then, vihen you determine the color of your
ovn spot, lower the hand. ‘'he first to do so shall be my Ambas-
sador if his answer is correct."

The King then blindfolded the men, painted atlue spot on each
forehead, removed the blindfolds, and watched three hands go upe.
A moment later the hand of Lr. Z descended.

ouestion: Ilow did 1. Z know that his spot was blue ?

Answer: ITe Z Teasoned thus:

WDWAJA#SYTF KNAAJKYMLD 2UJJIYQJISXP
NAVRUENH#VYP XYBTURHATFU BNJIJWROECH#T
SXXMBLEYCE JVVAJGTHZF XZUBJYHISX
BNBARVETC CG#X KYUU.'J’UQ,Q,GC,} OWIWA#F#IYFK
LALJKXKYWLDM UJNBXRVXIG# HQDDMKJXFH
JAURKLY #FT AACKYAEDRO FWVIJZIVSI
RVAFQS0QOL PJIJMKSQRXQOL WACDKHDFDR
DBRSWCIYWA TDOUKCDFQY YYBSURDGDIX
CSMNKBCFLH# MXLWOJJ#AVS DBRIDGOQIG
JAXGXLERQNX MIUNTWJIXZI GISMTPJIVTE
OFIJLTUKVT RODWRKALFH WRDRGJIJFMGY
TNKVUVEJI#J RJICHTRPAPS RIXKLMEDGP?Z
JUNEWBPZXO

Note: The example used for this demonstration is believed to
be readily identifiable as a Trifid because of the fact that the
27th symbol is present and thet characteristic Trifid patterns
are guickly found. Repeat patterns occurring in Groups 6 and 10,
2 and 13, as well as elsewhere, determine the period as 10. And
so, for convenience, the message has been set up in its periodic
groups.

SOLUTION.

Having determined by observation that this message has been
enciphered by Trifid, and that the period is 10, it is set up for
decipherment in the manner described on page 11, thus:

The Three Wise lene.

WiD[WIAlTIA[#Is|Y[FIK[u[AlA|T[K|Y[E[LID[Z[UIT|T[YlT[S[X[P
i ]

NAVIRMINHFIVIPIX|VIBITIURITA|IF|U|BIN[T WIR|OIE|C

it
—
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The cipher letters occurring at the 'required identical' lo-
cations of the tetragraphic repeat patterns are then tabulated
for all 37 groups. Only a small portion will be shown here. 1In
the case of long cipher messages of 1000 letters, ar approximately
that number, such a tabulation should be made at the beginning of
at least the first 250 letters. If sufficient information is not
gained from this, to make an entry, then an additional 250 letters
can be tabulated.

Group Type I Type_ II Type III
No.

1-8 2=9 3-10 5-8 6=9 2=5 3-6
1 V=5 D-Y W-F J=5 A=Y D~J W-A
2 K-k N-T A-D J=M K-I hl=J A-K
3 Z-S U-X J-P Y-S Q=X U-Y J=-Q
4 N-# A=V V=P M- N~V A=l V-N
5 X=A Y-F B-U U=-A R-F Y-U B-R
6 B-C N-# J=-T R-C o-# N-R J=-0
7 S-Y X-C X-8 B-Y L-C X-B X-L
8 J-H V-2 W-F J-H G-2 V=J w-G
9 X-I Z=S U-X J-I Y-S5 AN] U~-Y
10 B-C N-# B-X R-C V-# N-R B~V
3'; J=2Z U=-X N-0 V-2 B-X U=-w N-B

Repeats are then located, and the best way to locate them is
to again tabulate the above pairs for contact. This tabulation,
for the pairs shown above, can be done in this manner.

Iype I

Llu|w|[olPp[eR[s[T[UlVvIW
i Y S

1-8

QQllw
oy
el

Q| HP|i
w

# Xz
# X
P (o} X|®?
T

F
3=10 7

>

And the same for Type II and Type III.

The groups showing repeats are then collected and aligned in
accordance with the location of the identical letters. All pos-
gible plaintext repeated tetragraphs are represented and the re-
lated groups may now be studied for the purpose of determining
equivalent values and discovering the location of longer repeated
plaintext sequences. Although 21l must be aligned and analyzed,
only those which show the required minimum of three confirmed
values will be listed in this text. This select collection of
derived equivalents will also be separated into two classes.

Class A - More than three confirmed.
Class B = Not more than three confirmed.

The Class B values will receive additional study before they
are fully and unconditionally accepted as correct.
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GROUP NATCHEING FOR TETRAGRATHIC REPEATS.

e

Class
lB\‘

Class
lAf

Pattern

Tetra.

Yos.

Yo

Test Group Start.
No.

Ed<d B8 o B AE Sl
I _.z L now L noe_ iy 4o
ARkR M Soo B oo NN
) M = & = .
=I :..5 _._Aﬂ_:z sa _.3 _.—I L]
< H EE b= © < =
o g = ~
b= m S i AA E4 ¥4 s} ] | H kel
AAO0 AAIA ovog HED HHD AAD SEkl0 %590 XKXOg RO calg aan
HHA4 HAR4 AR FBRAa PEld ABd O0(a DUy nna HElg =Se(a BH
HiEl Ml O WAl bMl. kEHy HE|C B, kH. ak|. Hd]|. oo
P P BET RS MBm MMET O (m | PHE|T kT N b
Midly My Bala Midla BHB|A bbhlad el mrlad Hg d<|ld hhla Be
hhi. hol. LA+ HE AR <A|r Ed|l. 4K bhl. REl. HR|l. bBA
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The potential equivalent values derived fram these tetragraphic
patterns may now be collected and consolidated.

Class A. A =L,=J, W,=A, Ly=E;,
Pl—'U| ‘N;“A; “M_;
O,-’-V\ Ca“‘ Gg‘F,-‘-L;
Q= H, -1,
b Q:20,=D,
Cless B. (Excluding those duplicated in Class A.)
D,=W, Jy=Ay=1,-F, J3=Ws3=B;
S.=J,=5, P,=TU. M.=R,
M, =R, 02 =$1=D1*Q1=Hz
1572
C1=Gz

The great majority of the above equivalents should prove to
be correct but a few of them will surely be in error. Because of
this, before attempting to build the table numerical components,
further corroborating evidence is sought. This will come from the
longer repeats, several of which are indicated by the above listed
group comparisons. In that tabulation it may be observed that
tests No. 1, 6, 15, end 19 all apply to Groups 2 and 13. Special
investigation of these groups discloses the occurrence of a long
repeat (7-letter) starting with plaintext letter 4 of GroupXNo. 2
and plaintext letter 1 of Group No. 13.

Test Pt. Start. Pos. Group 2 = K

MAAJEYXLD
No. Gre. 2 Gre. 15 Group 13 MALJIJKYWLDX
6 4 1 o7 -3 -LO
15 5 2 EY-LO- -01
19 6 3 Lg- 07 k3
1 7 4 g1 -e3-L0
Comb. 4 T galkepn3ijLan

Since the indicated repeat starts with the 4th plaintext let-
ter and ends with the 10th of Group ¥o. 2, and starts with the 1st
letter of Group No. 13, it is possible that an extra-long repeat
mey bridge the periodic division lines on both sides of Groups 2
end 13. As was previously explained on pages 31-32, this creates
a situation which is always searched for in Trifid solution, as
such an occurrence produces equivalents that could not otherwise
be so readily developed.

Turther investigation reveals that Groups 1 and 12 also con-
tain a long repeat and, when this lead is pursued even further,
the presence of repeated cipher letters in Groups 3 and 14 lends
weight to the possibility that the repeated plaintext sequence
extends into these groups also. Referrence to the complete group
alignment tabulation (not included in this text = see Page 40),
will show that a tetragraphic repeat was indicated in Groups 3 and
14 but was screened out by the 'three confirmed' test. As these
two groups have now assumed 8 position of greater impgrtanca_a undt_er
the existing circumstances, they will be given cons:}dere?.tlon, in
spite of the fact that the first test temporarily sidelined them.
In this connection, one should always bear in mind these facts:
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1l - Some of the tetragraphic repeats, derived from patterns,
which pass the 'three confirmed' test,will be incorrect.

2 - Some of those which do not pass the 'three confirmed!?
test will be true tetragraphic repeats.

For a more detailed investigation, the groups which appear to
contain the long repeated sequence are set up h their fractionated
form and are aligned m as to bring the identical letters into their
proper relation with each other. However, before doing this, it
is of interest to align the two rows of cipher letters for the
purpose of illustrating how the patterns clearly indicate the
presence of a long repeat.

Plain. Pos. Plain. Pos, Plain. Pos.
6-Letter - 5 and 2 7-letter - 4-Letter - 4 and 1

4
WDWAJA#SYPFKUAAJTKYX
OWIWA#IYFPKIMALJIKYW
t07L03-00 |[po7E03L0oAd |07 - EF -

When the cipher letters are fractionated, this gives:
r———— m————

W, W, W, D, D, D;W, W, W, AJK, K, Ky M, M, M5 A, A, A3 A4 2, 2, 23U, U, U3 J, 7, 35 3,
A AT T T A A As# A A3 0,10 H KK KY, Yad, JaY, ¥, Y, Q:Q2Q:0 Ju

#5, 8,5,Y, Y, Y, B, F B Y, M, My ¥, T, L, L, D, D, D} J; S, 51,85 X: X2 X3P, Bs P

0,0, 0, W, W, W,J,{J, J, Wi M, M, My A, A, AL, L, L5330, U U3 3, J, 35 N, N, N, R,
W, W AcA A #, #1#5 3 Tl T2 I KK KSY, VoIV, W, Wl B, BaX, X, X3R, R, RaV, Vi
LY, Y, Y, F E, BIK,K,K{W, L, L, L;D, D DM, M, MV, X, X, X5G, G, Gs # 7 %

e e | Sp—————

Inspection of the above arrangement shows a definite 7-letter
repeat in Groups 2 and 13. In Groups 1 and 12 the experienced
solver will content himself with a S5~letter repeat, rather than
the 6-letter repeat which the pattern indicates. In Groups 3 and
14, there is sufficient evidence to show that the long repeat ex-
tends across the periodic division line. PFour plaintext letters
may be repeated in these groups, but, to play safe, the indicated
repeat in 3 and 14 is reduced in length to a trigraph.

Equivalent values shown above are:

Groups Periodic Groups Periodic Groups
1-12 Bridge 2=13 Bridge 3=14
D3=0; K.= J; A,ﬁ#; H5=W3 Z|= Lz J).lYa Yz=Ba.
A,“J. Y;=K| K,.'—"Js A|=L| J;-"M. Z1=La Sa 2Va

Ayed, MK, J2-W, Si=M, Y> -Bs
K3=W| J.ng_ 23'-‘JI Y.-—W:. Q,,=X,
M,}K; Sz=M9

When these values are consolidated they shape up in this way
ArJ,2A3=T,2L,=Y3=2,:=K,=B;
Ky=J3=M,=W,=K3=M,=85, S3:=V3 Ag=is
My=W,=53 Q= X, Z,=La2
D3=203 Y=W, - Yy =B, Z,=L3
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periodic

division line is found at Groups 3 - 9 end 4 = 10.

iy

%y 25 Bu 0 UsBy 3, I‘J,, W
J2 J3Y, ¥, Y, Q, Q1|Q3-Tn J;

J3 51 5255 X, X, X5F, P, P)

N, N, N3 A A A,V V; Va R,
R, R, M, M, N, N, N, H,
HS#I #1 #avl vzvs Pl Pz 133

X, X,X52, 2, Z,U, U, U B|'B, B Bl
B, B3J, 2 35 Y, Y, Y K KA, A,R
HaI; Iy I35, S2S3X, X, X lEgC, C

‘ECB#l lrl#axlx X

N, N, N, B, B, B, A
R,R,V, V, V. E, B,

Additional equivalent values derived from this are:

Groups Periodic Groups
3=-9 Bridge 4-10
Ja=13 Jz2=B, Qa-Az H3-=C3
Q!l:Hl P|=E3 J’a’-Bz M1‘=vl
J‘;Bl Ji=As P;-C|
Qz=H, Jy=B> J2=R,

P3=Cy

These values mey also be consolidated in this manner:

Ji=B,=J,=4A3-B3=R,
J_; '-:13 —'Bz

Q3=4, H3=C_g

All equivalent values derived from the
tetragraphs mey now be assembled.

Class 'A!

QJ':H' P]_“CI
QZ.HZ Pg‘cl
P, =E; 1=V,

long repeats and the
And, at this point,

it might not be emiss to call attention to the fact that it is
really surprising to see how many values have thus fer been Teé-
covered without knowing a single word of the plaintext.

Set Equivalents

(a) = Ay=2J,=A3=3,=0,=Y;:25:K,=B3=B,=R,=W; ~M;=5,

(b) = Ky=J3~M,=W,=K;2M,+5,=13=B,=Y,=V,= 0,

(¢) - Z3=01,=C3=G3=F, =Hz=E,=P,= U,

(d) = A;=#,=Q3-W,=0;5-D;-Y,

(e) - q,=H,=X, (g) = Q,°H, (i) - B3=0C,
(£) = Zi=#h=1. (h) = B=C, (J) = 83=V3

Numerical values may now be assigned to these sets of compo=

nents of equal value. As set (a) is
greatest number of values:

the longest and contains the

Let set (a) equal numerical component 'l'.

Inspection shows that set
and that set

a
b

8

Hence,

contains
contains

BI=B3 and J|=J—1-
B2 and J3 .

as no two letters can have three numerical components
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which are identical to each other, then these sets must be desig-
neted by different numerical wvalues.

Hence: Let set (b) equal rumerical component '2°.

The table of rmumerical components, with these values assigned,
gives the following:

Comp, ABCDEFGHIJKLMNOPQRSTUVWIXYZG¢#
1st  [11 1112 2 12 22

2nd 2 12 2 1 2

ara (11 222 1 1 11

Exemination of set (¢) shows that it cannot have rumerical
value 'l!' as it contains six 3rd components. As there sre already
8ix 3rd components to which the value '1' has been assigned, no
more than three 3rd components of numerical value '1' can be ad-
deds XNor can set (¢) be !2t', for it contains 2,. If the vacant
2nd component of 'Z' was designated as '2', that would meke four
letters - B, M, Y, and Z, - having 2nd and 3rd components the same.
Consequently, numerical value '3! is all that remeinsfarset (c),

but if it is thus designated, another conflict appears. This time
the trouble 1s with set (d).

Sets (c) and (d) cannot be combined, as there are a total of
ten 3rd components in the two sets. When set (d) is studied sep-
erately, the following controlling conditions are evident.

Set (4) iss A,=#,= Q32 W= 052D, =Y,
From the table above: A=1-1 B=121 Y= -21

Hence, set (d) cannot be '1' as that would make Y= 121,which
combination is already pre-empted by 'B'. By the sesme reasoning
set (d) cannot be '2' as that would also meke A= 121. Therefore,
set (d) can only be '3°,

It is now apperent that an error exists in set (¢) ar set (d).
If one of them is accepted, then the other nust be rejected. As
the values contained in set (d) combine well with others already
rlaced in the table of numerical components, that setwill get the
call and set (¢) will be put on ice for the time being.

From this decision: Let set (d) equal '3!.

These values mey now be added to the table.

Comp. ABCDEFGHIJKLYXNOPQRSTUVWIXY 2 #
1st 11 1112 2 12 22 3
2nd 32 12 2 1 3 2
3rd 11 3 222 1 3 3 1 113
And the Decipherment Table may also be set up.

Compe. J BKXK A M w Y

1st 1111112111222222222333333333
2nd 111222333111222333111222333
3rd 123123123123123123123123123

S S S
0 0 o
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With seven complete letters represented and several others,
of which one or two components lmve been recovered, the solver mey
now go to the message and test for possible plaintext fragments.
The opening groups of the message shape-up as shown below.

Group 1 Group 2 Group 3
WIDIWIA|TIA[#|SIYIFIE|MIAATIKIYM[L|DIZ|U|T|T|Y|QlTIS|X|P
2|3]1 2:2|3[1411]1 (22422114131l 1 1111241
S|1¢l |1[241]3]1 31141 (1({241(2]243]|2]1[243/2]1 34111
3421 3|2(1 1.2(2]141 312421

w a m a

In Group 2, it is observed that plaintext letter 'a' is fol-
lowed by a doubled plaintext letter, represented by the vertical
trio, 212. Trom mumerical values thus far assigned, an excellent
candidate for this combination is 'S', which is partially recov-
ered as 2l-. The letter 'S' frequently doubles,following wwels,
and its presence at this location is looked m with favor because
the plaintext sequence, 'ass-m', immediately suggests some form
of the word 'assume', which is highly probable from what is known
of the generel nature of the subject matter of the message.

If this lead can be developed a2 definite entry will have been
made and the solution of the message must, inevitably, follow.

Working with Group 2, alone, these possibilities exist.

Cipher: KINMAAIJIEIVIMNILID
1|2(242(2(141[3]141
13114111241 /2(243(2
1422141 3

Pleintext: EY m
als|s(um|e

Possible: als|sulmf[i|n|g
als/s|um|/p|t|ijo|n

The word 'assume' fits without conflict.

The word 'assuming' is impossible because the third component
of the letter 'I' has already been designated as '2'. Since the
1st and 2nd components of the plaintext letter following 'm' are
shown to be 11, this would meke 'i' equal 112, which combination
is that representing the letter 'J'.

The word 'assumption' is also screened out as the compongnts
of plaintext 'o! of ‘assumption' do not agree with the numerical
components already assigned to the letter '0'.

Consequently, the plaintext word 'assume'!will be accepted for
this location. This gives the following new values.

S=212 U=211 E=11=
And from set (j) where Sgs7V, V=2-2
Also derived from the above is the equivalence: Ej=L,.

Since both E, and U, (which is now known to be 2)are contained
in set (c¢), it is now high time to locate the error in that set.
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To attempt to search-out the error in set (c¢), it must first
be broken up and the equivalencies from each original source must
be collected separately. These are:

From Groups 1-2-3 and 12-13-14: Z,2L,
From Groups 3-9 and 4-10: P,=E,3 Hy=C,
From Tetragraphic Patterns: =0, L3-E, Cy=G,

G3=F3; F3=Ls

In set (¢), the equivalent values collected from the tetra-
graphic patterns are the suspect group, as no conflicts have de-
veloped from the values which were derived from the long repeats.

An opportunity to compare one source against the other is provided
by the two equivalences, P,=U, and P,=E;.

It has now been determined that U,=2.

If U,~P, - then P,=2.

If P,=E, - then E3=2.

This would make 'E' equal 112; a combination pre-empted I,

0f the above equivalents, P,=E, is thought to be correct as
it derives from a periodic ©bridge in which other satisfactory
equal values have been found. For that reason, P,=E, will be ac-
cepted and P,=U, will be considered to be wronge.

Checking back to page 42 shows P,=U; comes from Test No. 21
which also conteins G4=F, . Both of these will now be thrown out
as incorrect. The remaining equivalences of set (c) may now be
re-assembled as two separate sets, thus:

Set c-l; F3 =L3=Zz=E3gP|
Set (c-2) H3<Cs=Gs

From plaintext tassume' it has been found that Ez=L,and,as L,
is one of the values of set (f), then set (c~-1) may be combined
with set (f), giving:

Set (f) z,:#'=L2=F3=L3=Z,_=E3=P,
Now, if all values thus far determined are placed in the table,

including set (f),a clear picture of the present status quo will
be presented for further consideration and analysis.

ABCDEFGHIJKLMNOPQRSTUVWIXYZ#
11 1 1112 2@® 12 222 3@®E
32 1 12%2 i 1 3 2

11 3@® 2221 3 3 2 121 113

Inspection of this table shows that (f) cannot be 'lt'as that
would meke E, L, and Z, all equal 1lll. Also,(f) cannot be '2!' as
that would meke both 'E' and 'J' equal 112.

Hence, set (f) can only be '3'. When this numerical value is
substituted for (f) in the table, no conflicts occur ami so it is
accepted as correct.
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The table now shows these values.

ABCDEFGHIJKILMNOPQRSTUVWVW XY Z #

11 1 T P M~ 23 12 222 33

3 2 2 1232 1 1. 3 23

hifl 333 22231 3 3 2 1 271 113
And, rearranged numerically:

Jd EBEK A LUS M w ¥ Z
1111111112222222225333333333
111222333111 222333111222333
1 2531 8231231231231 23123183123%

0 vV O vV o #F # i

With this much of the table recovered, the remainder of the
solution is mere routine. Substituting anywhere in the message
gives additional wvalues and the complete table is found to be:

RIJEBKTACLUSDLEVOWNFXIPYHQZGG:#
1131211111182 2222228805053 %
111222333111222333111222333
1231231231231231231231231 2 3]

Examination of the above shows many of the 1letters to be in
alphabetic contimuity, which indicates that this is the arrange-
ment of the alphabet originally used by the constructor. It can
be taken-off, vertically, from this keyword block.

G

RIE[A[S O\NI
-|BIC'D|-]

JIK|Llx|- ~1P
-[TIUV —|3c|Y

N:‘DL

Before leaving the cipher of The Three Wise llen, it might be
well to investigate the circumstances which produced the error of
equivalence in set (c¢). Here is what happened.

== b= e |
Gr. 30 G|I|SL:TPJVTK [ @IS [ TIEIT[V]T]K
Gr. 31 O TF|I UKV T | 3331242 (1]2)2
L|af- E 3 2123 @311
2122 (2iL|2al1(2[2
Bquivelents. hlills|h|la|nld|a|s]|s
n

Gy =Ty o@Iiglylr@xiviT

P =T, 2]2[342[3|(3x3[1 2

[1]2i1[3[301[2]3.)1

[Tix[2(2i2l212]{1]2]3

(umiini|g|Ihjalvle

| B |

When the test was made there were sufficient identical cipher
letters, covered by the pattern, to qualify this as a Class 'A',
plaintext repeat. In spite of all this, the derived equivalents
are incorrect - as shown when the groups are deciphered.

Particular attention is called to this because false leads of
this nature are to be expected. When they are encountered they
must be recognized as such and handled accordingly.
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Another item of interest which may be checked, is the degree
of accuracy of the "three confirmed" acceptance rule for equiva-
lents indicated by tetragraphic patterns. In the cipher of The
Three Wise lien, here is the box score.

EQUIVALENTS DERIVED FROLI TETRAGRAPHIC PATTERNS.

Total Right Wrong Z

Total Tabulated 47 38 9 «810
Class A - All, including repetitions 17 15 2 .882
Class B'= All, including repetitions 30 23 7 767
Class A -« Repetitions omitted 16 14 2 «875
Cless B - Repetitions omitted 28 21 7 <750
Cless B - Duplicated in Class A 11 10 1 <909
Class B -~ Kot duplicated in Class A 17 11 6 647

This shows the high percentage of accuracy for this method of
screening equivalents derived from patterns. It also shows that
any assumed equivalence, thus derived, can be incorrect.

THE WRAP-UP.

lany amateur cryptanalysts have devoted a great deal of time,
effort, and energy to devising methods for solving the Trifid.
Frances A. Harris (S-TUCK) worked for countless weeks on a method
based on spotting the plaintext word 'the's. Her system involves
certain "must" letters which must be present in related position
in order to produce this plaintext word. She had a great measure
of success with it when working on Trifids of sufficient length.

Others have pet personal methods which they have devised. In
some cases the use of three colors is favored to better identify
the three different alphabets. Candela's approach to the problem
was mathematical; or at least the descriptions of his technique,
which have been publicized, are filled with mathematical terms
and expressions - many of which are unintelligible to the average
reader. His fetishism for Greek letters, frequently employed to
the nth degree on his work sheets, might well lead one to believe
that he first deciphered a Trifid in that ancient language, and
then translated 1t into English.

In this modest booklet, the writer has tried to give a clear
description of the Trifid system -how it operates and how it may
be solved - in the simplest language at his command. Text of this
nature is not easy to write - or read - but it is hoped that each
and all who have had the patience to struggle through it,will 1?e
rewarded with an improved understanding of how to deal with this
extremely interesting cipher system.

The End.
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"homophones" repeated at locations underscored. Period is 10.

TRIFIDS PROBLEES

1 - Hot tip on how to solve Trifids in one easy lesson.

52

[ [ PRY NS N T )
Bl A Pt ] o 09 e i
LOOObRNLRAMH
EEHPHORME4AD
AP<<EAHIIRdR>R
OO0OMHRMOMHEBLKHM
P O F SRtk O B
FNOVAKPNRNH
ME A NSSRE PO MM

NﬂXGEDvQUFM

OEPOORANEITA
POMAAEDENRAQAR
HEERRAAME G
OHMOMHNENMH P
DIMOMEHIMPD o
NARNHCCHOEMKMO
NMdMadpAaHDnEN
AR CHOAEH PO M D3k
HAHOLERAGOEMR P
R A PHCH i %P

POHDHAONEE QM
NPUOE4AEMRERD
OCOOPHOHEAIANLM
PR PNHHOM
HAolrdmmmomnpMm
FA>EEOQIN PO
NH|IGREMHBPHITOE KD
ARG AQRIMIRA R
MOMHNKERPNEEIE
pMEALhEREHRMAR

NATU

B.

"before",

Last word:

"with whiskers".
The sequence, "ecouldnev", can be spotted from part naturals

Period is multiple of 3, plus zero.

2 - Too bearish or too bare.
Starts:

AmmMnhHz
AMARRAELH
qOREHR 4G
S OPHEAERO
HbONF>O0

OMHEHMAR
mEMRED g
HNAKOR
dHONAMNO
AU 4N

PHdOMH
HomEnp
HRPEHERMA
M Ak
MERPAO M

KWRTOA.
EARA<4A<SH
meEdoAd
mdHRHE &R
FANHEAOHERR

4PEES00N M
AR <dEH
3O MM >k
FPlmpoOEd
S kAR EFEHG

vubgEAMM
hHEA<ZM
FERYAH®
d<AmHER
<bg4EEREHA

C-SHARPE

identification

, may be spotted by
Repeat in Groups 24 and 25

Starts: "A great".
9 Iz and H3'

"in the Bible®

of two part naturals
will be helpful.

Period is 10.

3 - Bibical data used by an American oil company.
Plaintext,

A3 HPHAR PN T
HAMROLTNOMHO
HOMONMAM M S0MY
AMOCPALDENRIDA
PMNABEAmRIRS LS
NAUHRABEMESE PR
HEHHpOMOMAERBRD
EBRMLHIDOmOMH
VOoOMA®NK NSO 4
MHBRERDNALHNO

MG >AUDHDGPD M
AMOHRPHPERMHUOD<
MEcnDEMAER Rk
AMREHOPDdEPHAADI:
nARcoRLDoLCHAN
ASMAMEIRNMOMMDO
O HHODHEEN <M .\4
HILALMERILD CNFL N
HMARADBN I PON:
nEeEAMMMOPDARA

HO¥FPPHRIHOLOE D O
QA PDEIRIRTEOMN M H
RAOPPHAODPDHMEL4W
4PAREDAOREBEAR
HENEOMAAQA<GI4O
AAHMRAMN NN
O OMBANG T
NN PO MDD T
RunAEs=AmoERTM
AT PCTIHER RO

In the above cipher an alphabetic take~off from
a keyword block wrs employed to form the cipher

alphabet.

lotes
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4 - Cryptographic aid in bridge problem.

Hng oo QR

HEHHgMoE R

Period is 10. Given: "stmustwint". This can be spotted from
part naturals. Solver should take full advantage of all aid
to be derived from the repeat in Groups 12 and 16. A logical
assumption can be made concerning the first word of the mes-
sage. One part natural, which will show, should help.

# - none

Q-J 8176

- A

2_ A It is South's lead.

NORTH Spades are trump.
$- 6 W E| -7
- none B Al Q -K g9 He must win five of
-10762 |8 sS|¢ -5 the remaining tricks
&- Q i T| & - J against any defense

SOUTH in order to make his

bid.

-7

Q - none His successful play

O=-JT9 is described in the

&- 982 message below.
SBKGSETSBE YSMYXZIBCK AVIBOTEGHT
BGC#BVSCBX NYUNEXEUFU #IRHUYOAURSB
CUJBSPGCD ATXKSTFGETURB EXXDROGDXH
ZKJNJRUTG OETYDFOAHR PWVSEKEWTCQE
KLYXJNWNBUTI OEAADFCGCQ D#FHRSEAHT
PWWEKFTCC BAWSGARHHF QP#HJIHDL#A
TLGENLBBN O#ZLEUIXAW ZHZPDKDGCAQ
IXKXENHTUAU.
Quotation from a speech by C. Northcote Parkinson, relative
to the Law he propounded.
Period is 10. A plaintext fragment will not be identified in
this one but, knowing the grammatical structure of the cipher
message, give some thought to what the repeat might be which
leaves its pattern in Groups 1 and 20. And then, if you get
anywhere with that, don't forget the name of the man to whom
the quotation is credited.
SLHCCTANMJ UFVUEVHITTT DFPQCHNVLVWK
WZJYLQREO STKZRMNP#TH HIYYDEFCGR
YUOCFAOQOCTTY GYOSCOQOLS OB LBXA#YFIRGF
D¥BOLAXYVO IXYSDJIHABDO STH‘.’-’FZ;ITP
BVQYWSILL HBULWLYVZAK RUQBMQ# DXS
QOZDOCH#C AIYFLWPVPF SYXQLV#AOT
HBWNJITTU¥U XKFLXHCEKEGQAR CPVQJCCKKL
KWUIL#EKSBE.

Note: In Yo. 4 the cipher alphabet is a straight takeoff from
a keyword block. In No. 5 an alphabetical takedff from
a keyword blcck is used to form the cipher alphabet.
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Concerning the finding of the Rosetta Stone and how a solu-
tion of its hieroglyphic inscriptions was finally achieved.

OUP OEDOL OPRXO XUKIN JRLFC UKEORB
BYT LQGAC ESHWY RIJNI DK#HY UGHNKJ
DYQ HRAKH JVNPM YPGAG DKOYY LPNKG
RKJ XEDPQ POVXY #ULIA LDNPH UYEKDNY
CDZ #NDNW JQMPFX PZEKD #V#UG OTYXKG
DCO HUVKN PZRUN VEPFB YFUBM MPCIK
DXR HSBKN SBOXI YJIDA YGZFY LUAKT
UWP UDMDD SPLMU MYVJIO KYQG# JTJHPCJ
#YR TCIWB PNBWO OEDKN WSGUG DGAGSB
INMO UGVNA GXLBJ XLAFF RSGBJ O#C2ZN
KXX FJFYA DBRCU ZINRJ WTDNZ YYDEN
GVB ALIEA DXAYY Z2ENDP ZODKS YYZTN

SOLUTIONS (Various types of alphabetic run-down.)

Starts: ABQBOJFEXQFLK LC QEB QTBEQV . . . ..
Leyword is: HKLTTBAD with SXZXKQ ZBIIP YBILT CLO RFBA IBQQBOP

1BOFLA FP I¥KB. RKPZOXJYIBA HBVTLOA XILEXYBQ FP RPBA. FQ{ FP:
XCQBOTFPALJYZDE. « « etc.

"in the Bible" FPFKD OLRMC LROQB BXUUU.
Group 24 is: B QEBOB TXP I

QEKFJDNJOIQSZFOW. CEMMMTKMXFOPKPNA.
ORKOY SKMPIMW.
QFIKN ALAWP AZHVI TNCGY 1QQQQ.
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