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IITTRODUCTION

I'll tell thee everything I can;
There's little to relate.

Lewis Carroll

F. DELASTET.T.TC - EIS LIFE A3CT) T^ES.

The Trifid may not he rhe most complex of the numerous methods
of encipherment devised hy the clever Frenchman, F. Delastelle,
hut it will do, in so far as this student of the science is con
cerned, until someone produces a tougher one. However, no matter
how secret and mystifying a massage enciphered ty Trifid may appear
to he, the enigma of the man who originated the ̂rstem, is greater.

F. Delastelle - who was he ? That is the question * \ J

The writer's interest inlhis subject goes hack to the winter
of 1954-55, when the major portion of what is contained in the
following pages was prepared. At that time it was believed that
a short biographical sketch, of Delastelle, would he appropriate
as introductory matter and also, would 'pep-up', to some extent,
a treatise which was doomed to he rather heavy reading, at best.

With this thou^t in mind, various items of crjTptologic lit
erature were consulted for biographical information. From these
sources, absolutely nothing was learned other than the fact that
certain hooks, hearing the name of F. Delastelle as author, were
published in Paris during the decade, 1892 to 1902. These are:

Cryptoceranhie nouvelle assurant 1 'inviolahilite ahsolue
der. corres-pondances chiffrees. Paris: P.Duhreuil, 1893.

Cr3 ■ cogra-phie universelle. Paris: 1893.

Traite eUementaire de crvptographie.
L'athematiques appliquees. Paris; Gauthier-Villars,1902.

Numerous authors gave descriptions of the Delastelle systems
and made mention of his hooks,hut nothing was said about the man
who vrrote them, except in Chiffrehyraernas insataer i varldskriget
till lands (Activities of Cipher Bureaus in the World War)» Yves
Gyld^n, Stockholm, 1931, where he is referred to in this way.

"V/orks of the various military authors, Viaris, Valerio,
Kerckhoffs, and Bazeries, as well as some hy the mathe
matician, Delastelle, may he considered to he standard
within certain limits."

This comment seems, at least, to remove Delastelle from the
military category. Also, it would appear to indicate that the
name, F. Delastelle, was not merely a nom de pliame. On the neg
ative side. Commandant Bazeries, a contemporary, makes no mention,
whatsoever, either of Delastelle or of his systems, in his hook,
Les chiffres secrets deVoile's (Cipher Secrets Unveiled)Btris, 3901.
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Wkien it was found that nothing could he unearthed hy personal
research, several friends in the A.C.A. were contacted. Results
were zero. Following this, a governmental agency was requested
to aid in the search for information. After ahout a month, this
report came from that source.

"I did not think that it would take as long as it has to
get negative answers with regard to Delastelle. There
is nothing on record in this country and I can say this *
as a result of a search hy our library consultants among
all available sources."

And later:

"It seems that the man never existed, hut for his hooks."

Heanwhile, the writer had been trying his luck in other di
rections. A letter was dispatched to the French Embassy in Wash
ington, and an answer was received from the chief of their Cipher
Division which said, in part;

"The documentation the Embassy has on the subject did not
prove sufficient and I therefore forwarded your request
to the Ministry of Foreign Affaires in Paris and I will
soon be in a position to send you, directly, the infor
mation you require."

+V, . encouraging news but, unfortunately, it was the lastever received from that correspondent, although several
additional letters were written in the hope that at least sane of
the promised information mi^t be pried out of him.

Paris publishing company, Gauthier-Villars, was
aiso tried. A representative of that firm replied, in part;

"Nous avons recherche dans nos archives si nous possedions
des documents au sujet de M. Delastelle afin de pouvoir
vous aider dans votre travail. Malheureusement, nos re-
cherches sont rest^es vaines."

The above can be roughly translated thus;

"Sorry - but we cant find anything on him."

Eventually, about a yeox and a half after the search started,
an inquiry addressed to the U.S.Embassy in par is was referred to
Miss Emma Jane Gammell, Asst. Director, USIS Library, Par is. From
Miss Gammell came the first positive results. In a letter dated
29 March 1956, she said;

"We are glad to be able to transmit the following infor
mation which the head of the Section du Chiffre, Etat-
Major de I'Armee, has sent us."

"Felix Delastelle v/as born at St. Malo, January 2, 1840
and died at Saint-Ideuc in Parame, April 1, 1902. He was
Inspector of Tobacco. No information on his education
nor hov/ he happened to be interested in cryptography."
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Pursuing the search further, it was learned from Les Archives
Nationales that Delastellewas an Inspector of Tohacco at St. Halo
in 1878-1880. No other information was derived from that source.

At a still later date, Hiss Gammell reported that a notice in
Figaro, of April 1902, stated that a certain II. Delastelle died,
enroute to the funeral of iiis brother in Brittany. She had hoped
to find an obituary, but had not succeeded. Shortly after this.
Hiss Gammell left her station in Paris and her efforts to aid in

the search were terminated.

In the Spring of 1961, when work on this treatise was resumed,
a letter was dispatched to Gen. Luigi Sacco, at his Rome address,
asking if he could supply any additional biographical information
on Delastelle. As had been the case with others, his prompt reply
was mostly negative, with the exception of this comment.

"The French edition of Traite^ elementaire de cryptographie
of Delastelle is included in a series, 'Hathematiques
appliquees'« which seems to confirm the opinion expressed
by Yves Gylden.

And also:

"But, on the other hand, the 'Traite' allots the 'Septieme
Partie' to the 'Cryptographie militaire', which shows a
special military interest and seems to qualify Delastelle
as a military engineer."

At about the same time that Sacco was consulted, a letter went
to the Section du Chiffre, Etat-Hajor de 1'Arme'e, from which office
Hiss Gammell had received the greater part of the Informat ion that
she had been able to supply. This letter was not answered.

And so, as of this date, these few meagre facts represent all
that is known about F. Delastelle on this side of the Atlantic.

Clarksburg, W.Va.
July 1961





THE TRIFID CIPHER

THE GEtJESIS OF THE TRIFID

The term, trifid« is not a coined word. It is to he found in
any standard dictionary, \7ehster defines it thus:

trifid (tri^fid) adj. (L. trifidus, from tri- plus root
of findere, to split.) Three-cleft, tridentate.

Pursuing this hit of intelligence a step further, it will he
found that 'tridentate' is defined as: "having three teeth, or
points". And so, as it applies to the cipher system now under
discussion, the word, trif id, may he considered to mean:

"Divided into three separate parts or components."

Pelix Delastelle, the Prench mathematician who put the word
into cryptograph]'c glossaries, used it to describe one of a ser
ies of related methods of encipherment which he devised. In his
Traite^ iflementaire de Cryptographie, Delastelle outlines their
development. Under the heading of Complex Substitution he taJces
up the encipherment of polygrams, a word which, for cryptographic
purposes, may he defined as a related group or sequence of two or
more letters or other characters. In explaining what he is trying
to accomplish, Delastelle makes this statement:

"Enciphering by polygrams is characterized by the fact
that all the letters of a plaintext group participate in
the determination of the letters which form the resulting
cipher group."

Prom this, he goes on to say that the broad term, polygrams,
includes digraphs (groups of two), trigraphs (groups of three),
and other groups of hi^er order. Since a digraph is the polygram
of lowest order, Delastelle considers it first. To obtain a table
of digraphs for encipherment purposes, he lists all possible two
letter arrangements cf the letters cf the alphabet. This consists
of combining each letter with itself and with all other letters
as shown below.

AA, AD, AC, to ZX, ZY, ZZ

He then places this list side by side with another list of the
same pairs, arranged in some methodical order that is not alphas
betically consecutive, as was the case with the first. One list
represents the plaintext digraphs and the other, the correspond
ing cipher digraphs. As these tables must each contain C25or 676
sets of digraphs, depending upon whether a 25 or 26 letter alphas
bet is used, and as both an enciphering and a deciphering table
must be prepared, Delastelle came to the conclusion that such a



system was too cumbersome for practical cryptographic purposes and
left much to be desired in other ways. In his own words, he says

"These simple and easily applied procedures are not dif
ficult in operation, but the formation of the table of
digraphs is a long and laborious task. Vfe must, then, find
a process which is simple and practicable and which will
allow us to do away with these tables; just as the sliding
alphabets allowed us to do away with the Vigenere table
and others of similar type. After very long research,the
author has found the solution of this problem and has in
vented two procedures satisfying the demands ; bigramroatic
squares and bifid alphabets."

Delastelle seemed to be particularly pleased v;ith "the squares
which he devised. He devoted many pages of Traite' to the results
which could be achieved from the use of his bigraramatic squares
which he described in this way;

"A simple alphabet square consists of a square having 25
sections,each of which contains, in a determined order,one
of the letters of a normal (25 letter) alphabet. The union
of four of these squares constitutes a full bigrammatic
square."

Thereafter, follows a description of procedure on which the
system, knovm to members of the A.C.A. as THE FOUR SQUARE, is as
sumed to be based. In regard to his other invention, Delastelle
has this to say about bifid alphabets.

"We may also encipher by means of alphabets which allow
us to break each plaintext letter into two separate parts
which, when each is combined with a part of another letter,
produce two cipher letters. To form bifid alphabets, v/e
attribute to each letter a group of two signs. As the
most simple signs are Arabian numerals, \Te employ these.
Each letter is thus represented by a number consisting of
two figures. But, while it is necessary that a different
group of figures corresponds to each letter, it is also
in^ortant that there are as many letters in the alphabet
as numerical groups used. If it were not this way, some
arrangement of numbers, resulting from the breaking up of
certain numerical groups, might not find itself represented
and the enciphering would become impossible."

"This controlling condition fixes, at five, the ntimber of
figures to be used. The total different arrangements to
be made with five objects, grouped by twos 3n all possible
manners, is 25. This determines the number of letters in
the alphabet to be used."

To illustrate, Delastelle then forms a table as shewn below.

A - 11 F - 21 K - 31 P - 41 U - 51

B - 12 G - 22 L - 32 Q - 42 V - 52

C - 13 H - 23 LI - 33 R - 43 X - 53

D - 14 1-24 H - 34 S - 44 Y - 54

E - 15 J - 25 0-35 T - 45 Z - 55



In explaining the encipherment process, he takes plaintext
letters from the tahle, hy twos, and writes vertically, under each,
its numerical equivalent. The digits of these numbers are then
read, horizontally, to derive the cipher letters, thus:

Cipher Cipher Cipher
Plaintext: TR + Al l TE I

44-S 12-B 41-P

53-X 14-D 55-Z

In all of this, Delastelle speaks only of ^hifid alphabets*,
and illustrates them, always, in tabular fom. Die examples he gives
show scrambled alphabets but, nowhere, is there any indication
that a keyword is used for that purpose. He merely says:

"To transpose a bifid alphabet,it is sufficient to change
the literal series or the numerical series, leaving the
other in normal order."

This is OK, except that a random mixed alphabet ccinnot easily
be committed to memory. Por this reason, as with a code, Delas
telle's alphabets had to be in written form in the possession of
the persons who used them. Por convenience, he sets up both an
enciphering and a deciphering alphabet. One of these is arranged
in consecutive alphabetic order with the numbers mixed, the other
in numerical order with the letters mixed.

In a section entitled Division of Digraphs by Bifid Alphabets
he describes the Bifid Cipher, as it is known to members of the
A.C.A., wherein the message that is to be enciphered is divided
into periodic groups. He also gives several variations including
'Conjugal Bifid Alphabets* (Conjugated Matrices), 'Multiple Key
Series' (wherein a message is first enciphered in one period and
the resulting cipher letters are then super enciphered in another
period), and 'Irregular Groups' (where the periodic length varies
in a single message, as: 9-5-9-5-9 etc.). Throughout this
entire discussion, Delastelle continually speaks of 'bifid alph
abets ' in their tabular form. The relation between such alphabets
and Bigramraatic Squares is stressed, time after time, but the
familiar 5X5 square with rows and columns numbered, is neither
mentioned or illustrated. Apparently, this convenient substitute
for Delastelle's alphabetic tables was adapted to the system by
someone else at a later date.

Having accomplished the 'division of digraphs' by his bifid
alphabets, Delastelle's next project was the fractionation of the
polygram next higher in order, the trigraph. Of this he says:

"Trifid, or three-number alphabets, are the only practical
means known of forming cryptographic trigraphs. Twenty
five letters, combined by three in all possible arrange
ments, would give 15,625 groups. We do not try to compile
two lists of this length as they, would have to be arranged
in tables or in triple entry volumes whose management would
be involved and difficult."

following this, he goes on to explain how letters must be
divided into three parts in orderto form usable trifid alphabets.
To accomplish this, each letter must be represented by a set of
three symbols or figures, arranged in such a manner that each



indi-vidual set is distinguishaTale from all others. Each arrange
ment of this type is called a 'permutation' which may be defined
as: 'Any of the total number of changes in position or order
possible within a group'.

As has previously been mentioned, the total number of permu
tations allowable is governed by the number of letters in the
alphabet. Controlled by this restriction, Delastelle selected
f as the number of different figures required to generate his
bifid alphabets. This amount was not selected by chance, but was
mathematically determined by the permutation formula which, when
repetition is allowed (as 11, 22, 33, etc.) may be stated thus:

P = n'

In which; p - Number of permutations with repetitions,
n - Number of different things,
r - Number of things used at a time.

^is formula is read: The total noomber of permutations, with
repetition allowed, of 'n' things taken 'r' at a time, is equal
to 'n» to the «r' power.

normal alphabet contains 26 letters. Eor a bifid alphabet,
the symbols used to generate the digraphs must be handled two at
a time. This establishes 2 as the value of 'r' in the formula.
The total number of permutations of the symbols employed is also
^  numerical length of the alphabet. Hence,substituting known values in the formula:

26 = n^ or 1^26 =« n

4, ■'^ill not give a whole number as the value of 'n', hutxnat result can be accomplished if the length of the alphabet is
reduced to 25. So that's ^ust what Delastelle did, getting:

25 =: n or 5 = n

The five symbols selected were 1-2-3-4-5 and, for the
purposes of a Bifid cipher, they are used in all possible arrange
ments, taken two at a time.

Getting back to Trifids, 'r' is established at 3, because it
is tri^aphs that are to be developed. This requires that the
value of 'P' must be a cubic number, as close to 26 as possible.
If one additional symbol is used, increasing the length of the
alphabet to 27, then:

27 = n^ or 3 = n
All mathematical requirements are now satisfied. Three dif

ferent symbols are necessary. They must be used three at a time
in all possible arrangements. A 27 letter alphabet will result.

Again, as with the Bifid, a set of nximerals is used to rep
resent each letter. Por Trifids, each set contains three figures,
customarily 1-2-3. Still sticking to the procedure that he
devised for dealing with Bifids, Delastelle then prepared trifid
alphabets in tabular form. They are illustrated in this way.



Enciiahering Al-phaTjet Deciphering Alphabet

# _ 211 I 313 R _ 112 111 _ K 211 # 311 _ M

A - 321 J - 213 S - 322 112 - R 212 - E 312 - Z

B - 233 K - 131 T - 232 113 - V 213 - J 313 - I

0 122 L — 231 U > 133 121 - W 221 - Q 321 -> A

D _ 223 M 311 V _ 113 122 - G 222 - Y 322 - S

E 212 H - 111 W - 121 123 - G 223 - D 323 - 0

F _ 333 0 - 323 X - 331 131 - K 231 - L 331 - X

G _ 123 P - 132 y 222 132 - P 232 - T 332 - H

H - 332 Q - 221 z - 312 133 - U 233 - B 333 - F

Following this, Delastelle "briefly descri"bes the enciphering
process. This conforms, in method of procedure, with that which
was outlined for the Bifid, the only difference being that the
numerical substitutes are sets of three figures instead of two.
In both cases the numerical values are written vertically under
the plaintext letters and are then talcen off, horizontally, to
derive the cipher letters. Delastelle concludes by saying:

"Believing it useless to reproduce the details already givoa on
the subject of bifid alphabets,which are perfectly applicaple to
trifid alphabets, we content ourselves with giving an alphabet of
a new type and with applying it to the enciphering of one message
and the deciphering of a second."

And that's how the Trifid was born J

FURTHER DEVELOPMIT OF THE TRIFID

Delastelle's TraiW was published in Paris in 1902. He died
in April of the same year, perhaps even before his book came cff
the press. VHiether or not his systems were ever employed by the
French is not known although it is hi^ly probable that they were
not as, otherwise, his book would not have been published when it
was. It is alleged that the Italians used the Trifid as a field
cipher during World War II and this may well be the case, as the
system seemed to find greater favor there than in other nations.
The cryptographic manuals of llario Zanotti (llilano, 1928) and of
Gen. Luigi Sacco (Roma, 1936) both devote an appreciable amount
of space to Delastelle's Bifid gtnd Trifid systems althou^ little
or no information on how to solve them is to be found in either
book.

During the period which intervened between the publication
of Traite^ in 1902 and Zanotti's manual in 1928, the two systems
had been refined to some extent. For his own purposes, Delastelle
had been content to set up bifid and trifid alphabets and let it
go at that. Some unknown successor was not satisfied with this
seemingly crude method of operation. Cipher blocks were devised
and keywords were employed which did away with the necessity of
making and preserving random mixed-alphabets in tabular form.

As has been shown, there is a definite mathematical relation
between the length of the alphabet and the number of parts into
v/hich each letter to be enciphered is divided. These, of course,
are 2 for Bifid and 3 for Trifid. The nameless cryptologist, who
streamlined Delastelle's original methods, realized this fact and



devised ciptier "blocks for each system which conformed with the
requirements of the permutation formula given on page 4:

P = n*"

The familiar Bifid square, shovm helov/', is ordinarily thought
of as a simple 5X5 "block with external numerical coordinates.

1 2 3 4 5

B I F D A

L p H E T

C G K 11 IT

0 9, R S U

V V/ X Y Z

It is true that this is merely a 5 X 5 "block, but 5 X 5 =
the right hand portion of the formula- This mathematical con
trol can also be graphically illustrated if the same Bifid alph
abet is set up in this way-

n = 5

r = 2 Row

Col. 1 2 3 4 5 1 2 3 4 5 1 2 3 4 5 1 2 3 4 5 1 2 3 4 5
BIFDALPHETCGKMNOqRSUVY/XYZ

P = 25

In the case of the Trifid, the block takes the same form.

n = 3

Ist
r = 3 2nd

3rd

1 2 3

1 2 3 1 2 3 1 2 3

12 3 12 3 12 3 12 3 12 3 12 3 12 3 12 3 12 3

TRIFDALPHBECGJKIIKO

P = 27

S U V W X Y Z #

The Trifid block can also be designed in different form for
those who like to work with compact matrices- There are several
ways of doing this "but the block given below will serve to show
the idea and its general similarity to the 5X5 Bifid square is
immediately apparent.

2nd Comp.

1 1 1 2 2 2 3 3 3

1 T R I F D A L P H
1st Comp- 2 B E c G J K 11 IT 0

3 9, S u V W X Y Z

3 1 23

5rd Comp.

For the purposes of this treatise, the Trifid set-up will be
shown as a 27 X 3 block containing all possible changes in order
of the three numbers - 1, 2, 3 - taken three at a time and arranged
in ascending order. The numbers within the block, when read
vertically, serve as components of the letters of an alphabet
which is added, externally, to the block- It looks like this-

1st Comp.
2nd Comp.
3rd Comp.

1 1 1 1 1 1 1 1 1 2 2 2 2 2 2 2 2 2 3 33333333

1 1 1 2 2 2 3 3 3 1 1 1 2 2 2 3 3 3 111222333

1 2 3 1 2 3 1 2 3 1 2 3 1 2 5 1 2 3 1 23123123



The fact that 27 letters are necessary for a Trifid alphabet
was passed over, lightly, "by Delastelle, hut it cannot he denied
that this is a weaJc feature of the system# In some foreign lan
guages an accented letter, such as E,is used as -fee 27th element.
As the English alphabet contains no accented letters,an arbitrary
symbol, such as #, is forced into service. The appearance of a
symbol like that in a cipher message, immediately calls attention
to the fact that a 27 letter alphabet is used and helps to iden
tify it as a Trifid.

To overcome this, the 27th element is sometimes represented
by selecting a rare letter, as Z, X, or Q, and adding identifying
signal letters to it. Thus, if »Z' is the letter selected, and'A*
and 'B' are the signal letters, then 'ZA'would represent true *Z*
and 'ZB' would represent the 27th element of the alphabet.

Prior to setting up such a message for decipherment, the signal
letters must be eliminated, allowing 'Z' to represent itself and
substituting a symbol in place of 'ZB'. This move reconverts the
number of cipher letters in the message to their true total and
allows them to be separated into the correct periodic groups.

This strategy does not mystify experienced cryptanalysts as
the signal letter ruse is well known and, whenever a rare letter
is always followed by one or the other of just two letters, the
finger of suspicion points toward a Trifid.

There is one other matter to which attention should "be called
in these preliminary remarks. Due to the fact that the Trifid
alphabet is written in one continuous line above the standardazxi
never changing numerical tableau, it is always necessary to use
a screunbled alphabet in order to prevent many of the letters from
being represented, time after time, by the same numerical figures.
If this were not done, would always be represented by 333,
and 'Z', unless in the keyword, by 332, etc.

One way to produce a scrambled alphabet is to write a keyword
horizontally, thereby determining the length of the key block,
and then write the remaining letters of the alphabet below the
letters of the keyword. The example shown is derived from the
keyword, COUITTERSPY.

C CUETERSPY

ABDPGHIJKL

M Q V W X Z #

The letters are then taken off vertically to form a scrambled
alphabet which is written above the table of numerical components.

Deciphering Table

1 1 1 1 1 1 1 1 1 222222222 3 3 3 3 3 3 3 3 3
1 1 1 2 2 2 3 3 3 11122 2333 1 1 1 2 2 2 3 3 3

1 2 3 1 2 3 1 2 3123123123 1 2 3 1 2 3 1 2 3

Enciphering Table

A B C D E E G H I JKLJ^NOPO. R S T U V W X Y Z
ji

TT

1 1 1 1 2 2 2 2 3333121313 3 2 1 1 2 2 3 2 3

1 2 1 3 3 1 2 3 1 233112221 2 2 3 3 1 2 3 3 1

2 2 1 2 1 2 2 2 2213311331 1 1 1 3 3 3 2 3 3
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There axe numerous methods of scramhling the alphabet "by the
use of keyword blocks. Some of those commonly used are shown.

1 - Alphabetical
Take-off

149382675 10

COUITTERSPY

ABDPGHIJKL

1: Q V V/ X Z #

CAlIEHZlTPWOB(iPKRI#SLT GXUDVYL

2 - Vacant cells

for used letters.
Strai^t take-off.

c 0 U N T E R s P Y

A B • D • P G H I J

K L M • • • Q, • • •

• V V/ X • Z

CAKOBLVUYV/NDXTEPZRGQ//SHP lYJ

149582675 103 - Vacant cells with

alphabetical
take-off.

C 0 U N T E R S P Y

A B • D • P G H I J

K L K • • • Q •

• V W
V

• Z 4

CAKEPZITDXOBLVP IRGQ#S HTULIV/YJ

There axe various other ways of doing this but the scrambling
methods illustrated above axe sufficient to show -Stie form in which
cipher alphabets may be expected to appear for Trifids.

UETHOD OF EHCIPHERLIEKT BY TRIFID

As previously stated, encipherment follows the same general
procedure as that prescribed by Delastelle for the Bifid system.
The plaintext message is divided into groups of a chosen periodic
length and the numerical components axe written vertically below
each letter. Periodic lengths which axe multiples of 3+1, such
as 7 - 10 - 13, axe popular among constructors with 10 being the
one most commonly used. The cipher letters axe found by taking
off the numerical values horizontally, by threes, and substitut
ing the letter represented by this trio. This can be shown in an
example using the original COUUTERSPY alpha,bet. Period is 10.

Plaintext! COMEO. UICKL Y I 11 E E D H E L P

1 1 1.2 1 1.3 1 3.3 3 3 2.2 2 1..2 2 3.3

1 2.1 3 2.3 1 1.3 3 3 1.1 3 3.3 3 3.3 2

1.1 3 1.3 1 2.1 1 3 2.2 1 1.1 2 2.1 3 3

CN#IDRKUIM Y T X K V L J IT B VCipher:

In the above it is seen that the first plaintext letter, 'C,
is represented by the vertical trio. 111; plaintext letter, 'O',
by vertical 121; plaintext 'IT* by vertical 113; etc.

The first cipher letter, *C*, is derived from the 1st compo
nents of the first three plaintext letters, COM, which,v/hen read
horizontally, axe 111. The second cipher letter, '17', is derived
from the 1st components of plaintext EQ,U, v/hich are 211; the third
cipher letter,'jf', is found in the same way. The fourth cipher
letter, 'I', derives from the 1st component cf the tenth plaintext
letter, 'L', and the 2nd components of both the first amd second



plaintext letters, 'C* and '0', which all add up to 312. This
horizontal take-off continues, "by trios, throu^ the three rows
of numbers until all have been converted into cipher letters.

The decipherment process reverses that of encipherment, in
that the numerical components of the cipher letters axe written
horizontally in three rows of periodic length and are then read
vertically to produce the plaintext.

It is well to familiarize one's self with the mechanics cf the
system and several examples fbr practice aie given. The COUHTERSFY
alphabet is used.

1 - Complete the Encipherment. Period 10.

DELASTELLE ORIGINATED THISSYSTEM
1 2 3 2 2 3 2

3 3 3 3 1 2 2

2 2 1 2 i
Q . . Z . . Y . . .

2 - Encipher - Period 7

C R Y P T 0 L 0 G Y I S A S 0 I E N C E

3

1 1 1 2 1 1 3

1

3 - Encipher - Period 10.

0 R Y P T 0 L 0 G Y I S A S C I E N C E
1 3 1 2 3 1 3

1 3
1 2

# .

Last group
contains but

six letters.

Same plaintext.

Different period.

Different cipher.

4 - Decipher - Period 10.

G Z E Q 8
H L N G 0

# X P B L

C R E B T

H E V R R

y C K

Y H U P K

R J C 0 Q
A Y S D 0

7/ Q S G J
V N J E Z

B K U T 0

Accuracy of decipherment will be revealed by the plaintext
recovered, which starts with 'The' and ends with 'Delastelle'.

IDERTIEICATIOIT CP THE TRIE ID

1 - It is a substitution cipher.

2 - The presence of an additional symbol or the use of signal
letters will show that a 27 letter alphabet is used.

3 - If long repeats occur, they will be at irregular intervals.

4 - Repeated patterns will occur, such as:

Period 10 - Six letter repeat.
Pive " "
Pour " "

AD. .0. .B. .

A. . .0. .B. .
A  B . .



10

PECULIARITIES OF THE TRIP ID

1 - ITaturals, similar to those of the Bifid, are so rare that it
is useless to expect to find one.

2 - Each plaintext letter can "be representedly 7S9 (9) different
arrangements of fractions of itself and other letters.

ITote; Sacco states, "It follows that each trigram can "be
represented, not in 27^different ways, but in only 9^ (729),
obviously a number which is still large enough." The v/riter
disagrees with the first part of v/hat Sacco says but sees no
need to pursue the matter further because the second part of
his statement - "obviously a number which is large enough" -
seems to adequately describe the situation,v/hatever tlie total
may be.

3 - The table of numerical components is inflexible. Any given
digit - 1, 2, or 3 - must appear as 1st, 2nd, and 3rd compo
nent for nine letters - no more, no less.

4 - Hot more than three letters can have the same two components
identical; and for these three letters liie other component must
be a different figure in each case.

5 - Repeated plaintext sequences produce patterns v;hich can be
recognized in the cipher message.

6 - Repeated cipher patterns do not always represent the same
plaintext letters. This will be demonstrated later.

SOLUTIOIT OE A TRIFID V/HSIT PLAINTEXT V/ORDS ARE GIVEIT

As has been previously shown, the Trifid table of numerical
components is composed of twenty seven l^s and a likenumbercf 2's
and 3's, tabulated in the 27 possible different arrangements of
these three digits. Solution of a Trifid cipher regoires thatliie
individual trio having the correct arrangement of the components
must be determined for each letter of the alphabet. Relative to
this, Gen. Luigi Sacco states in his lianuale di Crittografiat

"Such determination is to be made exclusively through
knowledge of some plaintext word which can be identi
fied in the cryptogram."

Reco^izing the truth of Sacco *s statement, most of the mes
sages which are prepared for solution ly amateurs carry with them
one or more given words, together with their exact location iithe
cipher. The message which will be used to demonstrate solution
of a Trifid under these conditions is one constructed by Herbert
Raines, Biedmont, California. Lr. Raines, the originator of the
Three Square Technique for dealing with Bifids, was at that time
the leader of Circle'B', an A.C.A. group vdiose members devoted much
of their spare time to the study of various cipher systems and,
in this connection, periodically constructed messages v/^hich were
relayed around their circle for solution by all. The following
cipher message is given just as it was submitted. Although it v/as
not classified as a Trifid, its type we.s easily spotted because
Circle'B'was working on that type at that time.
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Circle B - Round 56 - No, 1. • Type: Unclassified.

Given; Pirst words are "The first". Repeated at; RQOTUILR.

H R IT G q
B J P K V

P i: E I C

B Z B V 0
B R T I D

K E C E P

D W J i: U

B R V/ N 0

S X D I

q 0 T U
S X O Y

C U J B

U J q IT
0 M K Y

B B T X

0 D Z A

SIZE

L R S I

S P V P

Z B G L

Z B I L

IT S S V

K H R H V

T A J V L

B Z B Z B

r K Z B I

H G H L Z

P V U D H

C U P S P

G H P S B

Z A Z B B

K K I V Z

T U P R E

R U X P S

A 0 q E U
A M Y H K

P H D J Z

B B 0 U J

P T E G Y

A.

I M q Y S
0 G 7/ q q
C R U IT J

V E R G Z
B H S 0 II

S q A X X
IT H Z B I

The first thing that catches the eye, when this message is hut
casually inspected, is the triple repetition of 'ZB' in groups
three and four. On closer investigation it is observed that 'ZB'
occurs no less than twelve times and that, in all other appear
ances of 'Z', it is folloY/ed hy 'A'. The Trifid is immediately
suspected and the message is re-written v;ith the symbol '#' sub
stituted for 'ZB' and the letter 'Z' for 'ZA'. This gives:

HRNGq SSXDI TSI#B ##TUP REIliq YSBJP
thefi rst

KVRqO TUILR SI EE# IRUXP SOGWq
the first

etc.

V/ith the message re-written in this form it is found that the
repeated plaintext clue, 'the first', gives no help in determin
ing the period. However, closer inspection reveals a repetition
which is in the form of the pattern produced by a six letter re
peat in period 10. The first appearance begins at letter 12 and
the second at letter 41.

* Note: The surest way to
Letter 12: ® jL ̂  ̂  JL ̂  determine the period is

_S_J[^1IE*I R^X throu^ repeat jatterns.Letter 41:

On the strength of this the message is set-up in period 10.

An accepted method of setting-up a Trifid for solution is to
write the cipher message on quadruled paper leaving a minimum of
five blank rows between the lines of letters. These are written
horizontally in continuous order, limiting the number of letters
in each row to some multiple of the periodic length. Vertical
lines are then drawn to separate the groups.

A line should be drawn below each row of cipher letters and
another line along the bottom rf the third row of cells below that.
This provides space for t}ie numerical components to be v/ritten-in
as they are determined. The plaintext is then written in the row
of cells below the second line. The work sheet looks like this.

H R IT G 9i s S X D I T S I # B # # T U P R E I M 9. Y s B J P

T h e f i r s t

E V R 0 T U I L R S I M E Jl I R U X P S 0 G W 9. 9. E M K I

(And the remainder of the m.essage, spaced the same way.)
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Haying now the knowledge, classified "by Sacco as a requisite,
of plaintext words which can he identified in the cryptogrejn, one
attempts^to make use of this information. The way to do this is
to fractionate the letters of the kno\7n plaintext v/ords and the
corresponding cipher letters, and tabulate equivalent values.

The simplest procedure for this step, especially in the case
of beginners, is to write the known plaintext in three lines to
breakdown each letter into its component parts v/hich are identi
fied by sub numbers - 1, 2, 3,- used to designate 1st, 2nd, and
3rd components. These sub numbers are not to be confused with the
true numerical components v/hich are also the figures, 1, 2, 3.
The sub numbers ere employed only when matching known or probable
plaintext with cipher letters in order to derive equivalents.

The corresponding cipher letters are likev/ise fractionated
and similar sub niimbers are assigned to each. In tliese steps it
must be remembered that the fractionated plaintext letters are to
be in vertical alignment and the fractionated cipher letters are
to be written horizontally. Also, the limits of the periodic
groups must be observed when the cipher letters are set dov/n.

To precede with the solution of the cipher message now being
worked on, the knov/n plaintext words, "the first", are nov/ v/ritten
in fractionated form as described above and the corresponding
fractionated cipher letters are written in the correct relative
position below them. Each fraction of the breakdown is assigned
a sub number for component designation. :I?ractions equivalent to
each^other axe then tabulated. As each of these is tabulated it
is circled', as shovm below for the first series of equivalents.

Set Squivalents

T,H,K3N2(i,qjirjB^03H,V, GjOa,

T3H3E33I3R3S5T3 (b) TjGjO, ^3ljTjI, R3R3_R,DaS,

f^  RjRjNjHi. .
2 ̂^3 Qi S2 8^ » •

S3X, XiXaDiDiDal, , .

(c) H3X,l3E,V^D,L3

(d) EjX^L,

.  . yv, ViVjR.RiRaQ,! (e) F.X,L

.  . 0, OiOjT.TiTjUiUa ^
•  • Ij I3 Li LalaRjRjRa (f) S^Ui

2.

In the above tabulation, there are nov/ six separate sets of
fractional equivalents. As only three digits are employed in the
table of numerical components, some of these six sets are equal
to each other and must be combined. Just which these are will be
determined later but it is already apparent flrom observation that
Set (a) and Set(b) cannot be equal. This is because Set (b) con
tains RiRjR^ and Q3 and Set (a) contains If these two sets
were equivalent to each other, both 'R» and 'Q,' would have the
same identical numerical components, which is an impossible con
dition. Consequently, numerical values caji be given to Sets (a)
and (b) and the construction of the table of numerical components
can get under way.

The values which are now arbitrarily assigned to these sets
may not be the same as those originally used when Ite message was
enciphered but that makes no difference for solving purposes.
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To start with the "building of the munerical component block,
let Set (a) equal 1 and Set (b) equal 2. These assigned niunbers
are then entered in their appropriate cells, thus:

ABC D E F G H I J K L H IT 0 P 0. R S T U V W X Y Z #

Having established the values shown above,certain additional
facts may now be determined from observation. These are:

1 - The third group of equivalents. Set (c), cannot have numerical
value 1 for the following reasons. Ei and '1'would make
four letters with 1st and 2nd components of '11'. Also, D, as
'1' would make 'D' equal 122, a designation already preempted
by the letter 'T'.

2 - Set (c) cannot have numerical value 2 because D| ,as 2, v/ould
make 'D' equal to 222, which has been assigned to letter'R',

3 - Thus, by elimination, it is found that Set (c) has numerical
value 3. These values are added to the table.

ABC

3 3 2 1 2 2 2 1 2 2 1 1 5

2 1 1 2 1 2 1 1 1 2 2 2 3

2 1 3 3 1 3 1 2 2 2 2 2

Further determinations can now be made.

4 - Since '0' is 211; then 'F' must be 212 or 213.
and 'H' must be 212 or 213.

5 - Since the 1st and 2nd components of 'F','N','0', are '21';
then the 2nd component of 'S' cannot be '1'.

Also, the 2nd component of 'S' cannot be 2 as 222 is 'R'.

Hence, the 2nd component of 'S' must be 3. Thus, 232 is 'S'.

6 - From the above. Set (f) takes numerical value 3.
This makes U, equal 3.

7 - Since the 3rd component of 'F' must be either 2 or 3;
then Set (e) - must have numerical value 2 or 3.

8 - As 'D' equals 322; then the 3rd component of 'U'mustbe lor3.

All known numerical values are now shown in the above table,
including those of S^ and U| v/hich were derived after numerical
value 3 had been assigned. The deciphering table can now be set
up with the known letters added externally.

Known

1st Comp<
2nd Comp.
3rd Comp<
Possible

P. H T V 9 R I S P
1 1 1 1 1 1 1 1 1 2 2 2 2 2 2 2 2 2 3 3 3 3 3 3 3 3 3
1 1 1 2 2 2 3 3 3 1 1 1 2 2 2 3 3 3 1 1 1 2 2 2 3 3 5
1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3

G 5*
N H

d !e: 1e !b G

U U
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Having determined all three numerical components of nine let
ters, as well as one or two components of several others, these
values can no'.7 he substituted in the message to see v/hat fragments
of plaintext will "be produced and v/hat proha-ble words miglit then
"be suggested. This entire procedure is shov/n "belov/.

THE inSSSAGE

H R IT G 0 s S X D I T S I # B f?
ji

JT T U p R E I
-

1^. 9 Y S B; J p

1 1 3 2 2 2 1 1 2 2 2 3 2 2 2 3. 2 2 2 3 1 2 2l 3f

2 1.1 1 2 2 3 2 2 3 1 1 2 • 2 3

2 3 3 2 2 2 2 3 1 2 2 3 2 2
•

t h e f 1 r s t

K V R 9, 0 T U I L R S I 11 K
JL
If I R U X p S 0 G 7/ 9, 9 E IT K I

1 1 3 2 2 2 2 1 2 3 2 2 2 3, 2 3 2 2 1 1 2 1

1 2 2 1 1 1 2 2 3 2 1 2 2 3 2 2 1 1 2 1 1 2.2 1

,2 2 3. 3.2 2 2 2 3 2 3 1,2 2 3

t h e f a r s t r t
1

C I S X 0 Y B S E V P H G H L Z 0 9 E U C R M N J B
Ji
V 0 L

2 2 312 3 2,3 1 1 3. 2] ,: i 2 2 2 12

2 1 1. 1 3. 3. 2 1 1 1

.2 3 2,2 1 1 3 2 1.1 1 2,3 1 13 2 ,1 3 2.2 1 1 3

t 1

,

c U J B A S G 1 E V U D H A 11 Y H K V 11 R G # R T I D X U 1 J
3 2 3 2 3 2i2 1 1 3, 2 2 2 2 1 1 ..2

2 1 1 2 2 • 2 2 2 21313 2
1, 3 2 1 1 3 2 3 1 1 3 2, 2*3 3 2 1  1

r 1 1 t

q H I f I 1 C U E S E E H D J
Ji
IT H S C i: K E C E IE 9 0 i: K Y

1 1 2 2 1 ,2 2 3 2 1 2 1 1 1 3 3 1 3 1 t3
2 2 3 3 2 2 1 1 1 2 1 1 1 2^2 1

.3 2 2 1 2 3 2 3 ► 2 3 2 1. 1
r V s 1 t

p H S S V G H V S B B B 0 U J s 9 A X K D V/ ? i: TJ JI B T :X H
2 1 t2 3 2 2 2 1 1. 3 3 2 2 i

3 2 1 3 2 2 1 1 1 2 2 3 2 1 1 3 2
3 .2 1 2 3 2 2 3 1 .1 2 2, 3 1 1 2

i r 1 3

H R H V z ji
JT B P T E G y H H rf I B R V/ IT 0 V 0 D Z T A ,T V L

1 1 3 2 2 2 .1 1 3 1 2 1 2 1 1 2 1 1 1 3 2, 2 1 1, 3
3 2 1 3 2 2 3 2 2J 1 2 2

. 1 2 2 3 X ,2 2 2 2 1 1 3 o o

5 V r

K K I V Z
1

1 .2 2 3 1
3 2

The above numerical values are derived from the plaintext
words,'the first', and are hnovm to be correct. They can be inlced
in so that they v/ill not become confused with values to be added
later which may prove to be wrong and will have to be erased.
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The plaintext values recovered from this numerical vrrite-in
are disappointingly meagre, hut from them, in group 13, Ihe plain
text word 'rivers ' is suggested hy the complete recovery of the
letters 'r', 'v', and 's'. The presence of two components (22-)
correctly placed for plaintext 'i*; one component (2--) correctly
placed for the second 'r'; and one component (—1) which is pos
sible for plaintext 'e'; all lend strength to this assiimption.

In group 12, due to similar partial placements, plaintext *ng'
is suggested as the third and fourth letters.

Actual Plain
Prohahle

R G S R T I D X U J Q, N I S I L C U F S

2 2 2 2 1 ,2 1 1 2 2 1 2 2 3,

2 2il 2 2 2 2 3 3 2 2 2 3 3

2 3 3 2 3 2 2 1 2 3 2

r i i t r V s

n S i e r

Additional Equalities

From 'ng' From 'rivers'

Ng equal Xa - ?
G, equal 6| - ?
G3 equal X3 - 1

l3 equal U3 - 3
E| equal Ha - 3
E2 equal Li - 1
E3 equal Fi - 1
R,. equal La - 2
R3 equal F3 - 2

As a control on the above, it is to be remembered that the
equivalence, Fj equal Lz,has already been determined. Set (e),
and that F3 must be either numerical value 2 or 3.

If the probable word, 'rivers', is correct, ihenIhenumerical
components of F3 and La will be equivalent, as they are equal to
R3 and Rx respectively, both of which equal 2. However, both Fj
and L2 also equal X3 from Set (e) above, and if the probable 'ng'
in group 12 is correct, then X3 must equal G3, which has already
been determined as numerical value 'l'»

The value 2, for F3 and Lj, seems to have more justification
than the value '1' for X3 and so the probable 'ng' will be dis
carded as an incorrect assumption.

And so, ff»eli*ng reasonably confident that plaintext 'rivers'
is correctly placed, the numerical components are written-in, with
the new values indicated by circled letters and numerals.

Actual Plain

Possible

R G T I 1!2Sj I Ea
D

m
n

&' cm S

2 2 2, 2 1, ,2 1.2.a &,2 2 3.

2 2.1.2"2,2"2 A ,2 m 0 3,

3 A.21) 0[2]l2 2

r J_ i t r lii r

"0" T "IT n m

i r i r m
□& "a: u T 1

New values from the above: L
F
N

equal 123
equal 212
equal 213

E
U
X

equal 311
equal 323
equal 3-2
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Tlie additional values axe added to "both of the tables •

Known

1st Comp*
2nd Comp*
3rd Comp.
Possible

Q. H T 1 OPK R I E D U

51315

21215
1 2|5l1

A B C D E EG H I J K L H IT 0 P Q R S T U V W X Y Z #

2±

The new numerical values axe now penciled into their proper
cells in the message, in order to produce additional pla.intext*
This operation will not be reproduced in the text but it will be
found that very few additional letters axe recovered and those
which axe do not immediately suggest any other probable words.

Ona thing that is accomplished from this step is the determ
ination of the 2nd component of *X*. This is found in Group 1,

Ea equals Xa equals 1
Hence; X equals 512

To make further progress with the solution, the numerical
components of additional letters must be identified. One obvious
approach is through the plaintext word, * the', which in all prob
ability will be found to occur, in a message of this length, at
places other than the two which have been identified.

Regardless of what cipher letters serve to generate them, the
numerical components which produce plaintext 'the'must always be
the same numbers, located in the same relative positions, thus:

Cipher

Plaintext

***** ******

1 1 3

2 1 1

2 5 1

t h e

There axe several eligible possibilities which can be Itxjated
by inspection. These axe:

Groups Group 9 Group 11

1

1

t|
Rs 2. H K V

m .1 1 5

2" 11 '2) .1

2^
r

3]:o;
nle T e 1

Group 14

B
lanfifei

■
■
■

1
jroup 17 Group 19

z (SIpIt E
ill 5
(211*1
Si^ll
t Ihle'

Group 21

V 0 D T A

1 ,1 3
^2' (i:

ii

i e
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In the preceding groups the vacant cells have "been filled
■with the precise numerical components necessary for decipherment
as plaintext 'the' in each case. Some of these are hound to he
wrong, hut many of them are almost certain to he correct. A tab
ulation of the values thus derived shows possible equivalents.

Ntun'l.
Comp.

Plain
Letter

Group ITimiber
'  6 6-7 8-9 11 14 17 19 21

1 T. !)
2 Tv Yi #x h Z.
2 T, K. C3 K. Jr
1 H. Wi
1 H:. 1 Y3 h JL

V3 z %
3 Hi Ki M, M. Ki Ja
3 E, G. c, Ci
1 El B. Z3
1 Ej B3 Jl

TTA Ml Ml

ITone of the above values conflict with each other and several
of them seem to confirm the assumptions on which they are heised.
They may now he consolidated for a check against the previously
derteimined values shown in the numerical, component tables.

B equal 1-1 Possible
C equal 3-2 Possible
G equal 321 Possible
K equal 23- Possible

M equal 31- Possible
W equal 1— Possible
Y equal -21 Possible
# equal -21 Possible

J equal -23 Impossible - Conflicts with L, I, U.
Z equal 211 Impossible - Conflicts with 0.

As can be seen, many of uhe values are possible and some are
hi^y probable. Those which will finally prove to be true values
can be determined only by testing in the message and inspection
shows that three of the unknown cipher letters of Group 7 are
among those for which possible values have been derived in the
above list. As it now stands, Group 7 shows this:

C I S X 0 Y B S p V
,2 2 3, 2 5 2 5

1 2 2 1 1
,2 3 2 2 1 2 1 3 2

f f

Taking Group 7, together with its adjoining groups, and fill
ing in the blank cells with the possible values assigned to the
letters B, C, G, K, II, V/, Y, yields promising results. All of this
is shown in the diagram below, with both the letters and numbers
involved again circled, to call attention to these values. AAual
plaintext is shown immediately below the numerical components and
probable plaintext in the row below the actual.

Group 6 Group 7 Group 8
s 3 Pj I m

m
X s X 0 Sm s P V X h(g; H L z 0 1 E u

_2 _3_ ,2 1 1,g] 2 1 E .2 ■5" T "K T TX TT TT
Jl 1 2, Y 1] 2 ,2 1 u

[o;
~2, ,2 1 1 m.S r 3|l "2" T, "2" 1

T A Tj l2. 2i 3 2 ,2 T XXX X 11 2,XTXX 2 3
o T In e Ti "E £XTT Ea e Xj1 JlE

j l®l 1 1 IT ■c "e" 1 □t
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It is now evident that the values derived from assumed plain
text 'the*, and tested in Group 6, are possihle; and that those
tested in Group 7 are almost certainly correct. The plaintext
word,'difference is so strongly suggested that it cannot he
disregarded. Filling in the hlank cells gives this.

Group 7

n

From which these new values may he accepted as correct.

B equal 131
C equal 332

P equal 3—
y equal 121

equal 1—

In Group 8, all of the cells have heen filled except those
reserved for cipher letters 'P'and 'Z'. The first component of'G'
is as yet unproven, hut all other values have heen accepted as
correct. As the group now stands, there are at least two numer
ical components for each plaintext letter. Knowing that not more
than three letters can have tv/o components identical, it should
he possihle to identify these unknown letters from context.

Group 8

p H Cg)H L Z 0 q, E U

3 1 1 3,(3;2 1 1

1 3,1 2 3 2 1

1 1 1 2.3 1 1,3 2 3
e t i h
(b'(e] 1

0 8§(n)

It does not require a mastermind to visualize this as reading
'the difference between' and the vacant cells are filled in with
the numerical values indicated.

Cipher

Plaintext

Groun 8 ITew values .

HHH L(z)0 Q E U

G equal 321
P equal 313
W equal 133
Z equal 111

3(1) 1 1 3,P)2 1.1

1 3 1 2 3, ;i)i)2 1
1.1 1 2,3 1 1, 2 3

e "h e t e e n t h

This leaves only a few letters for which all three components
are not positively identified. These can easily he recovered hy
inserting known values in the message and developing the missing
components from results thus obtained. The entire table will he
quickly reconstructed in final form as given below.

Z 0. H Y T L B V W 0 F N R I K s jE X p G D U i: c A

1 1111 1 1 1 1 2 2 2 2 2 2 2 2 2 3 3 3 3 3 3 3 3 5
1 112 2 2 3 3 3 1 1 1 2 2 2 3 3 3 1 1 1 2 2 2 3 3 3

1 2 3 12 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3 1 2 3

The message can now he read. It starts; "The first day of
Spring is one thing and the first Spring day is another - - -
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ILEr.YORD BLOCK RECOVEFfy

A Trifid iressage is never considered to "be completely solved
until ttie kej-vrord "block, fran which the cipher alpha'bet is derived,
has "been recovered. Ordinarily, this is not too difficult to do.

In the preceding exanple, numerical values were arhitraxily
assigned to the several sets of equivalents when they were first
determined. The resulting alpha'bet was adequate for the solver's
purpose, "but it is not necessarily the same arrangement that was
employed "by the constructor. There are six possible ways in which
the numerical values could "be assigned and each cf them will give
the same result, in so far as deciphering is concerned.

Assximing that the sets a-h-c are
the ones to which the numbers,1-2-3,
will be assigned, the assignments may
be made in any of these combinations.

Some authorities on the Trifid
prefer to describe the six possible
alphabet axrangements numerically.
The method is shown on the right.

ITumber Set Combinations

1  -

2  -

3  -

Set Assigned numbers
a - 1 1 2 2 3 3

b - 2 3 1 3 1 2

c - 3 2 3 1 2 1

There are several v/sys to change Ifae recovered alphabet so that
it will comply with the six possible assignments of the numbers.
However, it has been found that the involved explanation, of the
switches and reversals, tends to confuse many who are unfamiliar
with the routine. To avoid this, the letters of the recovered
alphabet (the a-b-c) may be numbered consecutively, 1 to 27, and
then rearranged in a predeterm.ined order as illustrated below.

ITo. 1 a-b-c Alphabet

1 2 3 4 ? 6 7 8 9 10 ll 12 13 14 ly J7 16
ZqHyTLBVV/03?lT#RIKSJE

ITo. 2 a-c-b Alphabet

I 3279e4<&5'9 2l 20 25 27 j6 22 24 23 10
ZHqBV/VYLTEPXi:ACGUDO

ITo. 3 b-a-c Alphabet

14 13 15 II (O 12 17 18 19 5 4 G Z 1 3 8 7 8 23
R # I E 0 N S K J T y L Q Z H V B V/ D

20 21 22 23 24 25 26 27
XPGDUirCA

12 a 16 |6 17 13 I? »4
HPKJS#IR

22 24 20 1921 26 25 27
GUXEPCMA

ITo. 4 b-c-a Alphabet (Reverse of ITo. 2)

14 15^ 13 l7 18 |6 H 12 10 23 24 22 26 27 2f 20 21 '5 5
RI#SJKP1T0DUGCA1IXPET

ITo. 5 c-a-b Alphabet (Reverse of ITo. 5)

27 23 26 21 19 20 24 22 23 9 7 8 3 1 2 6 4 5 l8
AUCPEXUGDV/BVHZQLyTJ

ITo. 6 c-b-a Alphabet (Reverse of Ho. 1)

6 4 8

16 17 a

9 7 2 3 f
LYVWBQHZ

10 11 15" 13 14

KS1T0FI#R

27 26 2S24 23 22. 21 20 19 18 17 16 i5 14 13 12 » lo 9
ACi:UDGPXEJSKIR#ITPOV/

8 7 6 5 4 3 2. I
VBLTynqz
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One of the preceding alpliahets is that used for enciphering
this message and the prohlem, nov; confronting the solver, is to
find out which it is. Several things, which will help in mahing
this determination, are immediately noticed. These are:

1 - A scramhled alphabet was used.

2 - A straight columnar take-off was not employed as there is no
rhythmic continuity of normal alphabet consecutive letters.

3 - An alphabetical Take-off is highly probable, particularly so
since 'A' is in the 111 position of alphabets 5 and 6.

To quickly illustrate the method of kej^word block recovery,
the alphabets derived from the keyword, COblTTEliSFif, may be used.
The first of these is:

CAMOBQUUVlTI'WTGXEHZri IrfS JPKYL

The first ifaing to lock for is a relationship of alphabetically
consecutive letters. Those of normal lev; frequency, v/hich are
not apt to be in the keyword, are checked first. If it is found
that several of these appear at regular intervals, the 'rhythm' of
of the alphabet can oe recognized and established. In the above
alphabet observe this regular continuity.

V T7

a-lone, is sufficient to show that the keyv/ord block is
ttoee cells deep and that 'Y' is a key.7ord letter. Then further

discloses tbatiheee letters are preceded by another set
which is also in alphabetic continuity. These are:

-DV-FW-GX-KZ-I#

Writing these vertically, together with the third letter of
ee.ch set, produces the following sequences.

U IT T E R

D P G H I

V W X Z #

Having thus determined the take-off method, the remainder of
the keyword block is easily recovered.

the

In COUNTERSPY alphabet ITo. 3, probably the most difficult of
examples given, the same teclinique may be applied.

CAKEPZlTD'XCBLVPlRGqj'/^SHTUMWYJ

Inspection shows that no such continuous series of letters is
present, as was the case with Hie other example. Consequently, the
investigation must take the fomn of a search for isolated pairs of
letters which may be related to a similar pair because of their
regulated position in the keyword block. Immediately, some such
pairs are noted, among them being AK - BL, LV - l?;/, and others.
When these are written vertically the picture' begins to form.

A B D F G

K L L IT g
V W X z #
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These fragments, with adjoining letters attached, are then
consolidated in their proper alphahetical sequence ajid they fall
into position as shovm "below.

1 4 9 5 8 2 6 7 5 10

c 0 U N T E R 8 P Y

A B • D • P G H I J

K L 11 • •. •. •

• V X ♦ Z
it
rr

The a"bove demonstration shows that the entire keyword "block
C2J1 "be re"built "by the solver, in spite of the fact that it is an
alphabetical take-off and there are many vacant cells. With this
knowledge of what to look for, one may now attempt to recover the
keyword block of the message previously deciphered.

The experienced cryptanalyst will examine the six alphabets
and, from observation, will select No. 6 as that most likely to
be the original arrangement. This alphabet is:

ACi:UDGPXEJSKIR#NPOWVBLTYHQZ

The circumstances which influence the choice cf No. 6 are based
on familiarity with the construction of keyword blocks. Attention
is immediately attracted by the alphabetical relationship, in
descending order, of such consecutive combinations as;

P  G

0  and P

W  X

Other similar combinations axe found, taken out, and placed
in proper alphabetical relation to each other. Some <f these are;

B C

L i:

T U

and

H I

q R
z #

The letters, which precede each of these groups of three,axe
added and all sets are arranged in alphabetical order, thus:

V A N D Y K

B C P G H I

L H 0 P q R
T U W X Z #

The remaining three letters are then placed, completing the
block, and showing it to be formed from the keyword - VANDYKE.
This is an example of alphabetical take-off, as shown below.

6 1 5 2 7 4 3

VANDYKE

B C P G H I J

L i: 0 P q R S
T U W X Z #

Keyword recovery is one of the most interesting phases of
cryptography and, with a moderate amount of practice, anyone can
quickly become adept in this field. The general principles of
recovery, here given,v/^ill also apply to other scrambling methods.
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THE STRUCTURE OF TRIFID PERIODIC GROUPS

A Trifid, in -which plaintext -words are given, can "be deciph
ered "by the identification and collection of equivalents. In such
a message, recognition of plaintext repeat patterns as a help hut
not a requisite. However, if one attempts to solve a Trifid when
no such clues are supplied, thai a thorougla knowledge of Just how
patterns are generated is not only helpful, it is mandatory. But
before going into the subject of patterns, the structure of the
various periodic group lengths should be investigated.

It has previously been stated that the Trifid is ordinarily
enciphered in periodic groups which are multiples of 3, plus 1.
Generally, this will be found to be the case, but it is by no means
compulsory. Two other periodic lengths may be used. The three
possible periodic classifications are:

Class I - Ifiiltiples of 3, plus 0 as:

Class Hi. lialtiples of 3, plus 1 as:

Class ni- lailtiples of 3, plus 2 as:

3-6-9-12 etc.

4-7-10-13 etc.

5-8-11-14 etc.

Each class of this periodic division creates its own special
arrangement of the cipher letter components when they are to be
read as vertical trios. This is shown below. (COUIITERSPY alph.)

Class I Class II Class III

Cipher Z E 11 H A G Z E S C S B T
Zi ZLZ3E1E1E Z| Zi Z3E, EiEj S(

Fraction 11. HiN,!:.Hill Si S5C1 C2 Cb Si S;
ated A, AiA3G| Gi G: SbB, BiBsT, TzT:

numerical 2 3 3 2 3 1 2 3 3 2 3 1 3
Comps. 2 11113 2 11113 2

Plaintext
1 1 2 2 2 2 1 1 2 2 2 2 1

trifid t r i f i d s

Z E J C D H G W

z,z,z.E,EiEj J,
c,c,c,D DiDa N.

NiN3G,GiG %

2 3 3 2 3 1 3 2

2 1 1 1 1 3 2 2

1 1 2 2 2 2 1 3

t r 1 f 1 d s X

From the foregoing it may be observed hov;, for each periodic
class, the fractionated cipher letters fall into tliree different
arrangements of their components for vertical reading. It may be
noted^also, that the numerical components ̂ diich. produce plaintext
'trifid' remain the same in all cases. These were originally de
rived from the six plaintext letters, when tliey were enciphered,
and must always be the same when this alphabet is used. Substi-
-tution of numerical components for plaintext letters b in no way
influenced by periodic length or class; Ixri; periodic class changes
the combinations of these numbers when they axe read horizontally,
thus producing different cipher letters. Finally, the structure
of periodic groups is important for these reasons:

1 - Each periodic class (l-II-IIl) generates its ovm individual
cipher letter patterns for repeated plaintext.

2 - Each periodic length, of any class, -\7ill be found to produce
its own distinctive patterns for repeated plaintext words.

3 - For any periodic length, three different pattern types are
possible for the same plaintext sequence, depending on its
location in the periodic group.
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PART I^TURAXS - T7HAT ABOUT THEM ?

Another topic, which may merit discussion at this point, is
the occurrence of 'paxt naturals' in a Trifid cipher message.
The. expectation that a positive entry can he made into a Trifid
hy means of part naturals is, as a general rule, a forlorn hope.
However, it must not he entirely overlooked and, in some special
cases, it has to he given full consideration. One such occasion
is when an actual cipher message, known to he a Trifid, is to he
solved. If the cryptanalyst has sufficient background information
to make logical assumptions in the prohahle word field, and in
spite of the fact that the coincidence percentage is extremely
unfavorable, he should certainly leave no stone unturned in his
effort to spot a word which he believes to he in the message.

One actual situation in which one may hope, with some degree
of confidence, to locate a word throu^ part naturals, is when a
plaintext word is given, hut not definitely located, in a Trifid
problem in The Crvntogram. The problems appearing in The Cipher
Exchange of that magazine are, of necessity, so short that it is
virtually impossible to make an entry unless a positive clue is
given. Erequently, with Trifids, a word or sequence is given and
correctlj*^ placed. On other occasions the plaintext clue is merely
furnished and the solver must then tty to find its location in the
cipher. To assist in this search, a plaintext word or sequence,
which creates 'part naturals' when enciphered, is often given as
the 'tip'. Also, such 'tips' usually start at the beginning of a
periodic group. Under these conditions some knowledge of how to
recognize 'part naturals ' is of great assistance to the solver.

The first thing that must he thoroughly understood and accepted
is the fact that a 'part natural' must he exactly what the term
implies - a part natural. By this it is meant that one cannot
merely match prohahle plaintext words, letter far letter, against
unfractionated cipher groups and hope to locate 'part naturals'.
This is best illustrated hy an example, thus;

If the given plaintext word is: TRIPIDS
And a cipher sequence is: QRIXIDZ
Then the cipher letters in this group cannot he 'part natur
als', althou^ several of them seem to coincide.

The reason for this is immediately apparent Qi QaQjRiRiRali
when the cipher group is fractionated and matched I^IjXjXjXiIi li
with the plaintext word. Etm this it is seen that IsBi DxD»Z, ZiZj
no cipher components coincide with components of trifids
the same plaintext letter.

Also, there can he no 'phony' part naturals. When cipher Rj
equals plain Rj- that is a true part natural. But when cipher R3
equals plain R2- it is not. Cipher Rj may well equal plain Rj
hut this fact does not create a part natural and, in addition to
that, the equivalence of R3 and Rg is not yet established idaen one
is trying to place a 'tip' at the" beginning of his work. This can
he shown hy slightly rearranging the same cipher letters which
were used above. Assume the cipher letters to he: Q I R X I Z D

Qi Q2Q3 IsRi When fractionated, there are still no
RjRjXjXiXjIi Ij part naturals as, in each case, the compo-
I^Z, ZgZaD, DtPj nents of the cipher letters are found to he
trifids of different degree thsmare these cf the ptainteoct.
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Another thing to he reraemhered is this. Although each and
every cipher letter could be a part natural, only certain speci
fically located plaintext letters can be partially represented in
the cipher by their own fractional parts.

In addition to these general conditions, -which apply in ̂ 1
cases, there are certain other controlling factors which vary
each of the periodic classes. This variation is due to the fact
that, while plaintext components are always in vertical alignment
of Ist, 2nd, 3rd; periodic classification creates, for each class,
a different vertical alignment of the cipher components. This can
best be shown by an illustration. In periods 3, 4, and 5, which
are the simplest forms of the three classes, the vertical align
ment of the cipher components is:

Class I Class II Class III

Ist 2nd 3rd 1st 2nd 3rd 1st 1st 2nd 3rd 1st 2nd
1st 2nd 3rd 2nd 3rd 1st 2nd 3rd 1st 2nd 3rd 1st
1st 2nd 3rd 3rd 1st 2nd 3rd 2nd 3rd 1st 2nd 3rd

This same relationship maintains, in all classes, regardless
of the length of the periodic group. The manner in which it af
fects the search for part naturals will be demonstrated for
periodic class. The original COUlTTERSFy alphabet is used in the
encipherment of the following examples which are constructed to
show how part naturals may be recognized.

Starting with Class II (multiples of 3, plus l) which is the
periodic length most frequently used in amateur cryptography,
this is how things shape up. The given word is: LETTERS
It is tested in various cipher groups, such as: J X L X Q C C

^en this cipher group is in its J, JaX, XiXaL,
fractionated form the various cipher L2L3Xi XiXjQi
components are in these locations. GijC, CiC, C, Gi C,

And, for matching purposes, the L, E, T, T, E, R, Si
components of the plaintext word will L2E2TaT2EzR2Sa.
be set up in this way. L>E,T, TjEjRjS?

Er^ the above it is ascertained that Li cipher is equal to

?  and, consequently, is a part natural if the plaintextword has been correctly spotted in the cipher message.

This illustration shows the set-up for matching cipher v/ith
plaintext components but, merely for 'tip testing', it will not
be necessary to fractionate both groups as part naturals may be
found by a more simple method. Inspection of the matched groups
reveals the fact that there are oily Ihree plaintext letters v/hich
could be represented by part naturals. These are the letters in
the 1st, 4th, 8-nd 7th positions of the periodic group v/hen the
period is seven, as it is in this case. Here, the only eligible
letters are 'L', 'T', and 'S'. But it may also be observed that
each of the three components of these three plaintext letters can
be represented by a cipher part natural.

Assuming that the cipher message has been copied on squared
paper with the period determined and marked off as seven, the
search for a group, where a 'tip'msy correctly he placed because of
the presence of part naturals,resolves itself into the following
routine.
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Reference to the fractionated "blocks shows the first line of
cipher components to "be: J, X, XjXjL, . It is also seen that

*  2.r.d Li can coincide v.'itli 1st components of plaintext
letters. And t?-e 1st, 4th, and 7th plaintext letters are the only-
ones which can match 1st components v/ith these three cipher let
ters, So, for 1st components, the set-up is this;

Cipher Group: J X L X Q C C Result;
Plaintext - 1st Comp. Li Ti Si Ixo part naturals.

Continuing further, the second line of cipher components is
composed of these letters; I-iLjX.X-jXjQiQa- This also shows that

the 1st, 4th, ajid 7th plaintext letters could hope to match
their 2nd components with any of the cipher letters in this line.
But, in this case, tl)e cipher letter components viiidi nay coincide
are the 2nd components of the 3rd, 4th, and 5th cipher letters.
Consequently, for search purposes, the eligi"ble plaintext letters
are added to the set-up in 3rd, 4th, and 5th positions, thus;

Cipher Group; J X@ X Q. C C Result;
Plaintext - 1st Com.p. Li Ti Si 2nd component of *L'

2nd Comp. is a part natural.

To complete the demonstration, since the third line of frac
tionated cipher letters is; QjC, CxC^C, C^C^, it is again seen that
only the 1st, 4th, and 7th plaintext letters can have a 3rd com
ponent which will coincide and, if this happens, it can be only
with 3rd components of the 5th, 6th, and 7th cipher letters. So,
once more, the same three plaintext letters are placed where they
will show a part natural if one is present.

Cipher Group; J X L X Q. C C Result;
Plaintext - 1st Comp. Li Ti Si Ko additional

2nd Comp. LtTzSz part naturals.
3rd Comp. LsTzS^

All of the above explanation boils down to this: To seeurch
for p^t naturals, write down on a separate piece of paper in the
positions shown a'bove, the eligible letters from the given plain
text Word or sequence. Slide this along under the cipher message
matching each group for evidence of part naturals. When such are
found to be present, tl:e solver can select that which appears to
be most promising and proceed from there. If positive results do
not develop, then another choice must be tried.

An easy vray to get the critical letters L T S t r e e
placed correctly is to write the plaintext e e L T S t r
word vertically, three times, in this way. tree L T S

Part natural spotting requires an entirely different set-up
for the other periodic group lengths - Class I and Class III, It
has been shown that only the 1st, 4th, 7th, 10th, etc, plaintext
letters are potential part naturals in Class II, but for Class I
and Class III, all plaintext letters as well as all cipher let
ters are eligible. This can be verified if each line is ansLlyzed
as was done with Class II, but here, onlj' the final arrangement
will be illustrated, in Class I and Class III -the position of the
plaintext let-ters is not determined as easily as was-the case with
Class II, so it is recommended that tiiree vertical write-ins, of
the known plaintext sequence, be adopted by beginners.
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In Class I, with cipher group: H D A # G C, and given plain
text word, 'figure', part naturals may he spotted hy use of this
arrangement of the plaintext letters.

Cipher: H D A # (g) C
Plaintext - 1st Comp. P U f u f u Result:

2nd Comp. i r I R i r 3rd component of 'G'
3rd Comp. g e g e @E is a part natural.

In Class III, with cipher group: H 7/ E B ta G R C, and given
plaintext word, 'fixtures *, the same routine is employed.

C ipher: H V/ (E) B # G R C
Plaintext - 1st Comp. PT(E)iu s xr Result:

2nd Comp. i u s X R f t e 1st component of'E'
3rd Comp. x r f t e I U S is a part natural.

One concrete example of how this technique may he put to use
can he given hy applying it to a Trifid from the Cipher Exchange
of The Cryptogram - issue of January-Pehruary 19 61.

E-23. Trifid. Ho ice, no drinks. SODAKO
Period is shown to he 8.
Given sequence: "ourpartiesarelas".

Group 9 Group 10
Cipher: ®(g)L@ J V K A(D®@ G X R J E

Plaintext - 1st Comp. (0)(f)T u a i r r s e s a 1
2nd Comp. u a i ® R o p t s e s A L era
3rd Comp. r r o p t U A I a 1 e r a S E S

Six part naturals are found at this location of the 'tip'.

A slightly more difficult example of how knowledge of 'tip'
spotting can he used to advantage, is the following problem from
the March-April 19o6 issue of The Cryptogram.

E-25. Trifid. Walkers all. S-TUCK
The period, as shown hy repeats, is 10.
Given: "President Truman" (repeated).

A study of the message discloses what is, apparently, a long
repeated sequence in Groups 3-4 and Groups 15-16. By starting
the first letter of the 'tip' at the 4th letter position in the
group, three part naturals show in Group 3 and one in Group 15.

V  , 1 4 7 X) 1 4 7 30Cipher - 3 & 4 Y (£)# (©M Z (E)A B J W rf E B G G A A R M
15 & 16 H(g)# A T Z B A B J W#EVGGAARB

Plaintext: 1st ? (^ S © - e d - r i IT R A ? t m - tun
2nd - r i ? P S © - e d t u n ERA? t m -
3rd - e d - r i ? P S E t m - tun IT R A ?

This is sufficient to warrent a complete matching test and,
when no conflicts occur, this location is accepted as the correct
position of the given words and the solution proceeds from there.
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PATTEraiS IN TIIE TRIP ID.

A 'pattern*, as the terra applies to Trifids, consists of two
or more cipher letters spaced with such relation to each other
that they can represent a plaintext sequence which lies within
the limits of a periodic group. Patterns are not recognizable as
such until they are repeated. Consequently, when a pattern is
identified, it discloses the location of two occurrences of the
same plaintext word or fragment of a word.

The pattern letters result from the fact that all three com
ponents of certain cipher letters are included among those which,
when read vertically, produce the repeated plaintext sequence.

This is illustrated with

an example enciphered "by the
COUHTERSFY alphabet.

©©P 0®A1:(§)(c)B

- g(|)®x S®C W®©-

The pattern is in the form of; AD--C--BE which is
that generated in period 10 by a seven letter plaintext repeat,
starting with the first or fourth plaintext letter of the group.
When this example is set up for decipherment and the numerical
components are v/ritten-in, the derivation of the recurring cipher
letters is immediately apparent.

Cipher:

Plaintext!

0 Oc; A 1: B

3] ll2,2 2 5 ,2 1 5.1

2 1I2 2 3.1 1 2.1 1

3I21 1 \ A .1 2 2

■plait t e r n 0 f a

QQBJglDinilli]
laSEaEiEaiaBia

Prom the above it is observed that the repeated cipher letters
come from certain numerical components of the repeated plaintext
sequence which form complete letters when read horizontally.

Perhaps this can be better illustrated from the encipherment
angle, showing only that portion of the plaintext which generates
the cipher letter pattern.

Plaintext:

Cipher:

12 3 4

3

3
I
^i1
laa

B
5 6 7 8 9 OD
e r n - - -

"S" 3 2
3 T 1
iii

a X ¥¥

12345678 9 3D
- - - a [U e Ir n

TZ ■2" ¥¥ [¥ ¥
TT ¥ T fT" T

fipq□ F1□ma
Using only the values given above, there are but five cipher

letters which can be derived, and these are the ones which form
the pattern. The other numerical components of the known plain
text letters (those not underscored) are but fractions of cipher
letters, and what letters those will be depends upon the unknown
numerical components with which they will combine.

It is this very fact that makes the pattern so important to
the solver of a Trifid, because, it is from these partial values
that equivalents may be derived. The five cipher letters, shown
to be repeated in exactly the same relation to each other, vir
tually confirm the fact that seven consecutive plaintext letters
of one group are repeated in the other group. Hone of the plain
text letters are known, but all of the cipher letters are there
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to "Work with, and that is all that is required at this time, nine
of the ten cipher letters in each group ccntrihuted one or more
of their components to the twenty-one required to form the seven
letter plaintext word,'pattern'. Pive of these nine contributed
all three of their components, thus form.ing the pattern. The other
four cipher letters contribute but cne or tvio of their components.
But it is these four letters that provide the informe,tion \vhi ch
allows the solver to get staxted. Although the numerical value of
their components is not yet established, it is known that those
of one group must be equivalent to those, of identical location,
in the other group. This can be demonstrated by again reversing
the two groups to their decipherment set-up.

Cipher: S)X(C)Gy)lI C

Plaintext:

In which: Cipher P is 2 - -
"  0 " -21
"  A " 11-
"  II I' - _ 3

Cipher X
"  S

"  0

"  W

IS 2

-21

11-

3

From this it can be seen

1st component of F
2nd II

"  0
3rd II

"  0
1st II

"  A
2nd II

"  A
3rd II

"  M

Hence, it may be stated

equals 1st component of X
2 Snd

3rd

1st
2nd

3rd

S

C

C

W

a seven letter plaintext sequence which starts at group position
1 or 4, produces, in each case, a series of nine consecutive cipher
letters which bear a definite relationship to each other. In the
aoove example the following conditions prevail with these letters.

1-2-5-8-9
3

4

6

7

Identical - produce pattern.
1st components same.
2nd and 3rd components same.
1st and 2nd components same.
3rd components same.

comparative purposes these relationships can be indicated
with symbols in this manner.

123456789

IXFOXAMITCB

GIXXSXC?1TC

'OoitD^Laa'

In which: "1 - 1st components same.
- 2nd components some.

L - 3rd components same.
^ - 1st and 2nd components same
L - 2nd and 3rd components same.
Z- 1st and 3rd components same.
O- All three components same.
* - No inf orma-tion.
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It was previously stated that the position in the periodic
group determines the pattern of a plainte:ct sequence. In the ex
ample the plaintext word 'pattern' started v;ith Uie 1st letter of
the group in one occurrence a-nd with the 4th letter in the other.
Had the word, "pattern", started with the 2nd or 3rd letter of the
group, an entirely different pattern v/ould have been formed in
each case. The tliree possible patterns for this same word, v/hen
it is enciphered in period 10, are illustrated below.

Class II - r.ultiples of 3, plus 1.

®2 3 4 5 6 7 8 9 ID 1(2)3 4 5 6 7 8 9 10 1 2(3)4 5 6 7 8 9 10

V a 111 e 1 r n -|-|- - Irla ft e rInl- 1- - - P a t t e r n -

3 1 212 2 13.2 1 3|1 ,2 2 2.5:2! i 3 1 2 2 2 3 2
2 1^2|2 3,1 1 1 12.Ij2i2.5 lilt ! ,2 1 2,2 3 1 1

3-f2 1!1 .1 1 1^ 1 ♦ 3 2^Itl 1 itli j [3 2.1 1 1 1 1

1 X -1 - X.-
-

F : C , - — 1 G- 1 — - 3 R -!S!cl- -IB H - F E - - C -

□ D 1 fc O ^ L □ □ • hD^LOP-DOl Laa-nOlfcD^

The other classes generate their own individual patterns.

Class I - I.:ultiples of 3, plus 0.

(1)2 3 4 6 7 8 9 1(2)3 4 5 C _7_ 8 9 1 2(3)4 5 6 7 8 9

JD. a t t e E[n" E - - JL[fLtl t e r [nj - 1 - je. a t t e r n

3 1 2 ^2 2 3JE 3 ll2 2 2, 0 r 3, 1 2 2 ,2 3 2
2 1 2 ► 2 3 [Itll nl2 2T^ 1 E 1 2 2 .3 1 1
3 2 LI 1 [T E[i ill 1 3J 1 1 1
I X - F E E - EE rEICIE □J]U - B R - 3 C_
DPI□□1 □ □ T L □ n L □ 0 L P P

Class III — I.ultiples of 3, plus 2.

(1)2 3 4 5 6 7 8 9 ion 1 ©3 4 5 6 7 s 910 n 1 2®14 _5_ 6 2_ 8 930IL
EaE! t t e r n - - - E a t t E[rl n 3 - E E t 11Le_ r n

3 1 2, 2 3, ,2 13 11 .2 2 '  i[3] 2 [ j 1  3 2 2]\2 3 2,
2 ,1 2 2, , 5 1 T t ', 2 1 2, ,2 Si 1  • 2 1 IJ 3, ,1 1
3 2 1 1. 1 X 1t 3 1 ltl l!l^ □ ,3 ;2; T]2. 1_ .1
I X - E 3J R - E Em - - [El ElJTIEi3 3m - - S "c
am L a a ' t n ^ • tai-oniLaa' LaD'ta^-oai

These examples illustrate how, with the same alphabet, nine
different patterns are produced by the same seven-letter plaintext
word. They also show just how these patterns are derived and
with this information, one can develop the pattern for any plain
text repeat under any condition. The amateur cryptanalyst v/ill
find that most of the Trifid messages he has the opportunity to
work V7ith are enciphered in period 10, and for "that reason a list
of the patterns generated by repeats of various length, possible
for tha.t period, will be given.

The repetition, at similar group locations, of a single plain
text letter, or of two consecutive plaintext letters, leaves no
identifiable pattern in the cipher message. Repeats of three
consecutive plaintext letters produce one repeated cipher letter
but the occurrence of a single cipher letter, repeated at the
proper location, is not sufficient evidence to establish the cer
tainty of a three-letter plaintext repeat. However, a three-let
ter repea-t will sometimes be very acceptable when there is doubt
concerning a four-letter word, shown by a four-letter pattern.
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The four letter (tetragraph) plainte^rt repeat produces two
repeated cipher letters# This forms the "basic pattern which is
searched for when a Trifid message is investigated in this manner#
It is the firm foundation to which longer repeats may he anchored#
In period 10 there are three different types of 4-letter repeat
patterns# These axe:

Plaintext

Type. Starting Position. Pattern

!  I 1 D 1 .  b ̂  . L D .

4 # n 1 • b ̂  • L P •
1

7 .  . p # t q . L O

II 2 k .UP. « □ "I

5 • b . L n • • n 1

III 3 n .  # □ 1 . h

6 • L n .  • p -I • b =I

Prom the ahove it may he observed that the starting position
of the plaintext repeat governs the type of pattern and also»for
patterns of the same type, controls the location of the pattern
in its periodic group# Patterns of all possible lengths of re
peated plaintext sequences, for period 10, are tabulated below#
These patterns are shown as starting at positions 1, 2, 3, hit it
is to be remembered that the location in the periodic group must
be subject to the other starting positions for that same type#

Type I.

Period 10 Patterns
(Plaintext indicated thus

Type II#

abed)

Type III#

1.
■  L ' ■ ' -I • L ' ^ ■ 1 - • h

2.

3.

4.

5.

6.

7.

ab--------
H • • h • • L 1 ■ -

-ab-------
k • - L T ♦ ' =! . '

- - a b -
L 1 • • H

abc-------
n . . b 1 . L =» ♦ •

-abc------
t -1 • L =1 - • n - '

--abc-----
1. =r - • n • ' b 7 '

abcd------
a n • b • L □ . •

abcde-----
□ ^ • b □ • L □ 1 •

- a

b =?
b c

U
d
□ .  . n 7 •

- a

b □
b 0

L
d
n 7 • P 7 •

--abcd----
L n • • n -? » b =1 •

--abcde---
L n 1 • P =? - t n •

abcdef----
an - bmLn=f - '

-abcdef---
bmba^'Dn-

--abcdef--
un=i -an - bpi

abcdefg--
aai ka=i ton

-abcdefg--
tmi-oD' nm

--abcdefg-
unn - Dnibn=!

8#lab 0 d e f gh - -|
ia a ^ t an L nm

-abcdef gh-
boni-nainn^

|--abcdefgh
iL paTanHtan

9#labcdefghi-
la a □ b n 02

-abcdefghi
kppzna^nna

None •
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A study of the foregoing patterns will reveal several things
which it is well to remember. These are:

1 - Until it exceeds the length of the period, there are always
two more symbols in the pattern thsui the number of plaintext
letters in the repeated sequence.

2 - The number of complete symbols ( □ ) is always two less than
the nxunber of letters in the repeated plaintext sequence.

3 - Symbols which show 1st components to be the same ( T ) build
to completes as the plaintext sequence increases in length.

4 - Symbols which show 3rd components ( L ) or 2nd and 3rd compo
nents ( h ) to be the same, remain unch^ged, regardless of how
many additional letters are added to the plaintext sequence,
until it is one less than the periodic length.

5 - The two complete symbols of the tetragraph are the anchors
for any identifiable plaintext repeat. It is this repeated
occurrence of two related cipher letters, in their three dif
ferent locations, that the solver seeks out when the search
for patterns is being made.

6 - The identification of tetragraphic patterns automatically
discloses the presence of longer plaintext repeats when such
occur in a message.

LONG PIAI17TEXT REPEATS.

The repetition cf several words, which extends a repeat beyond
the limits of one periodic group, creates a condition which is a
veritable bonsmza to the solver. Such an occurrence gives many
equivalents v/hich could not otherwise be recognized. An example
will show how this is possible. Two plaintext fragments are:

[thePelastejlleTrifid c|i p h e r
jcanthePel a|s telleTri f[i dbesolvedj

V/hen enciphered by the COUUTERSFf alphabet these groups show:

1st Fragment: |g qPXL IEFPC|YZEVSrc1#RBTi
2nd Fragment: A G Q C L R IT F P jyzgls;c!iirb

Pattern; • n □ 1 t □ q L □ □ • n a 1 t n;qjL □ □
The above matched diagram discloses the pattern of a 7-letter

repeat starting at plaintext position 1 of both of the groups in
the first occurrence and at plaintext position 4 in both groups
of the second occurrence. It will be noted that an additional
'complete* , cipher letter 'C, is present in the second group of
both occurrences but, as an 8-letter repeat is impossible in the
second occurrence, the solver must settle for a 7-letter repeat
in these groups. Situations similar to this frequently come up
when one is working with Trifid patterns.
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These four groups can now he set up in fractionated form for
further comparison .

»

G, GjGsQi QzQaD,
XaXaLiLzLjIi
EgE, Pj ̂3 R| Rz R3

DzDaXiY, YaYjZ, Z^ZjE.EaEaV.
I3E, EiVa V3 S, S2 S3 C, C2 Cj #. #2
C, CaCj#, R, R2R3B, B2B3T, Ta T3

- - -

A| AzAsGi GjG^Qi QzQjGi
C2 C3 Qi Qz Q3L1 LzEjRi R2
R3ir, Ha H3P, Eg P3 Di Dz Rj

J, Ja J3|Y,Y2Y3Z,Z2Z3G,
Ga Gj D||D2l'3Si SaS^Ci C2
C3 Li| R| Ra R3 B| Ba B3

Accepting a 7-letter repeat, as shown hy the pattern in each
periodic group, the following equivalents are derived.

X2= qa
E3= N3

X3= Qa
I,= Ri

D, = C| Vi- Lz
M3

V3= Lj
E, - G,

And, under the existing circumstances, it can he assumed that
the repeat is continuous and bridges the periodic hreak. If this
is true, then these additional values are equivalent.

Di= J.
D3= Jz

X,= J3
I3- Gz

E| — G3
E2.= III

C| 03
C2= M,

C,= K,

Referrence to the COUIJTERSPY numerical component tahle will
show that all of the ahove asstimed equivalents are correct.

THE ET.mTKHT OF UNCERTAINTY IH PATTERNS.

Althou^ they are the greatest source of information,patterns
cannot he trusted, implicitly, in the Trifid. Due to the fact
that there are nine letters which have the same 1st numerical
component, and a like numher having the same 2ndaid 3rd numerical
con5)onents, it is always possible that a combination of these
numerical coniponents will produce the same pattern when different
plaintext letters are involved. This fact must always he kept
in mind when one is working with patterns and the following ex-
an^le will show why this is necessary.

It may he well worthwhile, for the reader, to decipher this
short message in order to see how patterns can sometimes lead the
solver astray. It is enciphered with the COUITTERSFY alphabet and
the apparent 6-letter repeat, occurring in groups 3 and 6, v/ill
illustrate the point to he made.

B S U O'P Z R C R J
HTYKONJEirM
IXHSXAKRCD

Pseudo Repeat Example

SLPUDU#JC#
PJQEGICNBO
YKKVRVZRITN.

iW Q@E A@C
>B P©D YffljG

□ a b a T L D T

However, in spite of the fact that patterns can deceive, they
are the solver's main source of entry when no plaintext word is
given. Por that reason, dependence must he placed in them, and,
the equivalent values which they disclose must always he tested,
thoroughly and completely. Experience will soon teach the solver
which to accept and which to regard with suspicion.
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SOLVIITG THE TRIFID FROL: SCRATCH.

The cryptanalyst v;^ho -.vould endeavor to solve a Trif id without
"benefit of "knowledge of a plaintext word which can "be identified
in the message", is confronted with a projects major proportions.
Even though he may thoroughly understand the method tobeenployed
and "be sufficiently skillful to put it into execution, there still
remains plenty of work to do as a vast amount of ta'bulating and
comparing is necessary before one can make a stsort onihe gather
ing of equivalent values. However, the satisfaction derived from
solving a cipher message without help, makes worthwhile all the
time and energy expended.

The method for doing this, which will be demonstrated in an
example to follow, is attributed to Rosario Candela of Hew York,
who, during the decade prior to his death in 1954, was recognized
as one of the premier amateur cipher experts csT the entire world.
The systems of Delastelle were favorites of Candela and were the
subject of many of his lectures "before the New York Cipher Society.
The "basic facts upon v/hich "Bae Trif id solution method is grounded
are these:

1 - Repeated plaintext sequences, occurring at related locations
in the message, produce a recognizable pattern of repeated
cipher letters.

2 - Certain related cipher letters, which are not repeated, are
also partially controlled by the plaintext sequence which
generates the repeated letters.

3 - The related cipher letters, which are not repeated,must have
one or more components which are equivalent.

4 - If a sufficient nxunber of such equivalents can be collected,
the table of numerical components can be recovered.

The method of procedure may be summarized in these words.

1 - The tetragram (four letter sequence) is Ihe shortest plaintext
sequence that will produce a recognizable pattern when it is
repeated in the same relative periodic location.

2 - The tetragraphic pattern contains two cipher letters repeated
at a known interval, depending on the location of the plain
text in the periodic group.

3 - In period 10, the repeated cipher letters of a tetragraphic
pattern are located in the group positions listed below.

Pattern Starting Position Repeated
Type (Plaintext) Cipher letters

I 1 1 and 8

4 2 "  9

7 3 " 10

II 2 5 and 8

5 6 "  9

III 3 2 and 5

6 3 "  6
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4 - All letters of iiie cipher message, occurring at the designated
locations, are tabulated for the purpose of spotting tetra-
graphic patterns. This tabulation is demonstrated below, using
the first six groups of the message shown on page 11.

Group Type I Type II Type III
Ho.

1-8 2-9 3-10 5-8 6-9 2-5 5-6

1  HX RD HI QX SD RQ NS
2  T T S U I_P B T iJl S B 1_£
3  R B E~J IJP QB YJ EQ lY
4  KI VL RR 01 TL VO RT
5  S_U Tl X] M P O! CL Xj II I
6  S H O'K GI QM QK OQ GQ

Repeats of the same type are underscored. Note that *I-X* of
Type I, Group 5, and *I-X* of Type II, Group 5, although they
are the same, do not constitute a repeat.

5 - The groups which contain repeats are then aligned in matching
position and the tetragraphic pattern is applied to indicate
probable equivalent values.

Example HQ. 1.

Type Repeat Group Location

I  S-U 2 2-9 TSI#B##TUP
5  1-8 SIMK#IRUXP

Tetragraphic Pattern - -- -- --
AdditioneJ. Supporting Values - - - □ □

Example Ho. 2.

Type Repeat Group Location
I  I-P 2 3-10 TSI#B##TUP

3  3-10 RE IMQ.YSBJP
Tetragraphic Pattern - -- -- --
Additional Supporting Values - - - None

When two cipher groups are matched and the tetragraphic pattern
is applied, two identical letters are necessary in order to
conform with the requirements of the pattern. If one or more
of the related letters also proves to be identical, then the
plaintext tetragram may, tentatively, be accepted as an actual
repetition of the same 4-letter sequence.

In the examples above, the first shows additional supporting
values and may be accepted. The second example shows no sup
porting identicals and cannot, immediately, be accepted as a
4-letter plaintext repeat.

6 - Equivalent values are then collected from the matched groups.

Example Ho. 1, TSI#B##TUP
SIMK#IRUXP

Tetragraphic Pattern Q T • fc "=? • L D • •

Equivalent Values: Bj,= Kj, B^^ Kg Rg
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7 - It must always l3e kept in mind that apparent equivalent values,
derived from patterns, are apt to "be incorrect# Because of
this, they must "be kept, more or less, cn pro"bation until the
status of their validity is confirmed# Because of this degree
of uncertainty, no ej-act law can "be stated for acceptance of
equivalent values thus indicated# However, in every pattern
for repeated plaintext sequences of two letters or more, ex
cept when the periodic length is a multiple of 3, plus 0, it
may "be o"bserved that there are four symhols denoting partial
equality of certain components# These are T^^,b,L, and they
represent a total of six individual components. If three, or
more, of these six potential equivalent values are confirm
ed "by supporting identical cipher letters, then the plaintext
sequence designated by the pattern may be assumed to be cor
rect# If less than three of the unknown values are confirmed
then the possibility of a plaintext repeat is questionable#

Referring once again to Example 1, this theory of acceptance
may be illustrated.

Example ITo» 1 #

Tetragraphic Pattern
Required Identicals
Probable Equivalents
Confirming "Values
Unconfirmed

SI#B##TUP
S I H K # I R U X P
□ 1 - t • L
□ □

t L

-

a □

b U

Number of
Components.

12
6
6
3
3

Of the twelve components under consideration in this exasqple,
nine are confirmed and three are assumed to be ihe equivalent
values indicated by the pattern# This is acceptable#

The reason for delayed acceptance in the case of Example #2
can be shown in like manner#

Example No# 2#

Tetragraphic Pattern
Required Identicals
Probable Equivalents
Confirming "Values
Unconfirmed

TSI#B##TUP
REIHQYSBJP

Number of
Components

•  la 1 ' h • L □ 12
6
6
0
6

□ □

1 h L

1 b L

Of the twelve components under consideration, six, or 50^ of
the total, remain questionable# This is not sufficient for
acceptance# However, when a repeat fails to qualify as a
tetragram, it may be tested as a trigram. If it again fails
to pass the test, it may then be tested as a digraph, perhaps
starting at a position further advanced in the group#

8 - When two cipher groups are fractionated, all cipher letter
components are set down and may be compared individually# It
requires a great deal more writing than merely applying the
pattern, but this method has its advantages and is preferred
by some authorities# Those components, which match exactly,
are then segregated and, where tv/o components of a vertical
trio are identical, the third is accepted as being equivalent
to its corresponding component in the other group# This "''ill
ordinarily give about the same result as the 'tlxree confirmed
acceptance minimum described above#
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In the message being used for demonstration purposes, there
are no typical sequences which could be used to illustrate this
method to best advantage# For that reason, two groups have been
enciphered with the same alphabet (VAlIDyKE) in order that it may
be demonstrated#

Plaintext;

Cipher:

1st Group;

2nd Group;

1st Group

themencame

HCAGBWXEVE

Cipher Fractionated#

H.H^H^C, CiCjA.AiAaG,
GTGilTBtBjW, W, X, Xa
X.,E,E2E. V, Vj V, E, EjEj

H, HaH. M. R, R, #,
SXgmWjE.EjEjS.Si

E^EjS| S2S3

2nd Group

themayoris
HMR#WFSEES

Accepted
Equivalents.

G3 = ̂ 3
B, =. W,

This same acceptance results if the »three confirmed' method
is employed with diminishing repeat patterns#

1st Group;
2nd Group:

Tetragraph;
Required;
Probable;
Confirmed;

Unconfirmed;

Trigraphic;
Required;
Probable:

Confirmed;
Unconfirmed;

Digraphic;
Required:
Probable;

Confirmed;

Unconfirmed;

Accepted;

HCAGBWXEVE

HMR#WFSEES

□ T ' h ■R ' L □ • •

□ □
1 b L

1 h L

D ' • b 1 ■ L . •

□
b 1 L

□

t 1 L

t ■ ' L 1 • •

fc L 1 ■=\
□ □

L 1

Number of
Components.

12
6
6
0
6

9
3
6
2
4

6
0
6
4
2

B,= W,
TTi

The method, wherein the cipher groups axe completely frac
tionated, was that employed by Rosario Candela in his admirable
demonstration of Trifid solution, presented at a special meeting
of the New York Cipher Society in honor of Gen# Luigi Sacco#

The more streamlined "three confirmed" procedure, in which
the repetition of matching cipher letters controls the degree of
acceptance, was originated by the author of this booklet and its
application is first demonstrated herein# It will be found that
the use of this inflexible control eliminates the element of per
sonal judgement which sometimes tends to influence acceptance#
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9 - When more than two groups contain the same repeated cipher
letters, the entire lot may "be combined for comparison. This
feature, at times, helps to confirm doubtful components. To
the two groups used above, add the following.

3rd Group - rieintesct;
Cipher;

themorefor

HDD#BOTEYP

With the addition of the third group, one as now dealing with
a total of 3 X 12=36 cipher components. When all three of
th

Number of
Components.

ese groups are compared. collective]

1st Group: H c A G B W X E V E

2nd Group: H R TT V/ F S E E S

3rd Group: H D D # B 0 T E Y F

Tetragraph: □ 1 ' fc 1 L n • .

Required: □

Probable: n h LI
Confirmed: □ □

Unconfirmed n L

Accepted: C, D.
G,"
G3- #3

The fractionation method produces tlie

H. H, hJc, C c A A A G
1st Group: GJBi Bx w W W X X

|E. Ex E^ V V V E E E

iH.HxHJM.M M R R R #
2nd Group: It^ V/, W, wj F F F S S

S3I E, E E E S S S

3rd Group:

Plaintext:

H. HvHjPt D D D D D #
0 O O T T

TjEVEtEjY Y Y F E P
123456789 10

12
6

18/3 = 6
12/3 » 4

6/3 « 2

B, = W.
Bj.— Wt

S3 = T3

Equivalents.

^3=
B,= W,

#2
X,= S3 = T3
Bi^ Wt
C| Ml D|

The reasoning v/hich would lead to acceptance of a repeated
plaintext tetragraan in the three groups would be something en the
order of the following:

Plaintext Letter 2. The three vertical components are the
same in the 2nd" ahi 3rd groups. The 1st group has two of these
components (l and 3) identical with those of the other groups.
Therefore, the non-identical component of the 1st group may be
considered to be equivalent.

Hence: G3=

Plaintext Letter 3. By the same reasoning;

B,= ¥,

Plaintext Letter 1. The 1st component in all three groups
is the same and both 1st and 2nd components of two of the groups
are identical (H, and §2.)* Consequently, the 2nd component of the
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other group may also he assumed as equivalent.

Hence:

And now, having accepted Ihe equivalence of the 2nd components
of this vertical trio in all three groups ;it follows that, in each
group, two of the components of the trio are identical or equiv
alent. Hence, the other component may he accepted as equivalent.

And so: X3 - S^= T,

Plaintext Letter ̂  - By the same reasoning:

Bx = Wj
C, = II, ̂  D,

10 - Patterns of longer repeats,such as those for six, seven, and
eight letter plaintext sequences, may he handled with greater

confidence than is the case with tetragraphs. This is because the
longer repeats are actually a series of consecutive tetragraphs
and, if the tetragraphs prove to he acceptable, then the longer
repeats automatically qualify. This cai he illustrated with groups
2 and 5 of the demonstration message.

Plaintext - Group 2
Group 5

Cipher - Group 2
Group 5

Cipher lined up for
applying pattern.

.  . . s p rri n g .
spring. . . .

TS I#B##TUP
S IMK# IRUXP

TS I#B##TUP
S IMKjf IRUXP

Tetra. Type I, S-U n 1 • t -=\ • L □ • -

«  Type U, # - U t - L a • ' □ T '

M  Type III,I -# L □ • • □ • t •

6-Letter - Type I □ a • t □ 1 L □ -

Plaintext
Repeat

Indicated

spri

prin

ring

spring

The three tetragraphic patterns all have supporting values
and, when they are combined, ■ftie maximum values shown in each col
umn produce the six letter repeat pattern.

11 - Equivalencies, from patterns, regardless of how they are de
rived, must always he considered as assumed vaLues only^

until their validity is proven by the recovery of acceptable plain
text. The solver must keep this fact in mind and continue to regard
them as merely tentative until he is sure that they are correct.

The foregoing is an outline of the procedure to he followed
when one is forced to make his own entry into a Trifid cipher
message. With this smattering of the *know how', the attempt may
now he made to solve a Trifid without the benefit of given plain
text words, placed in the message. Oddly enou^, this seems to
he easier to do with a Trifid than is the case with a Bifid.
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THE CIPHER OP TIOS THREE WISE LEE.

The King desired, to select the wisest memher of his court for
duty as an Ambassador. Three men, LIr. X, Er. Y, and Z, were
considered to be best qualified fx the appointment and were sum
moned to his presence. The King spohe to them, sayingj "I shall
blindfold you and paint a spot of red or blue on your foreheads.
After removing your blindfolds, if you see a blue spot anywhere,
raise your right hand. Then, when you determine the color of your
own spot, lower the hand. The first to do so shall be my Ambas
sador if his answer is correct."

The King then blindfolded the men, painted atOue spot on each
forehead, removed the blindfolds, and watched three hands go up.
A moment later the hand of lir. Z descended.

'Question: How did Ihr. Z know tliat his spot was blue ?
Answer: i:r. Z reasoned thus:

w D A J A
.11
ir S Y F K 1! A A J K Y H L D z U J J Y J S X P

E A V R LI N H
JL
IT V P X Y B T U R H A P U B E J ¥ R 0 E C # T

S X X H B L E Y C E J V W A J G T H Z P X Z u B J Y H I S X

B N B A R V E C # X K Y u U J U Q G 0 0 w J W A # J Y P K

H A L J K Y W L D 11 U J N B X R V X G H D B M K J X P H

J A U R K L Y # P T A A C K Y A E D R 0 P w V I J Z I V S I

R V A F Q S 0 0 L P J u K S X 0 L ¥ A 0 B K H B p B R

D B R S N G I Y V/ A T B 0 U K C D P Q Y Y Y B S U R B G B X

C S K B 0 P I, H # LI L w 0 J J
ji
TT A V S D B R I B G 0 I G

J A X G X H R Q N X M I u N T w J X Z I G I S M T P J V T K

0 E I J L T U K V T R 0 D W R K A 1 P H W R D R G J P M G Y

T N K V U V E J
JL Y
rr J R J 0 H T R P A P S R X K L 11 E D G P Z

J U N E W B P Z X 0

Note: The example used for this demonstration is believed to
be readily identifiable as a Trifid because of the fact that the
27th s;^bol is present and that clmracteristic Trifid patterns
are quickly found. Repeat patterns occurring in Groups 6 and 10,
2 and 13, as well as elsewhere, determine the period as 10. And
so, for convenience, the message has been set up in its periodic
gr oups.

SOLUTIOE.

Having determined by observation that this message has been
enciphered by Trifid, and that the period is 10, it is setup for
decipherment in the manner described on page 11, thus:

The Three W^ise Hen.

¥ B ¥ A J A S Y P K LI A A J K Y H L B Z U J J Y 9, J S X P

E A V R i: E H V P X Y B T U R H A P U B E J ¥ R 0 E 0
M.
jr T

«

i
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The cipher letters occurring at the 'required identical * lo
cations of the tetragraphic repeat patterns are then talimlated
for all 37 groups. Only a small portion will he shown here. In
the case of long cipher messages of 1000 letters, csrapproximately
that numher, such a tabulation should he made at the beginning of
at least the first 250 letters. If sufficient information is not
gained from this, to make an entry, then an additional 250 letters
can he tabulated.

Group Type I Type II Type III

Ho.
1-8 2-9 3-10 5-8 6—9 2-5 3-6

1 W-S D-Y W-F J-S A-Y D-J W-A

2 K-K M-L A-D J-M K-L M-J A-K

3 Z-S U-X J-P Y-S Q-X U-Y J-Q
4 H-# A-V V-P M-# H-V A-LI V-N

5 X-A Y-F B-U U-A R-F Y-U B-R

6 B-C H-# J-T R-C 0-# H-R J-0

7 S-Y X-C X-S B-Y L-C X-B X-L

8 J-H V-Z W-F J-H G-Z V-J W-G

9 X-I Z-S U-X J-I Y-S Z-J U-Y

10 B-C H-# B-X R-C V-# H-R B-V

37 J-Z U-X ir-0 W-Z B-X U-W N-B

Repeats are then located, and the best way to locate them is
to again tabulate the above pairs for contact. This tabulation,
for the pairs shown above, can be done in this manner.

Type I

A B C D E F G H I J K L H 0 p R S T U V w X Y Z
■JL
TT

1-8 C
C

Z
H

ir JL
V Y S A

I
S

2-9 V Y L # X
X

z 0 F s

3-10
D U

X
P
T

0 X p F
F

E

And the same for Type II and Type III.

The groups showing repeats are then collected and aligned in
accordance with the location of the identical letters. All pos
sible plaintext repeated tetragraphs are represented and the re
lated groups may now be studied for the purpose of determining
equivalent values and discovering the location of longer repeated
plaintext sequences. Althou^ all must be aligned and analyzed,
only those which show the required minimum of three confirmed
values will be listed in this text. This select collection of
derived equivalents will also be separated into two classes.

Class A - llore than three confirmed.
Class B - Hot more than three confirmed.

The Class B values will receive additional study before they
are fully and unconditionally accepted as correct.
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GROUP JJATCHniG FOR TETRAGRAPHIC REPEATS.

Test

No •

Group
No.

Start.

Pos«

Type I

Tetra. Pattern

1 2

13

7

4

K K

11

A

A

A

L

J K Y M L

J K Y ¥ L
D

I) M

a 1 - b L n

2 2

17

7
1

K H A

A

A

A

J K Y

C K Y

i: L

A E

D

D R 0

□ T • t L □

3 6
10

1
1

B
B

IT
N

J W
B A

R
R

0
V

E
E

C
C

# T
# X

□ 1 ' b L □

4 15
32

7
7

H
R

Q
0

D
D

D
v;

U K
R K

J
A

X
L

F
F

H
H

□ T •  h L □

5 30
31

4
7 0

G
F

I
I

S
J

H T
L T

P
U

J
K

V
V

T
T

K

0 1 •  k • L a

6 2
13

4
1

K u
i:

A
A

A J
L J

K Y 11
K Y W

L
L

D
B M

a 1 • k. L a

7 6
10

4
4

B
B

11
11

J
B

\V R
A R

0
V

E
E

C
C

M.
IT

#
T
X

□ 1 • b ^ L □

8 10
14

4
7 U

B
J

N
N

B
B

A R V
X R V

E
X

C
G

#
#

X

□ 1 • t • L a

9 3
9

4
7 X

Z
Z

U
u

J
B

J Y
J Y

Q J
H I

S
S

X
X

p

a 1 • t L a

10 1
12

7
4

w D
0

w
w

A J A # S Y
J W A # J Y

F
F K

n 1 • b • L □

11 18
26

4
7 M

F
L

vr
w

V I J Z I V
0 J J # A V

S
S

I

a T •  k • L p

12 3
9

1
4 X

z
z

U J J Y Q J
U B J Y H I

s
s

X P
X

□ 1 • k L □

Class
»A»

A,=X.

W2 = Ai
W:i»A,

C3=G,

A,»J,

Class

D, = W.
J, =A,
Jz-Ai

S,»J.
P, = U.

O.-V,
Oz-Vj.

J,= B.

Qz'Hz.

v. - 0.
Z.= #.
Zz" #1
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Test Group Start.
lTo« Ifo> Pos.

Tviae II

Tetra. Pattern

Class

'A»

Class

13 1

12
5
2

W D

0

w

w

A J

J W

A

A
# s
# J

Y

Y

P

F K D3 = 0,

b •  L □ •  ■ D "I

14 15
32

5
5

H Q D D 11
R 0 D Y/ R

K
K

J X
A L

P
P

H
H

Qz- Ox

b •  L □ '  - a 1 1I3 = R,

15 2
13

5
2

K M A A J
M A L J

K
K

Y M
Y M

L
L

D
D M Long repeat.

b =f ■  L a •  • □ 1

16 18
26

2
5

P
M L

w
w

V I
0 J

J
J

Z I
# A

V
V

S I
S P3 = Lj

t =* -  L □ •  • □ 1 Ij'J,

17 13
17

5
2

M A
A

L
A

J K
C K

Y
y

W L
A E

D
D

M
R 0

L.'A,
L2,= Aj,

h n -  L □ • □ 1 M,=R,

18 3
9

2
5

z
X z

U
U

J J
B J

Y
Y

Q J
H I

S
s

X P
X Long repeat.

b =I •  L D - •

Type III

□ 1

19 2
13

6
3

K M
M

A
A

A J
L J

K
K

Y K
Y W

L
L

D
D M Long repeat

L □ •  • □ 1 ' h

20 15
32

6
6

H Q
R 0

D
D

D M
W R

K
K

J X
A L

P
P

H
H J, = A.

L □ '  • a 1 • Is

21 30
31

3
6

G
0 P

I
I

S M
J L

T
T

P J
U K

V
V

T K
T P,=U,

L a •  - a T • 11

22 6
10

3
3

B
B

R
R

J W
B A

R
R

0 E C # T
V E C # X 0,-V,

L □ •  • a 1 ' b =9

23 10
14

3
6

B
U J

R
R

B A
B X

R
R

V E C # X
V X G #

Bj"
Cz=Gi

L □ -  ' a T • b 83=63

24 3
9

3
6

Z
X Z

U
U

J J
B J

Y
Y

Q J
H I

s
3

X P
X Q.-H,

L a •  - □ 1  • b

25 1
12

6
3

W D
0

w
w

A J
J W

A
A

# S Y P
# J Y P K 1)3-03

L □ •  • □ 1 ' b ^

26 18
26

3
6

P
11 L

w
w

V I
0 J

J
J

Z I V S I
# A V S z.--#,

U □ •  • □ 1 • b
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The potential eqiilvalent values derived fcam these tetragraphic
patterns may now "be collected and consolidated.

Class A. 13=23
Pl=U. W3-A,-M3
0| ® Vi C3* Gj * Fj -115
Q,i ®Hj s I,
z,»#, Q3=03-D

Class B. (Excluding those duplicated in Class A.)
Dj = Wi J2 = A3_=Ii3, = F3

M3 = R3
ir, = R, Oi^Vx = Di«Qi = Hj

Zi= jri
Cz^Gj

The great majority of the ahove equivalents should prove to
"be correct "but a few of them v/ill surely te in error. Because of
this, "before attempting to "build ihe ta"ble cfnumerical components,
further corro"borating evidence is sought. This will come from "the
longer repeats, several of which are indicated "by "the a"bove listed
group comparisons. In that ta'bulation it may "be ©"bserved that
tests No. 1, 6, 15, and 19 all apply to Groups 2 and 13. Special
investi^tion of these ^oups discloses the occiirrence of a long
repeat r7-letter) starting v/ith plaintext letter 4 of Group No. 2
and plaintext letter 1 of Group No. 13.

Group 2-Ki!AAJKyiILD
Group 13 MALJKYffLDH

□ T • t ^ • L O
fc =I • L n • • □ 1
L □ • • □ 1 • t ^

Q T • b ^ • L a

Test
No.

Pt. Start • Pos.
Gr. 2 Gr. 13

6 4 1
15 5 2
19 6 3

1 7 4

Comb. 4 1 aanbQ^ bOo

Since the indicated repeat starts with "the 4th plaintext let
ter and ends with the 10th of Group No. 2, and starts with the 1st
letter of Group No. 13, it is possi"ble that an extra-long repeat
may "bridge the periodic division lines on "both sides of Groups 2
and 13. As was previously explained on pages 31-32, this creates
a situation which is always searched for in Trifid solution, as
such an occurrence produces equivalents that could not otherwise
"be so readily developed.

Further investigation reveals that Groups 1 and 12 also con
tain a long repeat and, when this lead is pursued even further,
the presence of repeated cipher letters in Groups 3 and 14 lends
weight to the possi"bility that the repeated plaintext sequence
extends into these groups also. Referrence to the complete group
alignment ta"bulation (not included in this text - see Page 40),
will show that a tetragraphic repeat was indicated in Groups 3 and
14 "but was screened out "by the 'tliree confirmed' test. As these
two groups have now assumed a position cf greater importance under
the existing circumstances, they will "be given consideration, in
spite of the fact that the first test temporarily sidelined them.
In this connection, one should always bear in mind these facts:
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1 - Some of tlie tetragraphic repeats, derived from patterns,
which pass the *three confirmed* test,v/ill he incorrect.

2 - Some of those which do not pass the *three confirmed'
test will he true tetragraphic repeats •

Per a more detailed investigation, the groups which appear to
contain "Qie long repeated sequence are set up in their fractionated
form and are aligned so as to hring Ihe identical letters into their
proper relation with each other. However, before doing this, it
is of interest to align the two rows of cipher letters for the
purpose of illustrating how the patterns clesirly indicate the
presence of a long repeat.

Plain. Pos.

6-Letter - 5 and 2

Plain. Pos.

7-Letter - 4 andid

W DWAJA#SYPK1IAAJKY1IL ©[Z U JJYQJSXP
OWJWA#JY A L J K Y W L D iHU JNBXRVXG#

1|

d[z u

Plain. Pos.

4-Letter - 4 and 1

hOTLPT • a a □ □TfcO=?LDn □ 1 fc T • L U

When the cipher letters are fractionated, this gives:

w, WxW, D. DiDjW, W, Wj A, I
A^A, Ji Jj. Jj A| A, Aj^i
#,S. SxS,Y. Y^Y,P.

ik, A, Ax A, A,t Z
!AzA3J,|J, J^K.KjKjY, Y,f
Ya M. Maj M, L. L; L3 D, A

ZlZ^U, U,.U, J. J;, J, J,
J, JaY, YzY,Q.QxQ,J,
Ja S, S^.SaXtXaXjP. P^ P,

'U. U» Uj J, Ji J, N, Nj NjB,
B, X. X^XaR, RzRaV. V,

V5X. XzX,G. G^Ga#,

Inspection of the ahove arrangement shows a definite 7-letter
repeat in Groups 2 and 13. In Groups 1 and 12 the eacperienced
solver will content himself with a 5-letter repeat, rather than
the 6-letter repeat which the pattern indicates. In Groups 3 and
14, there is sufficient evidence to show that the long repeat ex
tends across the periodic division line. Pour plaintext letters
may he repeated in these groups, hut, to play safe, the indicated
repeat in 3 and 14 is reduced in length to a trigraph.

Equivalent values shovm ahove are:

Groups
1-12

Periodic
Bridge

Groups
2-13

Periodic
Bridge

Groups
3-14

K,= Jx Ai= #3 1I3 = W3 Z,= La Jx»Y3 Yz=Bx
A, = J. Yj>K, Kx-J3 A,=L, Zx=L3 Sa-Va

A3 = J, Jj-Wi S, = Mx Y3-B5
K3--W, J, - Za-J, Y,=Wz Q, =X|
1£x=K3 Sx-Ma

When these values are consolidated they sliape up in this way.

A,. J,=A5-Jj = L,-Y3»Z3=K, =B3

Kx'J3 = M,cW, = K3=Ki=S, S3=V5 A,^#,
lIjsWj-Sj Qi'Xi Z(<^Ijl

D3»03 Y,-Wx. Y2-B2. Z2.=I»3
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Another long repeat which, apparently, "bridges the periodic
division line is found at Groups 3-9 and 4 - 10.

Z.ZjZjU, UiUjJ.Iji J,J,I
Ji J3Y, YiYaQ.Q'q^J, JJ
J3 S, Si S3 X, XiXjIP, Pi P3I

N, NjNjA.AjAjV; ViVsR,
RiR,!!, NjNsH, Bj
H3#,#i#3V. ViVaP.PiPj

X.XiXjZ, Z1Z5U, UaUaB,
Bi Ba J, Ja Y, YiY, H, H
H3 I| I^ I3 S| Si S3 X| Xi.X.

[Bi BiB] N, NjNj B, B^BaA,
■AiAjRr R2R3V1 ViVa E| Ej
jE^ C| ^ C3 jfi ^2

Additional equivalent values derived from this are;

Groups
5-9

J3 = l3
Q. = H,
J,-B.

=

Periodic
Bridge

Bi
P.-Ej

A3
J,=B3

=

Qa-Ai
Jj « Bi
Pi-C,
Ji-Rr

Groups
4-10

H5--C3
K.-V.

These values may also "be consolidated in this manner:

J,='B, = Ji = A3'B3=R, Q,= H, Pi-Ci

J3 -I3-B2

Q3-Az H3 = C3

Qz-Hr

P,='E3

Pg'G,

1I,= V,

All equivalent values derived from the long repeats and the
Class *A' tetragraphs may now "be assembled. And, at this point,
it mi^t not "be amiss to call attention to the fact that it is
really surprising to see how many values have thus far "been re
covered without knowing a single word of the plaintext.

Set Equivalents

(a) - A,-J, =A3 = Ji = L, ^Y3 = Z3-K,=B3 = B,aR,=W3-M3»Sj.

("b) - K2-J3-M, = W,= Kj-M2=S, = l3=Bi-Yj, = V, = 0,
(C) - Z3: = L3 = C3 = G3-P3=Hj=E3=P, = U,
(d) - A2=#3 = Q3=W2=03=I33=Y,

(e) - Q,= H,=X, (g) - (i) - Cz
(f) - Zt=^ = L2 (h) - P2=C, (0) - S3=V3

Numerical values may now "be assigned to these sets of compo
nents of equal value. As set (a) is the longest and contains the
greatest number of values:

Let set (a) equal numerical component '1'.

Inspection shows that set (aj contains B| = B3 and
and that set (b) contains Bz and Ja.

Hence, as no two letters can have three numerical components
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2 2 2

which axe identical to each other, then these sets must he desig
nated hy different numerical values.

Hence: Let set (h) equal numerical component *2'.

The tahle of numerical components, with these values assigned,
gives the following:

Comn. ABCDEFGHIJKLMNOP Q. RS TUVWXYZ#
iBt
2nd

3rd

Examination of set (c) shows that it cannot have numerical
value *1* as it contains six 3rd components. As there are already
six 3rd components to which the value '1' has heen assigned, no
more than three 3rd components of numerical value *1* caji he ad
ded. Nor can set (c) he '2*, for it contains Zz» If the vacant
2nd component of 'Z' was designated as *2*, that would malce four
letters - B, II, Y, and Z, - having 2nd and 3rd components the same.
Consequently, numerical value *3* is all that remainsjEbrset (c)»
hut if it is thus designated, another conflict appears. This time
the trouble is with set (d).

Sets (c) and (d) cannot he combined, as there are a total of
ten 3rd components in the two sets. When set (d) is studied sep
arately, the following controlling conditions are evident.

Set (d) is: At^#3-Q3'Wz-03»D3:xY,

Eran the tahle above: A =1-1 B = 121 Y= -21

Hence, set (d) cannot he *1* as that would make Y= 121,which
combination is already pre-empted hy 'B'. By the same reasoning
set (dl cannot he '2* as that would also make A= 121. Therefore,
set (d) can only he *3*.

It is now apparent that an error exists in set (c) or set (d).
If one of them is accepted, then the other must he rejected. As
the values contained in set (d) combine well with others already
placed in the tahle of numerical components, ihat set-srill get the
call and set (c) will he put on ice for the time being.

Erom this decision: Let set (d) equal *3*.

These values may now he added to the tahle.

Comn. ABCDEEGHIJKLriTOPftRS TUVWXYZ#
1st

2nd

3rd

And the Decipherment Tahle may also he set up.

Comn. J B K A M W Y
Ist

2nd

3rd
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With seven complete letters represented and several others,
of which one or two components teve heen recovered, the solver may
now go to the message and test for possible plaintext fragments.
The opening groups of the message shape-up as shown "below.

Group 1 Group 2 Group 3

D W A J A S y E K L' A A J kIy 1:1 D Z U J J y Q, J s x|p
s 3 1 3 2 3 1.1 1 2 2 2 2

H

H

3 1 1 1 3. 2]

3 1 1 1 2 1 3 1 3 1 1 1 2 1 2 2 3 2 1 2 3 2 1 3 1 1

3 2 1 3 2 1 1 2 2 1 1 3 2 2 1

w a m a

In Group 2, it is observed that plaintext letter 'a* is fol
lowed by a doubled plaintext letter, represented by the vertical
trio, 212. From numerical values thus far assigned, an excellent
candidate for this combination is which is partially recov
ered as 21-. The letter 'S' frequently doubles,following-rowels,
and its presence at this location is looked en with favor because
the plaintext sequence, ^ass-m', immediately suggests some form
of the word 'assume', niiich is highly probable from what is known
of the general nature of the subject matter of the message.

If this lead can be developed a definite entry will have been
made and the solution of the message must, inevitably, follow.

Working with Group 2, alone, these possibilities exist.

Cipher:

Plaintext:

Possible:

K M A A J K y IT L D

1 2 2 2 2 1 1 3 1 1

3 1 1 1 2 1 2 Zi3 2

1 2 2 1 1 3

a m

a 8 s u m e

a 8 s u m 1 n R
a 3 3 u m P t i 0 n

The word 'assume' fits without conflict.

The word 'assiiming* is impossible because the third component
of the letter 'I' has already been designated as '2'. Since the
Ist and 2nd components of the plaintext letter following 'm' are
shown to be 11, this would make 'i' equal 112, which combination
is that representing the letter 'J'.

The word 'assumption' is also screened out as the components
of plaintext 'o' of 'assumption' do not agree with the numerical
components already assigned to the letter '0'.

Consequently, tbe plaintext word 'assume' will be accepted for
this location. This gives the following new values.

S = 212 U = 211 E = ll-

And from set (j) where 3^= V3 "7= 2-2

Also derived from the above is the equi-valence: E3=L^.

Since both Eg and U, (which is now known to be 2)are contained
in set (c), it is now high time to locate the error in that set.
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To attempt to search-out the error in set (c), it must first
he hrohen up and the equivalencies from each original source must
he collected separately. These are:

From Groups 1-2-3 and 12-13-14;

From Groups 3-9 and 4-10: P, = Ej

From Tetragraphic Patterns: Pi = Ui Ls-E, C3=Ga
Gj —Fg P3 — Lg

In set (c), the equivalent values collected from the tetra
graphic patterns are the suspect group, as no conflicts have de
veloped from the values which were derived from the long repeats.
An opportunity to compare one source against -the other is provided
hy the two equivalences, P, "U, and P, =-E3.

It has now heen determined that U, «2.

If U,-P, - then P,-2.

If P, =E3 - then E3»2.

This would maice 'E* equal 112; a combination pre-empted Ty j'.

Of the ahove equivalents, P, = E3 is thou^t to he correct as
it derives from a periodic "bridge in which other satisfactory
equal values have heen found. For that reason, P, = E3 will he ac
cepted and P,=U, will he considered to he wrong.

Checking hack to page 42 shows P,"* Ui comes from Test No. 21
which also contains G^-F^ • Both of these will now he thrown out
as incorrect. The remaining equivalences of set (c) may now he
re-assemhled as two separate sets, thus:

Set (c—1J Fj ®I13-Z2-E 3 ®P|
Set (c-2) H3 = C3=G3

From plaintext 'asstune* it has heen found that E3=L2and,as L2
is one of the values of set (f), then set (c-1) may he combined
with set (f), giving:

Set (f) Z,=#, = Li«F3=.L3=Z^=E3=P,

Now, if all values thus fax determined are placed in the table,
including set (f),a clear picture of the present status quo will
he presented for further consideration and analysis.

ABGDEFGHIJKLUNOPQ. RSTUVV/XYZ#
T"l I 1112 2(f) 1 2 2 2 2 3 ©(£
32 1 12©2 1 1 3 2X
1 1 3(D(^ 222®1 3 3 2 121 113

Inspection of this table shows that (f) cannot he *l*as that
would make E, L, and Z, all equal 111. Also,(f) cannot he *2* as
that would make both 'E' and 'J* equal 112.

Hence, set (f) can only he *3*. ISThen this numerical value is
substituted for (f) in the table, no conflicts occur and so it is
accepted as correct.
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Th.e tatle now shows these values •

ABCDEFGHIJKliriTOPQ. RSTUVWXYZ#

And, rearranged numerically:

JEBK A LUS

With this much of the tahle recovered, the remainder of the
solution is mere routine. Substituting anywhere in the message
gives additional values and the complete table is found to be:

RJEBKTACLUSDirVOWlTEXIPYH G_J.

Examination of the above shows many of the letters to be in
alphabetic continuity, which indicates that this is the arrange
ment of the alphabet originally used by the constructor. It can
be taken-off, vertically, from this keyword block.

R E A S 0 IT I - G

J

B

K

C B

LiM

- P - H -

- P 9,
- T ulv vnxiY z #

Before leaving the cipher of The Three V/ise L'en, it might be
well to investigate the circumstances which produced the error of
equivalence in set (c). Here is what happened.

Gr. 30 G I S 11 T P J V T K
Gr. 31 OP I J L T U K V T

L a'  • □ 1 • b q

Equivalents.

G3 = P3
P. » U,

(G) S K T V T K
3 3! (2), 3 1 2 2 1 2 2
2 ll 1 2 3 :3) 1 3 1 1
2 2i 2 2 1 2 3 1 2 2
h il 3 h a n d a 3 B

1

0 •y) I J T,| T K V 'T
2 2 3 2 3| 'z\ 3 1 2 ll
1 2 1 3 31, 1 2 3 !l
1 1 2 2 2| 2 2 1 2 '3
u m 1 n ff l I h a V

^7hen the test was made there were sufficient identical cipher
letters, covered by the pattern, to qualify this as a Class 'A',
plaintext repeat. In spite of all this, the derived equivalents
are incorrect - as shown when the groups are deciphered.

Particular attention is called to this because false leads of
this nature are to be expected. V/hen they are encountered they
must be recognized as such and handled accordingly.
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Another item of interest which may he checked, is the degree
of accuracy of the "three confinned" acceptsuice rule for equiva
lents indicated hy tetragraphic patterns. In the cipher of The
Three Wise Hen, here is the box score.

EftUIVAHElTTS DERIVED ?R01I TETRAGRAPHIC PATTERITS.

Total Right Wrong A

Total Tabulated 47 38 9 .810

Class A - All, including repetitions 17 15 2 .882

Class B-- All, including repetitions 30 23 7 .767

Class A - Repetitions omitted 16 14 2 .875

Class B - Repetitions omitted 28 21 7 .750

Class B - Duplicated in Class A 11 10 1 .909

Class B - Hot duplicated in Class A 17 11 6 .647

This shows the hi^ percentage of accuracy fbr this method of
screening equivalents derived from patterns. It also shows that
any assumed equivalence, thus derived, can be incorrect.

THE WRAP-UP.

Many amateur cryptanalysts have devoted a great deal cf time,
effort, and energy to devising methods for solving the Trifid.
Frances A. Harris (S-TUCK) worked for countless v/eeks on a method
based on spotting the plaintext word 'the*. Her system involves
certain "must" letters which must be present in related position
in order to produce this plaintext word. She had a great measure
of success with it when working on Trifids of sufficient length.

Others have pet personal methods which they have devised. In
some cases the use of three colors is favored to better identify
the three different alphabets. Candela's approach to the problem
was mathematical; or at least the descriptions of his technique,
which have been publicized, are filled with mathematical terms
and expressions - many of which axe unintelligible to the average
reader. His fetishism for Greek letters, frequently employed to
the nth degree on his work sheets, might well lead one to believe
that he first deciphered a Trifid in that ancient language, and
then translated it into English.

In this modest booklet, the writer has tried to give a clear
description of the Trifid system - how it operates and how it may
be solved - in the simplest language at his command. Text of this
nature is not easy to write - or read - but it is hoped that each
and all who have had the patience to struggle through it,will be
rewarded with an improved understanding of how to deal with this
extremely interesting cipher system.

The End.
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PROBLEMS
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TRrFIDS PROBLEMS

1 - Hot tip on now to solve Trifids in one easy lesson.

"homophones" repeated at locations underscored. Period is 10.

P E K S P E J 0 X V Q L P z Z H G L u C E 9, P 0 B R J E R N

H C L I E Q, J 0 V G E D L K B R y T G w E z R 0 U T 0 P T #
B y y Q V y X 0 G I B I Q K E C B P P 9. L 0 K B A U 0LEX

J X R # H A X u V/ U Q G s Z R 0 L D c Z G C I E E 0 p y G

j w G y P P X E A I P W C K I E y L D G
JL
V D E J I 0 V N J E

M E D V 0 P U 0 D A Q B L P q. I I R V/ J
Ji
IT X

ji
IT X H P J Z 0 B

V V J T OB U L N 0 J A T B T H z T£ U L 7/ U R G E B z AW#
T Z P H H 0 z 1: P Z K G Q I c R N y N X 9. Z # I A N J J H q
E H # C Q R y B # V K W C H p Q Z 1: Z E 0 E X.J X A E Z V u

y h p V T S I L W w # P K S p U T L ff H p S G I V B E P L P

L K P P
N P A C

A U

0 B

c

p

J

P

E

G

D

# P

P u w

Q # Z
K

0
9.
K

K

9,

R

X

D

N

H

B.

p I W B J H T L S M

2 - Too "bearish or too bare. B. NATURAL

Period is multiple of 3, plus zero.
Starts: "with whiskers". Last word; "before".
The sequence, "ecouldnev", can be spotted from part naturals

A H P J G # Q # R A E H H W K R y E X J E A I R 0 11 A A P N

V A N I S E A 0 P U S K W E W P 1: p 0 y K I Z w R U q c L R

A B P P J E H R P W E I A E R E R V R A q s E B T z R W E B

N B A L M J P P B M 0 I C A T P R T III 0 E B X E T 9. E I N H
N I K A B N C J W C I H L B 0 C EPS p K y 0 H E V P J G J
I W I N R T M V A s w N A A A y # B U I P C E A P 0 CHI N

E P S R P A A # T p p P M E.

3 - Bibical data used by an American oil company. C-SHARPE

Period is 10. Starts; "A great".
Plaintext, "in the Bible", may be spotted by identification
of two part nattirals, and H3. Repeat in Groups 24 and 25
will be helpful.

B E s G A L A B A I S L' J 0 B H p E P # R G P T Z V P I T B

# s L A B H U 0 P 0 W P # H IT L T H Q P I 0 P T P K P C B #
H L X A I Z B V U # 9, B B S K L C Q E R J K X I T Z 0 y B J
X H 9. 0 E u

Ji
jr L T N B G I L Q U S V A w B A P E L q s E y

E # L R L s 11 A # q B G K I X V/ K H y V p S y G T N V B G q
q B B G K K U 0# E E S P G E 0 E P V P u K A K K L B B A y
Z X .4

h # Z B B u # G K A H T # 0 U B w U s X u S T P c H H p
V G p B A B C I G y 0 H q T X c E E E y B # G R A 7/' IT B 0 X
I W

JL
IT Z R A P E 3 c u K S L c q B E y u A H B H A H 1: y 9.

E I s H X Q T W Z N B 9, A p V B P s G y A C T 9, H J 0 I X

P q H 9. s A L 1: y H P 0 c E p B U # u u z 0 R J R A H B A y
C B L Q P 0 IT s E 0 E # R iC c s w" li. A y c K U U P R L G 0 9,

Note; In the above cipher an alphabetic take-•off from
a kejrword block w^s employed to form the cipher
alphabet.
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4 - Cryptograpiiic aid in "bridge prolJlem.

Period is 10. Given; "straustwint". This can "be spotted from
part naturals. Solver should tahe full advantage of all aid
to "be derived from the repeat in Groups 12 and 16. A logical
assumption can "be made concerning the first word of the mes
sage, One part natural, which will show, should help.

4 - none
C? - J 8 7

♦-

NORTH
6 W  E
none E  A

10 7 6 2 S  S
T  T

SOUTH

♦ - 7
C> - E Q 9
0-5
♦ - J

♦ - J
- none

0 - J 9
9 8 2

It is South's lead.

Spades are trump.

He must win five of
the remaining tricks
against any defense
in order to make his
"bid.

His successful play
is described in the
message "below.

11 S B K G S E T B E Y S 11 Y X Z I B C K A V I B 0 T E G H U
C B G # B V S c B X N Y U i: E X E U E U # I R H U Y 0 A U B

C U J B s E G G D ATX K S E G E U B E X i: D R 0 G D X H
u Z K J N J R U T G GET Y D E 0 A H R P ¥ V S K W T G Q E
Y K L Y X J N B U I 0 E A A D E C G C Q D # E H R S E A H U

J P V/ ¥ E K E T C C B A W S G # R H H E Q P # H J H D 1 # A
S T L G E N i: B B N 0 # z L H U I X A W Z H Z P D K D G G Q
E I X E 11 H U A U.

5 - Quotation from a speech "by C. Horthcote Parkinson, relative
to the Law he propounded.

Period is 10. A plaintext fragment will not "be identified in
this one "but, knowing the grammatical structure of the cipher
message, give some thought to what the repeat might "be which
leaves its pattern in Groups 1 and 20. And then, if you get
anywhere with that, don't forget the name of the man to whom
the quotation is credited.

K S L HOG T A H J UEVUEVHE T T D E P Q G N V L W K
N w Z J Y L Q R E 0 STKZRIIP# T H H J Y Y D E E G G R
0 Y u 0 G P A 0 E Y GYOSG crs 0 B L B X A Ji

TT Y E I R #
X D B 0 L A X V 0 IXYSDJHA B 0 S T H ¥ E Z Q I T P
D B V Q N W S I. L L HBULWLVZ A K R U Q B 11 Q # D X S
L Q 0 Z D 0 G H ji

TT G A I Y E L W P V P E S Y X Q L V # A 0 T
E H B W N J T T V. U XKEKHCKQ A R G P V Q J G G K K L
HKWUIL#KBE.

Note; In No. 4 the cipher alpha"bet is a straight takeoff from
a keyword "block. In No. 5 an alpha"betical takecff from
a keyword "block is used to form the cipher alpha"bet.
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6 - Concerning the finding of the Rosetta Stone and how a solu
tion of its hieroglyphic inscriptions was finally achieved.

# Z 0 U p 0 E D 0 L 0 P R X 0 X u K I N J R L F G u K E 0 B
s I B y T L 9. G A C E S H W Y R I J N I D K # H Y u G IT K J
R N D Y Q H R A K H J V N P M Y p G A G D K 0 Y Y L P N K G

K Z R K J X E D P 9 F 0 V X Y # V L I A L D N F H U Y K N V

0 I C D Z # IT D N w J 9 K F X P z E K D # V # U G 0 T Y K G
R T D c 0 H U V K N P z R U N V E P F B Y F U B 11 H P C I K
N L D X R H S B K N S B 0 X I Y J I D A Y G Z F Y L U A K T
ji
V J U w P U D M D D S P L M U Y V J 0 IJ Y Q G # J H P C J
H X # Y R T C I ¥ B P N B W 0 0 E D K N W S G U G D G A G B
K w I M 0 U G V N A G X L B J X L A F F R S G B J 0 # C Z N
P w.K X X F J F Y A D B R C u z I N R J W T D N Z Y Y D E N
A N G V B A L I E A D X A Y Y z E N D P Z 0 D K S Y Y Z T B

SOLXJTIOITS (Various types of alphabetic run-down.)

1 - Starts: ABQB0JFKXQ5T1: LC QTBiCqV
ILeyword is: HCLTIBAD with SXZXICq ZBIIP YBILT CLO RIBA IBQQBOP

2 - I30PLA FP ICFKB. RICPZOXJYIBA HBVTLOA XXmCYBQ PP RPBA. FQ, FP:
XCqBOTFPALJYZDE. . . etc.

3 _ "in the Bible" FPFKD OLRMC LROQB BKBUU.
Group 24 is: B Q^OB TXP 3u

4 - QEKPJBRJOIQSZFOW. CmaHKOFOPKPlTA.

5 - ORKCfy SKLIPIMr.

6 - QFUQT ALAWP AZHVI TBCGY HQQQQ.
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