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FOREWORD

The solution of the Bifid Cipher is not adequately covered
in any existing texthook available to civilian cryptographers.
•ELCY* barely mentions it. Sacco devotes a good deal of space
to it but does not guarantee that a solution-will always result.
CrvuroKrauhie ABC's describes the mechanics of the Gystem at some
length, but makes no attempt to cover all the routines involved
in affecting an entry and carrying on, from there, izntil solution
has been achieved. Delastelle's own books are, of course, not
concerned with the solution of the systems which he devised.

There have been numerous short articles in The Cryptogram,
which have dealt with various aspects of Bifid solution and, as
far as is known by the writer, this is the sole source of any
extensive information on the solution of this Interesting cipher
system. Rosario Candela, who was a great student the principal
Delastelle systems - Bifid and Trifid - wro±e and lectured at
length on both of them but, unfortunately, his treatises en these
subjects never reached the printer.

Much of the material for this booklet was derived from the
above mentioned articles which have appeared, from time to time,
in Ihe Cryptogram. This was supplemented ty correspondence with
the experts of the old Circle »B' Group and tried cut during the
many, msuiy hours spent in attempting to apply the information
garnered from these sources toward the actual solution of Bifids.

In A.C.A. administrative circles, it has long been thought
that there was a need for additional instructive material en Ihis
system and this booklet is the result of that thinking. It was
prepared, primarily, as a guide for beginners in the realm of
the Bifid, but, it is hoped that the 'old timers' may also find
some items of interest in these pages.

W. M. B.

Clarksburg, W. Va.
June 1960





THE BIFID CIPHER

The Bifid is one of the meuay cipher Bystema devised by the
ingenious French cryptologistf F. Belastelle* Very little is
known about the originator of the method other than that he was
the author of several treatises on cryptography, the best known
of which is his Traite' ElAnentaire de Cryptographie, Paris, 1902.
Delastelle's own books give no information about their author.
His contemporaries, as well as later writers, speak only of his
works Guid tell nothing about the meui, himself • Whether he wg^ a
member of the military, the diplomatic service, the police,' or
merely an interested civilian, has not been revealed; nor is his
first name known to be anything other than 'F'.

During the period in which Delastelle's books were publish
ed, France was particularly interested in cryptography and cryp-
tanalysis. In addition to the military and diplomatic ministries
several other governmental departments had their code and cipher
bureaus. The proposal of new systems and methods was encouraged
and many were submitted, all of which were tested by a military
commission selected for that purpose. It may well be that De
lastelle's Bifid and Trifid systems were originally submitted to
this commission for their consideration.

Commandant Bazeries, of the French army, tried in vain for
many years to persuade the military cryptographic bureau to adopt
a new cipher system which he had devised. Whether or not Delas-
telle was more successful and whether or not his Bifid system was
ever used by the military or diplomatic services, is not known.
However, it is a most interesting type and several of the foreign
writers include a description of the system in their manuals.

METHOD OF ENGIPHERMENT BY BIFID.

12345 Delastelle's Bifid system, like many others,
1 Ml A| NIY [01 is a member of the checkerboard cipher family with
2_T_H^^^ a 25-letter alphabet set up in a 5 X 5 square. As

originally presented, it operated something like
4_I^jL P^^ this. An alphabet (straight, keyword, or scrambled)
5|u|v|w X Z is written in the square and the rows and columns

are numbered. A typical square with a keyword
alphabet is shown above. The keyword is MAUY OTHERS.

The encipherment process is periodic and the number of let
ters in each group is usual.ly an odd number. Period lengths of
7, 9, 11, or 13 are those most frequently employed. Bifids can
also be constructed in groups of even number periodic length,
as 6, 8, 10, 12, etc., but, for the present, this treatise will



"be limited to a study of those with odd number period only. Even
period Bifids will be considered separately in a section devoted
to that type alone.

Encipheruient is a combination of substitution and transpo
sition which can best be explained by an example illustrating how
it is accomplished. The message - C012: qUICKLY WE NEED HELP -
will be enciphered in Period 7. After the plaintext is divided
into groups of the selected periodic length, the first step is a
substitution wherein the numerical row and column indicators are
written vertically under the plaintext letters.

Plaintext: C o m e q u i c k 1 y w e n e e d h e 1 p
Row 3112454 3441521 2232244

Column 2513511 2234333 3332334

The nsTTt step is a form of transposition, wherein the nums'-
ical substitutes are taken off horizontally by pairs. In each
individual group this take-off continues, without interruption,
through the two rows of numbers. The last number of the top row
pairs with the first number of the bottom row. The first number
of each horizontal pair indicates the row of a cipher letter and
the second number indicates its column. The cipher letters are
then found in the square. This is usually illustrated like this

Plaintext C o 11 E 0 U I

Row 3_1 3^ 4_5 4
Column 2 5_1 3_5 1 1

Cipher B A q K U G II

But, perhaps, it can be more clearly presented if it is set
down in this manner,

Row Column
Plaintext COlIEqUICOUEqUI

3 1 1 2 4 5 4 2 5 1 3 5 1 1
Cipher B A q K U G M

Prom the foregoing it is seen that the cipher letter, 'B',
results from the fact that 'B* row (3) has the same number as'C
row ^3), and 'B' column (1) has the same number as 'O' row (1).

^  reasoning explains the the derivation <£ the secondand third cipher letters, 'A' and 'q'.

The fourth cipher letter, 'K', has the same row number (4)
as plain •!', and the same column number (2) as plain 'C, which
are the last and first letters of the group.

_  The fifth cipher letter, 'U', is the result of 'U' row (5)
having the same number as '0' column (5) and 'U • column (1) being
the same as 'Y' column (1).

The sixth and seventh cipher letters have the same relation
to their plaintext equivalents as cipher 'U' has to '0' and 'H'.

Thus it is shown that each cipher letter results from some
combination of half values of two plaintext letters. Due to this
characteristic, the Bifid is classifiedas Fractional Substitution.



To decipher a message enciphered by Bifid, the first step is
to fractionate the cipher letters into their row and column com
ponents. These axe written horizontally in two rows of periodic
length. The numerical vaJ-ues axe then written in two horizontal
rows below the Fractionated letters. The numbers axe then read as
vertical pairs and thus the plaintext letters are recovered.

Employing the same message as was used to demonstrate enci-
pherment, the procedure can be shown.

Cipher Fract'd. Bg Be Ar Ae Qr Qe K*.
Kc Ur Ue Gr Gfc Mn Me.

Plaintext Row 3 1 1 2 4 5 4
Plaintext Col. 2 5 1 3 5 1 1
Plaintext C o m e q u i

Before attempting to solve a secret message enciphered by
Bifid, one should first thoroughly familiarize himself with the
mechanics of the system by enciphering a few short messages and
also by deciphering messages which have been prepared by others.
Examples for practice are given below. Use the MAlJy OTHERS square
for enciphering and deciphering these examples. Certain cipher
letters axe given in the first problem to show whether or not the
encipherment is being done correctly.

Encinher.

Solutio nofabif idrequi resinge
T ..0..0 .B...T. ..Q.F R...

nuityon thepart oftheso Iver
.£ K. ...0... Q..F

Deci-pher.

HERATEDCU RKFFDDBYN KOHYISVEPN

HHHIBFGMG TKNFIPGKY HHF

Accuracy of the decipherment is revealed by the plaintext
recovered which starts with *The' and ends with 'her'.

Encipher.

TheFren chareen thusias ticcryp

tograph ersandc ryptana lysts

TheFrench areenthus iasticcry

ptographe rsandcryp tanalysts



IDENTIFICATION OP THE BIFID.

1 - It is a substitution cipher.

2 - A frequency count will show not more than 25 letters.

3 - In English, the letter 'J* will ordinarily be omitted.

^  long repeats occur they will be at irregular intervals.
5 - Repeated patterns will occur. These are dependent upon the

length of the repeated sequence and the period. The patterns
^^11 1*6 in various forms such as:

A B . . D A . . C D
A.B..DE AB. CD

® ~ ■^^^®qbency count will show a much flatter profile than thatof normal plaintext.

PECULIARITIES OF THE BIFID.
1 ^en the cipher letters are set up in the correct period afew

na Urals* will occur. The term 'natural* is used to describe
^  cipher pair, arranged in row-column order, in whichn components are the same letter. \Vhen this happens the

nhe " letter is revealed. This is not true when the ci-
be o column-row order unless the letter happens tofive on the diagonal of the square running fromceil 1-1 to cell 5-5.

Enciphered from the IIANY OTHERS square.

Plain

Ar Ac Hr
He. Cr Cc Ar A^
hi e a  t h

letter, formed from cipher Hr He, is a
a natural ftiurth letter, formed from cipher Ac Ar, is not

te*t^^t+ of naturals will be high frequency plain-
natii-r 1 frequency plaintext letters appear asis almost a certainty that the cipher message isset up in an incorrect period.

2 - ^en the cipher letters are set up in the correct period many
nair naturals' will -occur. The term 'half natural' means

tnai one of the letters of a vertical pair, in row-column or
der, is the same as the plaintext letter it represents.

Example: Enciphered from the LIANV OTHERS square.

Cipher ^ Tc Qr Qt Sr
Wr wV Ep.(^

Plain 13 / o I V fe/



The prohahillty that one of the letters of a row-column poix
is a half natural is hi^« In fact it is 8 in 25» or 32 per
cent. This is visually demonstrated helow.

A N Y 0

T H E R s

B c D P G

I K L P 9,
U V W X 2

Comhinations giving a half natural 'R'.

Cipher Rr Rr Rr Rr Tr Hr Er Sr
Yg Fc Pc Xc Rc Rc R^ Rc

Plaintext r r r r r r r r

3 - Half naturals, in the column-row vertical pairs, will occur only
when one of the letters is on the diagonal. As only 5 of the
25 letters can he on the diagonal, the prohahility of a given
column-row letter heing a half natural is reduced to one fifth
of 32 percent which is only 6.4 percent.

4 - The prohahility of half naturals is also dependent upon and
propottional to the plaintext frequency of the various letters.
Granting that each cipher letter has a 32 percent chance of
heing a half natural, it must he remembered that the actual
number of cases, wherein one of the cipher components will co
incide with the plaintext letter, is controlled by the number
of expected appearances of that plaintext letter. To illus
trate, let it he assumed that in a cipher messagecf 100letters
there are 10 cipher 'E*b suid 10 cipher *2*3. By the law of
coincidence prohahility, the following half natursaa could he
expected to appear.

Cipher Letter 'E' 10 X 0.32 » 3.2 half naturals
Cipher Letter *2* 10 X 0.32 » 3.2 half naturals

As the letter 'E* may he expected to appear about 13 times in
100 letters of plaintext, one is safe in assuming that 3 or 4
of the cipher 'E's are half naturals. But, as the letter *2*
is not expected to appear more than one time at the most in
100 letters of plaintext, then it is obvious that none of the
10 cipher •2*3 should he assumed to he a half natural.

5 - Half naturals are the Bifid»a most vulnerable feature as they
play an important part in the spotting of probable words.

6 - The Bifid, when fractionated for decipherment, engenders two
separate and distinctly different alphabets. One of these is
that which appears in the basic square where T^Xc equals »R'.
Or, using the numerical indices, 2r4c equals 'R*. This is the
alphabet which applies to the odd numbered vertical pairs in
each periodic group. The other alphabet applies to the even
numbered vertical cipher pairs. In the even number location
TcXr equals 'O*. This can be read:

'T* colxunn number (1) used as row number (1),
•X' row number (5) used as column number (5), equals '0'

This row-column switch is taken care of automatically when
decipherment of a message is performed by one having knowledge
of the arrangement of the letters in the square, because the
numerical indices do not seem to know, or care, whether they
represent rows or columns. 'what actually happens can best be



T Q S W E

T«
Sc.

Tc

Wa Wo
Q-
Er

Sr

Ec
2 a

5c

Ic

5b-

4p.

3c

5c

2r

2r

3c

2 a

5c

1 R

5c

4 R

3c

5r

2c

2 R

3c
s 0 1 V e

illuatrated "by deciphering a group.

Cipher Group - Period 5

Cipher Fractionated

Substituting Numerical Indices

Switching the R-C designation
of vertical pairs 2 and 4

Plaintext

Particular attention is called to this switch from column-row
order to thoroughly familiarize the readerwith the mechanics of the Bifid process.

plaintext sequences produce patterns which can be
at»f+ cipher. Por this to happen a repeat must
firsf ^ same relative location in a group as that of its
an prtH That is, if the first appearance starts at
at nnv 5 position, a repeat of that sequence, star ting
the fiamo location in any other groujv will produce
currenrea 5 letters. The same thing happens if both oc-of a repeat start at even numbered locations.

EvenOdd

Plaintext

Cipher

Plaintext

Cipher

1

h o m
3 5

^ i s
2 4 2

3 15

2 11

2 5 1
T A'k a U -R V

2  4

a h o m

1 2
2 2

1 1

5 1

6

_e i
2 4

3 1

1 3 5 7
g 0 h o m e n
3 12 112 1
5 5 2 5 1 ?, A
S T A 0 V U P

A M R H S N 0

2  4 6

the home
2 2 2 2 1 1 2

1 2 3 2 5 1 5

H H M A E S N

periods. cipher letters varies for differentr-or rour letter repeats it is:

Period 5

7

9

11

Odd

T A

T A

T A
T A

V

U

u

terns!° pL°Perlod®7®toLr^er^ pat-
3 letter repeat
4  "

5  " M

e  " >1

Odd Even

A « •. D U 0. X
A B

•. D U 0. X Y
A B

•. D E u V . X Y
A B C. D E u V . X Y



The seaxch for repeated patterns is one of the first steps
to he taken in the solution of a Bifid and it is well to thorou^-
ly understand just how patterns of any length, in any period, are
generated. This can hest he explained hy an illustration.

For this example, the plaintext word *Bifid' will he enci
phered in period 9 using the KAMY OTHERS square.

Odd Position Even Position

Plaintext ..hifid.. .hifid...

3 4 5 4 3 . . . 3 4_3
11413.. .11413

Cipher .IjIj..M1..

Prom the ahove it is seen that these patterns are formed hy
plaintext components which serve to make t;q> complete cipher pcdrs.
It does not make any difference what letters may he in the other
four places of the group, the same patterns will always show for
the word *hifid» whenever it is enciphered from this same square
in period 9.

SOLVING THE BIFID.

With the exception of articles in The Cryptogram, official
publication of the American Cryptogram Association, there is lit
tle or no material available to the amateur cryptanalyst on how
to solve Bifid ciphers. The recent popular hooks on cryptography
hy American authors do not even mention the system, nor do the
textbooks of Wolfe and Killiken. Elementary Cr^•ptanalysis, hy
Helen P. Gaines, briefly describes the system hut concludes: "We
will make no attempt, here, to go into the decryptment of these
ciphers."

General Luigi Sacco's Nanuale di Crittografia devotes quite
a few pages to the solution of the Bifid. In this he states that
in long messages, or with a large volinnecf material to work with,
there may he a sufficient number of repetitions to enable the
solver to identify the plaintext equivalents of some of the ver
tical. pairs of higher frequency. However, he goes on to say that
in short individual messages this is not possible and a solution
cannot he achieved without, as he calls it, "interviene qualche
altro ausilio". This can he roughly translated to mean "without
the intervention of some other auxiliary". And this broad term
•auxiliary*, can he interpreted to denote 'help*, *a tip*, etc.

This 'altro ausilio*, which Sacco hopes for, can he nothing
other than given plaintext words or correctly spotted probable
words. In an example of solution, Sacco assumes that the words
*la situazione* are known, together with their correct location
in the message. With his entry thus made, he developes his sol
ution hy the method of gathering equivalences.

When members of the American Cryptogram Association were
first introduced to the Bifid, via an article hy V/illiam A. Lee
(TONTO) in the June 1945 issue of The Cryptogram; the method he
presented was very similar to that described hy General Sacco.
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In conjunction with this article a short Bifid was given and
the reader was invited to test his sicill ly attempting to solve it«
This same cipher message can he used to demonstrate the method of
solution as described hy llr. Lee.

BIFII). Period 7. Constructed hy A»B»C.
The given word is 'diamonds' and when you have correctly
located it, hy a natural,you should guess the short word
that precedes it.

LDMNITV BPEMISI EEIDGEI
HPCEDUT PINOPLW INDLEEK

solution, the cipher message is first frac-
_  groups, with the row and column designation of each
letter indicated hy suh-letters 'R' and *0 •.

AcL,LcI,I,G.Gc IIcI«IcT«TcV,Vc 1IcI«IcS.ScI»Ic DcG«G,E„EcI«Ic

S U U T n" i" ̂  I, N« Nc D« BeA. A. D. U„ Uc T, Tc Q, P^ p, L^LcW,W, Lc E^Ec E«E,

hut fractionated cipher reveals that there is
the vertie^oJ" i" entire message. This is in group #1 where
4th sErou-n tii#» ^ equals plain 'i*. Note that in the
as fS al la cipher pairs EcEr and Ida are not naturals
happens to he on If it developes that one cf these letters
also represent itself^ square, then that letter can

the f^ctinnn+fii^f^ given word hy means of an 'altro ausilio *
cipher lettera -p ^ Is now written helow the fractionated
it was also stated gathering equivalent values. As
could he cueaao/) 4* ? "'^he* Short word which precedes 'diamonds'aueesea, it will he assumed to he 'The'.

Cipher Jc A,. N«
AcLrLc Ir Ic Gr Gc He Ir T^ Vr Vc

Plaintext @^D, i.ArMr OrN.D^
Te HcEt Be le Aclic Oc Nc D@

and pSLtexrciSonlS8®®I-rr+S^°^"x,^y, similar location of cipher
as shown helow ao +v then checked off and are tabulated
8howS'?Sr Sr^irt? S^teSn 1®"®" ®'®
equivalents are tabulated ■k<+ * After all the
to each set, starting with? indices are assignedg with 1 for the set having the most values.

4 - Er Tr Sc

2 - Ec Hr Lc Nr

2 " Ic D* Ac G ft

I ~ Ift Pc Sft Xc Nc Oc Aft Mr

5 - Lft He Oft

6 - Gc Mc



These equalities can then he written outside a 5 X 5 square
and their location within the square Is found at the intersection
of the row and coliunn of each Indlvidusil letter as shown helow#

When a letter is placed in the
square it is cheched off.or erased*
on the outside. It will he noted
that 'IS* and 'G'* which are in the
same column* can he placed in either
col.-2 or col.-5 as cells of these
columns are vacant In hoth row-1 and
row-3* in which rows these will have
to he placed. Until itis definitely
determined which one of these is the
correct coliunn* 'M' and '6' must re
main outside the 5X5 square.

The numerical values* thus ohtained* are now applied to the
remainder of the cipher pairs in the message* with the hope of
heing ahle to recover fragments of other words.

;v 2 3 4 5

1 I A S 0 g 0
2 N H t
3 D G ii
4 E T t i
5 0 L 0

i 000
t t 0
g
0

Tr Te Ir Ic A(

Aclialic. Iftlc GrGc
4 2 4 3 1

KIrIcTrT.VrV.

5 2 3 1 1 2
1114 3

Nr Nc Fr Ic £|(£c. ErEcErEc Ir le Dr
ICc In Ic Sr Ir Ic. Dc GrGc EpEe In Ifc
21 421 4242113
111411 1 4211

1 1
3 5 2 1 1 3

Thediam ondsa xTT Td

HrHcPr Pc Cr Cc Er Pr Pc Ir Ic NrNc Or. Ir IcNrHc DrDc Lr
EcDrDcUrU. TrT^ CcFrFcL.L^WrW. L<ErEcE.EcK.Kc
2 5 112

2  3 1

4

4 3

112 15

5 2

13 1

2 4 2 4 2

A study of the results of this step show that only scattered
plaintext letters have heen recovered and these do not immediate
ly suggest any additional plaintext words. However* one important
item is noted. This is the fact that the vertical numerical
pair* 2/2* is repeated three times, indicating that it may well
he one on the high frequency plaintext letters. Checking back*
it is found that practically all of the hi^ frequency plaintext
letters have been recovered and have coordinate values as shown.

Plaintext

Row

Column

E T A ON I R S H

4  4

2  3

1 5 2 1

3  1 1 1

The only high frequency* letter unrecovered is 'R' and 2/2
could could be 'R*, but, if such is the case* no particular
progress has been made as there are no cipher 'R's to give ad
ditional numerical values. Investigating further, it is noted
that these 2/2 pairs result from the following cipher letter com
binations: HrEc, NrLc, NrEc • Both 'N' and 'E» are repeated in
these pairs.

It is also noted that plaintext 'E' appears but once in the
plaintext thus far recovered, and that there is only one other
possible 'E' in the numerical coordinates that have been written
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below the cipher letters. This is in the fourth group, where E«Gc
equals 4/?. A plaintext 'E • could be derived from this combina
tion by shifting 'M' and «G» to column-2,but that also is not an
entirely satisfactory solution of the problem as it would give
but one additional 'E' and would, from the existing numerical
pairs, create two additional 'lf»s.

As about six or seven plaintext 'E's may be expected in this
message of 49 letters,the assumption is therefore inevitable that
•E' and 'T' should be moved from the fourth row to the second row
making the coordinates of EbEc equal 2/2 and, as Eg^T^^S, then *S'
must also be moved to the second column.

These shifts can be made in the square without conflict. The
square, with adjustments made, is shown below.

1 2 3 4 5
I S A

N E T H

D Cr

0 L

Corrections must now be made on the cipher
work sheet, changing all 4s to 2s. Any other
plaintext letters which are recovered by means
of this adjustment ore then written in and the
message is again studied to determine where the
next attack shall be made. That part, which
follows immediately after the plaintext words,
'The diamonds', looks like a favorable spot.

In this section there are numerous recovered plaintext letters
*®I1 as several half values. Under these half values, all of

the possible plaintext letters are written, as there is a strong
c^nce that additional plaintext maybe anagrammed from these pos
sible letters. This gives the following:

Cipher

Plaintext

Possible

Probable

NglTcPa Pc EaEcMr ErEc EiEcIrIcDr Hr He Pa Pc Ca Ce Er

1  2 2 1 2 2 1 2 2 2 2 1 1 3 2 5

J. fl Xc

2

3 1112 1 1 1  2 2 1 1 2 3 1 2 3

a i  e n i n  e s i d e t

n n  i i n n 1 s

e  n n e e n e

t t  (D® (t) t d 1

h (ll) 0 0 h(H) 0

are hiddeni nthesid

This makes good plaintext eind the new equivalents are gather
ed and placed in the square as shown below.

1 2 3 4 5
1 I S A K
2 IT E T H

3 D P G

4

5 0 L R

V

Additional plaintext letters could be re
covered by further anagramming of possible
values but,as thirteen of the twenty five let
ters have been definitely placed in the square,
and two others (r and V) have been partially
placed, one can now attempt to rearrange the
square as it was originally set up. If this csui
be accomplished the correct location of other
letters will be indicated unless it should de

velop that the alphabet is scrambled.
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Whenever the letters in a Bifid square are rearranged it must
he rememhered that all shifts must he of complete rows <r columns;
and that whenever a row is shifted the corresponding column must
also he shifted to the same numerical position. That iSf if row-5
is shifted to row-2, then column-5 must he shifted to column-2.
In effect, this is merely a reassignment of numerical indices to
a set of equivalents.

Inspection of the square, as now partially filled, reveals
that in all prohahility an unscramhled keyword alphabet has heen
used. By this it is meant that a keyword has heen written hori
zontally, starting in cell 1/1, and that the remaining letters of
the alphabet have heen placed jn order following the keyword. This
method of setting up the square by the presencedf three alphabet
ically consecutive letters, D-F-G, located in the third row.

If the above assumption is correct, then 'E' will have to he
in the keyword as it is located in another row. Therefore, D-P-G
must he in adjacent cells in that order. This is accomplished by
Bhifting column—1 to column-2 location. When this is done, row-1
must also he cheuiged to row-2 location. Column-5 is then moved to
colximn-4 bringing 'G» into the cell on the right of 'P*. Row-5 is
also moved to row-4 position, completing the double shift.

Retaining the same numerical indices for the original rows
and columns in their transposed position, the letters in the square
are now arranged in this manner.

Prom what is now shown, it is evident that
the letter must move up into the bottom row
making this row contain V-W-X-Y-Z. Also, it does
not require a great deal of ingenuity to now he
able to guess the keyword - EIITHUSIA(S)M - and
the complete square can now he reconstructed.

2 13 5 4

OElQIiiH
I A M

D

T0 R

T Having recovered the square, always the sol
ver's goal in ciphers of this type,the solution

is now complete. The decipherment of the remainder of the message
is purely mechanical and it is left to the reader to do this if he
really wants to know where "the diamonds core hidden".

*  * *

In the foregoing pages the Bifid cipher has been described
as it was originally presented to A.C.A. members, and the routine
procedure of substituting numbers for letters and resubstituting
letters for other combinations of these numbers has been eacplained
in detail. Equivalents were gathered and numerical indices were
assigned to them. Eventually, the complete square was recovered.
This method of solution was used with the example because, having
described the original routine for encipherment, it was considered
necessary to show the steps of a solution using the same routine.

However, having acquainted the reader with the mechanics a
Bifid, it can now be stated, without fear of creating too much con
fusion, that the encipherment, decipherment, and/or solution of a
Bifid by the above described method, is as obsolete as the dodo bird
and as clumsy as the operation of an ancient abacus jn comparison
with that of a modern slide rule. Another way of doing all this
will be described in the following section.
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THE THREE SQUiffiE TECHNIQUE.

In the August-Septemhert 1945, issue of The Cryptofflram , em
article hy Herbert Raines presented a method for working with the
Delastelle Bifid which he called The Three Square Technique, or
The Bifid with Literal Indices Only. This system eliminates en
tirely the use of numerical indices as row-column indicators and
allows the letters in the square to act in this capacity. can
he demonstrated using the square from the example just solved.

Reference to this square, which will hereafter
be called the Basic SquGre, will show that the loca
tion of any given letter can be desigpiated by the
letters in its row and column as easily as by its
row and column numbers. Thus, the letter can be
identified as CrHc«G, KrQc»G, PrYc= G, as well as all

Square other combinations ofletters of G-row and G-column.

To further illustrate this use of literal indices, the first
group of the 'Diamond* message can be shown as it was deciphered.

ErEc Tr Tc Ir Ic Ar,
AcLrLc IrIc GrGc.
t  e i m

I»I Basic Square will show that: E«Ac=T, TrLc=E,
of thP ' thereby demonstrating that the substitution stepirid can be accomplished without the use of numbers.

grouT»^werp^rto«4 noted that only the odd numbered pairs of the above
Sriho^® V Because, read as a pair as they
ter in thp •Roa< numbered pairs do not locate the correct let-
EcLr would reading the second pair as
the second ipt+o-. i,' ^ known that thxs is not true, becauseine second letter has been found to be 'H'.

the PeculiSitiPB^ easily explained. Item number 6 of
switch that occurs°at called attention to the alphabetic
ment process. The sLind ir ? encipherment or decipher-second pair, EcLr actually should be read:

E-column as row indicator,
L-row as column indicator,
equals »H'.

Re erting back, momentarily, to numerical indices, it would be

E-co1um (i) used as row,
L-row (4) used as column,
equals 'H'.

Raines%rinM^his^nfVo^^+"® these even numbered pairs that
resul? of squares into the picture. If'H'is the
the8riett!;rir^.''®®^ used as column, then let
this he ar-rano-eH arranged that such is the case. To accomplishthis he arranged the squares as shown on the next page.

arrangement, all plaintext letters are always found
in the Basic Square at locations specified by the cipher pairs.
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E S

TOP SQUAREB

T A Row used as

QEIlBnO column Indicator

T.TSWT SOTTAPTi:
HI[UBiaQ E □ QiOE!]

BASIC SQUAREH I EDQCI S I □□ED
Column used as
row indicator

T A BBO C D Hormal
row and columnH U L a

U tiQEHEI V ¥ EaQQ

"For the odd numbered cipher pairs the cipher letters are fixxnd
in the Basic Square and their plaintext equivailent is located at
the intersection of their row and columnf thuss

C inher
Er Ac
H,Xc

is Er (Basic), Ac (Basic)
"  Hr ■ , Xc "

Plaintext
equals T (Basic)

For the even numbered cipher pairs the cipher letters ace found
in the Left and Top Squares, and the plaintext letters they rep-
resentis then found in the Basic Sqxiare the intersection.

Inspection of the Three Square arremgement will show that in
the Left Square the columns of tne Basic Squaure are setvq) as rows
in the order of their numerical values. Thus, the five letters
of basic column-1 are set up in Left in line with row-1 of tne
nasic Square. In lihe manner, the letters of the other four col
umns are written horizontally in line with their respective rows
of the Basic Square. With this arrangement, when 'E* column is
used as row indicator, then the resulting plaintext letter will
be found in the row of the Basic Square which is on line with
the *E* of the Left Square.

In the Top Square the rows of the Basic Square are set vp as
columns. These are also arranged in their numerical order above
the corresponding columns of the Basic Square. Thus,when *L* row
is used as column indicator, the resulting plaintext letter is
found in the column of the Basic Square that stands vertically
under 'L* in the Top Square. To illustrate:

Cipher
EcltR
TcIr "

PlaintextjrxetAXiugjs.v

Ec
Tc

as row (Left), Lr 818 col.(Top), equals H (Basic)

Using the Three Square Technique, decipherment of the first
group of the 'Diamond* message can now be completed.

Odd pairs
Even pairs

Er Ec Tr Tc 1a Ic Ar
Ac Lr Lfc Ir Ic Gr Gc
t  e i m

Prom the above demonstration it is seen that the Bifid can
be deciphered Just as easily without the use of ntunerical indices
as with them. The same thing is true for the encipherment pro-
sess. The few simple rules which govern both encipherment and
decipherment are outlined in the following section.
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RULES FOR ENCIPEERMENT AMD DECIPHERlffiNT - (Three Square)

Square Technique is used for both encipherment ani

cluW r ^ fractional substitution
aeSchinS ?nr fractions of two letters and
"Sea fhirsfn^o xhat is represented by these half
both enrich! Single letter is always found in the Basic SquareaiThe only thing tha? " l"
to be found? squares the fractional letters are

For encipherment, the pairs will be fractionated like this:

SrXr SftXc ScXc

For decipherment, the fractionated pairs will be:

S^Xc or SfXs

lette^®%heBfL^^®® location of the fractional

^  toth) cf the fractional letters is in true position in a pair, it (or they) is found in the Basic Square.

Example: S^Xc.^ Both in Basic
SgX,^- S in Basic
ScXc" X in Basic

ltB\ow^deBiCTn+B^^?^^°'^^ letters of a pair indicates that
sent thA^ J column of the letter it is to repre-eent, then it shall be found in the Top Square.

Example: SgXg- x in Top Square
ScXft- X in Top Square

Tts"col^'d^R? fractional letters of a pair indicates that
sent desipates the row of the letter it is to represent, then it Shall be found in the Left Square.

Example: S^Xc- S in Left Square
^c^R." S in Left Square

at the^iSersection^of^ti^*^ letter will te found in the Basic Square
ENTHDSIA(S)li square each column indicated. Using the<1 t each of these conditions can be shown.

SrXr- S row Ihaslci' 5 column (Basic), equals A (Basic
S^Xt- S col. as row (Left! 5 tTop),equals B (Basic
ScX^- S col. as row Left ' 5 (Basic), equals T (Basle;ILeft), X row as col. (Top),equals U (Basic,

and Its^cfphe? e^ivalen"4iS®bI°de enciphered
demonstrate the application i" order to fullythe row and column indicators! combination of

at a timr°Co?n^'+2^® Diust work with the plaintext letters. two* going through the periodic group twice. The reason for
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this dou"ble trip Ib that, although the plaintext is written only
one time - like thiet

S OLVE

it ie mentally vieualized as heing fractionated - like thiai

Sr Oft Lr Vr £r
Be Oc Lc Vc Ec

Or, the plaintext group can he pointed off in thie wayj

S OLVE

wherehy the overlining indicates row components and the under
lining indicates colxunn components•

Under this plaintext group the cipher letters are written
after heing found in accordance with the rules stated ahove.

Plaintext _S _0 L V E

Cipher U R E S E

In this case, the cipher letters were found in this way.

Sa Or - S row (Basic), 0 row as col .(Top), equals H (Basic)
Lr Vr - L row (Basic), V row as col.(Top), " R "
Er Sc - E row (Basic), S column (Beusic^
Oc Lc - O col. as row (Left),L coluxon (Basic
Vc Ec - V col. as row (Left),E column (Basic

E

,  " E "

When deciphering, the vertical pairs of the fractionated
cipher letters are those lor which the plaintext equivalents are
to he found. The set-up is like tMs:

Cipher M R E S E

Eractionated Er Ec Rr Rc Er.

Ec Sr Sc Er Ec
Plaintext s o lv e

The plaintext letters are found hy using the same rules.

Er Ec - E row (Basic), E column (Basic), equals S (Basic)
Ec Sr - E col. as row ^Left),S row as col.(Top), * 0
Rr Sc - R row (Basic), S column (Basic), m l "
Rc Er - R col. as row (Left),E row as col.(Top), " V '
Er Ec - E row (Basic), E column (Basic), " E "

With a little practice one soon becomes familiar with the
proper handling of all row-column combinations end finds that the
Three Square Technique is much easier and simpler to work with
than the method requiring numerical indices. It is also far more
compact, as the amount of necessary writing is greatly reduced.

There is another 'wrinkle • that is a time and labor saver
and there is no reason why a beginner with the Bifid should not
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iimnediately adopt It. In copying a Bifid message for solution,
the cipher letters must be fractionated as has been demonstrated
on numerous occasions previously. Cipher group - M R E S E -was
fractionated in this way.

Mr Uc Rr Rc Rft
Rc Sr Sc Er E^

Hore than half of this writing can be eliminated by omitt
the even numbered pairs. To give the complete picture, all that
it is necessary to write is this:

The solver reads the the written pairs (odd) as normal row-
column comoinations. The omitted pairs (even) can be visualized
as indicated by the diagonal lines. These are always column-row
combinations when the periodic length is an odd number as 9 or 11.

Another aavantage of this 'hit-skip* method of copying the
message for solution, is that it assists in the search for half
naturals. The great majority of half naturals are found among
the odd niimoered pairs and the elimination of the even numbered

remove from view these letters which, if present,
would not only distract the eye when one ia looking for half nat
urals, but might also influence the inexperienced solver to make
false assumptions relative to probable words.

THE HECHAHICS OF SOLVING WITH THE THREE SQUARES.

period has been determined, the message is written

^  fractionated form as shown above. If a given wordprovided, one is immediately ready to begin the recovery
Bquare. Por this demonstration, the familiar message about

diamonas' will be used. The period is 7 and the location of
plaintext 'the diamonds' is known. The solver starts with this:

Ev. Tv. I\A N

A^L^I N^I^̂ T ■^v
t h e d i a m 0 n d B

intersecting lines are drawnat right
boundaries or thA +J* represent the dividingon thJ i^Jf # squares. Five spaces should be allowed
Unlimited Boa^A f horizontal line,lines should be left below and to the right of these
plaintext word bp?" quadrant will receive no letters, thetity of thl ^es?! ® written there for future iden-

a knoin probable word or decipheringj  . ' start with the even numbered pairs. Thin in in
acc"dancfwU^^Ua Squarea immediately. Inaccordance With this recommended practice, fee even numbered pairs
uLi«d n^Lf ata^ting with the®""uallxed number two pair of group #l, namely: Ec = h.
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'E' is written in the Left Square.
'L' is written in the Top SquEire.
'H' is written in the hasic Square at the intersection.

The other even numbered pairs are then added, giving this:

L

E H

The

Diamonds

L I G T

•  "

E H

T D

I A

L N

D S

Note that when the fourth even pair, Lc lR = N,is written in,
'I' has already been placed in the Top Square. The 'L' is placed
in the Left Square and 'N' is written in its indicated location
in the Basic Square to complete the equation.

The odd ninnbered pairs can now be written in. All of these
letters, both cipher and plaintext, will be in the Basic Square.

L I G T

E H

T D

I A

L N

D S

T E

Er Ac = T
'E' is written in an unallocated

of the Basic Square.

row and column

•A* has already been placed in Basic from the even
numbered pairs.

'T* is written at the intersection of Er and Ac*

When this equation is added to those already spotted from
the even numbered pairs, the additional letters are located as
shown in the square on the left above.

The other odd numbered pairs see then added
in the same manner. The final result is shown
in the square on the right. These values should
now be consolidated, placing all letters in all
three of the squares. To do this, one must re
member the maice-up of the three squares. It is
suggested that the reader prepare, on a separate
sheet of paper, a copy of the Three Squsure dia
gram containing the ENTHUSIA(S)M alphabet which
is shown on Page 13. This can then be readily
referred to when reading the instructions which
govern the placement of all letters in all squares.

L I G T

E H

T D

I A M

L N

D S

T E

0 L

G

I

As previously stated, the Basic Square consists of the nor
mal rows and columns. In the Left Squetre the letters <f the sep
arate Basic columns are written horizontally in line with their
respective rows. In the Top Square, the letters of the separate
Basic rows are written vertically above their respective columns.
These conditions control the placing of letters in other squares.
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Thus, 'E' in Left is the coliamn Ihorlzontal) of 'H' row in
Basic. Alsoy 'E' in Basic is the column of 'H* row (Tertical) in
Top. Therefore, having located 'E' in Left in line horizontally
with 'H* in Basic; and having also located 'E' in Basic; then
can be placed in the Top Square la line vertically with "E^of Basic.

E H

E

Diagrammed separately, when a 8itu»
ation exists as shown on the left, then
•H' can be placed in the Top Square as
illustrated on the right.

Likewise, having 'S* in Basic under
'T* in Top, then *3' goes into Left in
line with 'T' of Basic.

H

E H

E

•rniBc, adjustments in accordance with the above stated
T  combining, where letters are shown to be in the same rowor column, gives the following arrangement in which all twelve of

letters have been properly placed in each of the
placed at random, as they were

recoverea, but they can be rearranged aynnnetrically at any time.

The

Diamonds

3

M

0 A D E N

L I G T H

L E H

A T D G

0 N D I I A S M

3 T E

H 0 L

G M

+vi® ao diagram on page 9 will show that these are
f  ® ■'^alueB which were recovered at this stage in 1±e solution0  nis message by the numerical index system. By using the same

®  described in the step by step solution, additional
filled recovered until the three squares are completely

V '^®®®"®tration Just about wraps up the discussion con-
Bifids by means of the Three Square

an^n >10/..,* ^ ® relatively small amount of practice, one can
tn >»A in its use. All who employ it consider it
TnftfbnH A? the simplest as well as the most efficient methodmethod of working with cipher messages of this type.
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FINDING THE PERIOD OP A BIPID.

METHOD 1 - REPEATED PATTERNS.

Knowledge of how to determine the period of a Bifid cipher
is of prime importance to the solver. This is not at all diffi
cult if the message contains repeated words which are *in step
with each other. By 'in step*,it is meant that the repeats start
at the same relative location in the group. That is, if one of
them starts at an odd numbered position, then the other must also
start at an odd numbered position in order to generate a dupli
cate pattern. Likewise, if the repeated plaintext words start at
an even numbered location, duplicate patterns will also appear.

The following message will be used to demonstrate how the
period may be determined by repeats occuring therein.

LLSUT TCKQD DIWES LVABE TLELL

GTUMG DIIAK AAAND IPELL MUTTN

MNTTV ISHOC CCBEN SGS

The search is for patterns created in the cipher letters by
repeated sequences of four or more plaintext letters. The form
which such patterns take was shown on Page 6 in the section del
ing Peculiarities of the Bifid and a retiirn to that section will
refresh the reader's mind with respect to what to look for.

Inspection of the above message shows a pattern duplication
starting with letters #1 and #44. This is:

I

L L S U T T

44

L L M U T T

In Bifid repeat patterns, the first part a: the pattern (LL)
is generated by the Plaintext row components and the second par
(UTT^ bv Plaintext column components. Having spotted a repea ,

it is then necessary to find cut in
which period these repeated cipher
letters will fall into place in
such a way as to become row Md
coliunn components of a
word. The simplest way to do this
is to try them in various periods
and compare the results.

Period - 5

L L S T C K

S U T K Q D

I P E M U T

E L L T T n|

Period - 7 Period - 9

L L S

U T T

E L L M

M U T T

r e P e a

L  L S  U T

T  T C  K q

D  I M  U T T  N

L  L N  M N T  T
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Only in Feriod-7 do the do the pattern comhine properly and
so it is obTious that 7 is the correct period for this message.
The pattern, which reveals the period, is formed by the plaintext
word 'repeat*, which occurs twice.

From information gained by knowledge of the location of the

♦u should be able to decipher the remainder0  the message. By this, it is not meant that a beginner may ex"
pect to easily complete the decipherment from what has thus far
been recovered, in a message as short as this one, that would be

difficult Job for one who is experienced in working withuirida. However, a study of the partially filled square should
» Dell in the mind of the solver, as there seems to be some-

a-i 'Miliar about it. When the reader determines Just idiat this™ ar y is - then he will have the complete square.

periods, it can be safely said that a very great
haTe ciphers which the amateur cryptanalyst will
thrnmy-h ^ith, will have the period given or will reveal itthrough repeated patterns in the cipher letters.

method 2 - KATHE14ATICAL

period^nav^Btl?i\^°H"?^ conveniently occur in a Bifid, the rightmathematiMft^o i determined. Por dealing with this problem the
cedure come to the assistance of the solver. A pro-
will do the + o statisticians as Karl Bearscaa's •Chi-square Test',
the characte-r^o+f This statistical test was adapted to
in that fieiri ° fractional substitution and its operation
in The CrvnfoJ^^ admirably explained D. Morgan in an article
outlined" herp^"^* Jhne-July 1946. This method will be briefly
is neither npre ^ attempt will be made to demonstrate that it
a mathematlisinri^^?^^ understand statistical theory, nor to be
Bifid bv thp r>i< order to determine the correct period of a
'The dlamondftt Test. The same old familiar message aboutill be used to illustrate the basic idea.

Plaintext

Cipher

T H_E D_i A M

E T i A L I G

0 ^ _A R K

L D M K

|H

T

1>

Under! letters are derived from ROW components,unuernned cipher letters axe derived from HnfTTiiRl coTrmonar,axe derived from COLUMH components.

first^ae^! Previously explained and as the above shows, the
comblnnjonro? a cipher group are found from Row-Rowlast section of le+tfra ® plaintext letters. Likewise, the
middle le+fa-.. «.• ? f comes from Column-Column combinations.The
comblLtlon Lr ® group always results from a Row-Columncombination and, therefor, io not Included in the Chl-square Test,

be middle letters, each cipher group mayft f lat+offl rv5 ®ade up of two separate and distinct classesthese, the first category derives from R-R combi-
^  Dalled the Row family. The second class,beingderived from C-C combinations, may ce called the Column family.
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It is logical to assume that the cipher letters of the Row
family "bear some group relation to each other ana that, as a ̂ oup,
they are distinctly different from those of the Column family.

It is also indisputable that when all of the Row family are
grouped together in one place, and all of the Column family are
grouped together in another place close by; then, under these
conditions, the dissimiliarity of the two families becomes most
apparent and is more easily recognized.

By adding another group of cipher letters to the two shown
above, in order to have more materisJ. with which to work, and by
designating the two families by different sjnnbols, the truth oi
this statement can be graphically illustrated.

Let •*' represent cipher letters of the Row family.
Let *0* represent cipher letters of the Column family.

Cipher: ETI®LIG LD m(n)I TV N F E(m)I S I
Symbols: xxx-ooo acxx-ooo xxx-ooo

Here, the cipher letters are arranged in their correct P®r-
iodic groups. The two symbolic families are segregated,one from
the other, and it is seen that they are entirely different.

Retaining the same symbol for each individual cipher letter
the message will be set up in other periodic lengths to show tha
this segregation does not exist in any except the correct period.

The following is the message, with true family symbols sub
stituted for all of the cipher letters.

3CXX-OOOXXX-OOOXXX-O0OXXX-0OO etc.

Assuming the period to be unknown, the message is tested
and the result is as shown below.

Period-5 Period-7 Period-9

Group 1
Group 2
Group 3

X X

o o

- o

- o

X X

O X

XXX

XXX

XXX

o o o

o o o

0 0 0

XXX-

X - o o

O O O X

0 O X X

XXX-

X - o 0

In periods 5 and y the elements which comprise the two pos
sible family groups are so intermingled that it cannot be deter
mined which of the two symbolic families predominates. Only in
period-7 is there complete dissimilarity between them.

That , of course, is because the families were established
when the message was enciphered in period-7 and, once they have
been established, any other periodic separation of these
elements will only serve to mix tnem up an such a manner that the
resulting families will oe of diminished individuality.

It is to measure liie degree of dissimilarity of probable groups
of different length that the Chi-square Test is employed. When
that has been done, the periodic length for which this di erenc
is shown to be the greatest, is selected as the correct period.
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To perform the Chi-square Test, the cipher message must be
separated into the various periods vhich are to he tested* Por
each period the number of appearances in the Row family of each
letter is tallied and, below that, the number of appearances in
the Column family* As it applies to finding the period of a Bifid
the calculation for the Chi-square test isx in which:

'S* - equals the siam of the appearances in both the
Row and Column families of any letter*

- equals the difference between the family
appearcuices of any letter*

Vhen D/S has been calculated for the entire alphabet, these
values are added and their sum equals Chi-square, cr the degree of
dlsBlmilMity between the probable Row and Column families for
that period* The mathematics of all this is very simple emd can
be done mentally as will be shown*

The message to be tested for period is:

P D T S I R R V 0 D H C E L D E R D U V

T E V D L A P R R S R S C I G Q 0 L I A

CO B H C G S B S S M K Q, T S A D Q L

V L A R R R S H S R R E R T V C T.

S S I N c

N C C S 0

W V H E T

ahtMM fails to disclose any repeats which might tend to
Consequently, the Chi-square Test will be applied

? 5-7-9 and 11* The test in Period-7 will serve to
method. The message is copied, the letters tallied,an the calculations are made as shown below*

s s i(g)c p ])|t s i(Dn V o|d h c(i)L D e|n d m(v)ii C C
S 0 T(|)v D l|A P N®S R s|c I G®0 L i|a W V (h)E T R
5 IfB(H)c G S|b S S®K Q t|s A D(§)L E b|k T T®L A R
^ If S(H)s R r|e R T V 0 T

Tally and D/S calculations*

A^cd-bpqhie:i.mrop q. rs tuvwxyz
col. Total

1011525201142Q2QQQO Chi-sq.
2  0 1 5 0.1 1 1 0.7 03 0 0

0  1 1 0 0 0.3 1 2 0 ■ 1, 0 19*4

nerforald^n.^?! ^^® calculations can beperrormea mentally In this way.

A - Sum 4; difference 2; 2 squared is 4; 4 divided by 4 is 1,
(The value of »i*, the same, can also be written in.)
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B - Stun 3; difference 1; 1 squared is 1; 1 divided by 3 is 0*3
(The value of *0* and "V• can ailso be written in.)

C - Stun 6; difference 2; 2 squared is 4; 4 divided by 6 is 0.7

D - Stun 6; difference 0; 0 squared is 0; 0 divided by 6 is 0 «

E - Stun 2; difference 2; 2 squared is 4; 4 divided by 2 is 2 •

And a few others at random:

L - Stun 5; diff. 5; 5 squared is 25; 25 divided by 5 is 6 .

H - Stun 9; diff. 1; 1 squared is 1; 1 divided by 9 is 0.1 .

S - Sttm 13; diff. 5; 5 squared is 25; 25 divided by 13 is 2 .

Note that some of the D/^S values axe automatic, such as:

(a) When the same ntimber of appearances occur in both families,
the D^S value is zero. See D-G-M.

(b) When one family has no appearances, the D/'S value is the
number of appearances in the o.ther. See E-P—H—L etc.

(c) When a D/^S value has been calculated it may be written in
for all other letters having the same characteristics.

Chi-square, for all periods to be tested, is calculated in
the same way. The results are:

Period Chi-squaxe

5  19.2
7  19.4
9  28.0

11 12.0

The message starts with the plaintext word 'statisticians'.
Select the correct period and solve it. The word given should
be enough to get the solver well started, but, if he gets stuck,
he can try *Chi-square Test' along towards the end of "the cipher.

SOLVING THE BIFID WITH THE THREE SQUARE TECHNIQUE.

The Three SqusLre process must not ever be considered to be
a sorcerer's wand which, automatically, will solve a Bifid. It
merely gathers the known equivalents into concise foxm and calls
attention to probable equivalents,some of which might otherwise
be overlooked.

The work of solution follows the same general plan as was
outlined for solving with numericcG. indices. The first step is
the determination of the period. When that is accomplished, by
inspection or the Chi-squaxe Test, the cipher letters axe set up
in fractionated form in the correct period. It is not necessary
to leave open spaces between the groups as vertical lines, drawn
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between them, serve Just as well as dividers and, easo, allow
the plaintext to be written continuously. This last mentioned
circumstance is of particular advantage when attempting to spot
a probable word.

It has been found that it is of some help to make a digraphic
frequency count of the vertical pairs. This should be made in two
tables - one for the R-C pairs and the other for the C-R pairs.
Perhaps not a great deal will be learned from a frequency count,
but it at least serves to familiarize the solver with the message
and to call attention to 80.1 repeats, which should bs underscored.

Solution of the following message will be given, step ly step,
with the exception of a frequency count.

THE MASTER SPY CIPHER.

Concerning espionage, and the man who was Hitler's
Chief of Intelligence during World War 'II.

P R I E K I L 0 S V J? D Y A E M W D A H I A L T N

I B L Y T E Q A T P T H T T I X L P N P H I V I R

T D Z K K Jj V N D E A SET I C W D N H Y L Z Z ̂

Ji 0 E P ̂ A R P S I V H I L T z R K R S E N T W E

0 H X £ H C I T 0 I V R P M P E N L E Y P Q T L K

H Z H I H I P K H T T LED T T P E 0 Z 0 T K T D

S B T L P T L R I W Y I H K V D Z P X T P I I Z.

Inspection of the message reveals a repeat :in the form of

odd position in period-9. The fractionated cipher letters would
be located as shown, depending on the starting position.

let. Position 3rd. Position 5th. Position

KKLL ..KKLL... ....KKLL.
. B E A A . . . , ...EEAA.. .....EEAA
xxxxx xxxxx xxxxx

The first appearance of the repeat starts at letter #55
and the second at letter #75.

55 divided by 9 equals 6 plus 1
75 divided by 9 equals 8 plus 3

Hence, in period-9, the first appearance of the repeat
will start in group-7, position 1; and the second appearance
will start in group-9, position 5.

These locations for the repeated cipher letters are most
satisfactory and the message will be set up in period-9.
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F R I E R V F D Y A A H I A L

N I L 0 S A E M W D L T N I B

L V Y E Q N T T I X H I V I R

q A T P T X L P N P R T D Z K

K L V N D T I C W D Z Z K L 0

D E A S B D H H Y L 0 E P E A

R F S I V Z R K R S E 0 N X E

V H I L T S E N T W E N C I T

e

0 I V R P L E Y F Q. Z H I N I

P U P E N Q T L K H I P K H T

T L B D T z 0 T K T L F T L R

T T P B 0 T D S B T R I W Y I

t t

H K V D Z I I

Z P X T F I z

i

The presence of four high frequency naturals (E-T-T-I) and
the fact that not any low frequency letters show up as natursuLs,
tends to confirm the period selection.

Assumingt with a fair degree of assurance, that the correct
period has "been determined, solution of this secret message can
now begin and it is at this point that some of General^Sacco's
"interviene qualche altro ausilio" would,most certainly, ̂he wel
comed. However, as none has been provided jn the form of a given
word (such a clue is frequently furnished in amateur cryptography)
the solver has to do what he can with the material at hand.

This is not much, but there is one thing <f which the solver
can be reasonably certain. That is that the repeat, by means of
which the period was determined, showed the pattern produced by
a five letter plaintext repetition.

Therefore: V

A

and K

P

represent the same five plaintext letters and, such being the
case, this maJces 'D' and 'P' co-column and 'V' and *0' co-row.

From this information the recovery of the
square may oe started. The letters can be placed
as shown on the left. This is not much of a start
but it may prove to be of major value, as a control,
when probaole words are being tested.
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Ab the next step, a diagraphic frequency count may discloee
a sufficient numher of high frequency cipher pairs to give a clue.
Or, prohahle position of certain letters may indicate that they
are in the same row or column with other letters. However, to quote
General Sacco once more, this is hardly possible in a short indi
vidual message such as the above.

The best bet for making an entry is the -probable word. and
probable words are available because something is known about the
subject matter of the message. It was stated that this message
relates to: "Espionage, and the man who was Hitler*s chief of
intelligence during World War II."

It is highly probable that one or all of these words might be
expected to occur in the message, together with numerous others
that are suggested by this knowledge of the subject matter. Now,
if one knew the name of Hitler's Chief of Intelligence, that would
provide an almost certain entry. Assuming that the solver does not
know that gentleman's name, other suggested words are: Espionage,
Hitler. Intelligence. World War. Security. Germany,and any others
that one can tliink of.

An attezDpt must be made to spot one or more of these words in
the cipher message. This can best be done by writing the word to be
tested at the edge of a piece of ruled paper so that the letters
will be spaced exactly the same as those of the cipher. The test
word is then shifted along under the cipher, in its fractionated
set-up, and coincidence between plaintext and cipher letters is
looked for.

Of the probable words to be tested, 'intelligence' will be
tried first because it is the longest and, consequently, if found
to be present in the message,will give more letters to work with.
Coincidence of letters may be tallied as shown below.

Cipher A  H I A L

L  T N I B

L  V Y E Q
ft A T P T

Probable Word Intel 1 i g e n c e
Location (3-5} X  X X  X

The following tabulation shows the results at the complete test
for 'intelligence'. The location numerals indicate the group and
position in the group, of the initial letter of the word which is
being tested, uoincidence is marked with an 'x'.

INTELLIGENCE

3-5 X X X X

6-1 X X X

6-7 X X X

lb - 3 X X X  X

The possible locations of 'intelligence' are now tested to
Bee if the letters will fit into the square without conflict.

Location » - 5

I A  L L V  Y E

H I  B 3 A T P

1 n t e 1 1 1 g e n c e

When these letters are put
into the square a conflict will
occur almost immediately between
'I' and 'N'.
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Location 6-1

H I V I R £  L

R T D Z K D  E

i n t ell i g e nee

With the shift of 'D' to

N-column in Basic,the result
ing shift of 'Z'in Top to the
vertical row of 'T'wiU cause

a conflict when 'Z' is moved

to T-row in Basic.

Intel.

6-1

Z

T D $ K E

H }L
I E G R

V L t V

K C

H I T

D p
Z

The test of 'intelligence' at Location 6-7 proves that lo
cation to he impossible also, as six letters are forced into one
column in the early stages of the test.

Location 18-3

E T  L R H K  V

I W  Y I Z P  X

i n t e 1 1 i g e n c e

This shows no conflicts

hut the letters, after being
condensed as much as possible
eure still beully scattered.
Very few additional plaintext
letters are recovered when this

arrangement is tried with the
entire message. Consequently,
it will be tabled for the time
being while other tests are made.

InteL

18-3

P

R

I K P V

L N Y E W C X

Y L L P I R

X E Y P

W H T E V

P N W

P N K

C X

£ G

T

H G

Z

The word 'espionage* is tested next and the tedly shows the
following possible locations in the plaintext.

ESPIONAGE

1 _ 4 X X X

2 - 3 X X

5 7 X X

6 _ 4 X X

9 - 3 X X X

10 - 4 X  X X

10 - 9 X X

12 - 1 X X

12 - 9 X X

Of the above, the one starting at (9 - 3) will be diagrammed
first because it includes the sequence of five letters which are
repeated in the message. If this test shows no conflicts, then it
is possible that both appearances of the repeated five letter
sequence are fragments of the longer word, 'espionage'• If this
should prove to be the case, then the number of new values which
can be recovered will practically be doubled.
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Location 9-3 Location 6-8

Z K L 0 R P

E P E A V H

e s P i P n a g e

Esp• L

9-3 K Z 0

P E A H S I N

Z S

K I

L N

I R E Z

S K P

N 0 L A

R G

V

E 0 H

e 3

V

A

p i o n a g e

Esp.
6-8

P

I N V R

K E A S Q
L I E N

E S 0 K K I P

V G

G S R

D

0 L

N V A

[

Uo conflict occurs in either of the above tests and so the
next step is to check them against each other by attempting to
combine them into one Three Square diagram if possible. This is
done etnd it is found that they will combine as shown below.

Espionage
9-3

6-8

H L

P E R 0

I Z S V

K N G A D

R L I E Z >T

N 0 L V A

V Z G S R G

E S 0 K K I P H

D

P D

H

A

The fact that the two tests combine without conflict is par
ticularly encouraging and this arrangement can nowbe tested with
the message to see if any acceptable plaintext fragments will be
developed.

For a clearer understanding of what is being done,tiie reader
should have a work sheet on which the fractionated message has
been set up. On this, he should now enter all of the plaintext
letters thus far recovered.

When this is done the validity of this arrangement is immed
iately strengthened. The majority of the letters recovered axe
of high or medium frequency and, where they are grouped, a great
many excellent plaintext fragments hold forth promise of further
development. This can start with the plaintext letters lhat now
show in groups #1 and #2.
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Group-1 Group-2

P  R I E  N V  P D

N  I L 0  S A  E M

Plaintext Recovered; r n 1 n e e a r

Plaintext Suggested: f o y s

And further along, down near the end of the message

Group-17 Group-18

T  K T L  P T

S  B T R  I W

Plaintext Recovered: t 1 e

Plaintext Suggested: H i r

These suggested plaintext letters derive from two sources.

First - They maJce acceptable plaintext.

Second - Continual reference to the Three Square arrangement
shows them to be possible, without conflict, and highly probable
because of agreement with letters previously placed. Note that a
glance at the Three Square shows that the placing of letter'P' in
N-coluron will not only give 'P' as the first letter, but sQ-So 0
as the second. Had •!' been located elsewhere in the Top Square,
so that PcIr would have resulted in *V ' or 'L* instead of '0' as
the second plaintext letter, then it would have been immediately
apparent that 'P' should not be the first letter.

Accepting, as correct, these new values recovered from the
above shown extension of the plaintext fragments, they are added
to the Three Square diagram, giving this.

Y

H

P

T

E

P

R

L

0
—- ---

I Z S V

K N G A D B

R L I E Z N T

P N 0

S

L V A

Y V Z G R G P

E S 0 K K I Y P H

D

P D

H

A

B

T

And now, with this much of the square recovered, there are
numerous additional plaintext letters which can be placed on the
work sheet. Kany new fragments and even what appear to be some
short words, are developed. Suggested plaintext begins to pyra
mid and a favorable spot to take advantage of this is at the long
run through Groups 10, 11 and 12.
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Plaintext:
Suggested:

Group-10 Group-ll Group-12

R P S I V Z  R K R S[E 0 N

V H I L T S  £ M T W E N C

o r i 1 e r s i e i

f H t t h r d r c h

* * _ . * - * •M-

Letters marked '-n-' result from moving *H* to the 4th.column*
Letters marked • result from movint *T' to the 2nd.column.

Placing these letters in the square gives this:

The remainder of the message can
now "be read without difficulty and the
few cells of the square* still vacant*
can readily he filled in. When this is
accomplished the Three Squares present
the appearance shown helow* The entire
message has now been deciphered but one
thing still remains to be done before
the Job is finished* The Basic Square
should be rearranged so that the rows
and columns are in their correct pos
ition with relation to the diagonal*

Master

Spy

Y D C

H T P L

P E R 0

I Z S V B

N G A W

W T R L I E T Z N D

B C H P N 0 L V C A

y V Z G S R G P

E s 0 K K I Y H P

A P D W B

Master
Spy

W

B
s
?

R

H

L

P

I

N

U t V Z

X E S 0

1 A D 5

13013190

(3]iIl@OEa

ejBQElB
kJGll

The letters which stand on the di
agonal are easily recognized as they are
the Basic Square letters which are re
peated in the Left Square in the same
long row* and in the Top Square in the
same long column* These are circled in
the diagram for identification*

These letters of the diagonal play
an important part in the Three Square
method of dealing with the Bifid* They

can be shifted to different positions GQ.ong the diagonal of the
Basic Square* but they cannot be moved away from it* The Basic
Square* as recovered* and rearreuiged with relation to the diag
onal* is shown below* This form of the true square can now again

be rearranged by those familiar with the technique
of keyword recovery* Always keep
ing the same five letters on the
diagonal* the rows and columns are
shifted around untH they fall into
position* with relation to each

Y H P

Z B D
&.

□

mmEU

Eabioia
OE1Eil0:

other* as shown on the right*

This scrambled square is the original true square which was
formed by a vertical take-off of the letters from this block.

c 0 u N T E R S P Y
A B - D - P G H I K
L M - - - q - - - -

V W X - Z
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THE EVEN PERIOD BIFID.

When the Bifid Is enciphered in even period length,resulting
messages are considered by some authorities to be less secure than
is the case with the odd period. This is because a great deal of
the plaintext shows tnrough in the form of 'identicals •. It is a
well established fact that many 'identicals' occur, and that some
of them are readily recognizable as such if the solver has some
idea of the subject matter of the message, on which he can base a
selection of probable words. But, when such helpful information
is not available, then solution of the Even Period Bifid can well
be extremely difficult and the statement that the type is easier
to solve becomes highly debatable.

With the Even Period Bifid, the encipherment process follows
the same principle as described for the odd period, that is, the
first cipher letter of each group results from the combination of
Row-Row components of the first two plaintext letters, etc. But,
due to the fact that an even number of letters compose each group,
a different situation exists when the cipher message is set up for
decipherment. Decipherment is always concerned with 'double pairs'j
formed from Row-Row and Column-Column combinations of two letters.
The entire cycle is illustrated below. (ENTHUSIASM square used.)

Enc ipherment Dec ipherment

Plain: s o l v e d Cipher: Mr. Mc Rr Rc Tr Tc
Nr Nc Er Ec Nr No

Cipher: MR T N E N Plain: s o l v e d

The above shows how, and why,the fractionated cipher letters
automatically fall into position as double pairs of the same two
letters. This characteristic of the even period Bifid then serves
to generate certain peculiaxities which are different from those
of the odd period type.

PECULIARITIES OP THE EVEN PERIOD BIFID.

1 - 'Naturals', formed from Row-Column combinations of the same
cipher letters, do not exist when the period is even.

2 - 'Half naturals', as defined for Bifids of odd period, do not
exist when the period is even because there are no Row-Column
combinations of the fractionated cipher letters.

3 - 'Identicals', wherein a double pair of fractionated cipher
letters represent the same two plaintext letters, frequently
occur when the period is even. Example: (ENTHUSIASM square)

Encipherment Decipherment

Plain: s h r i m p Cipher: Sr St Or Oc Mr Mc
Hr He Wr Wc Pr Pc

Cipher: S 0 M H W P Plain: s h r l m p

An 'identical', so named because a plaintext pair reproduces
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itself In the cipher* occurs ̂ Aien the first letter of the plaintext
pair is in the coliunn having the same numerical index as the row
of t)ie second letter of that pair. In the example, 'S' is in the
column (l) of H-row (1); is in the column (4) of F-row (4).

Reverting to numerical indices for greater clarity:

Encipherment Decipherment

Plain: s h r i m p Cipher: Sr Sc Or Oc IIr He
2 Q) 4 2 2~(S) Hr He Wn We Pr
^ 4 5 2 @ 5 2 1 4 2 2 4

Cipher: S 0 M H W P 1 4 5 2 4 3
Plain: "i E r I m p

The probability, that any given cipher pair is an identical,
is high. Disregarding the plaintext frequency of the letters
involved, any cipher pair has a 5 in 25 (20 percent) chance of
reproducing its plaintext equivalent. This fact can readily be
demonstrated without recourse to mathematics.

Assume *S • to be the first letter of a plaintext pair. Ref
erence to the ENTHUSIASM square shows that 'S* is in the first
column. Then, whenever the second letter of the pair comes from
the first row of the square, an identical will result. The com
binations wherein this will happen are with E, N, T, H, U.

Cipher: Sr. Sc Sr Sc Sr Sc Sr Sc. Sr Sc
Eb Ec Nr Nc Tr T^ Hr Ur Uc

Plaintext: s e s n s t s h s u

When *S', as first letter,combines with any one cf the other
twenty letters of the square, the resulting cipher double pair
will not be the same as the plaintext pair it represents.

4 - 'Semi-identicals', wherein one of the letters of a lialntext
pair reproduces itself in the cipher, will occur only when
the letter, thus reproduced, is on the true diagoned. of the
square. There are two cases which will cause this result.

First - In encipherment, when the first letter of a plain
text pair is on the diagonal and the second letter is co-column,
then the cipher letter derived from the plaintext column compo
nents will be the same as the first plaintext letter.

Example: Plaintext: F A R M E R

Cipher: D O H F Y U

In decipherment, this semi-identical will be found under the
Row-Row combination of the fractionated cipher letters.

Cipher: Dr Dc Or Oc Hr. He
Fr Fc Yr Ye Ur Uc

Plaintext: f a rm e r

Second - In encipherment,when the second letter of a plain
text pair is on the diagonal and the first letter is co-row.
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then the cipher letter derived from the plaintext row components
will he the same as tne second plaintext letter*

Example: Plaintext: HER O I C

Cipher: ^ Q A L W S

In decipherment, this semi-identical is found under the Col-
umn-Coliimn combination of the fractionated cipher letters*

Cipner: Er Ec (^r Qc Ar Ac
lift lie. Ww Wc. Sr s<.

Plaintext: h e r o i c

The probability of semi-identic6Q.s is low, except in cases
when vowels or high frequency consonants happen to be on the di
agonal* Disregarding the plaintext frequency of any given letter,
its chance of being a semi-identical is 1/5 X 1/6 = 1/30, or3i3J^

It should be noted that, in both cases, the semi-identical
subscript is always a Left or Top Square value, and never a true
Basic Square column or row indicator. This is shown in the above
examples where:

First Case:

D row (Basic), F row as column (Top), equals plaintext

Second Case:

E Column as row vl'Cft)* column (Basic), equals plain *E**

5 - When two plaintext letters,both of which are on the diagonal,
are enciphered as a pair, the resulting cipher double pair
will be a single letter repeated, as 'T* and *T* below*

Example: Plaintext: E P^ F OR T

Cipher: G Z B X

When set up for decipherment, this shows:

Cipher: Tr. Tt G^ Gc Lr Lc
Tr Tc Dr Dc Xr

Plaintext: £ f f o r t

The letters 'E* and 'F* are both on the true diagonal cf the
ENTHUSIASM square and give *TT* as a cipher double pair*

6 - The letters of any double pair of fractionated cipher letters
reverse with the letters of the plaintext pair thqy represent.
This condition can be illustrated with a double pair of ciph er
letters from those used in the example for Second Case,abovei

First Situation. Second Situation*

Cipher: Ar Ac Cipher: Ir Ic
^3r__Sc ^_r_C_c

Plaintext: i c Plaintext: a s

Hence, if double cipher pair 'AS* equals plaintext pair*ic*,
then the double cipher pair 'IC* equals plaintext 'as**
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FINDING THE PERIOD OP THE EVEN PERIOD BIPID.

When the plaintext contains sequences cf 2, 4, 6, ex any even
number of letters, repeated in step, then the resulting pattern
in the cipher message reveals the period. To find it, the inter
val between the initial letters of the two parts of the pattern
is determined. This interval, multiplied by 2, is the period.

Patterns in the cipher message take this form:

Length of Period-6 Period-8 Period-10
Sequence

2  A..D.. A...D... A....D....

^  AS.DE. AS. aDEa. AB...DE...

6  ABCDEP ABC. DEP. ABC. .DEP..

Interval h®—^ 1^4 ^ I- 5 —
The above illustration shows the repeats starting with the

first letter of the group, but it is to be understood that they
can start with any letter that will allow the repeat pattern to
be contained within the limits of a group. Hence, 4-letter re
peats for example, could take the following positions in a group
for the various periods shown.

Period-6 Period-8 Period-10

AB.DC. AB..DC.. AB...DC...

• AB.DC .AB..DC. .AB...DC..

,  . A B . . DC . . A B . . .DC.

.  . .AB. . .DC

In all cases, the interval between »A* and *D* is half the
period length and the number of repeated letters is equal to the
length of the plaintext sequence in a single group.

If a repeated sequence extends beyond Ihe limits of a single
group, those letters which are in the second group will flcni their
own pattern

Chi-square Test will also work on the Even Period Bifidbut this test should be restricted to even period length against
even period length; and odd period length against other odd per-

411 When even period length is tested against odd, itwill be found that one even and cne odd will give approx
imately the same result. The message shown on page 22,when tes
ted for both odd and even period, gives the following values.

Por message enciphered
in Period-9.

Period: 5 6 7 a 9 10 ii

Chi-square: 19.2 17.4 19.4 28.1 28.0 20.4 12.0
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Prom the preceding tabulation it is seen that the period
cannot be definitely determined, as Chi-square for period-8 smd
period-9 is almost exactly the same.

For this same message enciphered in Period-8.

Period: 6 7 8 9 10

Chi-squaxe: 20.7 26.3 26.4 17.3 13.9

Prom the above it is evident that when the solver does not
know whether a message has been enciphered in odd or even period,
the true period length cannot, absolutely, be determined by Chi-
square. However, it can be reduced to a choice between single
period lengths of each type. Each of these must then be tested
by other methods until the correct period is found.

If such a message is set up in the odd period, indicated by
the Chi-square test, and low frequency plaintext letters appeax es
naturals; then this would indicate that the wrong period is used.
If high frequency naturals appear, it would tend to confirm the
choice of the odd period length. Digraphic repetitions will also
aid in making this determination.

SOLUTION OP THE EVEN PERIOD BIFID.

As was previously stated,when the Bifid is enciphered in an
even period, it is supposed to be less difficult to solve than is
the case with the odd period type. This opinion is based on the
fact that many identicals appear. It is certainly a fact that
identicals are of great assistance to the solver when they can
be spotted as such. However, when little or nothing is known of
the subject matter of a message, definite recognition of iden
ticals is not easy - and neither is the solution.

This fact was admirably demonstrated in an article on the
Even Period Bifid which appeared The Cryptogram. Oct. -Nov., 1952.
The example for solution, which accompanied this article, is re
produced below. It was introduced with these words.

"The following 'Special' is appended for the benefit
of those ACA members who desire to try their skill
in adapting the authors' method. It is suggested

E Q y A
P E G B
H K. K T
M Z D U
G N E V

R V P K
Q Q R D
D 0 T Q.

the Caesarized tips: C and B  "

(Note: The given Caesarized tips are omitted for

R R C E K P A K H y V L W E A T N A F K K

D A M R E K 8 Z C H D R G q E U E L E G M

A L V T R K P X B D q A R C D 11 P A T W R

H z y Y I N q W E T C G V R T R CAKE T

Q q A E K U A K A U Z R 0 q W W V G q V H

E B W G 8 K E R W E y A T A P 8 L R L A G

S Z T A R R Z M P 0 H L W N Z E R A y Z 0

0 P S 0 K Z Z H -N q K V E C V B I B T 8 L
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7rom inspectloiif the period of this message Is easily deter
mined to be 10 and, when it is set up in that period, the cipher
double pair 'HE* is repeated sufficiently to establish it, with
almost certainty, as an identical. Also, cipher 'V', which twice
precedes 'HE', can be assiimed to represent plaintesct 't'. This
gives one em excellent start but, after this, where does one go?
Actually, there is no place to go - except in search of probable
words.

In this message there eu:e a niuober of possibilities that
various cipher double pairs are identicals, representing fiagments
of plaintext, but, as the solver knows nothing concerning -Qie sub
ject matter he is at a distinct disadvantage, in that he never
knows whether or not he is on the right track. Here are a few
examples of possible plaintext based on possible identicals.

Letters 41 to 50 Letters 74 to 88

Cipher: U U®E(l)l E E G G Cipher: K K(f)T®N Q q W W
M M P@E(g)G G B B Y Y 1® C G G V V

Possible depletion Possible t i n c u p
Words: t h e p 1 e a s u r e Words: t i n c t u r e

Letters 61 to 70 Letters 131 to 140

Cipher: Q Q A A®R@C D D Cipher: li M®E®R W W E E
M M P P A^A^T^T^W W Y YA(aSt(^A A E P

Possible - Possible e 5 r Vh
Words: subtract Words; heart

abstract yearthat
tractor hearthis
practice nearto
f r a c t ion t h e a r t s

Any or all of these and other words, that might be considered
probable, can be tested - but it is a tedious and discouraging
task. The solver has no assurance that his work will ever yield
positive results and, consequently, the incentive to continue to
•cut and try' is slight. In most cases he will quickly resort to
the Caesarized clues in order that he may have something definite
to work from.

In this particular example the solver is confronted with a
difficult and time consuming problCTi as it now stands. The entire
picture changes if advantage is taken of the information asailable
from the given Caesarized clues, which are long plaintext words
easily spotted in the message. The point which the writer is
attempting to emphasize is that when one had this king-sized tip
to start with, this message ceased to be a problem for solution,
and became merely an exercize in the mechanics of decipherment.

The great majority of qualified amateur cryptanalysts would
have arrived at a solution of this example with almost equal ease
but with a far greater sense of accomplishment if, in place of
being furnished with these given words, (CENPGYPNY and BYULNqUll)
an explanatory sentence had accompanied this message, given as an
example with which to try out explained methods.
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Something liice the following would have "been adequate.

Concerning the traits and characteristics of an
immortal President of the United States who hept
intact the nation founded by our forefathers.

Prom the above, the solver logically assumes that the menage
concerns Abraham Lincoln. With this, probable, rather than toown
plaintext is available to work with and solution proceeds without
the benefit of given words.

When background information is supplied but actual plaintext
is not given 'for free', one has to employ logiceJ. assumptions in
order to create an entry and to continue with the solution of an
Even Period Bifid. The following example was constructed to dem
onstrate some of the lines of reasoning necessary in order to get
started. Attention is also called to some of the characteristics
of the system which will aid the solver and - opposed to this -
the fact that recovered letters seem to resist being condensed
into the limits of the 5X5 square.

SOLUTION DEMONSTRATION EXAMPLE - EVEN PERIOD BIPID.

Concerning the encipherment of the Bifid types.

YSZLG SWKED PENYH RZUVV NNO 0
Z Z E Q. Z I I A E N N P N G U M EEOU XNTWI
NVIYB OLE N N R I GUM TNMUY GVV L Z
_Z O Q. Z I.

Inspection of the message will reveal two repeated patterns.

Starting at letter 25: L Z Z E 0. Z I

Starting at letter 74: L Z Z 0 Q. Z I

Interval:

starting at letter 35: N N P N G_y M E E 0 JJ

Starting at letter oy: N N R I G U M T N M JJ

Interval: 4 — 4

The second of these repeated patterns indicates that the re
peated plaintext sequence carries over into the next group. IHae
interval between the initial letters of the two parts of the pat
tern is, in all cases, four. This determines the period as 8 and
the message can now be set up in that period for solution.

In setting up an Even Period Bifid a slightly different ar
rangement from that used for the odd period, is recommended.

When all fractionated cipher let- ArAcBrBcCrCcA»Dc
ters are written in, one has this set-iq: WrWcXaXcYRYcZb,Zc

This can be streamlined, similar A B C D
to the 'hit-skip» method used for odd. W X Y Z
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In the streanlined diagram, all double pairs are indicated
althou^ only the true row and coliunn component of each cipher
pair is shown. Being familiar with the handling of the set-up
for the odd period, one readily reads the first pair &b Ar/Xr
and the second pair as Ac/Xc* The other pairs, throughout the
entire message, are Row-Bow and ColiODn-Column combinations.

En^loying this method, the message is set up in period-8.

Y  S Z L E  D P E Z  U V V L  Z Z E 1
G  S ¥ K R  Y H R R  R 0 0 Q  Z I l|

A  E R B M  E E 0 W I R Y L  E R R 1
P  R G U U  X R T I  Y B 0 R  I G U|

R  T R U V  L Z Z

U  Y G V

o

H

The selection of 8 is confirmed, as the correct period, when
it is observed that the cipher letters of the two repeated pat
terns have fallen into place, in such a way, as to indicate the
expected plaintext repeats. It is also noted that an additioneJ.
double pair of cipher letters - VO - has been added to the twice
occurring L Z Z - Q Z I.

Since something is known <£ the subject matter of the message
the first step is a search for probable words which may show in
the form of identicals. Group #2 immediately attracts attention
as cipher *PHEH* could well be a fragment of plaintext words such
as 'cryptographer* or 'cipher*. Like this:

Y  S Z L

G  S W E

E  D

R

crypt o g r

c

a p n

i p h
e r

e r

'Cryptographer* is tested first end is quickly eliminated
because of conflicts in the square.

'Cipher* is tested next with better results and shows the
following arreuigement in the Three Square.

ciphe:
2-3 C

I Y H R D P E

D d
D I

C Y

P

P H

E

E R

I Y

H

R

All of these letters fit into
the square without conflicts, but
the letters sire so scattered that
no additional plaintext can immed
iately be recovered hymeans cf the
letters thus placed. So the sol
ver goes back to the message and,
on further examination, it is noted
that the double pair, VO, repeats
four times. On three of these ap
pearances, *V0* is followed 1y *L*
which is twice combined with *Q*
end once with *R*. It is highly
probable that *V0 * Is plaintext * th*
and that *L* represents plain *e*.
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Reference to the Three Square diagram set up to test the word
'cipher', shows that the cipher double pairs VO LQ and LR can he
deciphered as plain 'the' without conflict. It is g^so found that
in the case of VO LR, the letter 'R' has already been placed in
the Top Squeire so that it can represent plaintext 'e' If these

values axe added to those based on the test of 'cipher', then the
square assumes this appearance.

cipher
2-3

the
Q. C L T

I Y H R D P E 0 V

K) fl
I
-

D

C Y

P

V P H

E L

E R 9,
I Y

0 H

R

V T

T 0

L

Q

Assuming all of this to
be correct, and thus far none
of it has been found to be in
error, the letters are still
so scattered that they are of
little crno help in suggesting
other plaintext fragments.

However,cne additional
probability is observed from
the square as now set up.The
fact reveals itself that some

of the letters which haire been

placed are beginning to shape
up as though the original
square might have contained
a standard (not scrambled)
keyword alphabet. This idea
is engendered by the co-row location of several sets cf letters in
alphabetical continuity. A glance at the above diagram shews this
to be the situation with 'CD', 'QR' and 'T-V.

Taking these letters, together with 'P' which is in the same
column with 'V, the following row arrangements are possible.

With Short Keyword. With Long Keyword.

1 1

2 C D 2

3 3 C D

4 P 9, R 4 P 9. R
5 T V 5 T V

In the above elongated squares the only liberty that has been
taken with the previously established location cf these letters is
the placing of 'P' in row with'Q' and 'R*»

Having proceded this far,and still assuming that all is cor
rect, it becomes more and more apparent that much yet remains to be
done. The letters thus far placed are widely scattered and as no
additional plaintext suggests itself, the search for probable words
is again resumed.

When searching for probable words in the Even Period Bifid,
one must keep in mind the peculiarities of the system. One looks
first for identicals and, if none can be identified as such, then
other even period characteristics must be considered. As true half
naturals do not exist, one does not look for coincidence of indi
vidual letters, but for patterns, which are always possible when
plaintext leuters repeat at even intervals.
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For an illuatratlon of thla, refer once more to the ENTHDSIASlt
square and, using it, check the encipnerment cf the word *rarity*«

Plaintexts

Ciphers

R A R I T Y

0 0 U X W G

Ciphers

Plaintexts

O  0 U

X  W G

r a r i t y

Row, inspect a message enciphered from that square*

R  R R S  R H H  W R T  I R 0  0 U
E  I H Z  C Z E  0 K E  G T X  W G
r a r i t y r a r i t y
*  * *  *

Impossihle Possible

Prom this it is seen and understood that, in the search for
probable words, coincidence must be avoided except ̂ n identicals
ere presiuned to be present.

With this thought fresh in mind, one returns to the message
and gives serious consideration to what probable words mig^t be
expected to be in it. The title stated that the message concerns
"Encipherment of the Bifid Types." It is believed that plaintext
'cipher' has been spotted correctly and this word may, eventually,
be expanded to become 'encipher', 'decipher', or some other word
of similar combining form.

Ro attempt has as yet been made to spot the plaintext word,
'bifid', which is almost certain to be present. To do this, one
first looks for possible identicals and one eligible double pair
is immediately found in the ei^th group. This is:

Cipher: L  P R R

R  I G U

Possible Plaintext: b i f i d

This location for 'bifid' causes it to lap with one of the
repeated sequences but that makes no material difference and it is
diagrammed thus:

bifid
8-1 I R G

li S
P L I

R

P

R D

This goes into its individual test square
without conflict. The next step is to combine
this arrangement with that derived from the
words 'cipher' and 'the'. This step is then
attempted,without success,as it is found that
the letters 'B' and 'E' are forced into the
same cell of the square. This circumstance
does not prove that the selected spotting of

plaintext 'bifid' is incorrect. It only proves that, of the three
probable words tested - 'cipher', 'the' and 'bifid' - one of them
is wrong. As no further progress can be made with the result of
this test of 'bifid', it is put on ice for the time being, aid an
other possible location of the word is looked for.

'Bifid' is a pattern word and, if present in the message, it
can be in either of two forms, like this:

B I PI B . or . B I P I D
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In the first separation, if 'B* and 'F' sxe co-column, then
a pattern of this type would show.

X  X

In the second separation, if 'F* and 'D' are co-row, the re
sulting pattern would oe like this.

-  X X

It has already been established, in this particular message,
that there is a good probability that the square contains an un
scrambled keyword alphabet. If this is true, then'D* and 'F'can
very well be co-row. From this it naturally follows that, if the
word 'bifid' is in the message, there is a chance that it has
generated a pattern of the second form shown. Following through
on this angle, inspection of the message discloses several such
patterns. These are:

Group
3

Groups
4-10

Groups
5-8

Group
6

U  V V

N  O O

b i f i d

L  Z Z

Q  Z I
bifid

N  N

G  U

bifid

II E E

U  X N
bifid

The first of the above is at once eliminated because cipher
double pair 'VC cannot represent both plain 'if and 'id'.

The second,which appe^irs in groups 4 and 10, is next tested.

bifid

4-2

10-4
I D

Z F B 9. I,

L B

Q.
I D I Z

F Z D F

L

B

This goes into its individual test square
without conflict aid so the test is continued
to determine whether or not this arrangement
will successfully combine with Ihe test square
based on the assumed location of the probable
words 'cipher' and 'the'. When all values
are collected in one square it is found that
they will combine without conflict as shown
in the diagram below.

cipher
2-3

the

bifid

4-2 30-4

C

I D

0
9.

Y Z F H R B

c Y

Y I D I z
-

F Z C D F

E 9. R
T V

P

li B

E L

V P H

T 0

From Ihe individual test
of 'bifid' in this location
it is seen that if and 'F'
are on the true diagonal of
the original square if this
spotting of the vad is correc t.
For that reason Ihey are now
placed there and the other
letters are arranged in al
phabetical order, in so far
as possible, with the hope
that scone light maybe thrown
on the manner in which the
entire alphabet was arranged
in the original square.
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This move immediately lieara fruit. It indicates that is
certainly in the keyword and that *Y* prohahly is also. That being
the casot then if nr* is in row-5» it can be no further to the
left than cell-3. It is placed there and, when this is done, the
letter can then be placed in cell-3 of row-4 with a zeasonabie
degree of certainty that it is located correctly.

The validity of these shifts is supported by the fact that the
placement of n/"' and 'P' also moves to the 3rd row with C13P.

Acting on these suggested shifts, the square can again be
rearranged in a more compact form, and and 'X* can be auided as
they are required in order to fill out the 5th row.

A study of the square as it is
now set up suggests that even more
shifts could logically be made.
The letters *B' and *E' have been
established in column-4,but their
correct row location >>&« not yet
been determined. It is now evident
that neither *B* nor 'E'cengpinto
the 3rd row,as such a location for
either of them would disrupt the
alphabetical continuity of those
letters already placed and which
apparently are beyond theJosyword.
Nor does *B' fit well into tiie 2nd
row. In that position it is not
considered satisfactory as a letter

of the keyword and, if it is not in the keyword, then it must be
in the fifth cell of the 2nd row in order to be in alphabetical
sequence with 'C, which has been placed in cell-l of the 3rd row.
Consequently, it would seem that *B* must go into the 1st row.

With *B* thus placed, 'E* would automatically be forced into
the 2nd row as it has no place else to go.

All of the foregoing derives from logical reasoning but fur
ther rearrangement can be delayed until the square, as it is now
set up, is tested with the entire message to see C atny additional
plaintext fragments can be recovered.

H T

C p V

I D w E

Y Z P R X 0 B L

C Y

Y I D I Z

V p p E C D P H

q ¥ B E P 9, R
R X V w X T

L
E L

T 0

0 H

Y  S Z L

G  S W K

E  D P E

N  Y H R

Z  U V V

N  N 0 0

L  Z Z E

0. Z I I

A  E N N

P  N G U

c i p h e r

H  E E 0

U  X N T

t h t h

W  I N V

I  Y B 0

e b i f i d

L  P N N

R  I G U

M  T N M

U  Y G V

V  L Z Z

0  0. Z I

i  t h e  d d

thebifid
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Then this test is made, it is seen that the only plaintext
words which have heen completely recovered, thus far, are the few
which have heen assumed, tested, and found not to he in error*
However, it is felt that what has heen developed ip to this point
is correct, hecause of the orderly manner in which the square has
shaped up.

Twelve of the twenty five-letters have heen definitely placed
hut they are found to hedfUttlBor no assistance in the recovery
of additional plaintext. And so, as long as this condition con
tinues to exist, the solver's sole recourse is to make arbitrary
placement of letters now outside the 5X5 square, or a renewed
study of the message for other probable plaintext location.

With the exception of the words - 'cipher', 'the', 'bifid'-
the only plaintext letters recovered are an extra 'th', a single
'i', and the doubled 'dd'. Examining these unattached plaintext
letters, it is noticed that the doubled 'dd' follows plaintext
'the' with one vacant cell intervening. Immediately to the right
of 'dd' is the repeat, N/G H/U M/U.

Inspection of the other occurrence <f this repeat shows that
it is preceded by cipher pairs, E/I A/P E/N.

The complete picture is this:

Starting at 3 - 7: V
0

L  Z Z E

0. Z I I
A  E N N

P  N G U U

t h e b i f i d

Starting at 7 - 7: V L  P N N H

0 R  I G U u
the d d

In the above, plaintext 'the'nay be assumed to be a complete
word. Now, if the repeated sequence represents a complete word,
then '-dd' must also be a complete word, and, from what is known
of the subject matter of the message, it may be the word 'odd'.

In the other occurrence of the repeat, the cipher double pair
which is immediately adjacent on its left is E/H. If this is an
identical, it could be part of the plaintext word 'even' and the
repeat would then, almost certainly, be the word 'period'.

Reference to the square shows that these values will fit in
without conflict. When all are entered, and other obvious place
ments are made, the square presents this appearance.

With the correct spotting of the
plaintext word, 'period', practically the
entire square is fineJ.ly recovered. The
keyword is seen to be SYIIBOLIZE, and the
message reads:

"l^essages enciphered with the Bifid
in even period are not unlike the
odd period type of Bifid."

A G U

K E H N T

B L C P V

0 I D q W

Y Z P R X

TIL

I

C Y B 0

V N Y D L I Z E A

u V P P Z C D P G H

G W B E N P Q. R
A H 0 R X T U V W X
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The preceding step hy step deanonatration shows that the Even
Period Bifid can resist solution, even when the solver has advance
knowledge of the subject matter of the message* When such lnfor~
matlon Is not available, the Even Period not only resists. - - - -
It defies.

The foregoing Is not to be considered a true solution of an
Even Period Elfld message, as this example was constructed by the
writer and the vulnerable points of entry were laiown In advance.
It was used for this demonstration because Even Period examples
are few and, of those available, either the entire solution is given
away by tips which are too generous, or not sufficient Information
Is furnished for a beginner to medce a satisfactory entry.

For tlaat reason an example was constructed which would call
attention to the following facts.

1 - The mahlng of assumptions, relative to probable plaintext,
must continue until the solution Is well underway.

2 - An attempt should be made, gls soon as possible, to arrange
the letters of the square In true alphabetical order.

3 - Characteristics and peculiarities of the system must be,
continually, kept In mind and employed whenever possible.

4 - The structure of the system Is dlgraphlc and a dlgraphlc
frequency count Is helpful.

5 - The manner In which the mechanics of the system differs from
that of the Odd Period type must not be overlooked.

THE BIFID WITH CONJUGATED MATRICES.

In the writer's copy of a translation of F. Delastelle's book
Tralte^ Elementalre de Cryptogranhle. there Is a variation of the
Bifid which Is named ajid described In these words.

"CONJUGAL BIFID ALPHABETS. To Increase secrecy, one may use
two bifid alphabets at the same time. The first Is employed to
change plaintext Into cipher and the second is used to change this
cipher Into another cipher."

"To encipher we must write vertically under each letter Its
numerical value from Alphabet-1, then extract the numbers horiz
ontally and transfer them Into letters using Alphabet-2."

As is always the case In any type of cipher, resistance to
solution Is greatly Increased by super-enclpherment. However, the
chance of errors creeping Into the enclpherment of the message,
which will tend to garble It, Is also Increased proportionally.

The Tnree Square Technique can be applied to the enclpherment
and decipherment of CM-Blflds. An excellent article describing
how this may be done appeared In The Cryptogram, Jan-Feb, 1960.
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THE BIFID CONTimJODS ENCIPHERMENT CYCIiE.

An interesting characteristic of the Bifid is the fact thati
if encipherment is continued "Sirough a sufficient number cf stages,
the plaintext will eventually reappear.

By this it is meant that If the cipher message is enciphered
with the same alphabet square; emd ttie resulting super-enciphered
message is, in turn, enciphered; etc., etc.; at some step along
the line the original plaintext will appear as the cipher for the
preceding assortment of letters.

Using a straight alphabet in the square,several examples of
this phenomenon axe given below.

A p L Q V

B G 1£ R W

G H N S X

D I 0 T Y

E K P U Z

A P L Q V A B C D E

B G U R w P G H I K

C H N S X L H N 0 P

D I 0 T Y q R S T U

E K P U Z V W X Y Z

Perlod-3

the

• R D P

- Q M U
- S ̂  K
■ THE

1 -

2 -

3 -

Period - 4

t h i e

HISS

R T I N

THIS

Period - 5

Period -6 Period - 7 Period - 8

t h e o r Y t h e d o g 8 t h e b i f i '

1 - R C U S Y I 1 _ R A M T P T H 1 - R A G P s w q
2 - q T w H X T 2 _ q 0 0 G B U S 2 - q G U T p P H :

3 - T W Y D H 0 3 _ s D q T G X 3 - R T G L B Y A

4 - U V H R T 0 4 s D R X I D H 4 - T H E B I p I :
5 U I S V ir T 5 _

q U P H R 0 S
6 - R u 0 Y L I 6 - T G S Q V K S PERIOD CYCLE
7 - T p u K T D 7 R T X T H A H
8 - S IT q U K T 8 - T Y P G S S C 9 8

9 - S T I M E Y 9 - U G T D q H N 10 18

10 - T H E 0 R Y 10 - R q R P I q N 11 6

11 - T s I H B Y C 12 11

12 - T H E D 0 G S 13 20

The writer has attempted to adapt this cyclic characteristic
of the Bifid to some usts as an aid in solution, but thus far has
been unsuccessful.
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PROBLEMS

1. About lost mines and buried treasiire and the prospectors
and other old timers of the old frontier idio searched for
them* Many of the above words are probable* Among them
'buried treasure'' can be located within the first twelve
groups, although only two half naturals are there to in
dicate it* Once that is done, a repeat of 'treasure'can
be spotted through similarity of several components
The message is set up in correct period*

E S I P L K y B D S T Z M B L X I G £ B G B B Z I Z I
E R C S A R T K q X G 0 U R D B L P T B S 0 C P £ E P
A R E B S 0 A q K B D Z U £ Z£ L B G X A C Z H V B 0
0 0 S p 0 y A I E G U B Z S I M £ B B q H C I £ V T I
R I H G X V K y B A S H Z E £ B B W U £ M £ X V E I H
T z L 0 M £ £ q T S R P PAP 0 z q H L Z £ L A B P L
B p V U X U I P H S G R S £ q B A Z 1 H Z G B H B R K
P D 0 A 0 V L £ T X I £ G V V P X C I Z V U K 0 I P V

C 0 I P X w y I H E Z 0 DAE W A E S X T T R u N M K
P £ z P L B S I £ U y s q X P W P V G X X E V H C E V

S P L B A R D V Q 0 B B A B y U £ U X 0 X Z Z C T B H

B S B B Z L R £ £ H Z R EAR P E M B q p p V P V B B

2.

'ciuher* is repeated. Patterns should show period.

B B U H X £ B W B £ B y X T G P 0 E S S E M P G E
B E H R R E I B V P GAP S W V Z G Z E G A £ G X
E £ I B U U R EAT 0 E P s w £ H P G q w q £ S S
P L B S I Z U B W B HIM G X q B H £ S H I B E G
G 0 R £ P B L V £ H G E B W I M P X W £ V 0 A T I
M 0 I £ V 0 L R E I P B R Z T B L E L H T q H £ B
W B B R P P £ S V X E R B P I B y S Z B X S R z y
V L E P 0 G S SEX W G E P H I P S I B Z G Z.

3. This is about an insane fish that some how got the idea
that it would rather live on land than in the sea. But
mostly, it is about 'some how', so concentrate on that*
Some help may be obtained from the knowledge that the
words 'that we* and 'that it* are present, as well as
the fact that 'the* occurs twice* Period is 7*

B E Z 0 y 0 T W X B Z £ H C CMP X M £ y M E R T P H X
X R C C H X £ 0 £ M 0 M 0 M OLE E B B W V M I P X 0 W
L R V E R T C R L L B B I P HOP I I H H C V C S B X y
B Z R P B W 0 H M H ¥ R T W L R V P H V £ M L R A P £ T
M I I 0 0 P W V L H T X B I B T L A T B M H V C P W A P
C 0 C A P U X z q £ C I y c Z R B I £ £ B 0 C P £ P G T

Botet The above ciphers and the Even Periods on the following
page sure all from old *Circle-B** Bone of them have ever
been published before* All squares are scrambled, but
one familiar with keyword recovery methods should have
little trouble in recovering the original square end key*
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_  Concerning the traditions and enter-
prlse of the British in connection with a national event
of the early 1950's. Period can be determined by inspect
ing letters 40 to 60 and 100 to 120.

Even Period Bifid.

F P A E R C S F q C E 0 D H R F A L I R S H L E P

R K K G I F Z U N R q. X G Y W T L Z B C H G H q T

I 0 F S L N B M K H G T G E U V C q W L K 0 V Z D

N L L I G V H F P Y E A W U Z K P 0 S F V I K P L

0 W R H q. T A E F S S H A H V B L E L Y A Z B L D

L E K 0 B Z T F R L q H U N P E R G R T U E F q D
0 T A T M L F S A K c U H K q R E U P q S L X ¥ A

V U T C E G q E 0 X s U S D A P W X N I E P G E U

E S T N D D C G S.

THE COLONIAL COCKTAIL CIPHER. Even Period Bifid.

"They were bold drinkers - our colonial ancestors -
they thought nothing of mixing gin or rum with beer."

A New American History by W. E. Woodward.

The following is a recipe for one of these gin-beer

I F E U C
Y B H S A
A U F K
G S T N V
D U M A 0

C A U Y (i
N Z y T T
W Y T S W

mixtures. known to our forefathers as Rum Pusi

w R q M W C I q G N U R I B Z E F Z R 0

R H G q c K q F D U L Z R U 11 S Y X I T

E K W H B Y K ITS F G Y W P U H I Y S

Y A V Y X F A P S V q H X B R N C W L U

G L p E M D L M q M G q V L D Y A K P H

Z S I D P C W Z X w C R Z E G D X E I U

q E N P S H U Y T P F q E B Z G q H P S

X L A D F I 0 H L 0 Z N B P X A X T I U

w A D F C 0 LOG K P S X.

Unpublicized Frenchman. Odd period Bifid.

For two years, 1955-06, the writer tried to get some
biographical information on F. Delastelle. Finally, from
the Cipher Section, Department of the Army, Paris, these
meagre statistical facts were garnered.

A P W R L 0 G I S E L S G D R ABE

T S N Y 0 A w A G D 0 E U E A B R S

M S E H q B c G T F L 0 G A 0 ELK

L P F S A W X X D E SOOTS NEC

E T K V 0 C u Y R L S T N N B PAS

G Y S 0 F T s N Y 0 N W A G B E N T

0 q 0 G A L c R I q G Y S V 0 C K L

Y E D T P 0 w Y A G E G H N C K R 0

G R G B B V D Y I H I E T E N q X w

I S Y I D q s s G 0 T L N C E Y C U

Number e above was constructed to be

C Y

L C

Q N
W L

I A

R N

S E

L E

T T

L P

q u
Y I

SON

Q G Y
S T N

Y 0 A

NEK
KEN

COW
Y Y S

0 S A

R E U

obvious prob-
This is the final exam

for beginners. Go to it and good luck.

are given. The .
able words will provide an entry.
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SOLUTIONS

PAGE 3 EXERCIZES.

1. TQROWMO MBPDXTY LHQIFGM HRNRGNW
OKMNNYW HRATEKI NHHOIEZ QHCE

2. The Delastelle Bifid is a very interesting type of ciph.er.

3. HEHME PDCAH AHLDH VITTU SRDTI

4. HEHNT EPDHA HASHK DAOIH LCIISM

PAGE 19 TEST MESSAGE.

The ENTHUSIASM square is used.

PAGE 22 EXAMPLE.

Statisticians have long heen accustomed to deal with proh-

PROBLEMS. (Answers enciphered by Caesar.)

1. ARANU XJAZN AWIOK BBEJE JCXQN EAZ

2. PCPPR PMBZQ XKRKZ IXPPE CEBAZ PME

3. JIZOC ZJMTK MJXGV DHZYW TOCZH JNO

4. DPMKR PCDCC BGLEM DRPCQ GJIUM PKQ

5. XJLKB QEBDP KYBBO JEUQR OBPTX PLK

6. QEPPP PQEBL KBVLR JRP^A LXILK B--
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