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FOREVWORD

The solution of the Bifid Cipher is not adequately covered
in any existing textbook available to civilian cryptographers.
'ELCY' barely mentions it. Sacco devotes a good deal of space
to it but does not guarantee that a solutionwill always result.
Cryprographie ABC's describes the mechanics of the system at some
length, but mekes no attempt to cover all the routines involved
in affecting an entry and carrying om, from there,until solution
has been achieved. Delastelle's own books are, of course, not
concerned with the solution of the systems which he devised.

There have been numerous short articles in The Cryptogram,
which have dealt with various aspects of Bifid solution and, as
far as is known by the writer, this is the 8ole source of any
extensive information on the solution of this interesting cipher
system. Rosario Candela, who was a great student ofthe principal
Delastelle systems - Bifid and Trifid - vwrote and lectured at
length on both of them but, unfortunately, his treatises on these
subjects never reached the printer.

Much of the material for this booklet was derived from the
above mentioned articles which have appeared, from time to time,
in The Cryptogrem. This was supplemented hy correspondence with
the experts of the old Circle 'B' Group and tried cut during the
meny, many hours spent in attempting to apply the information
garnered from these sources toward the actual solution of Bifids.

In A.C.A. administrative circles, itlas long been thought
that there was a need for additional instructive material m this
system and this booklet is the result of that thinking. It was
prepared, primerily, as a guide for beginners in the realm of
the Bifid, but, it is hoped that the 'old timers' may also find
some items of interest in these pages.

w. M. B.

Clarksburg, W. Va.
June 1960
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THE BIFID CIPHER

The Bifid is one of the many cipher systems devised by the
ingenious French cryptologist, F. Delastelle. Very 1little is
known about the originator of the method other than that he was
the author of several treatises on cryptography, the best known
of which is his Traite Elémentaire de Cryptographie, Paris,1902.
Delastelle's own books give no information about their author.
His contemporaries, as well as later writers, speak only of his
works and tell nothing about the man, himself. Whether he was a
member of the militery, the diplomatic service, the police, or
merely an interested civilian, has not been revealed; nor is his
first name known to be anything other than 'F'.

During the period in which Delastelle's books were publish-
ed, France was particularly interested in cryptography and cryp-
tanalysis. In addition to the military and diplomatic ministries
several other govermmental departments had their code and cipher
bureaus. The proposal of new systems and methods was encouraged
and many were submitted, all of which were tested by a military
commission selected for that purpose. It may well be that De-
lastelle's Bifid and Trifid systems were originally sutmitted to
this commission for their consideration.

Commandant Bazeries, of the French army, tried in vain for
many years to persuade the military cryptographic bureau to adopt
a new cipher system which he had devised. Whether or not Delas-
telle was more successful and whether or not his Bifid system was
ever used by the military or diplomatic services, is not known.
However, it is amost interesting type and several of the foreign
writers include a description of the system in their manuals.

METHOD OF ENCIPHERMENT BY BIFID.

Delastelle's Bifid system, like many others,
is a member of the checkerboard cipher familywith
a 25-letter alphabet eet up in a 5 X § square. As
originally presented, it operated something like
this. An alphabet (straight, keyword, a scrambled)
is written in the square and the rows and columns
are numbered. A typical square with a keyword
alphabet is shown above. The keyword is MANY OTHERS.

=il ] L
<| | faije|o
e L =l [

4
Y
R
F
P
X

OB Gl 1o
njo[a|w[o|wx

The encipherment process is periodic and the number of let-
ters in each group is usually an odd number. Period lengths of
7, 9, 11, or 13 are those most frequently employed. Bifids can
also be constructed in groups of even number periodic length,
a8 6, 8, 10, 12, etc., but, for the present, thie treatise will
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be limited to a study of those with odd number period only. Even

reriod Bifids will be considered separately in & section devoted
to that type alone.

Encirherment is a combination of substitution and transpo-
sition which can best te explained by an example illustrating how
it is accomplished. The message - COLE QUICKLY WE NEED HHLP -
will be enciphered in Period 7. After the plaintext is divided
into groups of the selected periodic length, the first step is a
substitution wherein the numerical row and column indicators are
written vertically under the plaintext letters.

Plaintext: ¢

omeqgu i cklvyvwen e edhelopyp
Row 311245 4 3441521 223_2244
Column 2513385 1 1 2234333 33323554

The next step is a form of transposition, wherein the numer-
ical substitutes are taken off horizontally by pairs. In ?ach
individual group this take-off continues, without interruption,
tkrough the two rows of numbers. The last number of the top row
reirs with the first number of the bottom row. The first number
of each horizontal pair indicates the row of a cipher letter and
the second number indicates its column. The cipher letters are
then found in the square. This is usuelly illustrated like this

Plaintext CONEQUTI
Row 3112454
Column 2513511

Cipher BAQKUGM

But, perhaps, it can be more clearly presented if it is set
down in this manner

Row Column
Plaintext COMNEQUICOMEG QU I
5 1124542513511
Cirher B A Q@ K U ¢ M

From tre foregoing it is seen that the cipher letter, 'B:, ,
results from the fact that 'B' row (3) has the same number &as'C
row (3), and 'B' column (1) has the same number as '0' row (1)«

Tre same reasoning explains the the derivation of the second
and third cipher letters, 'A' and Qe

The fourth cipher letter, 'K', has the same row number (_4)
as plain 'I', and the same column number (2) as plain 'C', which
are the last and first letters of the group.

The fifth cipher letter, 'U', is the result of 'U' row (5)

having the same number as '0' column (5) and 'U' column (1) being
the same as 'LJ' column (1).

The sirth and seventh cither letters have tre same relatiton
to tkeir plaintext equivalents as cipher 'U' has to 'O' and 'M'.

Thus it is shown that each cipher letter results from some
combination of ralf values of two plaintext letters. Due _to t'hls
characteristic, the Bifid is classified= Fractional Substitution.
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To decipher a message enciphered by Bifid, the first step is
to fractionate the cipher letters into their row and column com-
ponents. These are written horizontally in two rows of periodic
length. The numerical values are then written in two horizontal
rows below the Fractionated letters. The numbers are then read as
vertical pairs and thus the plaintext letters are recovered.

Employing the same message as was used to demonstrate enci-
pherment, the procedure can be shown.

Cipher Fract'd. Br Bc Ar Ac Qr Qe Ke
Ke Ur Uc Ga Gec Ma M.

Plaintext Row 3 1 1 2 4 5 4
Plaintext Col. 2 5 1 3 5 1 1
Plaintext C om e q u i

Before attempting to solve a secret message enciphered by
Bifid, one should first thoroughly familiarize himself with the
mechanics of the system by enciphering a few short messages and
also by deciphering messages which have been prepared by others.
Examples for practice are given below. Use the MANY OTHERS square
for enciphering and deciphering these examples. Certain cipher
letters are given in the first problem to show whether or not the
encipherment is being done correctly.

Encipher.
Solutio nofabdbif idrequi resinge
TooOooO oBoooTo -.QOF'O ovoRoao
nuiltyon hepart of theso lver
lK..... .'.Q.K. 0000000 Q.oF
Decipher.

HERATEDCU RKFFDDBYN KOHYMVEPN
HHHIBFGMG TKNFIPGEKY HHF

Accuracy of the decipherment is revealed by the plaintext
recovered which starts with 'The' and ends with 'her!'.

Encipher.
TheFren chareen thusias ticecryopo

tograph ersandec ryprtanaea lysts

TheFrench areenthus iasticcry

Pptographe rsandcryp tanalysts



IDENTIFICATION OF THE BIFID.

It is a substitution cipher.

A frequency count will show not more than 25 letters.

In English, the letter 'J' will ordinarily be omitted.

If long repeats occur they will be at irregulsar intervals.

Repeated patterns will occur. These are dependeg}t; uporgtzl;f;s
length of the repeated sequence and the period. The pa
will be in various forms such as:

LB 4.5 A . .CD
AB..DE AL .CD

A frequency count will show a much flatter profile than that
of normal plaintext.

PECULIARITIES OF THE BIFID.

hen the cipher letters are set up in the correct Peréosdcari?;
'naturals' will occur. The term 'natural’is us'.eéi1 to ifu which
& Vertical cipher pair, srranged in row-column o ei’ ens the
Doth components are the seme letter. When this s the ci-
Plaintext letter is revealed. This is not true when ens to
Pher pair is in column-row order unless thke letter happ

be one of the five on the diagonal of the square running from
cell 1-1 to cell 5-5.

Example: Enciphered from the LANY OTHERS square.

Cipher He| He Ap Ac Ha
Hc Cr Ce Ar Ac

Plain Qij e a t h

The first
natural.
a natural.

Plaintext letter, formed from cipher Hg Hes i-z ngt
The fourth letter, formed from cipher Ae Ars

The great majority of naturals will be high frequency Pi—?lgg
text letters. 1f low frequency plaintext letters appe e is
naturals, it is almost g certainty that the cipher messag
8et up in an incorrect period.

When the cipher letters are set up in the correct peI'J'.Od rgang
'half naturals!' wijl ‘occur. The term 'half natural m g?—
that one of the letters of a vertical pair, in row-column
der, is the same as the plaintext letter it represents.

Example: ZEnciphered from the LANY OTHERS square.

Cipher g Tc Qr Qc Sa
We We En
Plain o 1 v
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The probability that one of the letters of a row-column pair
is a half naturel is high. In fact it is 8 in 25, or 32 per-
cent. This is visually demonstrated below.

M|A[N|Y|O Combinations giving a half natural 'R'.
[T[H E[R]|S]

B|C|DIF |G Cipher Ra Rgp Ra Rg Te Hge Er Sgr
IK|LIP]Q] Yo Fe Pc Xc Re Re Re Re
U|V]w|X|2 Plaintext r r r r r r r T

Half naturals,in the column-row vertical pairs,will occur only
when one of the letters is on the diagonal. As only 5 of the
25 letters can be on the diagonal, the probability of a given
column-row letter being a half natural is reduced to one fifth
of 32 percent which is only 6.4 percent.

The probability of half naturals is also dependent upon and
propottional to the plaintext frequency of the various letters.
Granting that each cipher 1letter has a 32 percent chance of
being a half natural, it must be remembered that the actual
ramber of cases, wherein one of the cipher components will co-
incide with the plaintext letter, is controlled by the number
of expected appearances of that plaintext letter. To illus-
trate, let it be assumed that in a cipher messaged100letters
there are 10 cipher 'E's and 10 cipher 'Z's. By the 2law of
coincidence probability, the following half naturals could be
expected to appear.

Cipher Letter 'E' 10 X 0.32 = 3.2 half naturals
Cipher Letter '2' 10 X 0.32 = 3.2 half naturals

As the letter 'E' may be expected to appear about 13 times in
100 letters of plaintext, one is safe in assuming that 3 or 4
of the cipher 'E's are half naturals. But, as the letter 'Z'
is not expected to appear more than one time at the most in
100 letters of plaintext, then it is obvious that none of the
10 cipher 'Z's should be assumed to be a half natural.

Half naturals are the Bifid's most vulnerable feature as they
play an important part in the spotting of probable words.

The Bifid, when fractionated for decipherment, engenders two
separate and distinctly different alphabets. One of these is
that which appeers in the basic square where T¢Xc equals 'R'.
Or, using the rnumerical indices, 2a4c equals 'R'. This is the
alphabet which applies to the odd rumbered vertical pairs in
each periodic group. The other alphabet epplies to the even
rumbered vertical cipher pairs. In the even number location
Tc Xgr equals '0'. This can be read:

Tt column rumber (1) used as row number él ,
'X' row number (5) used as column number (5), equals 'O’

This row-column switch is taken care of automatically when
decipherment of a message is performed by one having knowledge
of the arrangement of the letters in the square, because the
numerical indices do not seem to know, or care, whether they
represent rows or columns. what actually happens can best be



illustrated by deciphering a group.

Cipher Group - Period 5 T Q S W E

Cipher Fractionated Ta Te Qnrn Qe Sr
Sc Wa We Ea Ec
Substituting Mumerical Indices 2r le 4a 5c¢ 2e
Sce S5rn 3. 2a 3

Switching the R-C designation 2r 1lr 4rp 5& 2r
of vertical pairs 2 and 4 S5c¢ 5S¢ 3c¢ 2e  3e
Plaintext 3 o 1 v e

Particular attention is called to this switch from column-row
to row-column in order to thoroughly familiarize the reader
with the mechanics of the Bifid process.

Repeated plaintext sequences produce patterns which can be
recognized in the cipher. TFor this to happen a repeat must
start in the same relative location in a group as that of its
first appearance. That is, if the first appearance starts at
an odd rumbered position, a repeat of that sequence, starting
at any odd mumbered location in any other group will produce
the seme cipher letters. The same thing happens if both oc-
currences of g repeat start at even numbered locations.

0dd Even

1. g &§ % 2 4 6

Plaintext homeisa ahomedis
2N 24,2 1 1211242
251321562 2251315

Cipher TAKAUBYV ALRHS N O
L By B W 2 4 6

Plaintext Eohomen thehome
5181181 2222112
S5256134 1232513

Cipher BTAOVUTF HHM AE SN

The spacing of re

peated cipher letters varies for different
reriods. P

or four letter repeats it is:
0dd

bl Even
Period 5 T A o X .SN
" 7 T A . .U Y . .8 N
1] 9 TA---U ¥ . . .80N
o TA....U o sa B8

Repeats of other lengths generate their own individual pat-
terns. For Period 7 these are;

0dd _Even
3 letter repeat As 3 «D U . X
4 " " AB..D U. .XY
5 u " AB..DE uv . XY
€ " = ABC .DE Uv . XY 2
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The search for repeated patterns is one of the first steps
to be taken in the solution of a Bifid and itis well to thorough-
1y understand just how patterns of any length,in any period, are
generated. This can best be explained by an illustration.

For this example, the plaintext word 'Bifid' will be enci-
phered in period 9 using the MANY OTHERS square.

0dd Position Even Position

Plaintext «s e b1 f£fiad.. ebifid..=-.
e ¢ 34343 .. ¢ 34343 ...

e 114113 .. «11413 ...

cipher .FF...YN. OLLOOHI..

From the above it is seen that these patterns are formed by
plaintext components which serve to make up complete cipher pairs.
It does not make any difference what letters may be in the other
four places of the group, the same patterns will always show for
the word 'bifid' whenever it is enciphered from this same square
in period 9.

SOLVING THE BIFID.

With the exception of articles in The Cryptogram, official
publication of the American Cryptogram Association, thereis 1lit-
tle or no material available to the amateur cryptanalyst on how
to solve Bifid ciphers. The recent popular books on cryptography
by American authors do not even mention the system, nor do the
textbooks of Wolfe and Milliken. Elementary _Cryptanalysis, by
Helen F. Gaines, briefly describes the system but concludes: “"We
will make no attempt, here, to go into the decryptment of these
ciphers.®

General Luigi Sacco's Manuale di Crittografia devotes quite
a few pages to the solution of the Bifid. In this he states that
in long messages,or with a large volume of material to work with,
there may be a sufficient number of repetitions to enable the
solver to identify the plaintext equivalents of some of the ver-
tical pairs of higher frequency. However, he goes on to say that
in short individual messages this is not possible and a solution
cannot be achieved without, as he calls it, "interviene qualche
altro ausilio". This can be roughly translated to mean "without
the intervention of some other auxiliary". And this broad term
'auxiliary!, can be interpreted to denote 'help', 'a tip*, etc.

This 'altro ausilio', which Sacco hopes for, can be nothing
other than given plaintext words or correctly spotted probable
words. In an example of solution, Sacco assumes that the words
*la situazione' are known, together with their correct location
in the message. With hies entry thus made, he developes his sol-
ution by the method of gathering equivalences.

When members of the American Cryptogram Association were
first introduced to the Bifid, via an article by William A. Lee
(TONTO) in the June 1545 issue of The Cryrtogram; the method he
presented was very similar to that described by General Sacco.




In conjunction with this article a short Bifid was given and
the reader was invited to test his skill &y attempting to solve it.
This same cirher message can be used to demonstrate the method of
solution as deacribed by Mr. Lee.

BIFID. ©Period 7. Constructed by A.B.C.

The given word is 'diemonds' and when you have correctly
located it, by a natural,you should guess the short word
that precedes it.

TIALIG LDMNITV NFENXISI EEIDGETI
PCEDUT PINOFLW INDLEEK

To set it up for solution, the cipher message is first frac-
tionated, by groups, with the row and column designation of each
letter indicated by sub-letters 'R' and 'C'.

EaEc TaT. 1. I. A, LaLeDaD MM Ny NN FaF. EqE M. ERE.E.E, IaI Do
AeL«Lcl.i‘G.Gc FeIaXcTeTeVaVe McIqI SaS:IaIc¢ DcGgG: EgE,InIc

HaHcPo R CoCe By Po B, I I, NaN, Oe I I NaNe DaDe Le
EcDeDeUaU TuT. Q. F, F. LeL WoW, L. ERE(E:E.K.K.

Inspection of the fractionated cipher reveals that there is
but one natural in the entire message. This is in group #1 where
the vertical cipher pair IeIc equals plain 'i'. Note that in the
4th group the vertical cipher pairs EcEg and I.Isare not naturals
88 far as is now known. If it developes that one o these letters

happens to be on the diagonal of
h then that letter can
8180 represent itoelf. & of the square, e

Having spotted the given word by means of an 'altro ausilio!
tilehfractiona.ted Pleintext is now wr:}l'tten below the fractionated
;:tp er letters'for the purpose of gathering equivalent values. As

¥was also stated thet thes short word which precedes ‘diamonds'
could be guessed, it will be assumed to be 'The'.

Cipher @EDT. L. 1. A, Lo Lc Do D MaM, N
AcLqLcTaIc GoG. N, I I T, V.V

Plaintext ()E(E)DeIeacMx O N.D
TeHED I, AM¥. O.N.D

The equivalent values, as shown b similar location of cipher
and plaintext components, are then chegked off and are tabulated
as shown below. As these are checked, the letters are circled,as
shown, for the first set taken off: Bp, Tz, and Sc. After all the
equivalents are tabulateq, arbitrary mumerical indices are assigned

to each set, starting with 1 for the set having the most values.

4-ER TR S 1-1& D Sa I. N Oc AKM“
2 « Ec Hg Le Ng 5 -« Lg H, Or
3 =T Dk Ac Ga 6 - Ge M.
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These equalities can then be written outside a 5 X 5 square
and their location within the square is found at the intersection
of the row and column of each individual letter as shown below.

2 When a letter is placed in the
square it is checked off.or erased,
on the outside. It will be noted
that 'X' and 'G', which are in the
same column,can be placed in either
col.-2 or col.-5 as cells of these
columns are vacant in both row-1 and
row=3, in which rows these will have
to be placed. Until itis definitely
determined which one of these is the
correct column, 'M' and 'G' must re-
main outside the 5 X 5 square.

[d (&)
ule

5
H

EEE

0B O
=
SR =
[

=
]
e

sl Jo

=)
Pl

heq

=
=R

The numericel values, thus obtained, are now applied to the
remainder of the cipher pairs in the message, with the hope of
being able to recover fragments of other words.

EREc TaTc IaJlc An LalcDaD MgM Ny NaNeFoF. EgEcMa EREcEREcIrIcDa
AcLaLcIalcGaGe NelnJoTgTeVgVe McIaTeSaSelIale DeGaGeEgE: Ialc

4243111 52311 2 21 4 21 4242113
3562113 11143 111411 1 4211
Thediam ondsa i ni 1id
HRHc PR P< cn cc Ea Pt Pc In Ic Nn.Ng og II. Ic NRNL Dn.Dc LR
B DD UgU Ty Te  Oc FaFe LyLcWaWe Lo EaEcEeEKgKc
25 4 11215 1121315
231 4 3 1 5 2 24242

t 8

A study of the results of this step show that only scattered
plaintext letters have been recovered and thesedo not immediate-
ly suggest any additional plaintext words. However, one important
item is noted. This is the fact that the vertical numerical
pair, 2/2, is repeated three times, indicating that it may well
be one on the high frequency plaintext letters. Checking back,
it is found that practically all of the high frequency plaintext
letters have been recovered and have coordinate values as showne.

Plaintext E T A O N I R S H
Row 4 4 1 5 2 1 1 2
Column 2 3 3 11 1 4 5

The only high frequency letter unrecovered is 'R' and 2/2
could could be 'R', but, if such is the case, no particular
progress has been made as there are no cipher 'R's to give ad-
ditional numerical values. Investigating further, it is noted
that these 2/2 pairs result from the following cipher letter com-
btinations: HiE., NqLe, N:E.. Both 'N' and 'E' are repeated in
these rairs.

It is also noted that plaintext 'E' appears but once in the
plaintext thus far recovered, and that there is only one c_>ther
possible 'E' in the numerical cocrdinates that have been written
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below the cipher letters. This is in the fourth group, where EgGe
equals 4/?. A plaintext 'E' could be derived from this combina-
tion by shifting 'M' and 'G' to column-2,but that also is not an
entirely satisfactory solution of the problem as it would give
but one additional 'E' and would, from the existing numerical
rairs, cremte two additional 'M's.

As about six or seven plaintext 'E's may be expected in this
message of 49 letters,the assumption is therefore inevitable that
'E' and 'T' should be moved from the fourth row to the second Tow
meking the coordinates of EgEc equal 2/2 and, as Eg=Tp=8S, then 'S!?
mist also be moved to the second column.

These shifts can be made in the square without conflict. The
square, with adjustments made, is shown below.

Corrections must now be made on the cipher

12345 work sheet, changing all 4s to 2s. Any other
1|I[S]A M plaintext letters which are recovered by means
2IN|E|T| [H of this adjustment are then written in and the
3D G message is again studied to determine where the
4 next attack shall be made. That part, which
5|0/L follows immediately after the plaintext words,

'The diamonds', looks like a favoreble spot.

In this section there are numerous recovered plaintext letters
88 well as several half values. Under these half values,all of
the possible plaintext letters are written, as there is a strong
chance that additional plaintext may be anagrammed from these pos-
sible letters. This gives the following:

Cipher MoMcNe NoNeFoFcEaEcMa EgEcE:EcIeIcDr HgHePa Pe Ce Ce Ea
T.-.V. V; M Ig I; Sgsc Ig I; Dc G’RGc Ech Ir. Ir_ Be Da D.: Ur.- Uc Ta T.;
1 2 21 22 %L 2222113 25 g
3 1 1383 4 1 2211 231 23
Plaintext a i en i n e 3 id e £
n n i1 nn i s
Possible ® e nn e e n e
t t @@ @t d 1
h (O oo n(m) o
Probeble are hiddeni nthesid e

This makes good plaintext and the new equivalents are gather
ed and placed in the square as shown below.

Additional plaintext letters could be re-
covered by further anagramming of possible
values but,as thirteen of the twenty five let-
ters have been definitely placed in the square,
and two others (R and V) have been partially
rlaced, one can now attempt to rearrange the
R square as it was originally set up. If this can
be accomplished the correct location of other
letters will be indicated unless it should de-
velop that the alphabet is scrambled.

| o
-3 e

o fm|=]en

O| |[O|=|H]=

OB o
<+
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Whenever the letters in a Bifid square are rearranged it must
be remembered that all shifts must be of complete rowsa columns;
and that whenever a row is shifted the corresponding column must
also be shifted to the same numerical position. That is, if row=5
is shifted to row-2, then column-5 must be shifted to column-2.
In effect, this is merely a reassignment of mumerical indices to
a set of equivalents.

Inspection of the square, as now partially filled, reveals
that in all probability an unscrambled keyword alphabet has been
used. By this it is meant that a keyword has been written hori-
zontally, starting in cell 1/1, and that the remaining letters of
the alphabet have been placed in order following the keyword. This
method of setting up the square by the presenced three alphabet-
ically consecutive letters, D-F-G, located in the third row.

If the above assumption is correct, then 'E' will have to be
in the keyword as it is located in another row. Therefore, D=F=G
must be in adjacent cells in that order. This is accomplished by
shifting column-1 to column-2 location. When this is done, row-1l
must slso be changed to row-2 location. Column-5 is then moved to
column-4 bringing 'G' into the cell on the right of 'F'. Row=5 is
also moved to row-4 position, completing the double shift.

Retaining the same numerical indices for the original rows
and columns in their transposed position, the letters in the square
are now arranged in this manner.

From what is now shown, it is evident that

21354 the letter 'V' pmust move up into the bottom row
2[E]N]T[H making this row contain V-W-X-Y-Z. Also, it does
1|S|T|A|M not require a great deal of ingenuity to now be
3| | DIFIG able to guess the keyword - ENTHUSIA(S)M - and
2 L|O R the complete square can now be reconstructed.

v Having recovered the square,always the sol-

ver's goal in ciphers of this type,the solution
is now complete. The decipherment of the remainder of the message
is purely mechanical and it is left to the reader to do this if he
really wants to know where "the diamonds are hidden®.

* * *

In the foregoing pages the Bifid cipher has been described
as it was originally presented to A.C.A. members, and the routine
procedure of substituting numbers for letters and resubstituting
letters for other combinations of these numbers has been explained
in detail. Equivalents were gathered and numerical indices were
assigned to them. Eventuelly, the complete square was recovered.
This method of solution was used with the example because, having
described the original routine for encipherment,it was considered
necessary to show the steps of a solution using the same routine.

However, having acquainted the reader with the mechanics & a
Bifid, it can now be stated, without fear of creating too much con-
fusion, that the encipherment, decipherment, and/or solution of a
Bifid by the above described method, isas obsolete as the dodo bird
and as clumsy as the operation of an ancient abacus in comparison
with that of a modern slide rule. Another way of doing all this
will be described in the following section.
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THE THREE SQUARE TECHNIQUE.

In the August-September, 1945, issue of The Cryptogrem , an
article by Her%zrt Ra.{nes presented a method for working with the
Delastelle Bifid which he called The Three Square Technique, or
The Bifid with Literal Indices Only. This system eliminates en-
tirely the use of numerical indices as row-column indicators and
allows the letters in the square to act in this capacity. This can
be demonstrated using the square from the example just solved.

E|N|T|H|U Reference to this square, which will hereafter
S|T|A[M]B be called the Basic Square, will show that the lom=-
CIDIFIGIK] tion of any given letter can be designated by the
[ LIOIPIQIR] 1letters in its row and column as easily as by its
|\ VIVIXI|Y[Z row and column numbers. Thus, the letter 'G' can be

asic identified as CoHc=G, KaQc2G, FoYc=G, as well as all

Squar other combinations ofletters of G-row and G-column.

To further illustrate this use of literal indices, the first
group of the 'Diamond' message can be shown as it was deciphered.

EREcTrTc IgIc An

AcLeLcIrIcGrGe
t e i m

Inspection of the Basic Square wiil show that: EqAc=Ty TeLceE,
Ialc=I, AnGc:=X, thereby demonstrating that the substitution step
of the Bifid can be accomplished without the use of numbers.

It will be noted that only the odd numbered pairs of the above
group were decirhered. That is because, read as a pair as they
are shown, the even numbered rairs do not locate the correct let-
ter in the Bagic Square. For example, reading the second pair as
EcLe would give 'L', It is known that this is not true, Dbecause
the second letter has been found to be 'H'.

This apperent falacy is easily explained. Item number 6 of
the Peculiarities of the Bifid called attention to the alphabetic
switch that occurs at thig point in the encirherment or decipher-
ment process. The second pair, EcLs actually should be read:

E-column as row indicator,

L-row as column indicator,
equals 'H',

Reverting back, momentarily,to numerical indices, it would be

E-column (1) used as row,
L-row (4) used as column,
equals 'H'.

It is for the handling of these even numbered pairs thet
Raines brings his otker two squares into the picture. If'H'is the
result of E-column used as Tow and L-row used as column, then let
these letters be so arranged that such is the case. To accomplish
this he arranged the squares as shown on the next page.

By this arrangement, all plaintext letters are always found
in the Basic Square at locations specified by the cipher pairs.
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E[S|CILIV .
W[I[D|o[W TOP SQUARE
TIA|FIPIX Row used as
H|M[G[Q[Y] column indicator
_ _|TIBIEIRIZ]
E[S[CILIV|E|N[T|[H[U
LEFT SQUARE [N[I|D|O|W[S|I|A|M|B] BASIC SQUARE
Column used as |T/A|F|PIX|C|D|F|GI|K] Normal
row indicator HIMIGIQ!YILIO|P|QIR] row and column
U[BIK[R[Z|V]|W|X|Y|Z

For the odd rumbered cipher pairs the cipher letterssas found
in the Basic Square and their plaintext equivalent is located at
the intersection of their row and column, thuss

Cipher Plaintext

EqAc 18 Ea (Basic), Ac (Basic) equals T (Basi
B, = Ha el go(Peple) eqals T (Benic)

For the even numbered cipher pairs the cipher lettarsare found
in the Left and Top Squares, and the plaintext letters they rep-
resentis then found in the Basic Square the intersection.

Inspection of the Three Square arrangement will show that in
the Left Square the columns of tne Basic Square are setup as rows
in the order of their numerical values. Thus, the five letters
of basic column-1l are set up in Left in line with row-1 or the
sasic Square. In like manner, the letters ot the other four col-
umns are written horizontally in line with their respective rows
of the Basic Square. With this arrangement, when 'E' column is
used as row indicator, then the resulting plaintext letter will
be found in the row of the Basic Square which is on 1line with
the 'E' of the Left Square.

In the Top Square the rows of the Basic Square are set up as
columns. These are also arranged in their numerical order above
the corresponding columns of the Basic Square. Thus,when 'L' row
is used as column indicator, the resulting plaintext letter is
found in the column of the Basic Square that stands vertically
under 'L' in the Top Square. To illustrate:

Cipher Plaintext
E.Lr is E. as row (Left), Lg as col.(Top), equals H (Basic)
T‘ Ig 0 TC ] ] L] ’ I R ] L] [ ] 0 ] D L

Using the Three Square Technique, decipherment of the first
group of the 'Diamond' message can now be completed.

Ea Ee TR Tc Ip. I. AR

Ac La Le Ir Ic Gr Ge
0dd pairs t e i m
Even pairs h d a

From the above demonstration it is seen that the Bifid can
be deciphered just as easily without the use of numerical indices
as with them. The same thing is true for the encipherment pro-
sess. The few simple rules which govern both encipherment and
decipherment are outlined in the following section.
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RULES FOR ENCIPHERMENT AND DECIPHERMENT - (Three Square)

The Three Square Technique 1is used for both encipherment ard
decipherment purposes. as the Bifig is a fractional substitution
cipher, one is always starting with fractions of two letters and
searching for the single letter that is represented by these half
values. This single letter is always found in the Basic Squarem
both encipherment and decipherment. The only thing that it is

necessary to learn is in which Bquares the fractional letters are
to be found.

For encipherment, the pairs will be fractionated like this:
SpXg SpXec ScXe
For decipherment, the fractionated pairs will be:
SeXc or  S. Xy

Three simple rules govern the location of the fractional
letters. These are:

1 - When one (or both)  the fractional letters ia in true pos-
ition in & pair, it (or they) is found in the Basic Square.

Example: SgX.- Both in Basic
SpXg~ S 1in Basic
S¢Xe- X 1in Basic

2 - When one of the fractional letters of a pair indicates that
its row designates the column of the letter it is to repre-
sent, then it shalj be found in the Top Square.

Example: SeXg~- X in Top Square
SeXg= X in Top Square

3 = Vhen one of the frectional letters of a pair indicates that
its column designates the row of the letter it is to repre-
8ent, then it shall be found in the Left Square.

Example: S¢Xc- S in Left Square
S¢Xg~ S in Left Square

In all cases ihe third letter will be found in the Basic Square
at the intersection of the row and column indicated. Using the
ENTHUSIA(S)M Bquare, each of these conditions can be shown.

SgXc- S row \Easic;. X column (Basic), equals A (Basic}
SpXa= S row (basic ~ X row as Col. (Top),equals B (Basic
S.Xc- S col. as row (Left + X column (Basic), equals T (Basic;
S.Xq- S col. as row Left), X row as col. (Top),equals U (Basic

Using the same Square, the word 'solve' will be enciphered
and its cipher equivalent will be deciphered in order to fully
demonstrate the application of the method in each combination of
the row and column indicators.

To encipher, one must work with the plaintext letters, two
at a time, going through tre reriodic group twice. The remson for
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this double trip is that, although the plaintext is written only
one time - like this:

S 0L V E
it is mentally visualized as being fractionated - like thiss

SR OR Ina v“ ER
S¢ 0c L. Ve B

Or, the plaintext group can be pointed off in this way:

S 0L V E

whereby tke overlining indicates row components and the under-
1ining indicates column components.

Under this plaintext group the cipher letters are written
after being found in accordance with the rules stated above.

Plaintext S 0L V_E
Cipher ¥ R E S E

In this case, the cipher letters were found in this way.

Se Oq - S row (Basic), 0 row as col.{Top),equals M (Basic)
Lg Ve = L row (Basic), V row as col.(Top), " R "
Er Sc¢ = E row (Basic), S column {Basic), " ¢
Oc L. - O col. &8 row (Left}.l. column (Basic), " S -
Ve Ec - V col. a8 row (Left),E column (Basic), . E *

When deciphering, the vertical pairs of the fractionated
cirher letters are those ror which the plaintext equivalents are
to be found. The set-up is like this:

Cirher ¥ R E S E
Fractionated Mg Mc Rg Rc Ea

Ec Se S¢ Er Ec
Plaintext 8 o 1 v e

The plaintext letters are found by using the same rules.

Ma Ec - M row (Besic), E column (Basic), equals S (Basic)
M. Sg - ¥ col. as row Left),S row as col.(Top), 0 "
Ra Sc - R row (Basic), S column (Basic), " L ?
Rc Er = R col. as row (Left),E row as col.(Top), * v °
Eg Ec - E row (Basic), . E column (Basic), " E “

With a 1ittle practice one soon becomes familier with the
proper handling of all row-column combinations end finds that the
Three Square Technique is much easier and simpler to work with
than the method requiring numerical indices. It is also far more
compact, as the amount of necessary writing is greatly reduced.

There is another 'wrinkle' that is a time and labor saver
and there is no reason why a beginner with the Bifid should not




16

immediately adopt it. In copying a Bifid message for solution,
the cipher letters must be fractionated as has been demonstrated
on numerous occasions previously. Cipher group - ¥ R E S E -was
fractionated in this way.

Ma H; Rg Rc ER
Ec. Sg 5S¢ Er B,

¥ore than half of this writing can be eliminated by omitt
the even numbered pairs. To give the complete picture, all that
it is necessary to write is this:

¥ R E
E N5 %

The solver reads the the written pairs (0dd) as normal row=-
column comoinations. The omitted pairs (even) can be visualized
as indicated by the diagonal lines. These are elways column=-row
combinations when the periodic length is an odd number as 9 orll.

Another aavantage of this 'hit-skip' method of copying the
message for solution, is that it assists in the search for half
naturals. The great mejority of half naturals are found among
the odd numvered pairs and the elimination of the even numbered
pairs serves to remove from view these letters which,if present,
would not only distract the eye when one B looking for half nat-
urals, but might also influence the inexperienced solver to make
false assumptions relative to probable words.

THE MECHANICS OF SOLVING WITH THE THREE SQUARES .

After the period has been determined, the message is written
in 'hit-skip' fractionated form as shown above. If a given word
has been provided, one is immediately ready to begin the recovery
of the square. For this demonstration, the familiar message about
'The diamonas' will be used. The period is 7 and the location of
plaintext 'the diamonds' is known. The solver starts with this:

E. T I~_ A|L-_ D ¥-_ XN
A\L\I\G N\I\T\v
thediamlonda

On quagrille raper, two intersecting lines are drawnat right
angles to each other. These two lines represent the dividing
boundaries of the three BQuAares. Five spaces should be allowed
on the left of tke vertical line and above the horizontal line,
Unlimited space should be left below and to the right of these
lines. As tre upper left quadrant will receive no letters, the

plaintext word being tested can be writt t -
tity of the test, en there far future iden

It is advisable,when testing a probable word or deciphering
& known one, to start with the even numbered pairs. This is in
order to get letters in the Left and Top Squares immediately. In
accordance with this recommended practice, the even numbered pairs
of the above groups will be placed first, starting with the vie-
ualized numver two pair of group #l, namely: E. Lg = h.
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'E' is written in tre Left Square. L
‘L' is written in the 'lop Square. E|H
'H' is written ir the Basic Square at the intersection.

The other even numbered rairs are then added, giving this:

The
Diamonds

Y| || )
>

Note that when the fourth even pair, L. Iz =N,is written in,
'I' has already been placed in the Top Square. The 'L' is placed
in the Left Square and 'N' is written in its indicated location
in the Basic Square to complete the equation.

The odd numbered pairs can now be written in. All of these
letters, both cipher and plaintext, will be in tke Basic Square.

, Egr Ac=T
_JLII|G|T 'E' is written in an unallocated row and column
1'311‘ H of the Basic Square.
I A 'A' hes already been placed in Basic from the even
L numbered pairs.
D S
T| [E|] 'T* is written at the intersection of Ex and A..

When this equation is added to those already spotted from
the even numbered pairs, the additional letters are located as
shown in the square on the left above.

The other odd numpered pairs ere then added
in the same manner. The final result is shown
in ‘the square on tre right. These values should
now be consolidated, placing all letters in all
three of the squares. To do this, one must re-
member the make-up of the three squares. It is
suggested that the reader prepare, on a separate T
sheet of paper, a copy of the Three Square dia- 0
gram containing the ENTHUSIA(S)M alphabet which G
is shown on Page 13. This can then be readily I
referred to when reading the instructions which
govern the placement of all letters in ail squares.

oo

R EEE
.
=

GE

As previously stated, the Basic Square consists of the nor-
mal rows and columns. In the Left Square the letters d the sep-
arate Basic columns are written horizontally in line with their
respective rows. In the Top Square, the letters of the separate
Basic rows are written vertically above their respective columrs.
These conditions control the placing of letters in other squares.
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Thus, 'E' in Left is the column (horizontal) of 'H' row in
Basic. Also, 'E' in Basic is the column of 'H' row (vertical) in
Top. Therefore, having located 'E' in Left in line horizontally
with 'H' in Basic; and having also located 'E' in Basic; then 'H!
can be placed in the Top Square i line vertically with 'E'of Basic.

Diagrammed separately, when a situ-

ation existes as shown on the left, +then H
ElH 'H' can be placed in the Top Square as E[H
E 1llustrated on the right. E
T Likewise, having 'S' in Basic under T
S, 'T' in Top, then 'S' goes into Left in S
T line with 'T' of Basic. S|T

Vaking all adjustments in accordance with the above stated
rules and combining, where letters are shown to be in the same T oW
or column, gives the following arrangement in which all twelve of
the recoverea letters have been properly placed in each of the
three squares. These have been placed at random, as they were
recovered, but they can be rearranged symmetrically at any time.

S [
The M |
Diamonds O/A|ID E|N
L|II|IG|T|H
LIE[HIN
AlT D G
O|N|D|I I|A|S M |
S T B
H 0 L
GM

Reference to the diagrem on page 9 will show that these are
the same values which were recovered at this stage inthe solution
of this message by the numerical index system. By using the same
reasoning as described in the step by step solution, additional

Fﬁ‘ileg can be recovered until the three squares are completely
ed.

This demonstration Just about wraps up the discussion con-
cerning how to operate with Bifids by means of the Three Square
Technique. With a relatively small amount of practice, one can
Boon become proficient in its use. All who employ it consider it
to be, by far, the 8implest as well as the most efficient method
method of wWorking with cipher messages of this type.
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FINDING THE PERIOD OF A BIFID.
METHOD 1 - REPEATED PATTERNS.

Enowledge of how to determine the period of a Bifid cipher
is of prime importance to the solver. This is not at all diffi-
cult if the message contains repeated words which are 'in step!
with each other. By 'in step',it is meant that the repeats start
at the same relative location in the group. That is, 1f one of
them starts at an odd rumbered position,then the other must also
start at an odd numbered position in order to generate a dupli-
cate pattern. Likewise, if the repeated plaintext words start at
an even numbered location, duplicate patterns will also appear.

The following message will be used to demonstrate how the
period may be determined by repeats occuring therein.

LLSUT TCKQD DIWES LVABE TLELL

GTUMG DIIAK AAAND IFELL MUTTHN

MNTTYV ISHOC CCBEN 8SGS

The search is for patterns created in the cipher letters by
repeated sequences of four or more plaintext letters. The form
which such patterns take was shown on Page 6 in the section deal-
ing Peculiarities of the Bifid and a return to that section will
refresh the reader's mind with respect to what to look for.

Inspection of the above message shows & pattern duplication
starting with letters #1 and #44. This is3

1
LLSUTT
44
LLMUTT
In Bifid repeat patterns, the first parta the pattern (1LL)

is generated by the Plaintext row components and the second part

(UTT) by plaintext column components. Having spotted a repeat,
it is then necessary to find aat in

Period - 5 which period these repeated cipher
letters will fall into place in
L 1L s|T ¢ K such & way as to become Tow and
§ U_TIK Q D column components of a plaintext
word. The simplest way to do this
I F EM U T is to try them in various periods
E L LI _T N and compare the results.
Period - 7 Period - 9
L L S U L L S U T
U T T C T T C K Q
E L L M A A N D IlM U T T N‘
M U T T I F E L L|N M N T T
repeat
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Only in Period-7-do the do the pattern combine properly and
80 it is obvious that 7 is the correct period for this message.
The pattern, which reveals the period,is formed by the plaintext
word 'repeat', which occure twice.

From information gained by knowledge of the location of the
word 'repeat', the reader should be able to decipher the remainder
of the message. By this, it is not meant that & beginner may ex-
pect to easily complete the decipherment from what has thus far
been recovered. 1In & message as short as this one, that would be
& rather difficult job for one who is experienced in working with
Bifids. However, a study of the partiamlly filled square should
ring & bell in the mind of the solver, as there seems to be some-
thing familiar about it. When the reader determines just what this
similarity is - then he will heve the complete square.

Relative to periods, it can be safely said that a very great
majority of the Bifid ciphers which the amateur cryptanalyst will
have to deal with, will have the period given or will reveml it
through repeated patterns im the cipher letters.

METHOD 2 - MATEEMATICAL

When repeats do not conveniently occur in a Bifid, the right
Period may still ve determined. For dealing with this problem the
mathematiciang have come to the mssistance of the solver. A pro-
cgdure. known to 8tatisticians as Karl Pearson's *Chi-square Test',
:h:él ;110 the trick nicely. This statistical test wase adapted to
in t; ?aCteriatiCB of fractional substitution and its operation
in Th: cfield was admirably explained by D. Morgan in an article
outlipes tRlogram, June-July 1946. This method will be briefly
is neiih Dere and an attempt will be made to demonstrate that it
gl °T Decessary to understand statistical theory, nor to be
Bifid gmatiuian, in order to determine the correct period of a
' Th diy the Cihi-squue Test. The same old familiar message ebout

= Glamonds? will be used to i1iustrste the basie Ldes.

joe]

Plaintext THEDT AMONDSARE

o

Cipher

Overlined cipher

lette OW components.
Underlined cipher rs8 are derived from R D

letters are derived from COLUMN components.

As has been Previous
first section of letters
combinations of the fract
last section of letters ¢
middle letter of a cipher
combination and, therefor,

1y explained and as the above shows, the
of a cipher group are found from Row-FKow
lonated plaintext letters. Likewise, the
omes from Column-Column combinations.The
group always results from a Row-Column
is not included in the Chi-square Test.

Thue, always excluding middle letters, each cipher group may
be considered to be made up of two seperete and distinct classes
of letters. Or these, the first category derives trom R-R combi-
nations and may be called the Row family. The second class,being
derived from C-C combinations, may be called the Column family.
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It is logical to assume that the cipher letters of the Row
family bear some group relation to each other ana that, 88 a group,
they are distinctly different from those of the Column family.

It is also indisputable that when all of the Row family are
grouped together in one place, and all of the tolumn family are
grouped together in another place close by; then, under these
conditions, the dissimiliarity of the two families becomes most
apparent and is more easily recognized.

By adding another group of cipher letters to the two shown
above, in order to have more material with which to work, and by
designating the two families by different symbols, the truth of
this statement can be graphically illustrated.

Let 'x' represent cipher letters of the Row family.
Let 'o' represent cipher letters of the Column family.

Ciphers ETI@LIG¢ LDM®ITV NFE®ISI
Symbols:s XXX=-000 XXX-000 XXX=000

Here, the cipner letters are arranged in their correct per-
iodic groups. The two symbolic families are segregated,one from
the other, and it is seen that they are entirely different.

Retaining the same symbol for each individual cipher letter
the message will be set up in other perioaic lengths to show that
this segregation does not exist in any except the correct period.

The following ie the message, with true family symbols sub-
stituted for all of the cipher letters.

X XX=-000XXX=000XXX=000XXX=~=000 etc.

Assuming the period to be unknown, the message is tested
and the result is as shown below.

Period-5 Period-7 Period-9
Group 1 x x|x|- o X x x|=|0 O O XX X =|0ojJ0o 0 XX
Group 2 0 Oof|X|x x X X x|=|o 0 o0 X - 0 OjO0[X X X =
Group 3 - 0|ojo x X X Xx[=-jo 0 O 000 X|X{X =00

In periods 5 and ¥ the elementis which comprise the two pos-
sible family groups are sBo intermingled that it cannot be deter-~
mined which of the two symbolic families predominates. Only in
period-7 is there complete dissimilarity between them.

That , of course, 18 because the families were established
when the message was enciphered in period-7 and, once they have
been established, any other periodic separation of these seme
elements will only serve to mix them up m such a manner that the
resulting families will pe ot diminished individuality.

It is to measure the degree of dissimilarity of probeble groups
of different length that the Chi-square Test is employed. When
that has been done, the periodic length for which this difference
is shown to be the greatest, is selected as the correct period.
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To perform the Chi-square Test, the cipher message must be
separated into the various periods which are to be tested. For
each period the number of appearances in the Row family of each
letter is tallied and, below that, the number of appearances in
the Column family. As it applies to finding the period of a Bifid
the calculation for the Chi-square test iss /s in which:

'S' - equals the sum of the appearances in both the
Row and Column families of any letter.

'D' - equals the difference between the family
aprearances of any letter.

When D7S has been calculated for the entire alphabet, these
values are added sud their sum equals Chi-square, ¢ the degree of
dissimilarity between the probable Row and Column families for
that period. The mathematics of all this is very simple and can
be done mentally as will be shown.

The message to be tested for period is:

SS5IFC FDTSI NNVOD HCELD ENDMY
FCCS0 TEVDL APNRS NSCIG QOLTIA
WVHET NSNBH CGSBS SMKQT SADGQL
MBETT VLANM NSHSR MENTV CT.
Inspection fails to disclose any repeats which might tend to
show the period. Conmsequently, the Chi-square Test will be applied
in periods 5 - 7 _'9 and 11." The test in Period-7 will serve to
demonstrate the method. The message I8 copied, the letters taliied,
and the calculations are made as shown below.
S8I®crors 1@y VvolpEc@L D E/NDMDNCC
SOT®VoLjar N®s Ns|cIc@oOL IIAWV@E T ¥
SNB®Css|Bssxqr|SAD@LMB]K T TO®L AN
Y¥S®s R yjzwovoz

Tally and D/S calculation
ABCDEFPGHIKELMNOPQRSTUVWXYZ
RW 5223001131624110094011000 Total
Col- 11 43211011525201142020000 Chi-sg.
D/8 1 07 2 6 1 5 61 1 1 07 03 0 0O
B 0 11 0 003 1 2 o0 1. 0 19.4

After the ta13 y
y has been made the D/S calculations can be
performed mentally in this way.

A - Sum 4; difference 2; 2 squared is 4; 4 divided by 4 is 1.

(The valye of 'I', the same, can also be written in.)

b R
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B - Sum 3; difference 1l; 1 squared is 13 1 divided by 3 ies 0.3
{The value of 'O' and 'V' can also be written in.)

C - Sum 6; difference 2; 2 squared is 4; 4 divided by 6 is 0.7

D - Sum 6; difference 0; O squared is O0; O divided by 6 is O .

E - Sum 2; difference 2; 2 squared is 4; 4 divided by 2 is 2 .
And a few others at randoms:

L - Sum 5; diff. 5; 5 squared is 25; 25 divided by 5 is 5 .

N - Sum 93 diff. 1; 1 squared is 1; 1 divided by 9 is 0.1 .

S - Sum 13; diff. 5; 5 squared is 25; 25 divided by 13 1s 2 .
Note that some of the b7s values are automatic, such as:

(a) When the same number of appearances occur in both families,
the D/S +value is zero. See D-G-X.

(b) When one fsmily has no appearances, the ﬁ?s value is the
number of appearances in the other. See E-F-H-L etc.

(¢) When a D/S value has been calculated it may be written in
for all other letters having the same characteristics.

Chi-square, for all periods to be tested, is calculated in
the same way. The results are:

Period Chi-square
5 19.2
7 19.4
9 28.0
11 12.0

The message starts with the plaintext word 'statisticians®
Select the correct period and solve it. The word given should
be enough to get the solver well started, but, if he gets stuck,
he can try 'Chi-square Test' along towards the end of the cipher.

SOLVING THE BIFID WITH THE THREE SQUARE TECHNIQUE.

The Three Square process must not ever be considered to be
a sorcerer's wand which, automatically, will solve a Bifid. It
merely gathers the known equivalents into concise form and calls
attention to probable equivalents,some of which might otherwise
be overlooked.

The work of solution follows the same general plan as was
outlined for solving with numerical indices. The first step is
the determination of the period. When that is accomplished, by
inspection or the Chi-square Test,the cipher letters are set up
in fractionated form in the correct period. It is not necessary
to leave open spaces between the groups as vertical lines, drawn
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between them, serve just as well as dividers and, also, allow
the plaintext to be written contimuously. This last mentioned

circumstance is of particuler advantage when attempting to spot
a probable word.

It has been found that it is of some help to make a digraphiec
frequency count of the vertical pairs. This should e made in two
tables - one for the R-C pairs and the other for the C-R pairs.
Perhaps not a great deal will be learned from a frequency count,
btut it at least serves to familiarize the solver with the message
and to call attention to all repeats, which should t® underscored.

Bolution of the following message will be given, step ty step,
with the exception of a frequency count.
THE MASTER SPY CIPHER.

Concerning espionage, and the man who was Hitler's
Chief of Intelligence during World War ‘II.

FRIEN ILOSV FDYAE MWDAH IALTN
IBLVY EQATTP? TETTI XLPNXNP
TDZKEK __LVND ASBTI CWDNH

IVIR
LZ2Z2K

ONXEN CITOI VRPMP ENLEY Q TLK

HZHEHI¥®¥ IPKHT TLBDT TPBOZ

H
Y

LOEPE_ARFSI VHILT ZRKRS ENTWE
F
OTKTD
F

SBTLPF TLRIVW YIHKYV DZPXT IIZ.

Inspection of the message reveals & repeat in the form of
AB...CD. Thie 18 the pattern of a 5-letter repeat at the
odd position in period-9. The fractionated cipher letters would
be located as shown, depending on the starting position.

1st. Position 3rd. Position 5the. Position
KKLL‘IOQQ .QKKLL'I. OOOOKKLL.
.EEAA..I. ...EEAA.. ooo..EEAA
X XXX X X X X X X X X X X

The first appearance of the repeat starts at letter #55
and the second at letter #75.

55 divided by 9 equals 6 plus 1
75 divided by 9 equals 8 plus 3

Hence, in period-9, the first appearance of the repeat
will start in group-7, position 1; and the second appearance
will start in group-9, position 5.

These locations for the repeated cipher letters are most
satisfactory and the message will be set up in period-9.
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The Xaster Spy Cipher - Fractionated - Period 9.

P R I E Fv F D Y AJlA H I A L
N I L o s/lA E M w DplL T N I B
L V Y E /¥ T T 1 X|H I Vv I R
Q A T P TX L P N PR T D 2z K
K L VvV N DT I C W D|2 Z K L o0
D E A S BD E H Y Lo E P E A
R F S8 I vlz R K R S[E 0o N X E
vV H I L TS E N T W[E N ¢ 1 T
e

o I vV R PlL E Y F @2 H I ¥~ 1
P M P E Nlg T 1 K HII P K H T
T L B D Tz o T XK TIL F T L R
T T P B O|/T D S B TIR I W Y I
t 3

H K V D 3zl I

Z P X T F|I 2z

i

The presence of four high frequency naturals (E-T-T-I) and
the fact that not any low frequency letters show up as naturals,
tends to confirm the period selection.

Assuming, with a fair degree of assurance, that the correct
period has been determined, solution of this secret message can
now begin and it is at this point that some of General\Sacco's
“interviene qualche altro eusilio" would,most certainly, be wel-
comed. However, as none has been provided in tke form of a given
word (such a clue is frequently furnished in amateur cryptography)
the solver has to do what he can with the material at hand.

Thie is not much, but there is one thing o which the solver
can be reasonably certain. That is that the repeat, by means of
which the period was determined, showed the pattern produced by
a five letter plaintext repetition.

Therefore: K L Vv and K L 0
D B A P E A

represent the same five plaintext letters and, such being the
case, this makes 'D' and 'P!'! co-column and 'V' and 'O' co-row.

D From this information the recovery of the
P square may ve started. The letters can be placed
vio as shown on the left. This is not much of e start

but it may prove to be ot major value, a8 a control,
when probable words are being tested.
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As the next step, a diagraphic frequency count may disclose
a sufficient number of high frequency cipher pairs to give a clue.
or, probable position of certain letters may indicate that they
are in the same row or column with other letters. However, to quote
General Sacco once more, this is hardly possible in a short indi-

vidusl message such as the above.

The best bet for making an entry is the probable word, and
probable words are available because something is known about the
subject matter of the message. It was stated that this message
relates to: "Espionage, and the man who was Hitler's chief of

intelligence during World War II."

It i highly probable thet one or all of these words might be
expected to occur in the message, together with numerous others
that are suggested by this knowledge of the subject matter. Now,
if one knew the neme of Hitler's Chief of Intelligence,that would
provide an almost certain entry. Assuming that the solver does not
know that gentleman's name, other suggested words ares:s Espionage,
Hitler, Intelligence, World War, Security, Germany,and any others
that one can think of.

An attempt must be made to spot cne or more of these words in
the cipher message. This can best be done by writing the word to be
tested at the edge ot a piece of ruled paper so that the letters
will be spaced exactly the same as those of the cipher. The test
word is then shifted along under the cipher, in its fractionated
set-up, and coincidence between plaintext and cipher letters is

looked for.

Of the probable words to be tested, 'intelligence' will be
tried first because it is the longest and, comsequently, if found
to be present in the message,will give more letters to work with.
Coincidence of letters may be tallied as shown below.

Group=3 Group-4
Cipher A H I A LIL V Y E Q
L T N I Bl|g A T P T
Probable Word intellligence
Location (3 - 5) x x|x x

The following tabulation shows the results of the complete test
for 'intelligence'. The location numerals indicate the group and
position in thne group, of the initial letter of the word which is
being tested. Coincidence is marked with an 'x°'.

INTELLIGENCE

3 =5 x X X X
6 - 1 x x x
6 = 7 x X X
18 - 3 x x x x

The possible locations of

fintelligence!

are now tested to

see if the letters will fit into the square without conflict.

Location
I A

5 -5

b
O

¥ I
t

in e

®|><

e

B34

[

1T

When these letters are put
into the square a conflict will
occur almost immediately between

and 'N?.
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Location 6 -1 Ix;tgl.
;T'

H I v I RI|K L
R T D 2 K|D E
intelligelnce

EEX
=Ko

e
]
ol
<

With the shift of 'D' to H
N-column in Basic, the result-
ing shift of 'Z'in Top to the D P
vertical row of 'T'will cause 2
a conflict when 'Z!' is moved K
to T-row in Basic.

ot 1~

The test of 'intelligence' at Location 6 - 7 proves that lo=-
cation to be impossible also, as six letters are forced into one
column in the early stages of the test.

Location 18 - 3

: Intel,
F T L RIH K V 18«3

I w Y 1|2 P X
intelli|lgence

b}

Edpd
Eikd
F

rEEREE

This shows no conflicts w
but the letters, after being
condensed as much as possible
are s8till badly scattered.
Very few additional plaintext
letters are recovered when this
arrangement is tried with the
entire message. Consequently,
it will be tabled for the time 2
being while other tests are made.

|
<

| <] 4]
FEEIREEEE
o

L)
[2]

The word 'espionage! is tested next and the tally shows the
following possible locations in the plaintext.

ESPIONAGE

l -4 XX x
2 -3 x x
5 - 7 X X

6 - 4 X X
9 =3 x x X
10 - 4 x x x
10 - 9 x X

12 - 1 x X
12 - 9 X x

0f the above, the one starting at (9 - 3) will be diagrammed
first because it includes the sequence of five letters which are
repeated in the message. If this test shows no conflicts, then it
is possible that both appearances of the repeated five 1letter
sequence are fragments of the longer word, 'espionage'. If this
should prove to be the case, then the number of new values which
can be recovered will practically be doubled.




Location 9 - 3 Location 6 - 8
2 K L O|R F I R|K L v N
E P E AV H Z KID E A 8
espiopnalge e slpionage
Esp. L Esp. P
9-3 K|Z [0 6-8 IIN[VIR
PIEJAIH|S|T N K[E[A[S G
z|s LII|E[ N
K| |1 E[S]O[K][K P
L N v G
I|R E|2 G|s R
S K[P D
N L[A 0 |L
R G N V]A
v
E|O H

No conflict occurs in either of the above tests and so the
next step is to check them ageinst each other by attempting to
combine them into one Three Square diagram if possible. This is
done and it is found that they will combine as shown below.

Espionage|H L
9-3 [P[E[R]|O
6=-8 I|Z|S|V
K[N[GIA D
RIL|I|E| (28
N{O|L|V A
1 [VIZ[G[SIR[G
E|S|O|K]K|[I H
P|D
H
A

The fact that the two tests combine without conflict is par-
ticularly encouraging and this arrangement can nowbe tested with
the message to see if any acceptable plaintext fragments will be
developed.

For a clearer understanding of what is being done, the reader
should have a work sheet on which the fractionated message has
been set up. On this, he should now enter all of the plaintext
letters thus far recovered.

When this is done the validity of this arrangement i8 immed-
jately strengthened. The majority of the letters recovered are
of high or medium frequency and, where they are grouped, a great
many excellent plaintext fragments hold forth promise of further
develoyment. This can start with the plaintext letters that now
show in groups #1 and #2.
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Group-1 Group-2

F R 1 E N|V F D

N I L 0 SIA E M
Plaintext Recovered: rnine ela T
Plaintext Suggested: f o y )

And further along, down near tlre end of the message:

Group-17 Group-18

T X T|L F T

S B T|R I W
Plaintext Recovered: t|l e
Plaintext Suggested: Hi T

These suggested plaintext letters derive from two sources.
First - They make acceptable plaintext.

Second - Continual reference to the Three Square arrangement
shows them to be possible, without conflict, and highly probable
because of agreement with letters previously placed. Note that a
glance at the Three Square shows that the placing of letter'P’' in
N-column will not only give 'F' as the first letter, but also O
as the second. Had 'I' been located elsewhere in the Top Square,
so that F.Ig would have resulted in 'v' or 'L' instead of 'O' as
the second plaintext letter, then it would have been irmediately
apparent that 'F' should not be the first letter.

Accepting, as correct, these new values recovered from the
above shown extension of the rlaintext fragments, they are added
to the Three Square diagram, giving this.

Y| |
H(T|F L
P [E|K]O ]
I|Z[S[V
K[N[G[A D| |B]
LII[E| |2 [N T
FINIO L[V ] A
YIV[Z[GISIRIG[F
E|S|O[K|K|[I|Y P[H
D
T|D
H
A
B
T

And now, with tkis much of the square recovered, there are
numerous additional plaintext letters which can be placed on the
work sheet. Nany new fragments and even what appear to be some
short words, are developed. Suggested plaintext begins to pyra-
mid and a favorable spot to take advantage of this is at the long
run through Groups 10, 11 and 12.
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Group-10 Group-11 Group-12
R P s I Vi|z2 R K R S|E 0 N
Vv H I L T|S E N T WI|E N C
Plaintext: o i er s i e 1
Suggested: £ H t t h rdr ch
* * - - * - * *

Letters marked '#' result from moving 'H' to the 4th.column.
Letters marked '-' result from movint 'T' to the 2nd.column.

Placing these letters in the square gives this:

The remainder of the message can

now be read without difficulty and the laster
few cells of the square, still vacant, Spy

can readily be filled in. When this is
accomplished the Three Squares present
the appearance shown below. The entire
message has now been deciphered tut one
thing still remains to be done %before
the job is finished. The Basic Square
should be rearranged so that the rows
and columns are in their correct pos-
ition with relation to the diagonal.

wid

HH| Qs
|0 <3| |
ol

x| v o ||| v
=[]z o] | 5] O
R CREE
ooz <|olt]|

W |»|o]=tw

R 0|2

: [Y[D ggjx The letters which stand on the di-
Master [H(TIF|L (M) agonal are easily recognized as they are
Spy P |E[R[0]|T] the Basic Square letters which are re-
_Z_§ V|B peated in the Left Square in the same
- KIN{GIA[W] long row, and in the Top Square in the
WITJR[L]I|E[T)Z[N][D] same long column. These are circled in
BICIH|FINJO|L{V{CIA] the diagram for identification.
GIY[VIZ[G]S[RIG)F|Q
X[E[S[O[RIRI T[T E[® These letters of the diagonal play
@] QlA[DIPIX|W]|U[B an important part in the Three Square

method of dealing with the Bifid. They
can be shifted to different positions along the diagonal of the
Basic Square, but they cannot be moved away from it. The Basic
Square, as recovered, and rearranged with relation to the diag-
onal, is shown below. This form of the true square can now again
be rearranged by those familiar with the technique

@ Y[H|P of keyword recovery. Always keep-

(T)Z|N[D ing the same five letters on the f%)A L(vio
SIR{G)F[q diagonal, the rows and columns are AW U X
0L [V (C) shifted around wntfl they fall into [N|D[TIZI|E
X[W[U[B(x position, with relation to each F|Q|R @’5’

other, as shown on the right. HIP|I|Y(K

This scrambled square is the original true square which was
formed by a vertical take-off of the letters from this block.

clo[u[N[T[E[R][S[P[Y
A|B|-|D|-|F|G[H|I[K
L(¥[=[=(=10l=1=]=]=
VIW[X[={2




31

THE EVEN PERIOD BIFID.

When the Bifid is encirhered in even period length,resulting
messages are considered by some autlorities to be less secure than
is the case with the odd period. This is because a great dealof
the plaintext shows through in the form of ‘'identicals'. It is a
well established fact that many 'identicals' occur, and that some
of them are readily recognizable as such if the solver has some
idea of the subject matter of the message, on which he can base a
gselection of probable words. But, when such helpful information
is not available, then solution of the Even Period Bifid can well
be extremely difficult and the statement that the type is easier

to Bolve becomes highly debatable.

With the Even Period Bifid, the encipherment process follows
the same principle as described for the odd period, that is, the
first cipher letter of each group results from the combination of
Row=Row components of the first two plaintext letters, etc. But,
due to the fact that an even number of letters compose each graup,
a different situation exists when the cipher message is set up for
decipherment. Decipherment is slways concerned with ‘'double pairs',
formed from Row~Row and Column-Column combinations of two letters.
The entire cycle is illustrated below. (ENTHUSIASM square used.)

Encipherment Decipherment
Plain: 8 0o 1 v e d Cipher: Ma M¢ Rg Re Te Tc
Ne Ne Ex Ec N N
Cipher: M R T N E N Plain: 8 o 1 v e d

The above shows how, and why,the fractionated cipher letters
automatically fall into position as double pairs of the same two
letters. This characteristic of the even period Bifid then serves
to generate certain peculiarities which are different from those
of the odd period type.

PECULIARITIES OF THE EVEN PERIOD BIFID.

1 - ‘'Naturals', formed from Row-Column combinations of the same
cipher letters, do not exist when the period is even.

2 = 'Helf naturals', as defined for Bifids of odd period, do not
exist when the period is even because there are no Row-Column
combinations of the fractionated cipher letters.

3 = ‘'Identicals', wherein a double pair of fractionated cipher
letters represent the same two plaintext letters, frequently
occur when the period is even. Example: (ENTHUSIASK square)

Encipherment Decipherment
Plain: 8 h r i m p Cipher: 8Sg Sc Oa O, Mg M.
Ha Ho Wg We Pr Pc
Cipher: S 0 M H W P Plain: s h r 1 m p

An 'identical', so named because & plaintext pair reproduces
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itself in the cipher, occurs when the first letter of the plaintext
pair is in the column having the same numerical index as the row
of the second letter of that pair. In the example, 'S' is in the
column (1) of H-row (1); 'M' is in the column (4) of P-row (4).

Reverting to numerical indices for greater clarity:

Encipherment Decipherment
Plaint: 8 h r 1 m 7 Ciphers Sr Sc Or Oc Mp M,
2Q 4 2 2 i Hr Hc Wa We Pa Pc
Q4 5 2 @3 2 1 4 2 2 4
Ciphers: S O M H W P

Plain: h r 1 m p»p

The probability, that any given cipher pair is an identical,
is high. Disregarding the plaintext frequency of the letters
involved, any cipher pair has a 5 in 25 (20 percent) chance of
reproducing its plaintext equivalent. This fact can readily be
demonstrated without recourse to mathematics.

Assume 'S' to be the first letter of a plaintext pair. Ref-
erence to the ENTHUSIASM square shows that 'S' is in the first
column. Then, whenever the second letter of the pair comes from
the first row of the square, an identical will result. The com~-
binations wherein this will happen are with E, N, T, H, U.

Cipher: Sk Sl’. SR Sc Su S< Su S(. SR s:
_E R Ec NR Nc Tu Tc, Hq H<, Ug Uc
Plaintext: 8 e 8 n s t 8 h 8 u

When 'S', as first letter,combines with any one of the other
twenty lettere of the square, the resulting cipher double pair
will not be the same as the plaintext pair it represents.

4 - 'Semi-identicals', wherein one of the letters of a faintext
pair reproduces itself in the cipher, will occur only when
the letter, thus reproduced, is on the true diagonal of the
square. There are two cases which will cause this result.

First - In encipherment, when the first 1letter of a plain-
text pair is on the diagonal and the second letter is co-column,
then the cipher letter derived from the plaintext column compo-
nents will be the same as the first plaintext letter.

Example: Plaintext: F A R M E R
Cipher: D 0O H P Y U

In decipherment, this semi-identical will be found under the
Row-Row combination of the fractionated cipher letters.

Cipher: Dr De Oa Oc Ha H.
F R’ Fc Yg Yc. U& U<
Plaintext: f a r m e r

Second - In encipherment,when the second letter of a plain-
text pair is on the diagonal and the first letter is co-row,
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then the cipher letter derived from the plaintext row components
will be the same as the second plsintext letter.

Examples Plaintext: H E R O I C
Ciphers E Q A L W S8

In decipherment, this semi-identical is found under the Col-
umn-Column combination of the fractionated cipher letters.

Cipner: Er Ec Qr Qc Ar Ac
Lr Le Wa We Sa Sc
Plaintexts h e r o 1 ¢

The probability of semi-identicals is low, except in cases
when vowels or high frequency consonants happen to be on the di-
agonal. Disregarding the plaintext frequency of any given letter,
its chance of being a semi-identical is 1/5 X 1/6 =1/30, or33&

It should be noted that, in both cases, the semi-identical
subscript is always a Left or Top Square value, and never a true
Basic Square column or row indicator. This is shown in the above
examples where:

First Case:
D row (Basic), ¥ row as column (Top), equals plaintext 'F°'.

Second Case:
¥ Column as row Left), L column (Basic), equals plain ‘'E’.

5 = When two plaintext letters,both of which axre on the diagonal,
are enciphered as a pair, the resulting cipher double pair
will be a single letter repeated, as 'T' and 'T' belowe.

Example: Plaintext: E FP F O R T
Cipher: T G L T D X

When set up for decipherment, this shows:

Cipher: Ta Te Gan G La Lc

Ta Te Dg De Xeo Xe
Plaintexts e _f_ f o r ¢t

The letters 'E' and 'F' are both on the true diamgonal o the
ENTHUSIASM square and give 'TT' as a cipher double pair.

6 = The letters of any double pair of fractionated cipher letters
reverse with the letters of the plaintext pair they represent.
This condition can be illustrated with a double pairof cipher
letters from those used in the example for Second Case,aboves

Pirst Situation. Second Situation.

Cipher: Aq Ac Cipher: I. I.
SO. Sc Cu C(.

Plaintexts 1 ¢ Plaintext: a s

Hence, if double cipher pair 'AS' equals plaintext pair'ic’,
then the double cipher pair 'IC' equals plaintext ‘as!'.
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FINDING THE PERIOD OF THE EVEN PERIOD BIFID.

When the plaintext contains sequences of 2, 4, 6, @ any even
number of letters, repeated in step, then the resulting pattern
in the cipher message reveals the period. To find it, the inter-
val between the initial letters of the two parts of the pattern
is determined. This interval, multiplied by 2, is the period.

Patterns in the cipher message take this form:

Length of Period-6 Period-8 Period-10
Sequence
2 A L] L] D [ ] L A L] L L] D L] L] L ] A L] L] . L D L] o L] L]

4 AB.DE. AB..DE. . AB...DE..o.
ABCDEF ABC.DEF. ABC. .DEP ..

s bod e R

The above illustration shows the repeats starting with the
first letter of the group, but it is to be understood that they
can start with any letter that will allow the repeat pattern to
be contained within the 1limits of a group. Hence, 4-letter re=-
peats for example, could take the following positions in a group
for the various periods shown.

Period-6 Period-8 Period-10
ABODC. AB.ODC.. AB...DC..O

‘AB.DC .ABOODCQ oABOO.DCCO
..ABO.D.C ..ABOO.DCO
«. «osAB...DC

In all cases, the interval between 'A' gnd 'D' is half the
period length and the number of repeated letters is equal to the
length of the plaintext sequence in a single group.

If a repeated sequence extends beyond the 1imitsof a single

group, those letteres which are in the second group will fam their
own pattern

The Chi-square Test will alBo Work on the Even Period Bifid
but this test should be restricted to even period length mgainst
even period length; and odd period length against other odd per-
iod lengths. When even period length is tested against odd, it
will usually be found that one even and me odd will give approx-
imately the same result. The message shown on page 22,when tes-
ted for both odd and even period, gives the following values.

For message enciphered
in Period-9.

Period: 5 6 7 8 9 10 11
Chi'aqlla.rez 19.2 17.4 19.4 28.1 28.0 20.4 12.0
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From the preceding tabulation it is seen that the period
cannot be definitely determined, as Chi-square for period-8 and
period-9 is almost exactly the same.

For this same message enciphered in Period-8.
Period: 6 7 8 9 10
Chi-square: 20.7 26.3 26.4 17.3 13.9

From the above it is evident that when the solver does not
know whether a message has been enciphered in odd or even period,
the true period length cannot, absolutely, be determined by Chi-
square. However, it can be reduced to a choice between single
period lengths of each type. Each of these must then be tested
by other methods until the correct period is found.

If such a message is set up in the odd period, indicated by
the Chi-square test, ard low frequency plaintext letters appear &8
naturals; then this would indicate that the wrong period is used.
If high frequency naturals appear, it would tend to confirm the
choice of the odd period length. Digraphic repetitions will also
aid in making this determination.

SOLUTION OF THE EVEN PERIOD BIFID.

As was previously stated,when the Bifid is enciphered in an
even period, it is supposed to be less difficult to solve than is
the case with the odd period type. This opinion is based on the
fact that meny identicals appear. It is certainly a fact that
identicals are of great assistance to the solver when they can
be spotted as such. However, when little or nothing is known of
the subject matter of a message, definite recognition of iden-
ticals is not easy - and neither is the solution.

This fact was admirably demonstrated in an article on the
Even Period Bifid which appeared The Cryptogram, Oct.-Nove, 1952
The example for solution, which accompanied this article, is re-
produced below. It was introduced with these words.

"The following 'Special' is appended for the benefit
of those ACA members who desire to try their skill
in adapting the authors' method. It 1is suggested
that solution be first attempted without recourse to
the Caesarized tips: Ce-co==== and Beeeee- -

(Note: The given Caesarized tips are omitted for the mament. )

o

td
5
TS
L]
w

AN

ocnHomPUD
WNWo NEH P>
NREPHKIEO
orEHKNK
WoOeRHTOERK
NTREZHRY
NNEHPOW®R

mEIREXN

ZEHEPpEHDOD
ooHaruumH
RodNnoo g<
<tyrPmakut
HEnOoO<WO=E
QZEbo QO

<nNndHEFzRCH

W as
HoH<OWHE 2
WeHaktH

HHOoO R HE

nNpP<HEIQ

HoarsWER
vovaEmdE
Qo <ZNREHO
ROYHBUOURQH
wa<dew>
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From inspection, the period of this message is easily deter-
mined to be 10 and, when it is set up in that period, the cipher
double peir 'HE' is repeated sufficiently to establish it, with
almost certainty, as an identical. Also, cipher 'V', which twice
precedes 'HE', can be assumed to represent plaintext 't°*. This
gives one an excellent start but, after this, where does one go%
Actually, there is no place to go - except in search of probable
words.

In this message there are a number of possibilities that
various cipher doudle pairs are identicals, representing fragments
of plaintext, but, as the solver knows nothing concerning the sub-
ject matter he is at a distinct disadvantage, in that he never
knows whether or not he is on the right track. Here are a few
examples of possible plaintext based on possible identicals.

Letters 41 to 50 Letters 74 to 88
cipher: U U@EDLEE G G Cipher: xx(%':)r@ QW YW
MMP‘EiGGBB YY @c(&eevv
Possible depletion Possible t ncup
Words: the_pl__gasure Words: tincture
Letters 61 to 70 Letters 131 to 140
Cipher: QQAA(?R CDD Cipher: MM(?E@RWWEE
MM¥PPAAT(TW W YY , ,AAFF
Possible Posaible e 8T ‘
Words: Bubtract Words: heart
abstract year that
tractor hearthis
practice nearzrto
fraction thear ts

Any or all of these and other words, that might be considered
probable, can be tested -~ but it is a tedious and discouraging
task. The solver has no assurance that his work will ever yield
positive results and, consequently, the incentive to continue to
‘cut and try' is slight. In most cases he will guickly resort to
the Ceesarized clues in order that he may have something definite
to work from.

In this particular exemple the solver is confronted with a
difficult and time consuming problem &8 it now stands. The entire
picture chaenges if advantage is taken of the information emilable
from the given Caesarized clues, which are 1long plaintext words
easily spotted in the message. The point which the writer is
attempting to emphasize is that when one had this king-sized tip
to start with, this message ceased to be a problem for solution,
and became merely an exercize in the mechanics of decipherment.

The great majority of qualified amateur cryptanalysts would
have arrived at a solution of this example with almost equal ease
but with a far greater sense of accomplishment if, in place of
being furnished with these given words, (CENPGVPNY and BYULNQUM)
an explanatory sentence had eccompanied this message, given as an
example with which to try out explained methods.
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Something like the following would have been adequate.

Concerning the traits and characteristics of an
immortal President of the United States who kept
intact the nation founded by our forefathers.

From the above, the solver logicelly assumes that the message
concerns Abrasham Lincoln. With this, probable, rather than known
plaintext is available to work with and solution proceeds without
the benefit of given words.

When background informetion is supplied but actual pleintext
is not given 'for free', one has to employ logical assumptions in
order to create an entry and to continue with the solution of an
Even Period Bifid. The following example was constructed to dem-
onstrate some of the lines of reasoning necessary in order to get
started. Attention is also called to some of the characteristics
of the system which will aid the solver and - opposed to this -
the fact that recovered letters seem to resist being condensed
into the limits of the 5 X 5 square.

SOLUTION DEMONSTRATION EXAMPLE - EVEN PERIOD BIFID.

Concerning the encipherment of the Bifid types.

YSZLG SWKED PENYH RZ2UVV NNOOL
ZZEQ 2 IIAEN XNPNGU MEEOU XNTWI
NVIYRB OL PN N RIGUX TNMUY GVVZLZ
Z0Q2Z1I.

Inspection of the message will reveal two repeated patterns.

Starting at letter 25: LZZEQZI

Starting at letter '74: LZ209Q21

Interval: *—— 4 —vi

Starting at letter 35: NNPNGUMEEOU
Starting at letter bY: NNRIGUMTNMU

Interval: I—— 4 —-I Iv 4

The second of these repeated patterns indicates that the re-
reated plaintext sequence carries over into the next group. The
interya.l between the initial letters of the two parts of the pat-
:ﬁrn is, in all cases, tour. This determines the period as 8 and

e message can now be set up in that period for solution.

In setting up an Even Period Bifid a slightly different ar-
rangement from that used for the odd period, is recommended.

When all fractionated cipher let- AgA BgB.CoC. D D
ters are written in, one has this set-up W:W:X:XCY:Y: ZaZ:.
This can be streamlined, similar A B © D

to the 'hit-skip' method ysed for odd. W X Y 2
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In the streamlined diagram, all double pairs are indicated
although only the true row and column component of each cipher
pair is shown. Being familiar with the handling of the set-up
for the odd period, one readily reads the first pair as Agp/Xg.
and the second pair as A./X.. The other pairs, throughout the
entire message, are Row-Row and Column-Column combinations.

Employing this method, the message is set up in period-8.

The selection of 8 is confirmed, a8 the correct period, when
it is observed that the cipher 1letters of the two repeated pat-
terns have fallen into place, in such a way, as to indicate the
expected plaintext repeats. It is also noted that an additional
double pair of cipher letters - VO - has been added to the twice

occurring L 2 2 - Q 2 I.

Since something is known of the subject mastter of the message
the first step is a search for probable words which may show in
the form of identicals. Group #2 immediately attracts attention
a8 cipher 'PHER' could well be a fragment of plaintext words such
as ‘cryptographer' or 'cipher'. Like this:

YGSSZWLKIENDY@)(EJ

cryptlographer
cip_her

‘Cryptographer' is tested first and is quickly eliminated
because of conflicte in the square.

Cipher' is tested next with Dbetter results and shows the
following arrangement in the Three Square.

ciphe All of these letters fit into
2=3 C the square without conflicts, but
(H| |R] IDIPIE the letters are so scattered that
no additional plaintext can immed-
iately be recovered bymeans of the
letters thus placed. So the sol-
P ver goes back to the message and,
H on further examination, it is noted
E that the double pair, VO, repeats
four times. On three of these ap-
pearances, 'VO' is followed Wy ‘L'
which is twice combined with 'Q'
and once with 'R's It is highly
probable that 'VO'!'is plaintexttth!
and that 'L' represents plain 'e'.

Y
A

=

)

o] (ol {oly
Ly
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Reference to the Three Square diagram set up to test the word
‘cipher', shows that the cipher double pairs VO LQ and LR can be
deciphered as plain 'the! without conflict. It is also found that
in the case of VO LR, the letter 'R* has already been placed in
the Top Square so that it can represent plaintext ‘et, If these
values are added to those based on the test of 'cipher'!, then the

square assumes this appearance.
cipher

Assuming all of this to 2=3

be correct, and thus far none the I
of it has been found to be in D]
error, the letters are still
8o scattered that they are of
little o help in suggesting
other plaintext fragments. v

Ql IC| |L T
Y{ |H; |[R| [D|P|E[0] |V
C

<

However, me additional
probability is observed from I
the square as now set up.The 0
fact reveals itself that some
of the letters which have been
placed are beginning to shape
up as though the original
square might have contained
a standard (not scrambled)
keyword alphaebet. This idea
is engendered by the co-row location of several sets of letters in
alphabetical continuity. A glance at the above diagram shows this
to be the situation with 'CD', 'QR' and 'T-V'.

O] Ml ('] (0D

Taking these letters, together with 'P' which is in the same
column with 'V', the following row arrangements are possible.

With Short Keyword. With Long Keyword.
1 1

2 c[D 2

3 3|C[D

4| | PIQ|R 4 PlolR

5 T v 5 T| |V

In the above elongated squares the only liberty that has been
taken with the previously established locetion o these letters is
the placing of 'P!' in row with'Q' and 'R'.

Having proceded this far,and still assuming that all is cor-
rect, it becomes more and more apparent that much yet remains to be
done. The letters thus far placed are widely scattered and as no
additional plaintext suggests itself, the search for probable words
is again resumed.

When searching for probable words in the Even Feriod Bifid,
one must keep in mind the peculiarities of the system. One looks
first for identicals and, if none can be identified as such, then
other even period characteristics must be considered. As true half
naturals do not exist, one does not look for coincidence of indi-
vidual letters, but for patterns, which are always possible when
plaintext le.ters repeat at even intervals.
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For an i1llustration of this, refer once more to the ENTHUSIASM
square and, using it, check the encipnerment « the word 'rarity’.

Plaintextt R ARITY Cipher: O o U
X wW_G
Cipher: O0OUXVWG Plaintext: rar ity

Now, inspect a message enciphered from that square.

¥ R R |8 ¥ H |H W N T I N 0 O U
E I Hl 2 € Z| E O K| E G Tf X W _ @

| rariljty | | Irarity|
*  * * %
Impossible Possible

From this 1t is seen and understood that, in the search for
probable words, coincidence must be avoided except when identicals
are presumed to be present.

With this thought fresh in mind, one returns to the message
and gives serious consideration to what probable words might be
expected to be in 1it. The title stated that the message concerns
"Encipherment of the Bifid Types." It is believed that plaintext
tcipher' has been spotted correctly and this word may, eventually,
be expanded to become ‘encipher', 'decipher?', or some other word
of similar combining form.

No attempt has as yet been made to spot the plaintext word,
'bifid?', which is almost certain to be present. To do this, one
first looks for possible identicals and one eligible double pair
is immediately found in the eighth group. This iss

Cipher: L F N N
R 1 G U
Possible Plaintext: b i f 1 4

This location for 'bifid' causes it to lap with one of the
repeated sequences but that makes no materisl difference and it is
diagrammed thus:

bifid This goes into its individual test square
8-1 |IIR G without conflict. The next step is to combine
[ | B this arrangement with that derived from the
words 'cipher' and 'the'. This step is then
attempted, without success,as it is found that
F | the letters 'B' and ‘'E' are forced into the
NiD same cell of the square. This circumstance
does not prove that the selected spotting of
plaintext *tbifid' is incorrect. It only proves that, of the three
probeble words tested - 'cipher', 'the' and 'bifid' - one of them
is wrong. As no further progress can be made with the result of
this test of 'bifid', it is put on ice for the time being, nd an-
other possible location of the word is looked for.

FIL

{4

'Bifid' is a pattern word and, if present in the message, it
can be in either of two forms, like this:

BI FI D . or « B IF ID
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In the first separation, if 'B' and 'F' are co-column, then
a pattern of this type would show.

X X -

In the second separation, if 'F' and 'D' are co-row, the re~
sulting pattern would ve like tkis.

- X X

It has already been established,in this particular message,
that there is a good rrobability that the square contains an un-
scrambled keyword alphabet. If this is true, then'D' and 'F'can
very well be co-row. rrom this it naturally follows that, if the
word 'bifid' is in the message, there is a chance that it has
generated a pattern of the second form shown. Following through
on this angle, inspection of the message discloses several such
patterns. These are:

Group Groups Groups Group
3 4-10 5«8 6
U v v L 2 Z - N N M E E
N o) 0 Q 2 I - G U Uu X X
bifi1d bifid bpifid bifid

The first of the above is at once eliminated because cipher
double pair 'VO' cannot represent both plain 'if' and 'id'.

The second,which appears in grours 4 and 10, is next tested.

bifid This goes into its individual test square
4-2 IiD without conflict and so the test is continuead
10-4 Z|FIB[Q|L| to determine whether or not this arrangement
LB will successfully combine with the test square
Q based on the assumed location of the probable
IlD 112 words ‘'cipher! and 'the!'. VWhen all values
FlZ DIF are collected in one square it is found that
L they will combine without conflict as shown
B[Q in the diagram belowe.
cipher From the individual test
2-3 of 'bifid' in this location
the c it is seen that if and '3!

bifid I(D B Q are on the true diagonal of
4-2 -4 1Y|Z]|F olH RI[B| | the original square if this
Cl ¥ spotting of tre wad is correct.
YIIID}] |T Z | For that reason they are now
F|Z|C|D|F placed there and the other
E 2[R letters are arranged in al-
TV phabetical order, in so far
P as possible, with the hope
L B that some light maybe thrown
E [T, on the manner in which the
vip H entire alphabet was arranged

T 0 in the original square.
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This move immediately bears fruit. It indicates that 'Z' is
certainly in the keyword and that 'Y' probably is also. That being
the case, then if V' is in row-5, it can be no further to the
left than cell-3. It is placed there and, when this is done, the
letter 'P' can then be placed in cell-=3 of row-4 with a reasonable
degree of certainty that it is located correctly.

The validity of these shifts is supported by the fact that the
placement of 'V' and 'P' also moves 'H' to the 3rd row with CIDF.

Acting on these suggested shifts, the
rearranged in a more compact form, and 'W?*
they are required in order to fill out the

square can again be
and 'X' can be added as
5th rowe.

A study of the square ssit is
now set up suggests that even more
shifts could logically be made.
The letters 'B' and 'E' have been
established in column-4,but their
correct row location has not yet
been determined. It is8 now evident
that neither 'B' nor 'Efcmg into
the 3rd row,ss such a location for
elther of them would disrupt the
alphabetical continuity of those
letters already placed and which
apparently are beyond thelkeyword.
Nor does 'B' fit well into the 2nd
rowe. In that position it is not
considered satisfactory ssa letter
of the keyword and, if it is not in the keyword, then it must be
in the f£ifth cell of the 2nd row in order to be in alphabetical
sequence with 'C', which has been placed in cell-1l of the 3rd row.
Consequently, it would seem that 'B' must go into the 1lst row.

&
(=] [ % (S )

L= LG TS T (] L] 5]
o (v
wie| <
B

| b &

=d[rd|4
:Uw[‘dH
LRIl i = s

la el

0

With 'B' thus placed, 'E' would automatically be forced into
the 2nd row as it has no place else to go.

A1l of the foregoing derives from logical reasoning but fur-
ther rearrangement can be delayed until the square, as it is now
set up, is tested with the entire message to see X any additional
plaintext fragments can be recovered.

vy s z L |[E p P E |2 U v Vv | z 2z =
G S W K| N Y H Rl N N o o @ 2z I I
cipher Tththebilfiad
A E N N |Mm E E o0 |[W I ¥ V |L ¥ ¥ X
P ¥ ¢ ul v x N T I Y B o R I @6 U
i the dad

M T F X 1L 2 2
U Y 6 vl o o z 1|

Thebifiad
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When this test is made, it is seen that the only plaintext
words which have been completely recovered, thus far, are the few
which have been assumed, tested, and found not to be in error.
However, it is felt that what has been developed yp to this point
is correct, because of the orderly manner in which the equare has
shaped up.

Twelve of the twenty five.letters have been definitely placed
but they are found to be €littleor no assistance in the recovery
of additional plaintext. And so, as long as this condition con-
tinues to exist, the solver's sole recourse is to make arbitrary
placement of letters now outside the 5 X § square, or a renewed
study of the message for other probable plaintext location.

With the exception of the words =-'cipher', 'the!, *bifid!' -
the only plaintext letters recovered are an extra 'th', a single
tit, and the doubled 'dd'. Examining these unattached plaintext
letters, it is noticed that the doubled 'dd' follows plaintext
'the' with one vacant cell intervening. Immediately to the right
of 'dd! is the repeat, N/G N/U M/U.

Inspection of the other occurrenced this repeat shows that
it is preceded by cipher pairs, E/I A/P E/N.

The complete picture is this:

Sterting at 3 - T v L VA Z E |[A E XN N |M
(6] Q 2 I Il P N 6 Ul u
thebifiad
Starting at 7 - 7: vV |[L P N XN M
oL R I G Uyl u
the dad

In the above, plaintext 'the'may be assumed to be a complete
word. Now, if the repeated sequence represents a complete word,
then '-dd!' must also be a complete word, and, from what is known
of the subject matter of the message, it may be the word 'odd'.

In the other occurrenceof the repeat, the cipher double pair
which is immediately adjacent on its left is E/N. If this is an
identical, it could be part of the plaintext word 'even' and the
repeat would then, almost certainly, be the word 'period’'.

Reference to the square shows that these values will fit in
without conflict. When =ll are entered, and other obvious place-
ments are made, the square presents this appearance.

AlG U With the correct spotting of the
MIE[HN|T plaintext word, ‘'period', practically the
B|L|C[P[V entire square is finally recovered. The
O, I|D[QIW keyword is seen to be SYMBOLIZE, and the
_ Y ZIFIR|X message reads:
TIL]C| |Y|M|B|O]
UINIYIIDIL{I{Z|E[A uNessages encirhered with the Bifid
M(VIP|F|Z|C|DIF|G|H in even period are not unlike the
G|QIW(B|E NIPIQIR odd period type of Bifid."
A O|R[X]|T{U]VIWIX




44

The preceding step by step demonstration shows that the Even
Period Bifid can resist solution, even when te solver has advance
knowledge of the subject matter of the message. When such infore
xjr:n.tion is not available, the Even Period not only resigsts, = = « -

t defies.

The foregoing is not to be considered a true solution of an
Even Period Bifid message, as this example was constructed by the
writer and the vulnerable points of entry were known in advance.
It was used for this demonstration because Even Period examples
are few and, of those available, either the entire solution is given
away by tips which are too generous, or not sufficient information
is furnished for a beginner to make a satisfactory entry.

For that reason an example was constructed which would call
attention to the following factse.

1 - The making of assumptions, relative to probable plaintext,
must continue until the solution is well underway.

2 - An attempt should be made, &8 soon as possible, to arrange
the letters of the square in true alphabetical order.

3 = Characteristics and peculiarities of the system must be,
continually, kept in mind and employed whenever possible.

4 - The structure of the system is digraphic and a digraphic
frequency count is helpful.

5 = The manner in which the mechanics of the system differs from
that of the 0dd Period type must not be overlooked.

THE BIFID WITH CONJUGATED MATRICES.

In the writer's copy of a translation «f F. Delastelle's book
Iraite’ Elementaire de Cryptographie, there is a variation of the
Bifid which is named and described in these words.

“CONJUGAL BIFID ALPHABETS. To increase secrecy, one may use
two bifid alphabete at the same time. The first is employed to
change plaintext into cipher and the second ts used to change this
cipher into another cipher."

"To encipher we must write vertically under each letter its
numerical value from Alphabet-l, then extract the numbers horiz-
ontally and transfer them into letters using Alphabet=2.%

As is always the case in any type of cipher, resistance to
solution is greatly increased by super-encipherment. However, the
chance of errors creeping into the encipherment of the message,
which will tend to garble it, is also increased proportionally.

The Tnree Square Technique can be applied it the encipherment
and decipherment of CM-Bifids. An excellent article describing
how this may be done appeared in The Cryptogram, Jan-Feb, 1960.
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THE BIFID CONTINUOUS ENCIPHERMENT CYCLE.

An interesting characteristic of the Bifid is the fact that,
if encipherment is continued ftrough a sufficient number of stages,
the plaintext will eventually reappear.

By this it is meant that if the cipher message is enc?phered
with the same alphabet square; and the resulting super-enciphered
message is, in turn, enciphered; etc., etc.; at some step along
the line the original plaintext will appear as the cipher for the
preceding assortment of letters.

Using a straight alphebet in the square,several examples of
this phenomenon are given below.

AFLQV
BGMRVW
CHNSX
DIOTY
EKPUZ
AFLQVABCDE
BGMRWFGHIK
CHNSXLMNOP
DIOTYQRSTU
EKPUZVWIXY?Z
Period-3 Period - 4 Period - 5
t he this their
1-RDP 1-RISS 1-RBTPR
2-QMU 2-RTIN 2-QSRIW
5-5QK 3-THIS 3-TRVMER
4 - THE 4-TXTFG
5-URIOB
6 - THEIR
Period -6 Period - 7 Period - 8
theory thedogs thebifid
l1-RCUSYTI 1-RAMTPTH 1-RAGFSWQT
2-QTWHXT 2-QO00GBUS 2-QGUTFFMD
3-TWYDHO 3-S¥DQTGX 3-RTGLBYATI
4 ~-UV HRTO 4-SDRXIDH 4-THEBIFID
5-UISVET 5-QUFHROS
6-RUOYLTI 6 - TGS QVXMS PERIOD CYCLE
7-TPMKTD 7-RTXTHAH
8-S NQUKT 8-TYFGSSC 9 8
9 ~-STIMEY 9 -UGTDQHYN 10 18
10- THEORY 10-RQRPIQYN 11 6
11 - TSINMNBYC 12 11
12 - THEDOG S 13 20

The writer has attempted to adapt this cyclic characteristic
of the Bifid to some usBe as an aid in solution, but thus far has
been unsuccessful.
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PROBLENXMS

About lost mines and buried treasure and the prospectors
and other old timers of the 0ld frontier v searched for
them. Many of the above words are probable. Among them
'buried treasure' can be located within the first twelve
groups, although only two half naturals are there to in-
dicate it. Once that is done, a repeat of 'treasure'can
be spotted through similarity of several components.
The message 1s set up in correct period.

L
=
o
"
]
R
=
(2]

ZuogadWawobHE
nEEoOUHNKON TN
WHNHO<HEOE O
ZuHk>cCdonad nd
NPHMOMENMOWMPH
PoddaRkg<<om R
WoOKHHRR> >3

HalHHPRHoKHO W

RoRkmrumaRE RO

MoCcHNXOLN® QWM

NOKHNHQIUNAUD @

WEHNORWHYMWNO N
HbobUannWNnNnaaR
PENbIRPEHORD S
Y <<OWRHNDH
HaodEsdg2oUR R E XM
HRWOPMNPNERHEHH
BEad<BHONnO®EHUEWO
UHOUHHRECGOO S

OOoMKNEPRO ME

HMME<NNED>W

HNEHRmdoRRQQOU
dN<SHRZHMANOY
Homdomp<<Higw N
<H02prm<<hH
ZoHdRYyEHIYEN
bon<RlRdRtHDHROWH

N
.

How to identify an unclassified cipher of this type.

<"ERQWYEWH
HouootEHEZ
HoHUY-HTa

(7]
)

tecipher' is repeated. Patterns should sho

HRR WO

oORdHdM

o]
=
=
o
o]

oHoHNdH
nn<duwHY
HLHREd <
HMH Y

o
o
M
L]
@

HdHYQmoOoQ@
QYUE+HED
HodokEYYd
mHEHMNE S

=
(o]
b
(2]

HEUEBOR<
MY mN
NnEXDEO
ZEmR 0o Hn

4

NMa<HEQH

pe

M
A

Q
I
0
Q
s
G

Ho

N> URKRY

iod.

NERREHROO

HoHQUME

This 1s about an insane fish that some how got the idea

that it would rather live on land than in the sea. But
mostly, it is about 'some how', so concentrate on that.
Some help may be obtained from the knowledge that the
words 'that we' and 'that it' are present, as well as
the fact that 'the' occurs twice. Period is 7.

QORUHMXY
oHNT X
AHTdan
PORWEQO
WO W mK
dEH 3 0
HEoaRn
N<mWo=
OHEHKRNM
Homeyo
Q3"EuooN
HMM TR
HogHO W
aHsEYEO
NWHEZOQO
WY OoOHE
pH< =
H e N
REam-oE
Ro<muw R
wE R
omEQ<dRE
Q<H4iERN
Homwary
I R R
g M
QbRMOM
e EN

5
ot
e

The above ciphers and the Even Periods on the following
page are all from old 'Circle-B'. None of them have ever
been published before. All squares are scrambled, but
one familiar with keyword recovery methods should have
1ittle trouble in recovering the original square and key.
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Even Period Bifid. Concerning the traditions and enter=-
prise of the British in connection with a national event
of the early 1950's. Period can be determined by inspect=
ing letters 40 to 60 and 100 to 120.

FPAER CSFQC EODHR FALTIR SHLEP
REKEKGTI FZUNR QXGYW TLZBC HGHQT
IOF S L NBMMXH GTGEU VCQWL KOVZD
NLLIG VHFPY EAWUZ KPOSF WIKPL
OWRHQ TAETFS SHAHYV BLELY AZBLD
LEK OB ZTFRL QHUXP ERGRT UEFQD
OTATM LFSAK CMHKQ REMPQ SLXWVA
VUTCE GQEOX SUSDA PWIXNI EPGENM
ESTND DCGS.

THE COLONIAL COCKTAIL CIPHER. Even Period Bifid.

"They were bold drinkers - our colonial ancestors -
they thought nothing of mixing gin or rum with beer."
A New Americen History by W. E. Woodward .

The following is a recipe for one of these gin-beer
mixtures, known to our forefathers as Rum Fustian.

WRQMW CIQGN MRIBZ MFZRO IFEUC
RHGQC KQFDU LZRMM SYXIT YBHSA
EKXKWHB YKITS FGYWP UHIYS AUQFK
YAVYX FAPSV QHXBR NCWLU GSTNV
GLPEX DLMQM GQVLD YAKPH DUNMAO
ZSIDP CWZXW CRZIMG DXEIU CAUYZQ
QENPS HUYTP FQMBZ GQHPS NZYTT
XLADTF IOMLO ZNBPX AXTIU WYTSVW
WADFC OMLOG KPS X.

Unpublicized Frenchman. 0dd period Bifid.

For two years, 1955-06, the writer tried to get some
biographical information on F. Delastelle. Finally, from
the Cipher Section, Department of the Army, Paris, these
meagre statistical facts were garnered.

APWRIL 0GISE LSGDR ABECY QUMSOXN
TSNYO AWAGD OMUEA BRSLC YIQGY
MSEHAQ BCGTTF LOGAO ELKQQN 0OASTHN
LPFSA WXXDHM S0O0TS NECWL NIYOA
MTEKVO CUYRL S THNNB PASIA XKCNEK
GYSOF TSNYO NWAGRB ENTRN LXKEN
0QO0GA LCRTIGQ GYSVO CKLSE DTOOW
YEDTP OWYAG MGHNC KROLE CEYYS
GRGBEB VDYIH IMTMN QXWTT NXOSA
ISYID QR SSGO TLNCE YCULP YLRETU

Number € above was constructed to be solved. No tips
are given. The period can be determined - obvious prob-
able words will provide an entry. This is the final exam
for beginners. Go to it and good luck.
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1.

2.
S.

4.

1.

2.

6.

SOLUTIONS

PAGE 3 EXERCIZES.

TQROWMO MBF
OKMNXYW HRA

The Delastelle Bifid is a very i

HEHME
HEHNT

PDCAH
EPDHA

PAGE 19 TEST MESSAGE.

DX T
TEK

AHLD

HAS HK

The ENTHUSIASM square is used.

PAGE 22 EXAMPIE.

Y L
I XN

HQIFGM HRNRGNW
HHOIEZ QHCF

nteresting type of cipher.

H vVvIiTTU

DAOTIH

SRDTI
LCMSNM

Statisticians have long been accustomed to deal with prob-

PROBLELXS .
ARANU

FCFPR

JIzo0C

DPMKR

XJLKD

QEFPPF

(Amswers enciphered by Caesar.)

KJAZN AWIOK BBEJE

PMBZQ

ZJMTK

FCDCC

QEBDF

PQEBL

XKRK2Z

MJIXGV

BGLEM

KYBBO

KBVLR

IXPPPF

DHZYW

DRFC q

JFUQR

JRP QA

JCXQN

CFBAZ

TOCZH

GJIUNM

OBPTX

LXILK

EAZ

FME

JNO

PK Q

PLK

B - -
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