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FOREVWORD

We are proud to add this book, M LITARY CRYPTANALYSTS, PART Il, recently
declassified by the U'S. Government, to our Cryptographic Series. As in the
case of MLITARY CRYPTANALYSIS, PART I, we have added a |arge nunber of

problens to the book. These problens, largely keyed to the order that the
material is presented in the text, not only will provide the student with
many hours of enjoyment, but at the same tinme will act as the ultimte

teaching aid.

In keeping with what mght be terned nodern cryptol ogi c advances, we have
al so added to the book sone conputer prograns. There is no doubt that the
conputer has greatly affected nodern cryptol ogy, and today cryptographic and
cryptanal ytic "tasks" which at one time took hours and even days to acconp-
lish can now be done in seconds, if not m croseconds. The added conputer
programs, found at the end of the book, following the problens, are only
representative of the many progranms that can be used with the large class of
ci pher systems discussed in this book. The student should set his sights on
nodi fyi ng, inproving, and devel oping other progranms which will assist himin
his solution efforts.

Comments concerning this book, or any book in our Cryptographic Series,
are always greatly received.

Sept ember 1984 AEGEAN PARK PRESS
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SecTroN I

INTRODUCTORY REMARKS

Paragraph
The essential difference between monoalphabetic and polyalphabetie substitution 1
Primary classification of polyalphabetic systems. 2
Primary classification of periodic systems. 3
Bequence of study of polyalphabetic systems. 4

1. The essential difference between monoalphabetic and polyalphabetic substitution.—a.
In the substitution methods thus far discussed it has been pointed out that their basic feature
is that of monoalphabeticity. From the cryptanalytic standpoint, neither the nature of the
cipher symbols, nor their method of production is an essential feature, although these may be
differentiating characteristics from the cryptograpbic standpoint. It is true that in those cases
designated as monosalphabetic substitution with variants or multiple equivalents, there is a
departure, more or less considerable, from strict monoalphabeticity. In some of those cases,
indeed, there may be available two or more wholly independent sets of equivalents, which,
moreover, may even be arranged in the form of completely separate alphabets. Thus, while a
loose terminology might permit one to designate such systems as polyalphabetic, it is better to
reserve this nomenolature for those cases wherein polyalphabeticity is the essence of the method,
specifically introduced with the purpose of imparting a positional variation in the substitutive
equivalents for plain-text letters, in accordance with some rule directly or indirectly connected
with the absolute positions the plain-text letters occupy in the message. This point calls for
amplification.

b. In monoalphabetic substitution with variants the object of having different or multiple
equivalents is to suppress, so far as possible by simple methods, the characteristic frequencies
of the letters occurring in plain text. As has been noted, it is by means of these characteristic
frequencies that the cipher equivalents can usually be identified. In these systems the varying
equivalents for plain-text letters are subject to the free choice and caprice of the enciphering
clerk; if he is careful and conscientious in the work, he wil! really make use of all the different
equivalents afforded by the system; but if he is slip-shod and hurried in his work, he will use the
same equivalents repeatedly rather than take pains and time to refer to the charts, tables, or
diagrams to find the variants. Moreover, and this is a crucial point, even if the individual
enciphering clerks are extremely careful, when many of them employ the same system it is entirely
impossible to insure a complete diversity in the encipherments produced by two or more clerks
working at different message centers. Tle result is inevitably to produce plenty of repetitions
in the texts emanating from severdl stations, and when texts such as these are all available for
study they are open to solution, by a comparison of their similarities and differences.

¢c. In true polyalphabetic systems, on the other hand, there is established a rather definite
procedure which automatically determines the shifts or changes in equivalents or in the manner
in which they are introduced, so that these changes are beyond the momentary whim or choice of
the enciphering clerk. When the method of shifting or changing the equivalents is scientifically
sound and sufficiently complex, the research necessary to establish the values of the cipher
characters is much more prolonged and difficult than is the case even in complicated monoalpha-
betic substitution with variants, as will later be seen. These are the objects of true polyalpha-
betic substitution systems. The number of such systems is quite large, and it will be possible to

@
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describe in detail the cryptanalysis of only a few of the more common or typical examples of
methods encountered in practical military communications.

d. The three methods, (1) single-equivalent monoalphabetic substitution, (2) monoalpha-
betic substitution with variants, and (3) true polyalphabetic substitution, show the following
relationships as regards the equivalency between plain-text and cipher-text units:

A. In method (1), there is a set of 26 symbols; a plain-text letter is always represented by
one and only one of these symbols; conversely, a symbol always represents the same plain-text
letter. The equivalence between the plain-text and the cipher letters is constant in both enci-
pherment and decipherment.

B. In method (2), there is a set of n symbols, where n may be any number greater than 26
and often is a multiple of that number; a plain-text letter may be represented by 1, 2, 3, . . .
different symbols; conversely, a symbol always represents the same plain-text letter, the same as
is the case in method (1). The equivalence between the plain-text and the cipher letters is
variable in encipherment but constant in decipherment.!

C. In method (3) there is, as in the first method, a set of 26 symbols; a plain-text letter
may be represented by 1, 2, 3, . . . 26 different symbols; conversely, a symbol may represent
1, 2, 3, . . . 26 different plain text letters, depending upon the system and the specific key.
The equivalence between the plain-text and the cipher letters is variable in both encipherment
and decipherment.

2. Primary classification of polyalphabetic systems.—a. A primary clasmﬁcatlon of poly-
alphabetic systems into two rather distinct types may be made: (1) periodic systems and (2)
aperiodic systems. When the enciphering process involves a cryptographic treatment which is
repetitive in character, and which results in the production of cyclic phenomena in the crypto-
graphic text, the system is termed periodic. When the enciphering process is not of the type
described in the foregoing general terms, the system is termed aperiodic. The substitution in
both cases involves the use of two or more cipher alphabets.

b. The cyclic phenomena inherent in a periodic system may be exhibited externally, in
which case they are said to be patent, or they may not be exhibited externally, and must be un-
covered by a preliminary step in the analysis, in which case they are said to be latent. The
periodicity may be quite definite in nature, and therefore determinable with mathematical
exactitude allowing for no variability, in which case the periodicity is said to be fized. In other
instances the periodicity is more or less flexible in character and even though it may be deter-

1 There is a monoalphabetic method in which the inverse resuit obtains, the correspondence being constant
in encipberme 1t but variable in decipherment; this is a method not found in the usual books on cryptography
but in an essay on that subject by Edgar Allan Poe, entitled, in some editions of his works, A4 few words on secret
wriling and, in other editions, Cryptography. The method is to draw up an enciphering alphabet such as the
following (using Poe’s example):

Phain.......ABCDEFGHIJKLMNOPQRS
Cipher...... . _ SUAVITERINMODOPFPORTI

In such an alphabet, because of repetitions in the cipher component, the plain-text
oonsiderable degree of variability, as will be seen in the deciphering alphabet:

Cipher ABCDEFGHIJKLMNOPQRSTUVWIYZ
C MGO E KJL HAFBD
U 1 XN Q R
Plain.. . z s P v T
v Y

This type of variability gives rise to ambiguities in decipherment. A cipher group such as TIE, would yield
such plain-text sequences as REG, FIG, TEU, REU, ete., which could be read only by context. No system of such a
character would be practical for serious usage. For a further discussion of this type of cipher alphabet see
Friedman, William F., Kdgar Allan Puoe, Cyrptographer, Signal Corps Bulletins Nos. 97 (Juiv-Sept.) and 98
(Oct.~Deec.), 1937.
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minable mathematically, allowance must be made for a degree of variability subject to limits
controlled by the specific system under investigation. The periodicity is in this case said to be
flexible, or variable within limils.

3. Primary classification of periodic systems.—a. Periodic polyalphabetic substitution
gystems may primarily be classified into two kinds:

(1) Those in which only & few of a whole set of cipher alphabets are used in enciphering
individual messages, these alphabets being employed repeatedlyin a fixed sequence throughout each
message. Because it is usual to employ a secret word, phrase, or number as a key to determine
the number, identity, and sequence with which the cipher alphabets are employed, and this
key is used over and over again in encipherment, this method is often called the repeating-key
system, or the repeating-alphabet system. It is also sometimes referred to as the multiple-alpha-
bet system because if the keying of the entire message be considered as a whole it is composed
of multiples of a short key used repetitively.’ In this text the designation ‘“repeating-key
system’’ will be used.

(2) Those in which all the cipher alphabets comprising the complete set for the system are
employed one after the other successively in the encipherment of a message, and when the
last alphabet of the series has been used, the encipherer begins over again with the first alphabet.
This is commonly referred to as a progressive-alphabet system because the cipher alphabets are
used in progression.

4. Sequence of study of polyalphabetic systems.—a. In the studies to be followed in con-
nection with polyalphabetic systems, the order in which the work will proceed conforms very
closely to the classifications made in paragraphs 2 and 3. Periodic polyalphabetic substitution
ciphers will come first, because they are, as a rule, the simpler and because a thorough under-
standing of the principles of their analysis is prerequisite to a comprehension of how aperiodic
systems are solved. But in the final analysis the solution of examples of both types rests upon
the conversion or reduction of polyalphabeticity into monoalphabeticity. If this is possible,
solution can always be achieved, granted there are sufficient data in the final monoalphabetic
distributions to permit of solution by recourse to the ordinary principles of frequency.

b. First in the order of study of periodic systems will come the analysis of repeating-key
systems. Some of the more simple varieties will be discussed in detail, with examples. Subse-
quently, ciphers of the progressive type will be discussed. There will then follow a more or less
detailed treatment of aperiodic systems.

3 French terminology calls this the ‘“‘double-key method’’, but there is no logic in such nomenclature.
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SecTion 11
CIPHER ALPHABETS FOR POLYALPHABETIC SUBSTITUTION

Paragraph
Classification of cipher alphabets upon the basis of their derivation 5
Primary components and secondary alphabeta. ‘ 6
Primary componeats, cipher disks, and square tables. 7

5. Classification of cipher alphabets upon the basis of their derivation.—a. The substitu-
tion processes in polyalphabetic methods involve the use of a plurality of cipher alphabets.
The latter may be derived by various schemes, the exact nature of which determines the principal
characteristics of the cipher alphabets and plays a very important role in the preparation and
solution of polyalphabetic cryptograms. For these reasons it is advisable, before proceeding to a
discussion of the principles and methods of analysis, to point out these various types of cipher
alphabets, show how they are produced, and how the method of their production or derivation
may be made to yield important clues and short-cuts in analysis.

b. A primary classification of cipher alphabets for polyalphabetic substitution may be made
into the two following types: ’

(1) Independent or unrelated cipher alphabets.

(2) Derived or interrelated cipher alphabets.

¢. Independent cipher alphabets may be disposed of in a very few words. They are merely
separate and distinct alphabets showing no relationship to one another in any way. They may
be compiled by the various methods discussed in Section IX of Elementary Military Cryptography.
The solution of cryptograms written by means of such alphabets is rendered more difficult by
reason of the absence of any relationship between the cquivalents of one cipher alphabet and
those of any of the other alphabets of the same cryptogram. On the other hand, from the point of
view of practicability in their production and their handling in cryptographing and decryptograph-
ing, they present some difficulties which make them less favored by cryptographers than cipher
alphabets of the second type.

d. Derived or interrelated alphabets, as their name indicates, are most commonly produced
by the interaction of two primary components, which when juxtaposed at the various points of
coincidence can be made to yield secondary alphabets.!

6. Primary components and secondary alphabets.—Two basic, slidable sequences or com-
ponents of n characters each will yield n secondary alphabets. The components may be ~lassi-
fied according to various schemes. For cryptanalytic purposes the following classification will be
found useful:

Case A. The primary components are both normal sequences.

(1) The sequences proceed in the same direction. (The secondary alphabets are direct
standard alphabets.) (Pars. 13-15.)

(2) The sequences proceed in opposite directions. (The secondary alphabets are reversed
standard alphabets; they are also reciprocal cipher alphabets.) (Par. 131, 14g.)

Casg B. The primary components are not both normal sequences.

(1) The plain component is normal, the cipher component is a mixed sequence. (The
secondary alphabets are mixed alphabets.) (Par. 16-25.)

1 See Sec. VIII and IX, Elementary Miliiary Cryptography.
@
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(2) The plain component is a mixed sequence, the cipher component is normal. (The
secondary alphabets are mixed alphabets.) (Par. 26.)

(3) Both components are mixed sequences.

(a) Components are identical mixed sequences.
I. Sequences proceed in the same direction. (The secondary alphabets are
mixed alphabets.) (Par. 28.)
II. Sequences proceed in opposite directions. (The secondary alphabets are
reciprocal mixed alphabets.) (Par. 38.)
(b) Components are different mixed sequences. (The secondary alphabets are mixed
alphabets.) (Par. 39.)

7. Primary components, cipher disks, and square tables.—a. In preceding texts it has
been shown that the equivalents obtainable from the use of quadricular or square tables may be
duplicated by the use of revolving cipher disks or of sliding primary components. It was also
stated that there are various ways of employing such tables, disks, and sliding components.
Cryptographically the results may be quite diverse from different methods of using such para-
phernalia, since the specific equivalents obtained from one method may be altogether different
from those obtained from another method. But from the cryptanalytic point of view the
diversity referred to is of little significance; only in one or two cases does the specific method of
employing these cryptographic instrumentalities have an important bearing upon the procedure
in cryptanalysis. However, it is advisable that the student learn something about these different
methods before proceeding with further work.

b. There are, not two, but four letters involved in every case of finding equivalents by means
of sliding primary components; furthermore, the determination of an equivalent for a given
plain-text letter is representable by two equations involving four elements, usually letters.
Three of these letters are by this time well-known to and understood by the student, viz, 6, 6,,
and .. The fourth element or letter has been passed over without much comment, but erypto-
graphically it is just as important a factor as the other three. Its function may best be indicated
by noting what happens when two primary components are juxtaposed, for the purpose of finding
equivalents. Suppose these components are the following sequences:

(1)ABCDEFGHIJKLMNOPQRSTUVWXYZ
@Q)FBPYRCQZIGSEHTDJUMKVALWNOX

Now suppose one is merely asked to find the equivalent of P, when the key letter is K. Without
further specification, the cipher equivalent cannot be stated; for it is necessary to know not only
which K will be used as the key letter, the one in the component labeled (1) or the one in the
component labeled (2), but also what letter the K, will be set against, in order to juxtapose the
two components. Most of the time, in preceding texts, these two factors have been tacitly
assumed to be fixed and well understood: the X, is sought in the mixed, or cipher component,
and this K is set against A in the normal, or plain component. Thus:

Plf.in Index
l
(1) Plain.___.._.. ABCDEFGHIJKLMNOPQRSTUVWXYZABCDEFGHIJKLMNOPQRSTUVWXYZ
(2) Cipher....... F'BPYRCQ%IGSEHTDJUMKVALWNOX
T
Cipher Key

With this setting Py=2Z,.
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¢. The letter A in this case may be termed the indez lefter, symbolized A, The index letter
constitutes the fourth element involved in the two equations applicable to the finding of equiva-
lents by sliding components. The four elements are therefore these:

(1) The key letter, O

(2) The index letter, 6,

(3) The plain-text letter, 6,

(4) The cipher letter, ©,
The index letter is commonly the initial letter of the component; but this, too, is only a con-
vention. It might be any letter of the sequence constituting the component, as agreed upon by
the correspondents. However, in the subsequent discussion i will be assumed that the index letter
is the initial letter of the component in which it is located, unless otherwise stated.

d. Tn the foregoing case the enciphering equations are as follows:
) Ke=A,; Py=Z,

But there is nothing about the use of sliding components which excludes other methods of finding
equivalents than that shown above. For instance, despite the labeling of the two components
as shown above, there is nothing to prevent one from seeking the plain-text letter in the com-
ponent labeled (2), that is, the cipher component, and taking as ita cipher equivalent the letter
opposite it in the other component labeled (1). Thus:

Ci;lher Iniiex
(1) ABCDEFGHIJKLMNOPQRSTUVWXYZABCDEFGHIJKLMNOPQRSTUVWXYZ
(2) F'BlT’YRCQZIGSEHTDJUW{VALWNOX
T
Plain Key

Thus:
(II) K3=A|; Pp==K.

e. Since equations (I) and (II) yield different resultants, even with the same index, key,
and plain-text letters, it is obvious that an accurate formula to cover a specific pair of enciphering
equations must include data showing in what component each of the four letters comprising the
equations is located. Thus, equations (I) and (IT) should read:

(I) K. in component (2)==A, in component (1); P, in component (1)=2, in component (2).

(II) Ky in component (2)=A, in component (1); P, in component (2)= K, in component (1).

For the sake of brevity, the following notation will be used:

(1) Kxp=Aun; Pon=2n
(2) Kxn==Ain; Poa=Ken

f. Employing two sliding components and the four letters entering into an enciphering
equation, there are, in all, twelve different resultants possible for the same set of components
and the same set of four basic elements. These twelve differences in resultants arise from a set
of twelve different enciphering conditions, as set forth below (the notation adopted in sub-
paragraph ¢ is used):

(1) xp=064a; Oyn==04n
(2) Gxn=61n; Gpn=0¢p
(3) Sxn=01a; Gpn=6.n
(4) n=01; Gyp=6¢n
(5) Oxa=8ppn; O1p=06.n
(6) Gpp=0,n; O1s=6yp

Page 11
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g. The twelve resultants obtainable from juxtaposing sliding components as indicated under

the preceding subparagraph may also be obtained either from one square table, in which case

twelve different methods of finding equivalents must be applied, or from twelve different square

tables, in which case one standard method of finding equivalents will serve all purposes.

h. If but one table such as that shown below as Table I-A is employed, the various methods

of finding equivalents are difficult to keep in mind.

Tasre I-A
ABCDEFGHIJKLMNOPQRSTUVWXYZ
FIBI{P|Y|RICIQIZII|G!S{EIH|T|ID(J|UIM|K[{VIAIL{WIN|O|X

B|P|Y/R|CIQ|Z|I|G|S|E|H|T|D|(J|U(M|K|V|A|L|W|N|O|X|F

PIYIRICIQ|Z|I|G|S|E{H|{T|D|J|UJ/M{KIVIA|L(W|NIO(X|F|B
Y/R|C|Q|Z|I|(G|S|E/H|T|D|{J|U{M|K|V|A|L|WIN|O|X|F|B[P
RICIQ{Z|I|G|S|E|H|T|D|JIUIMIK|VIAILIW|N|OQ{X|FIB|P|Y

C|Q|Z|I|G|S|E{H|T|D|J|U|M|K|V|A|L|W|N|O|X|F|B|P|Y|R
QI|Z|I|G|S|E|HIT|D|J|U|M|K|{VIA|JLIW|N|O{X|F{B|PIY|RIC

Z{I|G|S|E|H|T|D|JJU{M|K|IVIAIL|WINJO[X|F|B|P|Y|R{C{Q
IIG|SIE|H|T|D|J|UMIK|VIA|LIWiNJO|X|F|B|P|Y|R|C|Q|Z

G{S|E|/H|T|D|(J|U/M|K|V|A|L|W|N|O|X|F|B|P|{Y|R|(C|Q[|Z|I

SIE|IH|T|D|J|UMIK|VIAJL|W|N|O|X|F|B|P|Y|R|CIQ|Z|I|G

E[(H|T|D{J|U|M(K|V|A|L|W|N|O|X|F|{B|P|YIR|C|Q|Z|I|G|S

HIT|D|J|UM|K|V]AIL|W|N|O{X|F|B|P{Y|R|C{Q|Z|I|G|S|E

T|D|J|UIM|K|VIAIL|W|N|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H

DIJIUIMIKIVIA|L|W|N|O|X|F|B|P|Y|R|{C|Q|Z|I|G|S|E|H|T

JIUIMIK|VIA[L|WIN|O|X|F|B|P|Y|[R|C|Q|Z|I|G|S|E|H|T|D

UIM|K|VIA|L|W|N|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J

MIK|VIA/L|W/NO|X|F[B|P|Y|R|ICI|Q|Z|I|[G|S|E|H|T|D|J]|U

KIVIAIL|IW[N|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J|U(M

VIA|L|W/NIOIXIFIB|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J|U[MIK

A[LIW/N[OIX|FIB|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J|U[M|K|V

LIWIN|IOIX|F|B|P|IY|R|C|Q|Z|I|G|{SIE|H|T|D|[J{U|M|K|V[A

WIN|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|{H|T|[D|J|U|M|K|V|A|L
N|IO|X|F|B|P|Y(R|CIQ|Z|I|G|S|{E{H|T|{D|J|U[M|[K|{V|A|L|W
O|X|F|B|P|Y|R|C|Q[Z|I!|G|S|E|H|[T|D|J|U{M|K{V|A|L|W|N
X|FIB|P|Y/R|C|Q|Z|I|G|S|E|{H|T|D|J|U|M|K|V|A|L|{W[N[O

©, is letter within the square at intersection of the two lines thus determined.

Locate 6, in top sequence; locate 6, in first column;

(1) For enciphering equations Gxs=01,; Opn=0.x:

For example:

Thus:

Ken=Ain; Pyn=2Z.p
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(2) For enciphering equations Gyy==6y,; Oy1=06en’
Locate 6 in first column; follow line to right to 6,; proceed up this column; 6, is
letter at top.
Thus:

Krp=An; Pop=Ken

(3) For enciphering equations 8y;=04; 8p1=0,n:
Locate 6y in top sequence and proceed down column to 6,;
Locate 6, in top sequence; O, is letter at other corner of rectangle thus formed.
Thus:

Ken=A\p; Pop=Xepn

Only three different methods have been shown and the student no doubt already has encountered
difficulty in keeping them segregated in his mind. It would obviously be very confusing to try
to remembor all twelve methods. But if one standard or fixed method of finding equivalents is
followed with several different tables, then this difficulty disappears. Suppose that the following
method is adopted: Arrange the square so that the plain-text letter may be sought in a separate
sequence, arranged alphabetically, above the square and so that the key letter may be sought
in a separate sequence, also arranged alphabetically, to the left of the square; look for the plain-
text letter in the top row; locate the key letter in the 1st column to the left; find the letter stand-
ing within the square at the intersection of the vertical and horizontal lines thus determined.
Then twelve squares, equivalent to the twelve different conditions listed in subparagraph f, can
readily be constructed. They are all shown in Appendix 1, pp. 96-107.

i. When these square tables are examined carefully, certain interesting points are noted.
In the first place, the tables may be paired so that one of a pair may serve for enciphering and the
other of the pair may serve for deciphering, or vice versa. For example, tables I and II bear this
reciprocal relationship to each other; IIT and IV, V and VI, VII and VIII, IX and X, XI and
XII. In the second place, the internal dispositions of the letters, a.lthough the tables are derived
from the same pair of components, are quite diverse. For example, in table I-B the horizontal
sequences are identical with those of Table I-A, but are merely displaced to the right and to the
left different intervals according to the successive key letters. Hence this square shows what
may be termed a horizontally-displaced, direct symmetry of the cipher component. Vertically,
it shows no symmetry, or if there is symmetry, it is not visible.? But when Table I-B is more
carefully examined, an invisible, or indirect, vertical symmetry may be discerned. where at first
glance it is not apparent. If one takes any two columns of the table, it is found that the interval
between the members of any pair of letters in one column is the same as the interval between the
members of the homologous pair of letters in the other column, if the distance is measured on the
cipher component. For example, consider the 2d and 15th columns (headed by L and I, respec-
tively); take the letters P and G in the 2d column, and J and W in the 15th column. The distance
between P and G on the cipher component is 7 intervals; the distance between J and W on the same
component is also 7 intervals. This phenomenon implies & kind of hidden, or latent, or indirect
symmetry within the cipher square. In fact, it may be stated that every table which sets forth
in systematic fashion the various secondary alphabets derivable by sliding two primary sequences
through all points of coincidence to find cipher equivalents must show some kind of symmetry,

3 It is true that the first column within the tabie shows the plain-component sequence, but this is merely
because the method of finding the equivalents in this case is such that this sequence is bound to appear in that
solumn, since the successive key letters are A, B, C, . . . Z, and this sequence happens to be identical with
the plain component in this case. The same is true of Tables V and XI; it is also applicable to the first row of
Tables IX and X.
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both horizontally and vertically. The symmetry may be termed visible or direct, if the sequences
of letters in the rows (or columns) are the same throughout and are identical with that of one
of the primary components; it may be termed hidden or indirect if the sequences of letters in the
rows or columns are different, apparently not related to either of the components, but are in
reality decimations of one of the primary components.

j. When the twelve tables of Appendix 1 are examined in the light of the foregoing remarks,
the type of symmetry found in each may be summarized in the following manner:

Horizontal Vertical
Table Visible or direct Invisible or indirect Visible or direct Invisible or indireot
al
Follows Follows Follows Follows Follows Follows Follows Follows
plain cipher plain cipher plain cipher plain cipher
component | component | component | component | componsnt | component | component | component

) I I b S (RSP PRUIIPICIUIPN SOOI FUUUR I x
) § CEI I U S X feececacccfeccemcaac]amcaacaaa > S P
) § 8 G UUII S b S PRIV USRI S b SN PRI S
IV e b S b S I PPN (I
|/ FESR X |eccccccec]ecccaccanfeccccccec]|ccrecccnc]eccen - x
'/ SN DRI S b JUNE O S R b JE
A2 § R b JUNE ORI ARSI NN SO S b SN I
'/ § & SR, X  |ecccemcce]eccccceee)ec e fecccmcca e ae b S
) 5. SR (PRI FUSRIUR B b JUN SR I x
D SIS IR USSR I X feccecccec|accacccac]|ccmccncan x
X eccccecacalreccccaee| e —————— b R PN b SN PO AU AN
D4 § S [ > SN SO SOOI SN b S P A,

Of these twelve types of cipher squares, corresponding to the twelve different ways of using a
pair of sliding primary components to derive secondary alphabets, the ones best known and
most often encountered in cryptographic studies are Tables I-B and II, referred to as being of
the Vigenére type; Tables V and VI, referred to as being of the Beaufort type; and Tables IX
and X, referred to as being of the Delastelle type. It will be noted that the tables of the Dela-
stelle type show no direct or visible symmetry, either horizontally or vertically and because of
this are supposed to yield more security than do any of the other types of tables. But it will
presently be shown that the supposed increase in security is more illusory than real.

k. The foregoing facts concerning the various types of quadricular tables generated by diverse
-methods of using sliding primary components or their equivalent rotating cipher disks will be
employed to good advantage, when the studies presently to be undertaken will bring the student
to the place where he can comprehend them in the analysis of polyalphabetic systems. But in
order not to confuse him with & multiplicity of details which have no direct bearing upon basic
principles, one and only one standard method of finding equivalents by means of sliding compo-
nents will be selected from among the twelve available, as set forth in the preceding subpara-
graphs. Unless otherwise stated, this method will be the one denoted by the first of the formulae
listed in subpar. f, viz:

6xn=015; 6p1=04p

Calling the plain component “1"” and the cipher component “2”, this will mean that the keyletter
on the cipher component will be set opposite the index, which will be the first letter of the plain

component; the plain-text letter to be enciphered will then be sought on the plain component and
its equivalent will be the letter opposite it on the cipher component.
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THEORY OF SOLUTION OF REPEATING-KEY SYSTEMS

Paragraph
The three steps in the analysis of repeating-key systems 8
First step: finding the length of the period. 9
General remarks on factoring 10
Seoond atep: diatributing the cipher text into the component monoalphabets. 11
Third step: solving the monoalphabetic distributiona. 12

8. The three steps in the analysis of repeating-key systems.—a. The method of enciphering
according to the principle of the repeating key, or repeating alphabetas is adequately explained in
Section XI of Elementary Military Cryptography, and no further reference need be made at this
time. The analysis of a cryptogram of this type, regardless of the kind of cipher alphabets
employed, or their method of production, resolves itself irito three distinct and successive stepa.

(1) Determination of the length of the repeating key, which is the ssme as the determination
of the exact number of alphabets involved in the cryptogram;

(2) Allocation or distribution of the letters of the cipher text into the respective cipher alpha-~
bets to which they belong. This is the step which reduces the polyalphabetic text to mono-
alphabetic terms;

(3) Analysis of the individual monoalphabetic distributions to determine plain-text values of
the cipher letters in each distribution or alphabet.

b. The foregoing steps will be treated in the order in which mentioned. The first step may
be described briefly as that of determining the period. The second step may be described briefly
as that of reduction to monoalphabetic terms. The third step may be designated as identification of
cipher-text values.

9. First step: finding the length of the penod.——a. The determination of the period, that
is, the length of the key or the number of cipher alphabets involved in a cryptogram enciphered
by the repeating-key method is, as a rule, a relatively simple matter. The cryptogram itself
usually manifests externally certain phenomena which are the direct result of the use of a repeat-
ing key. The principles involved are, however, so fundamental in cryptanalysis that their
alucidation warrants a somewhat detailed treatment. This will be done in connection with a
short example of encipherment, shown in Fig. 1.

Mgzssacn

THE ARTILLERY BATTALION MARCHING IN THE REAR OF THE ADVANCE GUARD KEEPS
ITS COMBAT TRAIN WITH IT INSOFAR AS PRACTICABLE.
(10
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b. Regardless of what system is used, identical plain-text letters enciphered by the same
cipher alphabet ! must yield identical cipher letters. Referring to Fig. 1, such a condition is
brought about every time that identical plain-text letters happen to be enciphered with the same
key-letter, or every time identical plain-text letters fall into the same column in the encipher-
ment.? Now since the number of columns or positions with respect to the key is very limited
(except in the case of very long key words), and since the repetition of letters is an inevitable
condition in plain text, it follows that there will be in a message of fair length many cases where
identical plain-text letters must fall into the same column. They will thus be enciphered by the
same cipher alphabet, resulting, therefore, in the production of many identical letters in the
cipher text and these will represent identical letters in the plain text. When identical plain-text
polygraphs fall into identical columns the result is the formation of identical cipher-text poly-
graphs, that is, repetitions of groups of 2, 3, 4, . . . letters are exhibited in the cryptogram.
Repetitions of this type will hereafter be called causal repetitions, because they are produced by
a definite, traceable cause, viz, the encipherment of identical letters by the same cipher alphabets.

¢. It will also happen, however, that different plain-text letters falling in different columns
will, by mere accident, produce identical cipher letters. Note, for example, in Fig. 1 that in
Column 1, R, becomes S, and that in Column 2,H, also becomes S,. The production of an identical
cipher text letter in these two cases (that is, a repetition where the plain-text letters are different
and enciphered by different alphabets) is merely fortuitous. It is, in every day language, “a
mere coincidence’’, or ‘“an accident.” For this reason repetitions of this type will hereafter be
called accidental repetitions.

d. A consideration of the phenomenon pointed out in ¢ makes it obvious that in polyalpha-
betic ciphers it is important that the cryptanalyst be able to tell whether the repetitions he finds
in a specific case are causal or accidental in their origin, that is, whether they represent actual
encipherments of identical plain-text letters by identical keying elements, or mere coincidences
brought about purely fortuitously.

e. Now accidental repetitions will, of course, happen fairly frequently with individual letters,
but less frequently with digraphs, because in this case the same kind of an ‘“accident’’ must take
place twice in succession. Intuitively one feels that the chances that such a purely fortuitous
coincidence will happen two times in succession must be much less than that it will happen every
once in a while in the case of single letters. Similarly, intuition makes one feel that the chances
of such accidents happening in the case of three or more consecutive letters are still less than in
the case of digraphs, decreasing very rapidly as the repetition increases in length.

f. The phenomena of cryptographic repetition may, fortunately, be dealt with statistically,
thus taking the matter outside the realm of intuition and putting it on a firm mathematical or
objective basis. Moreover, often the statistical analysis will tell the cryptanalyst when he has
arranged or rearranged his text properly, that is, when he is approaching or has reached mono-
alphabeticity in his efforts to reduce polyalphabetic text to its simplest terms. However, in
order to preserve continuity of thought it is deemed inadvisable to inject these statistical con-
siderations at this place in the text proper; they have been incorporated in Appendix 2 hereof.
The student is advised to study the Appendix very carefully after he has finished reading this
section of the text.

g. At this point it will merely be indicated that if a cryptanalyst were to have at hand only
the cryptogram of Fig. 1, with the repetitions underlined as below, a statistical study of the

1 It is to be understood, of course, that cipher alphabeta with single equivalents are meant in this case.

? The frequency with which this condition may be expected to ocour can be definitely caloulated. A dis-
cussion of this point falls beyond the scope of the present text.
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number and length of the repetitions within the message (Par. 5 of Appendix 2) would tell him
that while some of the digraphic repetitions may be accidental, the chances that they all are
accidental are small. In the case of the tetragraphic repetition he would realize that the
chances of its being accidental are very small indeed.

A, USYES ECPMP LCCLN XBWCS O0XUVD

B. SCRHT HXIPL IBCIJ USYEE .GURDP
C. AYBCX OFPJW JEMGP XVEUE LEJYQ
D MUSCX JYMSG LLETA LEDEC GBMFI

h. A consideration of the facts therefore leads to but one conclusion, »iz, that the repetitions
exhibited by the cryptogram under investigation are not accidental but are causal in their origin;
and the cause is in this case not difficult to find: repetitions in the plain text were actually en-
ciphered by identical alphabets. In order for this to occur, it was necessary that the tetragraph
USYE, for example, fall both times in ezactly the same relative position with respect to the key.
Note, for example, that USYE in Fig. 1 represents in both cases the plain-text polygraph THEA.
The first time it occurred it fell in positions 1-2-3—4 with respect to the key; the second time it
occurred it happened to fall in the very same relative positions, although it might just as well
have happened to fall in any of the other three possible relative positions with respect to the
key, viz, 2-3—4-1, 3-4-1-2, or 4-1-2-3.

1. Lest the student be misled, however, a few more words are necessary on this subject.
In the preceding subparagraph the word “happened’” was used; this word correctly expresses
the idea in mind, because the insertion or deletion of a single plain-text letter between the two
occurrences would have thrown the second occurrence one letter forward or backward, respec-
tively, and thus caused the polygraph to be enciphered by a sequence of alphabets such as can
no longer produce the cipher polygraph USYE from the plain-text polygraph THEA. On the
other hand, the insertion or deletion of this one letter might bring the letters of some other
polygraph into similar columns so that some other repetition would be exhibited.in case the
USYE repetition had thus been suppressed.

J. The encipherment of similar letters by similar cipher alphabets is therefore the cause of
the production of repetitions in the cipher text in the case of repeating-key ciphers. What
principles can be derived from this fact, and how can they be employed in the solution of crypto-
grams of this type?

k. If & count is made of the number of letters from and including the first USYE to, but not
including, the second occurrence of USYE, a total of 40 letters is found to intervene between the
two occurrences. This number, 40, must, of course, be an exact multiple of the length of the key.
Having the plain-text before one, it is easily seen that it is the 10th multiple; that is, the 4-letter
key has repeated itself 10 times between the first and the second occurrence of USYE. It follows,
therefore, that if the length of the key were not known, the number 40 could safely be taken to
be an exact multiple of the length of the key; in other words, one of the factors of the number
40 would be equal to the length of the key. The word “safely” is used in the preceding sentence
to mean that the interval 40 applies to a repetition of 4 letters and it has been shown that the
chances that this repetition is accidental are small. The factors of 40 are 2, 4, 5, 8, 10, and 20.
So far as this single repetition of USYE is concerned, if the length of the key were not known, all
that could be said about the latter would be that it is equal to one of these factors. The repeti-
tion by itself gives no further indications. How can the exact factor be selected from among a
list of several possible factors?

Page 18



14
l. Let the intervals between all the repetitions in the cryptogram be listed. They are as

follows:

Repetition Interval Factors
1st USYE to 2d USYE 40 2, 4, 5, 8, 10, 20
1st BC to 2d BC: 16 2, 4, 8.
1st CX to 2d CX 25 5
1st EC to 2d EC 88 2, 4, 11, 22, 44.
1st LE to 2d LE. 16 2, 4, 8.
2d LE to 3d LE 4 2, 4.
1st LE to 3d LE. 20 2, 4, 5, 10
1st JY to 2d JY 8 2, 4.
1st PL to 2d PL. . 24 2, 3, 4, 6, 8, 10, 12.
1st SC to 2d SC 52 2, 4, 13, 26. :
(1st SY to 2d SY, already included in USYE.)
(1st US to 2d US, already included in USYE.)
2d US to 3d US. 36 2, 34,869, 18.
(1st US to 3d US, already included in USYE.)
(1st YE to 2d YE, already included in USYE.)

m. Are all these repetitions causal repetitions? It can be shown (Appendix 2, par. 4¢) that
the odds against a theory that the USYE repetition is accidental are about 99 to 1 (since the
probability for its occurrence is'.01). It can also be shown that the odds against a theory that the
10 digraphs which occur two or more times are accidental repetitions are over 4 to 1 (Appendix
2, par. 5¢); the odds against a theory that the two digraphs which occur 3 times are accidental
repetitions are quite large. (Probability is calculated to be about .06.) The chances are very
great, therefore, that all or nearly all these repetitions are causal. Certainly the chances against
the two occurrences of the tetragraph USYE and the three occurrencesof the two different digraphs
(LE and US) being accidental are quite high, and it is therefore not astonishing that the intervals
between all the various repetitions, except in one case, contain the factors 2 and 4.

n. This means that if the cipher is written out in either 2 columns or 4 columns, all these
repetitions (except the CX repetition) would fall into the same columns. From this it follows
that the length of the key is either 2 or 4, the latter, on practical grounds, being more probable
than the former. Doubts concerning the matter of choosing between a 2-letter and a 4-letter
key will be dissolved when the cipher text is distributed into its component uniliteral frequency
distributions.

0. The repeated digraph CX in the foregoing messcge is an accidental repetition, as will be
- apparent by referring to Fig. 1. Had the message been longer there would have been more
such accidental repetitions, but, on the other hand, there would be a proportionately greater
number of causal repetitions. This is because the phenomenon of repetition in plain text is
so all-pervading.

p. Sometimes it happens that the cryptanalyst quickly notes a repetition of a polygraph of
four or more letters, the interval between the first and second occurrences of which has only
two factors, of which one is a relatively small number, the other a relatively high incommen-
surable number. He may therefore assume at once that the length of the key is equal to the
smaller factor without searching for additional recurrences upon which to corroborate his
assumption. Suppose, for example, that in a relatively short cryptogram the interval between
the first and second occurrences of a polygraph of five letters huppers to be a number such as
203, the factors of which are 7 and 29. Evidently the number of alphabets may at once be

~
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assumed to be 7, unless one is dealing with messages exchanged among correspondents known
to use long keys. In the latter case one could assume the number of alphabets to be 29.

¢. The foregoing method of determining the period in a polyalphabetic cipher is commonly
referred to in the literature as “fa.ct,omng the intervals between repetitions’; or more often it is
simply called “factoring.” Because the latter is an apt term and is brief, it will be employed
hereafter in this text to designate the process.

10. General remarks on factoring.—a. The statement made in Par. 2 with respect to the
cyclic phenomena said to be exhibited in cryptograms of the periodic type now becomes clear.
The use of a short repeating key produces a periodicity of recurrences or repetitions collectively
termed “cyclic phenomena”, an analysis of which leads to a determination of the length of the
period or cycle, and this gives the length of the key. Only in the case of relativeiy short crypto-
grams enciphered by a relatively long key does factoring fail to lead to the correct determination
of the number of cipher alphabets in a repeating-key cipher; and of course, the fact that a crypto-
gram contains repetitions whose factors show constancy is in itself an indication and test of its
periodic nature. It also follows that if the cryptogram is not a repeating-key cipher, then
factoring will show no definite results, and conversely the fact that it does not yield definite
results at once indicates that the cryptogram is not a periodic, repeating-key cipher.

b. There are two cases in which factoring leads to no definite results. One is in the case of
monoalphabetic substitution ciphers. Here recurrences are very plentiful as a rule, and the
intervals separating these recurrences may be factored, but the factors will show no constancy;
there will be several factors common to many or most of the recurrences. This in itself is an
indication of a monoalphabetic substitution cipher, if the very fact of the presence of many
recurrences fails to impress itself upon the inexperienced cryptanalyst. The other case in which
the process of factoring is nonsignificant involves certain types of nonperiodic, polyalphabetic
ciphers. In certain of these ciphers recurrences of digraphs, trigraphs, and even polygraphs
may be plentiful in a long message, but the intervals between such recurrences bear no definite
multiple relation to the length of the key, such as in the case of the true periodic, repeating-key
cipher, in which the alphabets chenge with successive letters and repeat themselves over and
over again.

¢. Factoring is not the only method of determining the length of the period of a periodic,
polyalphabetic substitution cipher, although it is by far the most common and easily applied.
At this point it will merely be stated that when the message under study is relatively short in
comparison with the length of the key, so that there are only a few cycles of cipher text and no
long repetitions affording a basis for factoring, there are several other methods available.
However, it being deemed inadvisable to interject the data concerning those other methods
at this point, they will be explained subsequently. It is desirable at this juncture merely to
indicate that methods other than factoring do exist and are used in practical work.

d. Fundamentally, the factoring process is merely a more or less simple mathematical method
of studying the phenomena of periodicity in eryptograms. It will usually enable the crypt-
analyst to ascertain definitely whether or not a given cryptogram is periodic in nature, and if
so, the length of the period, stated in terms of the cryptographic unit involved. By the latter
statement is meant that the factoring process may be applied not only in analyzing the periodicity
manifested by cryptograms in which the plain-text units subjected to cryptographic treatment
are monographic in nature (i. e. are single letters) but also in studying the periodicity exhibited
by those occasional cryptograms wherein the plain-text units are digraphic, trigraphic, or
n-graphic in character. The student should bear this point in mind when he comes to the study
of substitution systems of the latter sort. However, the present text will deal solely with cases

of the former type, wherein the plain-text units subjected to cryptographic treatment are single
letters.
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11. Second step: distributing the cipher text into the component monoalphabets.—a.
After the number of cipher alphabets involved in the cryptogram has been ascertained, the next
step is to rewrite the message in groups corresponding to the length of the key, or in columnar
fashion, whichever is more convenient, and this automatically divides up the text so that the
letters belonging to the same cipher alphabet occupy similar positions in the groups, or, if the
columnar method is used, fall in the same column. The letters are thus allocated or distributed
into the respective cipher alphabets to which they belong. This reduces the polyalphabetic
text to monoalphabetic terms.

b. Then separate uniliteral frequency distributions for the thus isolated individual alphabets
are compiled. For example, in the case of the cipher on page 13, having determined that four
alphabets are involved, and having rewritten the message in four columns, a frequency distribu-
tion is made of the letters in Column 1, another is made of the letters in Column 2, and so on for
the rest of the columns. Each of the resulting distributions is therefore a monoalphabetic frequency
distribution. If these distributions do not give the characteristic irregular crest and trough
appearance of monoalphabetic frequency distributions, then the analysis which led to the
hypothesis as regards the number of alphabets involved is fallacious. In fact, the appearance of
these individual distributions may be considered to be an index of the correctness of the factoring
process; for theoretically, and practically, the individual distributions constructed upon the
correct hypothesis will tend to conform more closely to the irregular crest and trough appearacne
of a monoalphabetic frequency distribution than will the graphic tables constructed upon an
incorrect hypothesis. These individual distributions may also be tested for monoalphabeticity
by statistical methods. ,

12, Third step: solving the monoalphabetic distributions.—The difficulty experienced in
analyzing the individual or isolated frequency distributions depends mostly upon the type of
cipher alphabets that is used. It is apparent that mixed alphabets may be used just as easily as
standard alphabets, and, of course, the cipher letters themselves give no indication as to which
is the case. However, just as it was found that in the case of monoalphabeticsubstitution ciphers,
a uniliteral frequency distribution gives clear indications as to whether the cipher alphabet is &
standard or a mixed alphabet, by the relative positions and extensions of the crests and troughs
in the table, so it is found that in the case of repeating-key ciphers, uniliteral frequency distribu-
tions for the isolated or individual alphabets will also give clear indications as to whether these
alphabets are standard alphabets or mixed alphabets. Only one or two such frequency distribu-
tions are necessary for this determination; if they appear to be standard alphabets, similar distri-
butions can be made for the rest of the alphabets; but if they appear to be mixed alphabets, then
it is best to compile triliteral frequency distributions for all the alphabets. The analysis of the
values of the cipher letters in each table proceeds along the same lines as in the case of monoalpha-
betic ciphers. The analysis is more difficult only because of the reduced size of the tables, but
if the message be very long, then each frequency distribution will contain a sufficient number of
elements to enable a speedy solution to be achieved.
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]

13. Solution by applying principles of frequency.—a. In the light of the foregoing principles,
let the following cryptogram be studied:

L.

?:C-cIQ"]t‘]Uthlb

MEessagE

1 2 3 4 8
AUKHY JAMKI ZYMWM JMIGX NFN
ETIMI ZHBHR AYMZM ILVME JKU
DPVXK QUKHQ LHVRM JAZNG GZVY
NLUFM PZJNV CHUAS HKQGK IPL
AJZXI GUMTV DPTEJ ECMYS QYB
ALAHY POEXW PVNYE EYXEE UDP
BVZVI ZIIVO SPTEG KUBBR QLL
WFQGK NLLLE PTIKW DJZXI GOTI
ZLAMV KFMWF NPLZI OVVFM ZKT
NLMDF AAEXI JLUFM PZJNV CATI
NVIWE _JKZAS ZLAFM HS

UAWPR

QM O M XM > =

HQH Y XX << UM QO M

A search for repetitiozis discloses the following short list with the intervals and factors
above 10 omitted (for previous experience may lead to the conclusion that it is unlikely that the

cryptogram involves more than 10 alphabets, showing the number of recurrences which it does):
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Repetition Location Interval Factors
LUFMPZJINVC...... | D1, K3 | 180 | 2 4,5,8,10.
JZXIG El, H4 | 90 | 2,3,5,6,9, 10
EJK. B4, L2 | 2156 | .

PTE E3, G3 | 50 | 25 10.
QK D4, HL | 85 | &.
UKH AlL, c2 | 55 | 5.
ZLA J, L4 | 65 | 5.
AS D3, L3 | 175 | 3,57,
EJ B4, L2 | 115 | &.
M A5, D1 | 87 | 3.
X A5, J2 | 185 | .
FM J2, Ja [ 12 | 2,3,4,8.
FM J4, K3 | 20 | 2,4,5 10
FM K3, L4 | 30 | 235,810
JA A2, c4 | 60 | 2,34,586,10
LA F1, J1 | 75 | 3,5
LA J1, L4 | 65 | .
LL G5, H2 | 10 | 2,5.
NL D1, H2 | 105 | 3,57
NL H2, KL | 45 | 3,50
VX CL, c5 | 20 | 24510
™ A3, B3 | 25 | &

an.



18

b. The factor 5 appears in all but two cases, each of which involves only a digraph. It seems
almost certain that the number of alphabets is five. Since the text already appears in groups of
five letters, it is unnecessary to rewrite the message. The next step is to make a uniliteral fre-
quency distribution for Alphabet 1 to see if it can be determined whether or not standard alpha~-
bets are involved. It is as follows:

ALPHABET 1

~— ~

c. Although the indications are not very clear cut, yet if one takes into consideration the
small amount of data the assumption of a direct standard alphabet with W,=A,, is worth further
test. Accordingly a similar distribution is made for Alphabet 2.

ALPHABET 2

]
/)
i
IHI m

v

N

= - = = ~= =5
ABCDEFGHIJKLMNOPQRSTUVWX
h H,

d. There is every indication of a direct standard alphabet, with H,=A,. Lot similar distri-
butions be made for the last three alphabets. They are as follows:

ALPHABET 3

ABCDEFGHIJKLHNOPGRSTIOVWXYSZ
ALPHABET 4 N

ABCDEFGHIJRLENOPQRSTUVRIES
ALPHABET 5

§ - -~
ABCDEFGHIJKLMNOPQ

e. After but little experiment it is found that the distributions
the normal when the following values are assumed:

Alphabet 1....._... A,=W,

Iﬂl m

M
)
i
III

Alphabet 2........_ A,=H,
Alphabet 3....... - Ay=1I,
Alphabet 4......... Ay=T,
Alphabet 5......... A,=E,

f. Note the key word given by the successive equivalents of A,; WHITE. The real proof of
the correctness of the analysis is, of course, to test the values of the solved alphabets on the
cryptogram. The five complete cipher alphabets are as follows:

Plain..... ... ABCDEFGHIJKLMNOPQRSTUVWXYZ
s S WXYZABCDEFGHIJKLMNOPQRSTUUV
S HIJKLMNOPQRSTUVWXYZABCDEFG

Cipher{3______.. IJKLMNOPQRSTUVWXYZABCDEFGH
b TUVWXYZABCDEFGHIJKLMNOPQRS
5w o .. EFGHIJKLMNOPQRSTUVWXYZABCD

Tio0mz 2.
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g. Applying these values to the first few groups of our message, the following is found:

123 46 123456 1323 46 123 4585 1238435
Cipher........ AUKHY JAMKI ZYMWM UMIGX NFMLX.
Plain ._______ ENCOU NTERE DREDI NFANT RYEST. .

h. Intelligible text at once results, and the solution can now be completed very quickly.

The complete message is as follows:

ENCOUNTERED RED INFANTRY ESTIMATED AT ONE REGIMENT AND MACHINE GUN COM-
PANY IN TRUCKS NEAR EMMITSBURG. AM HOLDING MIDDLE CREEK NEAR HILL 543 SOUTH-
WEST OF FAIRPLAY. WHEN FORCED BACK WILL CONTINUE DELAYING REDS AT MARSH
CREEK. HAVE DESTROYED BRIDGES ON MIDDLE CREEK BETWEEN EMMITSBURG-TANEYTOWN
ROAD AND RHODES MILL.

1. In the foregoing example (which is typical of the system erroneously attributed, in cryp=
tographic literature, to the French cryptographer Vigenére, although to do him justice, he
made no claim of having “invented” it), direct standard alphabets were used, but it is obvious
that reversed standard alphabets may be used and the solution accomplished in the same
manner. In fact, the now obsolete cipher disk used by the United States Army for a number
of years yields exactly this type of cipher, which is also known in the literature as the Beaufort
Cipher, and by other names. In fitting the isolated frequency distributions to the normal, the
direction of ‘‘reading’ the crests and troughs is merely reversed.

14. Solution by completing the plain-component sequence.—a. There is another method
of solving this type of cipher, which is worthwhile explaining, because the underlying principles

- will be found useful in many cases. It is a modification of the method of solution by completing
the plain-component sequence, already explained in Military Cryptanalysis, Part 1.

b. After all, the individual alphabets of a cipher such as the one just solved are merely
direct standard alphabets. It has been seen that monoalphabetic ciphers in which standard
cipher alphabets are employed may be solved almest mechanically by completing the plain-
component sequence. The plain text reappears on only one generatrix and this generatrix is the
same for the whole message. It is easy to pick this generatrix out of all the other generatrices
because it is the only one which yields intelligible text. Isit not apparent that if the same process
is applied to the cipher letters of the individual alphabets of the cipher just solved that the plain-
text equivalents of these letters must all reappear on one and the same generairix? But how
will the generatrix which actually contains the plain-text letters be distinguishable from the
other generatrices, since these plain-text letters are not consecutive letters in the plain text but
only letters separated from one another by a constant interval? The answer is simple. The plain-
text generatrix should be distinguishable from the others because it will show more and a better
assortment of high-frequency letters, and can thus be selected by the eye from the whole set of genera-
trices. If this is done with all the alphabets in the cryptogram, it will merely be necessary to
assemble the letters of the thus selected generatrices in proper order, and the result sould be
consecutive letters forming intelligible text.

¢. An example will serve to make the process clear. Let the same message be used as before.
Factoring showed that it involves five alphabets. Let the first ten cipher letters in each alphabet
be set down in a horizontal line and let the normal alphabet sequences be completed, Thus:
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10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26

ALrEABET1
AJZJINEZAIJ
BKAKOFABJK
CLBLPGBCKL
DMCMQHCDLM
ENDNRIDEMN
FOEOSJEFNO
GPFPTKFGOP
HQGQULGHPQ
IRHRVMHIQR
JSISWNIJRS
KTJTXOJKST
LUKUYPKLTU
MVLVZQLMUV
NWMWARMNVW
OXNXBSNOWX
PYOYCTOPXY
QZPZDUPQYZ
RAQAEVQRZA
SBRBFWRSAB
TCSCGXSTBC
UDTDHYTUCD
VEUEIZUVDE
WFVFJAVWEF
XGWGKBWXFG
YHXHLCXYGH
ZIYIMDYZHT

20

ALPHABRRT 2 ALFEABET 3 ALFHABER 4
UAYMFTHYLK  KMMIMIBMVU  HKWGLMHZMT
VBZNGUIZMI, LNNJNJCNWV  ILXHMNIANU
WCAOHVJANM  MOOKOKDOXW  JMYINOJBOV
XDBPIWKBON NPPLPLEFYX  KNZJOPKCPW
YECQJXLCPO OQQMQMFQZY  LOAKPQLDQX
ZFDRKYMDQP PRRNRNGRAZ MPBLQRMERY
AGESLZNERQ - QSSOSOHSBA NQCMRSNFSZ
BHFTMAOFSR RTTPTPITCB ORDNSTOGTA
CIGUNBPGTS SUUQUQJUDC PSEOTUPHUB
DJHVOCQHUT TVVRVRKVED QTFPUVQIVC
EKIWPDRIVU UWWSWSLWFE RUGQVWRJWD
FLJXQESJWV  VXATXTMXGF  SVHRWXSKXE
GMKYRFTKXW  WYYUYUNYHG  TWISXYTLYF
HNLZSGULYX XZZVZVOZIH UXJTYZUMZG
IOMATHVMZY  YAAWAWPAJI  VYKUZAVNAH
JPNBUIWNAZ  ZBBXBXQBKJ  WZLVABWOBI
KQOCVJXOBA  ACCYCYRCLK  XAMWBCXPCJ
LRPDWKYPCB BDDZDZSDML  YBNXCDYQDX
MSQEXI.ZQDC CEEAEATENM ZCOYDEZREL
NTRFYMARED DFFBFBUFON ADPZEFASFM
OUSGZNBSFE EGGCGCVGPO BEQAFGBTGN

VTHAOCTGF  FHHDHDWHQP CFRCGHCUHO
QWUIBPDUHG GIIEIEXIRQ DGSCHIDVIP
RXVJCQEVIH HJJFJFYJSR EHTDIJEWJQ
SYWKDRFWJI  IKKGKGZKTS FIUEJKFXKR
TZXLESGXKJ  JLLHLHALUT GJVFKLGYLS

Frauma 3,

ALFEASET 8
YIMXXTRMEG
ZJNYYJSNFH
AKOZZKTOGI
BLPAALUPHJ
CMQBBMVQIK
DNRCCNWRJL
EOSDDOXSKM
FPTEEPYTLN
GQUFFQZUMO
HRVGGRAVNP
ISWHHSBWOQ
JTXIITCXPR
KUYJJUDYQS
LVZKKVEZRT
MWALLWFASU
NXBMMXGBTV
OYCNNYHCUW
PZDOOZIDVX
QAEPPAJEWY
RBFQQBKFXZ
SCGRRCLGYA
TDHSSDMHZB
UEITTENIAC
VFJUUFOJBD
WGKVVGPKCE
XHLWWHQLDF

d. If the high-frequency generatrices underlined in Figure 3 are selected and their letters
are juxtaposed in columns the consecutive letters of intelligible plain text immediately present

themselves.

Thus:

For Alphabet 1, generatrix 5
For Alphabet 2, generatrix 20
Selected Generatrices For Alphabet 3, generatrix 19
For Alphabet 4, generatrix 8
For Alphabet 5, generatrix 23

Columnar juxtaposition of letters )
from selected generatrices......

coQzZmM
A
HO MO
HZe 1
S0
Bl aH
Zo3p 0
HQME XM
PHZER
QrRU=

TooRE 4.

Page 25

ZEHORDZOZ ]~
OB RT3 2|

REZPAAPEPFEEQ|e
FHQOHNZUTXNO|IR
QrPrHZAAAHBCGIOn



21

Plain text: ENCOUNTERED RED INFANTRY ESTIMATED AT ONE
REGIMENT AND MAC . -

e. Solution by this method can thus be achieved without the compilation of any frequency

~ tables whatever and is very quickly attained. The inexperienced cryptanalyst may have diffi-

culty at first in selecting the generatrices which contain the most and the best assortment of

high-frequency letters, but with increased practice, a high degree of proficiency is attained.

After all it is only a matter of experiment, trial, and error to select and assemble the proper
generatrices so as to produce intelligible text.

J. If the letters on the sliding strips were accompanied by numbers representing their relative
frequencies in plain text, and these numbers were added across each generatrix, then that gen-
eratrix with the highest total frequency would theoretically always be the plain-text generatrix.
Practically it will be among the generatrices which show the first three or four greatest totals.
Thus, an entirely mathematical solution for this type of cipher may be applied.

g. If the cipher alphabets are reversed standard alphabets, it is only recessary to convert
the cipher letters of each isolated alphabet into their normal, plain-component equivalents and
then proceed as in the case of direct standard alphabets..

k. It has been seen how the key word may be discovered in this type of cryptogram. Usually
the key is made up of those lettersin the successive alphabets whose equivalents are A, but other
conventions are of course possible. Sometimes a key number is used, such as 8—4-7-1-12,
which means merely that A, is represented by the eighth letter from A (in the normal alphabet)
in the first cipher alphabet, by the fourth letter from A in the second cipher alphabet, and so on.
This modification is known in the literature as the Gronsfeld cipher. However, the method of
solution as illustrated above, being independent of the nature of the key, is the same as before.

15. Solution by the ‘‘probable-word method.’’—a. The common use of key words in cryp-
tograms such as the foregoing makes possible a method of solution that is simple and can be used
where the more detailed method of analysis using frequency distributions or by completing the
plain-component sequence is of no avail. In the case of a very short message which may show
no recurrences and give no indications as to the number of alphabets involved, this modified
method will be found most useful.

b. Briefly, the method consists in assuming the presence of a probable word in the message,
and referring to the alphabets to find the key letters applicable when this hypothetical word is
assumed to be present in various positions in the cipher text. If the assumed word happens to
be correct, and is placed in the correct position in the message, the key letters produced by
referring to the alphabets will yield the key word. In the following example it is assumed that
reversed standard alphabets are known to be used by the enemy.

Mgessagr

MDSTJ LQCXC KZASA NYYKO LP

¢. Extraneous circumstances lead to the assumption of the presence of the word AMMU-
NITION. One mey assume that this word begins the message. Using sliding normal compo-
nents, one reversed, the other direct, the key letters are ascertained by noting what the successive
equivalents of A, are. Thus:

Cipher....... .. MDSTJLQCXC
Plain text....... AMMUNITION
“Koy”.cocewwoec MPENWTJKLP
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The key does not spell any intelligible word. One therefore shifts the assumed word one letter
forward and another trial is made.

Cipher.............. DS TJLQCXCK
Plaintext.......... AMMUNITION
“Key”..eeecoeeeeee. DEFDYYVFQX
This also yields no intelligible key word. One continues to shift the assumed word forward

one space at a time until the following point is reached.

Cipher........____LQCXCKZASA
Plaintext______ AMMUNITION
“Key”... --LCORPSSIGN

The key now becomes evident. It is a cyclic permutation of SIGNAL CORPS. It should be
clear that since the key word or key phrase repeats itself during the encipherment of such a
message, the plain-text word upon whose assumed presence in the message this test is being
based may begin to be enciphered at any point in the key, and continue over into its next repeti-
tion if it is longer than the key. When this is the case it is merely necessary to shift the latter
part of the sequence of key letters to the first part, as in the case noted: LCORPSSIGN is trans-
posed into SIGN . . . LCORPS, and thus SIGNAL CORPS.

d. It will be seen in the foregoing method of solution that the length of the key is of no
particular interest or consequence in the steps taken in effecting the solution. The determina-
tion of the length and elements of the key comes after the solution rather than before it. In this
case the length of the period is seen to be eleven, corresponding to the length of the key (SIGNAL
CORPS).

e. The foregoing method is one of the other methods of determining the length of the key
(besides factoring), referred to in Par. 10e.

f. If the assumption of reversed standard alphabets ylelds no good results, then direct
standard alphabets are assumed and the test made exactly in the same manner. As will be
shown subsequently, the method can also be used as a last resort when mixed alphabets are
employed.

g. When the assumed word is longer than the key, the sequence of recovered key letters will
show a periodicity equal to the length of the key; that is, after a certain number of letters the
sequence of key letters will repeat. This phenomenon would be most useful in the case of keys
that are not intelligible words but are composed of random letters or figures. Of course, if such
a key is longer than the assumed word, this method is of no avail.

h. This method of solution by searching for a word is contingent upon the following cir-
cumstances:

(1) That the word whose presence is assumed actually occurs in the message, is properly
spelled, and correctly enciphered.

(2) That the sliding components (or equivalent cipher disks or squares) employed in the
search for the assumed word are actually the ones which were employed in the encipherment,
or are such as to give identical results as the ones which were actually used.

(3) That the pair of enciphering equations used in the test is actually the pair which was
employed in the encipherment; or if a cipher square is used in the test, the method of finding
equivalents gives results that correspond with those actually obtained in the encipherment.
(See par. 9.)
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1. The foregoing appears to be quite an array of contingencies and the student may think
that on this account the method will often fail. But examining these contingencies one by one,
it will be seen that successful application of the method may not be at all rare—after the solution
of some messages has disclosed what sort of paraphernalia and methods of employing them are
favored by the enemy. From the foregoing remark it is to be inferred that the probable-word
method has its greatest usefulness not in an initial sclution of a system, but only after successful
study of enemy communications by more difficult processes of analysis has told its story to the
alert cryptanalyst. Although it is commonly attributed to Bazeries, the French cryptanalyst
of 1900, the probable-word method is very old in eryptanalysis and goes back several centuries.
Its usefulness in practical work may best be indicated by quoting from a competent observer *:

There is another {method] which is to this first method what the geometric method is to analysis in certain
sciences, and, according to the whims of individuals, certain cryptanalysts prefer one to the other. Certain others,
incapable of getting the answer with one of the methods in the solution of a difficult problem, conquer it by means
of the other, with a disconcerting masterly stroke. This other method is that of the probable word. We may
have more or less definite opinions concerning the subject of the eryptogram. We may know something about its
date, and the correspondents, who may have been indiscreet in the subject they have treated. On this basis, the
hypothesis is made that a certain word probably appears in the text. ... In certain classes of documents,
military or diplomatic telegrams, banking and mining affairs, etc., it is not impossible to make very important
assumptions about the presence of certain words in the text. After a eryptanalyst has worked for a long time
with the wrilings of certain correspondents, he gets used to their expressions. He gets a whole load of words
to try out; then the changes of key, and sometimes of system, no longer throw into his way the difficulties of an
absolutely new study, which might. require the analytical method.

To which I am prompted to add the amusing definition of cryptanalysis attributed to a
British wag: “All cryptanalysis is divided into two parts: trance-titution and supposition.”

1 Givierge, M., Cours de Cryptographie, Paris, 1925, p. 30.
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REPEA’HNG-EY SYSTEMS WITH MIXED CIPHER ALPHABETS, I

Paragraph
Reason for the use of mixed alphabets. 16
Interrelated mixed alphabets ' 17
Principles of direct symmetry of position 18
Initial steps in the solution of a typical example. 19
Application of principles of direct symmetry of position 20
Subsequent steps in solution : 21
Completing the solution 22
Solution of subsequent messages enciphered by same cipher component. 23
Summation of relative frequencies as an aid to the selection of the correct generatrices. 24
Solution by the probable-word method 25
Solution when plain component is mixed, the cipher component, the normal 26

16. Reason for the use of mixed alphabets.—a. It has been seen in the examples considered
thus far that the use of several alphabets in the same message does not greatly complicate the
analysis of such a cryptogram. There are three reasons why this is so. Firstly, only relatively
few alphabets were employed ; secondly, these alphabets were employed in a periodic or repeating
manner, giving rise to cyclic phenomena in the cryptogram, by means of which the number of
alphabets could be determined; and, thirdly, the cipher alphabets were known alphabets, by °
which is meant merely that the sequences of letters in both components of the cipher alphabets
were known sequences.

b. In the case of monoalphabetic ciphers it was found that the use of a mixed alphabet
delayed the solution to a considerable degree, and it will now be seen that the use of mixed alpha~-
bets in polyalphabetic ciphers renders the analysis much more difficult than the use of standard
alphabets, but the solution is still fairly easy to achieve.

17. Interrelated mixed alphabets.—a. It was stated in Par. 5 that the method of producing
the mixed alphabets in a polyalphabetic cipher often affords clues which are of great assistance
in the analysis of the cipher alphabets. This is so, of course, only when the cipher alphabets
are interrelated secondary alphabets produced by sliding components or their equivalents.
Reference is now made to the classification set forth in Par. 8, in connection with the types of
alphabets which may be employed in polyalphabetic substitution. It will be seen that thus far
only Cases A (1) and (2) have been treated. Case B (1) will now be discussed.

b. Here one of the components, the plain component, is the normal sequence, while the
cipher component is a mixed sequence, the various juxtapositions of the two components yielding
mixed alphabets. The mixed component may be a systematically-mixed or a random-mixed
sequence. If the 25 successive displacements of the mixed component are recorded in separate
lines, a symmetrical cipher square such as that shown in Fig. 5 results therefrom. It is identical
in form with the square table shown on p. 7, labeled Table I-A.

(24)
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Plain.... . ABCDEFGHIJKLMNOPQRSTUVWXYZ

NIH<S> ZEORHIMODAROHS XA TN D M >
HNAH<CS> ZEOXHIMOARUHS XEALOND M
MOUNAHNL> ZEOMBIMNMOARUHHSXELOND
DKMNIAH<A> ZEOXEHIMOALUHY Y SO0
NODNHNAKN<S> ZEOREHTINOARUH-D XS O
CUDKHNUOAHN<G> ZEOEHIMNOARDH®R XS,
LONDMMNAKNLS ZEOXEERIMOARD HS XS
HALOUNDMINNANA> ZEOXEINO AR HS X
MELONDMNNINL> ZEOXHILINOARDHS
SDMELONDHNNNJIN<L> ZEOXHITMOA O H
HOMELONDXRMNNIHN<ES> ZEOXEHTIMOA KD
OHSXSELONDHNMNNJARN<S> ZEOKEHT MO A K
EUHSXEALOUDMNMNNIN<SSZEOKEHTMO QO
OEUHSMELOUDMNNIN<A>ZEOXEHTMOD
OCORUHNHNMELONDXMNNJIN<L>ZEO X KT M
NMOARUHDXELONDXMINNJIHN<L>ZEO KK T
IMOARUDHDXEALONDMMNOAM<S> ZEO KK
HTMOUOARUHSXEEALONDKNNIHN<>ZEOK
EHTITOOARUHS X EALONDNMNAMN<LS> ZEO
CEHINMUARUHSDMELCUDMMNNINSS ZE
EOREHIMUARTUHHDMXELOND MM N JK <> =
ZEOEHIMUOUAROHSXMEALTND M HMNIMK <>
SPZEORHMIMUOUARUHSMEALOTND M5 NI K<
<S> ZEOMMIMUALTHSXEA TN D M >N JK
HNE> ZEOKHIMUDARDHSD XA TN D 5> N I

RS> ZEOMBINODARLRUDHDMXMELONDM™N

Cipher..._.

Fiaore 8.

¢. Such a cipher square may be used in exactly the same manner as the Vigenére square.

With the key word BLUE and conforming to the normal enciphering equations (8

O,/2), the following lines of the square would be used:

w2 =0/1; Opn

ABCDEFGHIJKLMNOPQRSTUVWXYZ

TNV
>N
N W
OD =N
EUaMD
Z om0
>l HO
<=On
15 I
dmax
NHDS
MO mH
HRETO
DA
noxao
omoo
oL M
==
> B
no <
HEMO
OZaE
SN
a<>>
O MY M

m.aomM

FIqURE Cs.

These lines would, of course, yield the following cipher alphabets:

UvwxXyz
NWORTH

QRST
LEAYVYV

N
X

DEFGHIJKLMNGOP
FGIJKMPQSUXYZ

BC
cD

Plain.________._ A
1) Cipher......... B

STU
MPQ
U
J

KLMNOPQRSTUVWXYZ
BCDFGIJKMPQSUXYZ
0 R
B F

I DE
B Nz
x>
O U
e B B

Q= Q.
o> AN
D O M
mE md
<] 4D
Pl
P
Pl
fw oy
.m.m.m.m
@ ada
mO RO
~~ ”~~
x ©
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18. Principles of direct symmetry of position.—a. It was stated directly above that Fig..5
is a symmetrical cipher square, by which is meant that the letters in its successive horizontal
lines show a symmetry of position with respect to one another. They constitute, in reality, one
and only one sequence or series of letters, the sequences being merely displaced successively 1,
2, 3, . . . intervals. The symmetry exhibited is obvious and is said to be visible, or direct.
This fact can be used to good advantage, as has already been alluded to in par. 7j.

b. Consider, for example, the pair of letters G, and V, in cipher alphabet (1) of Fig. 6. The
letter V, is the 15th letter to the right of G,. In cipher alphabet (2), V. is also the 15th letter to
the right of G, as is the case in each of the four cipher alphabets in Fig. 6b, since the relative
positions they occupy are the same in each horizontal line in Fig. 6a, that is, in each of the suc-
cessive recordings of the cipher component as the latter is slid to the right against the plain or
normal component. If, therefore, the relative positions occupied by two letters, 6, and 0,, in
such a cipher alphabet, Cy, are known, and if the position of 6, in another cipher alphabet, C,,
belonging to the same series is known, then 8; may at once be placed into its correct position in C,.
Suppose, for example, that as the result of an analysis based upon considerations of frequency,
the following values in four cipher alphabets have been tentatively determined:

(I)Plain...... ..... ABCDEFGHIJKLMNOPQRSTUVWIXXYZ
Cipher......_.. G Y v
(2)Pla.in..._-------ABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher......... N G P
(3)Pla.in ......... ABCDEFGHIJKLMNOPQRSTUVWIXYZ
Cipher—...._... L B I
(4)Pla.i.n...----_---ABCDEF‘GHIJKLMNOPQRSTUVWXYZ
Cipher...._.... | I Q
FIGURE 7a.

¢. The cipher components of these four secondary alphabets may, for convenience, be assem-
bled into a cellular structure, hereinafter called a sequence reconstruction skeleton, as shown in
Fig. 7b. Regarding the top line of the reconstruction skeleton in Fig. 75 as being common to all
four secondary cipher alphabets listed in Fig. 7a, the successive lines of the reconstruction skeleton
may now be termed cipher alphabets, and may be referred to by the numbers at the left.

Plain ilBCDEFGHIJKLMNOPQRSTUVWXYZ
I el || Y v
p N G P
Cipher
.......... L B I
4o L I Q
Fiouaz 7.

d. The letter G is common to Alphabets 1 and 2. In Alphabet 2 it is noted that N occupies
the 10th position to the left of G, and the letter P occupies the 5th position to the right of G.
One may therefore place these letters, N and P, in their proper positions in Alphabet 1, the letter N
being placed 10 letters before G, and the letter P, 5 letters after G. Thus:

Plain.......... ABCDEFQHIJKLMNOPQRSTUVWXYZ
1ﬂm|ith| 'Ll‘llk' vn_~' N
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Thus, the values of two new letters in Alphabet 1, viz, P,=J,, and N,=U, have been automati-
cally determined; these values were obtained without any analysis based upon the frequency of
P, and N.. Likewise, in Alphabet 2, the letters Y and V may be inserted in these positions:

Plain.......... A|B|C|D|E|F|G|H|I J|KLMN0|P|QR|ST|vax|Y|z

2. viN LD del 11T e |

This gives the new values V,=D, and Y,=Y, in Alphabet 2. Alphabets 3 and 4 have a common
letter I, which permits of the placement of Q and W in Alphabet 3, and of B and L in Alphabet 4.

e. The new values thus found are of course immediately inserted throughout the crypto-
gram, thus leading to the assumption of further values in the cipher text. This process, vz, the
reconstruction of the primary components, by the application of the principles of direct symmetry
of position to the cells of the reconstruction skeleton, thus facilitates and hastens solution.

f. It must be clearly understood that before the principles of direct symmetry of position
can be applied in cases such as the foregoing, i 18 necessary that the plain component be a known
sequence. Whether it is the normal sequence or not is immaterial, so long as the sequence is
known. Obviously, if the sequence is unknown, symmetry, even if present, cannot be detected
by the cryptanalyst because he has no base upon which to try out his assumptions for
symmetry. In other words, direct symmetry of position is manifested in the illustrative
example because the plain component is a known sequence, and not because it is the
normal alphabet. The significance of this point will become apparent later on in connection
with the problem discussed in Par. 26b.

19, Initial steps in the solution of a typical example.—a. In the light of the foregoing prin-
ciples let a typical message now be studied.

MEssAGE
1 2 3 4 8

A. QWBRI VWYCA ISPJL RBZEY QWYEU
B. LV¥MG¥_ICJCI MTZEI MIBKN QWBRTI
C. VWYIG BWNBQ QCGQH IWJKA GEGXN
D. IDMRU VEZYG QIGVN CTGYO BPDBL
E. VCGXG BKZZG IVXCU NTZAO BWFERQ
F. QLFCO MTYZT CCBYQ OPDKA GDGIG
G. VPWMR QIIEW ICGXG BLGQQ VBGRS
H MYJJY QVFWY RWNFL GXNFW MCJKZX
J. IDDRU OPJQQ ZRHCN VWDYQ RDGDG
K. BXDBN PXFPU YXNFG MPJEL SANCD
L. SEZZG IBEYU KDHCA MBJJF KILCJ
M. MFD2ZT CTJRD MIYZQ ACJRR SBGZN
N. QYAHQ VEDCQ LXNCL LVVCS QWBITI
P. IVJRN WNBRTI VPJEL TAGDN IRGQP
Q. ATYEW CBYZT EVGQU VPYHL LRZNQ
R. XINBA IKWJQ RDZYF KWFZL GWFJQ
S. QWJYQ IBWRX
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b. The principal repetitions of three or more letters have been underlined in the message and
the factors (up to 20 only) of the intervals between them are as follows:

QWERIVWY._____ 45=3, 5, 9, 15.
CGXGB__... 60=2,3, 4, 5, 6, 10, 12, 15, 20.

PJEL.___ 95=5, 19.

ZZGI___ 145=6.

BRIV 285=3, 5, 15, 19,
BRI 45=3,35,9, 15.
KAG_.__. 75=3, 5, 15.
QRD._____ 165=3, 5, 15.
QWB____. 45=3, 5,9, 15.
QWB.___ 275=5, 11,
WIC___ 130=2, 5, 10, 13.
XINF—___ 45=3, 5,9, 15.
YZT____ 325=3, 5, 15.
ZTC_—_. 145=3, 5.

The factor 5 is common to all of these repetitions, and there seems to be every indication that
five alphabets are involved. Sinee the message already appears in groups of five letters, it is
unnecessary in this case to rewrite it in groups corresponding to the length of the key. The
uniliteral frequency distribution for Alphabet 1 is as follows:

- _ E  _§ 2 _ =
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
Fiauas 8,

¢. Attempts to fit this distribution to the normal on the bagis of a direct or reversed standard
alphabet do not give positive results, and it is assumed that mixed alphabets are involved.
Individual triliteral frequency distributions are then compiled and are shown in Fig. 9. These
tables are similar to those made for single mixed alphabet ciphers, and are made in the same
way except that instead of taking the letters one after the other, the letters which belong to the
separate alphabets now must be assembled in separate tables. For example, in Alphabet 1,
the trigraph QAC means that A occurs in Alphabet 1; Q, its prefix, occurs in Alphabet 5, and C, its
suffix, occurs in Alphabet 3. All confusion may be avoic}eg by placing numbers indicating the

alphabets in which they belong above the letters, thus: QAC

ALPEABET 1
A B CDEPGHTIUJI KU LMNDUOTPA QRS STUVWNIVY Z
QC GW NT v AE AS UD UN IT UT QP NX =W LB LA LA IN NN QI UX QR
PT OP TG AD we FI QX II up W YW DE Iw
GK TT LX HW fW LY OT NW QD RB UE
oW WB LW KD LR SY QC QD LC
GL GV weC GI GP
GX we GP QL QB
XD AB RI NW
GB JF v QE
Iv DI NY - IP
‘NR Sw ur
AK Qo
QB
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d. One now proceeds to analyze each alphabet distribution, in an endeavor to establish
identifications of cipher equivalents. First, of course, attempts should be made to separate
the vowels from the consonants in each alphabet, using the same test as in the case of a single
mixed-alphabet cipher. There seems to be no doubt about the equivalent of E, in each alphabet:

1 2 3 ¢ &

E=1I,,W,,G,,.Ce.Qs
e. The letters of greatest frequencyzin Alpimbet lareI, M,Q,V,B,G LR, S,and C. I,
has already been assumed to be E,. If W, and Q,=E,, then one should be able to distinguish the
vowels from the consonants among the letters M, Q, V, B, G, L, R, S, and C by exa.mmmg the
prefixes of W,, and the suffixes of Q. The prefixes and suffixes of these letters, as shown by the
triliteral frequency distributions, are these:

2 2 5 5
Prefixes of W, (=E;) Suffixes of Q, (=E;)
QGKVRBIL IQRXLVAZO

f. Consider now the letter lll,; it does not occur either as a prefix of Vzl., or as a suffix of 6.
Hence it is most probably a vowel, a.ndl on account of its high frequency i’t may be assumed to
be 0;,. On the other hand, note that Q, occurs five times as a prefix of W, and three times as
a suffix of 6. It is therefore a consonant, most. probably R,, for it would give the digraph
ER (= QQ.,) as occurnng three times and RE (== QW,) as occurring five times.

g. Theletterv occurst.hreetxmesasapreﬁxofw andtw:cessasuﬁxofq. It is there-
fore a consonant, and on account of its frequency, let it be assumed to be T,. The letter l;.
occurs twice as a prefix of W but not as a suffix of Q. Its freguency is only medium, and it is
;'n;o’ba.bly a consonant. In fact, the twice repeated digraph BW, is once a part of the trigraph

GBW, and G,, the lsett,er of second highest frequency in Alphabet 5,looks excellent for T,. Might
12

not the trigraph GBW be THE? It will be well to keep this possibility in mind.
1 3 [}
h. The letter G, occurs only once as a prefix of W, and does not occur as a suffix of Q,. It may

be a vowel, but one can not be sure. The letter i.. occurs once as a prefix of V?l. and once as a
suffix of &.. It may be considered to be a consonant. lli. occurs once as a prefix of 921., and twice
as a suffix of 5,, and is certainly a consonant. Neither the letter é. nor the letter é. occurs as a
prefix of Vzl. or as a suffix of 5.; both would seem to be vowels, but a study of the prefixes and
suffixes of these letters lends more weight to the assumption that (l‘,'. is & vowel than that é. isa
vowel. For all the prefixes of C, viz, ﬁ, ‘li,' and V;, are in subsequent analysis of Alphabet 6 classi~
fied as consonants, as are likewise its suffixes, viz, T, C, and B in Alphabet 2. On the other hand,
only one prefix, ]:“.., and one suffix, g., of é. are later classified as consonants. Since vowels are
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more often associated thh consonants tha.n with other vowels, it would seem that c. is xnore
likalytobesvowelthn.ns.. At any rate C.ma.ssumed to be a vowel, for the present, leaving S.

unclassified.

i. Going through the same steps with the remaining alphabets, the following results are
obtained:

Alphsbet Consonants Vowsls
1 Q, V. B, L, R, G? I, N C.
2 B, ¢, D, T. W, P, I.
3 J, N, D, ¥, P. G, Z.
4 Y. Z, J. Q. C, E?, R?, B?
] G, N, A, I, W L, T. Q. U.

20. Application of principles of direct symmetry of position.—a. The next step is to try
to determine a few values in each alphabet. In Alphabet 1, from the foregoing analysis, the
following data are on hand:

Plain_...... ABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher...... C? I c? M Q Vv

Let the values of E, already assumed in the remaining alphabets, be set down in a reconstruction
skeleton, as follows:

MAB%&EF’GHIJKLMN,OPQRs-ruvwxv!i
1 lc? I c? Clu| | le] (v] | || |

2
Cipher{ 3

L T——

Frouxs 10,

b. It is seen that by good fortune the letter Q is common to Alphabets 1 and 5, and the
letter C is common to Alphabets 1 and 4. If it is assumed that one is dealing with a case in which
s mixed component is sliding against the normal component, one can apply the principles of
direct symmetry of position to these alphabets, a8 outlined in Par. 18. For example, one may
insert the following values in Alphabet 5:

Pla.in.........._.....#ABCDEFGHIJKLMNOPQRST'UVWXYZ
1. ]C? I c? M Q v
Cipher
B |M Ql |V Cc? I Cc?
Fiovas 1L,
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c. The process at once gives three definite values: l‘¢.=B,, T‘I.sG,, £.=R,. Let these de-
duced values be substantiated by referring to the frequency distribution. Since B and G are
normally low or medium frequency letters in plain text, one should find that M, and V,, their
hypothetical equivalents in Alphabet 5, should have low frequencies. As a matter of fact, they
do not appear in this alphabet, which thus far corroborates the assumption. On the other hand,
since I.—R,, if the values derived from symmetry of position are correct, I should be of high
frequency, and reference to the distribution shows that I, is of high frequency. The position of
Ci 1s doubtful; it belongs either under N, or V,. If the former is correct, then the frequency
of C. should be high, for it would equal N,; if t.he latter is correct, then ite frequency should be
low, for it would equal V.. As a matter of fact, C does not ocour, and it must be concluded

that it belongs under V,. This in turn settles the value of C., for it must now be placed definitely
under I, and removed from beneath A,

d. The definite placement of C now permits the insertion of new values m Alphabet 4, and
one now has the following: A

Plain ... ABCDEFGliIJKLMNOPQRSTUV‘L&YEZJ
— — P ] et e e e e e e e e —t —
el | I| c M Q| |v
% W
Ciphexs3.......... G
4T c M Q| |v
I M al |v I c
Founs 13,

21. Subsequent steps in solution.—a. It is high time that the thus far deduced values, as
recorded in the reconstruction skeleton, be inserted in the cipher text, for by this time it must seem
that the analysis has certainly gone too far upon unproved hypotheses. The following resulte
are obtained:

Mzssagn
1 3 3 4 8
A. QWBRI VWYCA ISPJL RBZEY QWYEU
R E R TE E E RE
B. LWMGW ICJCI NTZEI MIBKN QWBRI
E E ER O R O RE R
C. VNYIG BWNBQ QCGQH IWJKA GEGXN
IE A E E R EN EE E
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b. The combinations given are excellent throughout and no inconsistencies appear. Note
123
the trigraph QWB, which is repeated in the following polygraphs (underlined in the foregoing text):
1 2 3 4 8 1 5 1 2 3 4 8 1

Q¥WBRTIV. . . SQWIBTITITI
R E R T . . . R E .4 R E

3 .
¢. The letter B, is common to both polygraphs, and a little imagination will lead to the
3
assumption of the value B,=P,, yielding the following:

1 2 3 4 8§ 1 5 1 2 3 4 & 1
Q WBRTIWV S QW BTITITI
R EP ORT . P R EVPARE

4 5 1 2 3 ¢4
d. Note also (in F5) the polygraph { G "1" PW Ilg, which looks like the word ATTACK. The

frequency distributions are consulted to see whether the frequencies given for (5, and F”. are high
enough for T, and A,, respectively, and also whether the frequency of ;l, is good enough for C,;
it is noted that they are excellent. Moreover, the digraph &IB., which occurs four times, looks
like TH, thus making é.=H,. Does the insertion of these four new values in our diagrsm of
alphabets bring forth any inconsistencies? The insertion of the value ’P.=A, and 'IB,=H,, gives
no indications either way, since neither letter has yet been located in any of the other alphabets.
The insertion of the value (5}.=T, gives & value common to Alphabets 3 and 5, for the value
(3;.=E,, was assumed long ago. Unfortunately an inconsistency is found here. The letter I
has been placed two letters to the left of G in the mixed component, and has given good results
in Alphabets 1 and 5; if the value v’v.=c, (obtained above from the assumption of the word
ATTACK) is correct, then W, and not.I, should be the second letter to the left of G. Which shall

be retained? There has been so far nothing to establish the value of a,=E,; this value was
assumed from frequency considerations solely. Perhaps it is wrong. It certainly behaves like
a vowel, and one may see what happens when one changes its value to 0,. The following
placements in the reconstruction skeleton result from the analysis, when only two or three new
values-have been added as a result of the clues afforded by the deductions:

Plain.__._..._. A|B|C|D|E|F|G|H|{I|J|K|(L|M|N|O|P|(Q{R|S|T|{U|VI|W|X{Y|Z
' W S G|B|C M P
. S PIQ|R|VIW S I G|B|C
Cipher{3..........|R|V|W S G c M Q
S I| |e M| |P[Q|R|V|W
(; J—— M QIR|VIW I G{B|C
Ficuns 13a.
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¢. Many new values are produoced, and these are inserted throughout the meesage, yielding
L

the following:
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29. Completing the solution.—a. Completion of solution is now a very easy matter.

The mixed component is finally found to be the following sequence, based upon the word
EXHAUSTING:

EXHAUSTINGBCDFJKLMOPQRVWNYZ
and the completely reconstructed skeleton of the cipher square is shown in Fig. 13b.

Plain.. . _____] A|B|C|D|E|{F|G|H|I|J|K|L|M|N|O|P|Q|R|S|T|U|V|W|X|Y|Z
(1. A|U|S|ITII|N|G|B|C|D|F|J|K|L{M|{O{PIQ|R|V|W|Y|Z|E|X|H
2. PIQ|R{V|W|Y|Z|E|X|H|A|U|S|T|I|N|G|B|C|D|F|J|K|L|M|O
Cipher..{3...__. RIVIWIY|Z|E|X{HIA|JUIS|T|{I|N|G|B|C|D|F|J|K|L|M|O|P|Q
4. . JI|N|GBiC|D|F|JK|L|M|OIP{QIR|V|W|YZ|E|X|H|A|U|S|T
\5...... I LIM|OIP|QIRIVIW|YIZIE|X{H|A|U|S|T|I|N|G[B|C|D|F|J|K

F1oURE 135,

b. Note that the successive equivalents of A, spell the word APRIL, which is the key for the
message. The plain-text message is as follows:

REPORTED ENEMY HAS RETIRED TO NEWCHESTER. ONE TROOP IS REPORTED AT HEN-
DERSON MEETING HOUSE: TWO OTHER TROOPS IN ORCHARD AT SOUTHWEST EDGE OF NEW-
CHESTER. 2D SQ IS PREPARING TO ATTACK FROM THE SOUTH. ONE TROOP OF 3D SQ IS
ENGAGING HOSTILE TROOP AT NEWCHESTER. REST OF 3D SQ IS MOVING TO ATTACK
NEWCHESTER FROM THE NORTH. MOVE YOUR SQ INTO WOODS EAST OF CROSSROAD 539 AND
BE PREPARED TO SUPPORT ATTACK OF 2D AND 3D SQ. DO NOT ADVANCE BEYOND NEWCHESTER.
MESSAGES HERE.

TREER,
COL.

c. The preceding case is a good example of the value of the principles of direct symmetry
of position when applied properly to a cryptogram enciphered by the sliding of a mixed com-
ponent against the normal. The cryptanalyst starts off with only a very limited number of
assumptions and builds up many new values as a result of the placement of the few original
values in the reconstruction skeleton.

28. Solution of subsequent messages enciphered by the same cipher component.—a.
Preliminary remarks.—Let it be supposed that the correspondents are using the same basic or
primary component but with different key words for other messages. Can the knowledge of
the sequence of letters in the reconstructed primary component be used to solve the subsequent
messages? It has been shown that in the case of a monoalphabetic cipher in which a mixed
alphabet was used, the process of completing the plain component could be applied to solve
subsequent messages in which the same cipher component was used, even t.hough the cipher
component was set at a different key letter. A modification of the procedure used in that case
can be used in this case, where a plurality of cipher alphabets based upon a sliding primary
component is used.
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b. The message.—Let it be supposed that the following message passing between the same
two correspondents as in the preceding message has been intercepted:

Mzxssaan
SFDZR YRRKX MIWLL AQRLU RQFRT IJQKF XUWBS MDJZK
MICQC UDPTV TYRNH TRORV BQLTI QBNPR RTUHD PTIVE
RMGQN LRATQ PLUKR KGRZFF JCMGP IHSMR __GQRFX BCABA

OEMTL PCXJM__RGQSZ VB

c. Factoring and conversion into plain component equivalents.—The presence of a repetition
of a four-letter polygraph whose interval is 21 letters suggests a key word of seven letters. There
are very few other repetitions, and this is to be expected in a short message with a key of such
length.

1 2 3 4 86 6 7 1 2 3 4 5 6 7
SFDZRYR FNMZVYV
RKXMIWL VPBRHXQ
LAQRLUR QDUVQEY
QFRTIJAQ UNVGHOU
KFXUWBS PNBEXKF
MDJZKMTI d. Transcription into periods.—Let the message RMOZPRH
CQCUDPT be written in groups of seven letters, in columnar LULEMTG
VTYRNHT fashion, as shown in Fig. 14. The letters in each NGYVICG
RORVBQL column belong to a single alphabet. Let the letters VSVWKUQ
TIQBNPR in each column be converted into their plain-com- CHUKITV
RTUHDPT ponent equivalents by setting the reconstructed VCECMTG
IVERMGAQ cipher component against the normal alphabet at any HWAVRJU
NLRATQP arbitrarily selected point, for example, that shown IQVDGUT
LUKRKGR  below: QEPVPJYV
ZFJCMGP ZNOLRJT
IHSMRGAQ HCFRVJU
RFXBCAB VNBKLDEK
AOEMTLP DSARGQT
CXJNMRGAQ LBORVJU
SZVB FZWK
FIGUAR 14. Toure 18,
Plain. ... _.ABCDEFG JKLMNOPQR TUVWXYZ
Cipher....... EXHAUST GBCDFJKLM PQRVWYZ

HIUJ
ING
The columns of equivalents are now as shown in Fig. 15.
e. Examination and selection of generatrices.—It has been shown that in the case of a mono-
alphabetic cipher it was merely necessary to complete the normal alphabet sequence beneath
the plain-component equivalents and the plain text all reappeared on one generatrix. It was
also found that in the case of a multiple-alphabet cipher involving standard alphabets, the plain-
text equivalents of each alphabet reappeared on the same generatrix, and it was necessary only
to combine the proper generatrices in order to produce the plain text of the message. In the
case at hand both processes are combined: the normal alphabet sequence is continued beneath
the letters of each column and then the generatrices are combined to produce the plain text.
The completely developed generatrix diagrams for the first two columns are as follows (Fig. 16):
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CoLouw 1 CoLuxw 2
FVQUPRLWVGVHIQZHVDLF NPDNNMUGSHGWQENCNSBZ
1 GWRVQSMXWHWIJRAIWEMG 1 OQEOONVHTIHXRFODOTCA
2 HXSWRTNYXIXJKSBJXFNH 2 PRFPPOWIUJIYSGPEPUDB
3 IYTXSUOZYJYKLTCKYGOIL 3 QSGQQPXJVKJZTHQFQVEC
4 JZUYTVPAZKZLMUDLZHPJ 4 RTHRRQYKWLKAUIRGRWFD
5 KAVZUWQBALAMNVEMAIQK 5 SUISSRZLXMLBVJSHSXGE
6 LBWAVXRCBMBNOWFNBJRL 6 TVJTTSAMYNMCWKTITYHF
7 MCXBWYSDCNCOPXGOCKSM 7 UWKUUTBNZONDXLUJUZIG
8 NDYCXZTEDODPQYHPDLTN 8 VXLVVUCOAPOEYMVKVAJH
9 OEZDYAUFEPEQRZIQEMUO 9 WYMWWVDPBQPFZNWLWBKI
10 PFAEZBVGFQFRSAJRFNVP 10 XZNXXWEQCRQGAOXMXCLJ
11 QGBFACWHGRGSTBKSGOWQ 11 YAOYYXFRDSRHBPYNYDMK
12 RHCGBDXIHSHTUCLTHPXR 12 ZBPZZYGSETSICQZOZENL
13 SIDHCEYJITIUVDMUIQYS 13 ACQAAZHTFUTJDRAPAFOM
14 TJEIDFZKJUJVWENVJRZT 14 BDRBBAIUGVUKESBQBGPN
15 UKFJEGALKVKWXFOWKSAU 15 CESCCBJVHWVLFTCRCHQO
16 VLGKFHBMLWLXYGPXLTBV 16 DFTDDCKWIXWMGUDSDIRP
17 WMHLGICNMXMYZHQYMUCW 17 EGUEEDLXJYXNHVETEJSQ
18 XNIMHJDONYNZAIRZNVDX 18 FHVFFEMYKZYOIWFUFKTR
19 YOJNIKEPOZOABJSAOWEY 19 GIWGGFNZLAZPJXGVGLUS
20 ZPKOJLFQPAPBCKTBPXFZ 20 HJXHHGOAMBAQKYHWHMVT
21 AQLPKMGRQBQCDLUCQYGA 21 IKYIIHPBNCBRLZIXINWU
22 BRMQLNHSRCRDEMVDRZHB 22 JLZJJIQCODCSMAJYJOXV
23 CSNRMOITSDSEFNWESAIC 23 KMAKKJRDPEDTNBKZKPYW
24 DTOSNPJUTETFGOXFTBJD 24 LNBLLKSEQFEUOCLALQZX
25 EUPTOQKVUFUGHPYGUCKE 25

Frourz 16,

MOCMMLTFRGFVPDMBMRAY

QH>PUREAZABUNUNHHOEDZ0N QS
>PQHOUOMAKIHHI<ZOOMOO"®

J. Combining the selected generatrices.—After some experi-
menting with these generatrices the 23d generatrix of Column 1 and
the 1st of Column 2, which yield the digraphs shown in Fig. 17aq,
are combined. The generatrices of the subsequent columns are
examined to select those which may be added to these already
selected in order to build up the plain text. The results are shown
in Fig. 17b. This process is a very valuable aid in the solution of
messages after the primary component has been recovered as a
result of the longer and more detailed analysis of the frequency
distributions of the first message intercepted. Very often a short
message can be solved in no other way than the one shown,
if the primary component is completely known.

g. Recovery of the key.—It may be of interest to find the key
word for the message. Assuming that enciphering method num-
ber 1 (see Par. 7f, page 6) were known to be employed, all that
is necessary is to set the mixed component of the cipher alphabet
underneath the plain component so as to produce the cipher letter
indicated as the equivalent of any given plain-text letter in each
of the alphabets. For example, in the first alphabet it is noted that
Cpo=S,. Adjust the two components under each other so as to
bring S of the cipher component beneath C of the plain component,

Fouas 176, thus:
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Plain..__... . ABCDEFGHIJKLMNOPQRSTUVWXYZABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher...._.. - EXHAUSTINGBCDFJKLMOPQRVWYZ

It is noted that A,=A,. Hence, the first letter of the key word to the message is A. The 2d,
3d, 4th, . . . 7th key letters are found in exactly the same manner, and the following is obtained:

When COF IR S T equals
S FDZR YR then A, successively equals
AZIMUTH

24. Summation of relative frequencies as an aid to the selection of the correct generatrices.—
a. In the foregoing example, under subparagraph f, there occurs this phrase: “After some
experimenting with these generatrices . . .”” By this was meant, of course, that the selection of
the correct initial pair of generatrices of plain-text equivalents is in this process a matter of trial
and error. The test of ‘“correctness’” is whether, when juxtaposed, the two generatrices so
selected yield “‘good” digraphs, that is, high-frequency digraphs such as occur in normal plain
text. In his early efforts the student may have some difficulty in selecting, merely by ocular
examination, the most likely generatrices to try. There may be in each diagram several gen-
eratrices which contain good assortments of high-frequency letters, and the number of trials of
combinations of generatrices may be quite large. Perhaps a simple mathematical method may
be of assistance in the process.

5. Suppose, in Fig. 16, that each letter were accompanied by a number which corresponds
to its relative frequency in normal English telegraphic text. Then, by adding the numbers along
each horizontal line, the totals thus obtained will serve as relative numerical measures of the
frequency values of the respective generatrices. Theoretically, the generatrix with the greatest
value will be the correct generatrix because its total will represent the sum of the individual
values of the actual plaintext letters. In actual practice, of course, the generatrix with the
greatest value may not be the correct one, but the correct one will certainly be among the three
or four generatrices with the largest values, Thus, the number of trials may be greatly reduced,
in the attempt to put together the correct generatrices.

¢. Using the preceding message as an example, note the respective generatrix values in Fig.
18. The frequency values of the respective letters shown in the figure are based upon the normal
distribution for War Department telegraphic text (see Table 3, Appendix 1, Military Crypt-
analysis, Part I).
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d. It will be noted that the frequency value of the 23d generatrix for the first column of
cipher letters is the greatest; that of the first generatrix for the second column is the greatest.
In both cases these are the correct generatrices. Thus the selection of the correct generatrices
in such cases has been reduced to a purely mathematical basis which is at times of much assistance
in effecting a quick solution. Moreover, an understanding of the principles involved will be of
considerable value in subsequent work.

25. Solution by the probable-word method.—a. Occasionally one may encounter a crypto-
gram which is so short that it contains no recurrences even of digraphs, and thus gives no indi-
cations of the number of alphabets involved. If the sliding mixed component is known, one may
apply the method illustrated in Par. 15, assuming the presence of a probable word, checking it
against the text and the sliding components to establish a key, if the correspondents are using
key words.

b. For example, suppose that the presence of the word ENEMY is assumed in the message
in Par. 235 above. One proceeds to check it against an unknown key word, sliding the already
reconstructed mixed component against the normal and starting with the first letter of the
cryptogram, in this manner:

When ENEMY equals
SFDZR then A, successively equals
XENFW

The sequence XENFW spells no intelligible word. Therefore, the location of the assumed word
ENEMY is shifted one letter forward in the cipher text, and the test is made again, just as was
explained in Par. 15. When the group AQRLU is tried, the key letters ZIMUT are obtained,
which, taken as a part of a word, suggests the word AZIMUTH. The method must yield solution
when the correct assumptions are made.

c. The danger to cryptographic security resulting from the inclusion of cryptographed
addresses and signatures in cryptographic messages becomes quite obvious in the light of
solution by the probable-word method. To illustrate, reference is made to the message employed
in Pars. 19-22. It will be noted in Par. 22b that the message carried a signature (Treer, Col.)
and that the latter was enciphered. Suppose that this were an authorized practice, and that
every message could be assumed to conclude with a cryptographed signature. The signature
“TREER COL” would at once afford a very good basis for the quick solution of subsequent mes-
sages emanating from the same headquarters as did the first message, because presumably this
same signature would appear in other messages. It is for this reason that addresses and signa-
tures must not be cryptographed; if they must be included they should be cryptographed in a
totally different system or by a wholly different method, perhaps by means of a special address
and signature code. It would be best, however, to omit all addresses and signatures, and to
let the call signs of the headquarters concerned also convey these parts of the message, leaving
the delivery to the addressee a matter for local action.

26. Solution when the plain component is a mixed sequence, the cipher component, the

-normal.—a. This falls under Case B (2) outlined in Par. 6. It is not the usual method of
employing a single mixed component, but may be encountered occasionally in cipher devices.

b. The preliminary steps, as regards factoring to determine the length of the period, are
the same as usual. The message is then transcribed into its periods. Frequency distributions
are then made, as usual, and these are attacked by the principles of frequency and recurrence.
An attempt is made to apply the principles of direct symmetry of position, but this attempt
will be futile, for the reason that the plain component is in this case an unknown mixed sequence.
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The following message has been intercepted:
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For example, in Fig. 195, X,

in Alphabet 2 is directly under A, in Alphabet 1; hence, if the superimposition is correct then

2,

The entire process, hereinafter designated as

conversion into monoalphabetic terms, gives the following converted message:

It is merely necessary to substitute for the respective letters in
Therefore, in the cryptogram it is merely necessary to replace every X, in the second
Again T, in Alphabet 3=A, in Alphabet 1; therefore, in the cryptogram one

f. The superimposition of the respective distributions enables one to convert the cipher
letters of the five alphabets into one alphabet. Suppose it is decided to convert Alphabets

1

2, 3, 4, and 5 into Alphabet 1.
the four alphabets those which stand above them in Alphabet 1.
replaces every T, in the third position by A..

position by A,.

XAy
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The uniliteral frequency distribution for this converted text follows. Note that the frequency
of each letter is the sum of the five frequencies in the corresponding columns of Fig. 195.
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g. The problem having been reduced to monoalphabetic terms, a triliteral frequency distri-
bution can now be made and solution readily attained by simple principles. It yields the
following:

JAPAN CONSULTED GERMANY TODAY ON REPORTS THAT THE COMMUNIST INTERNATIONAL
WAS BEHIND THE AMAZING SEIZURE OF GENERALISSIMO CHIANG KAI SHEK IN CHINA.
TOKYO ACTED UNDER THE ANTICOMMUNIST ACCORD RECENTLY SIGNED BY JAPAN AND GER-
MANY. THE PRESS SAID THERE WAS INDISPUTABLE PROOF THAT THE COMINTERN INSTI-
GATED THE SEIZURE OF GENERAL CHIANG AND SOME OF HIS GENERALS. MILITARY OB-
SERVERS SAID THE COUP WOULD HAVE BEEN IMPOSSIBLE UNLESS GENERAL CHANG HSUEN
LIANG HOTHEADED FORMER WAR. LCRD OF MANCHURIA HAD FORMED AN ALLIANCE WITH THE
COMMUNIST LEADERS HE WAS SUPPOSED TO BE FIGHTING. SUCH AN ALLIANCE THESE
OBSERVERS DECLARED OPENED UP A RED ROUTE FROM MOSCOW TO NORTH AND CENTRAL
CHINA.

k. The reconstruction of the plain component is now a very simple matter. It is found to
be as follows:

HYDRAULICBEFGJKMNOPQSTVWIXZ

Note also, in Fig. 195, the keyword for the message, (HEAVY), the letters being in the columns
headed by the letter H.

1. The solution of subsequent messages with different keys can now be reached directly, by
a simple modification of the principles explained in Par. 18. This modification consists in using
for the completion sequence the mized plain component (now known) instead of the normal alpha-
bet, after the cipher letters have been converted into their plain-component equivalents. Let
the student confirm this by experiment.

j. Thoe probable-word method of solution discussed under Paragraph 20 is also applicable
here, in case of very short cryptograms. This method presupposes of course, possession of the
mixed component and the procedure is essentially the same as that in Par. 20. In the example
discussed in the present paragraph, the letter A on the plain component was successively set
against the key letters HEAVY; but this is not the only possible procedure.

k. The student should go over carefully the principle of ‘‘conversion into monoalphabetic
terms’’ explained in subparagraph f above until he thoroughly understands it. Later on he will
encounter cases in which this principle is of very great assistance in the cryptanalysis of more
complex problems. (Another example will be found under Par. 45.)

l. The principle illustrated in subparagraph e, that is, shifting two or more monoalphabetic
frequency distributions relatively so as to bring them into proper alignment for amalgamation
into a single monoalphabetic distribution, is called matching. It is a very important crypt-
analytic principle. Note that its practical application consists in sliding one monoalphabetic
distribution against the other so as to obtain the best coincidence between the entire sequence
of crests and troughs of one distribution and the entire sequence of crests and troughs of the other
distribution. When the best point of coincidence has been found, the two sequences may be
amalgamated and theoretically the single resultant distribution will also be monoalphabetic in
character. The successful application of the principle of matching depends upon several factors.
First, the cryptographic situation must be such that matching is a correct cryptographic step.
For example, the distributions in figure 195 are properly subject to matching because the cipher
component in the basic sequences concerned in this problem is the normal sequence, while the
plain component is a mixed sequence. But it would be futile to try to match the distributions
in figure 9, for in that case the cipher component is a mixed sequence, the plain component is
the normal sequence. Hence, no amount of shifting or matching can bring the distributions of
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figure 9 into proper superimposition for correct amalgamation. (If the ocourrences in the various
distributions in figure 9 had been distributed according to the sequence of letters in the mixed
component, then matching would be possible; but in order to be able to distribute these occur-
rences according to the mixed component, the latter has to be known—and that is just what is
unknown until the problem has been solved.) A second factor involved in successful matching
is the number of elements in the two distributions forming the subject of the test. If both
of them have very few tallies, there is hardly sufficient information to permit of matching with
any degree of assurance that the work is not in vain. If one of them has many tallies, the other
only a few, the chances for success are better than before, because the positions of the blanks in
the two distributions can be used as a guide for their proper superimposition.

m. There are certain mathematical and statistical procedures which can be brought to bear
upon the matter of cryptanalytic matching. These will be presented in a later text. However,
until the student has studied these mathematical and statistical methods of matching distri-
butions, he will have to rely upon mere ocular examination as a guide to proper superimposition.
Obviously, the more data he has in each distribution, the easier is the correct superimposition
ascertained by any method.
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Secrion VI

REPEATING-KEY SYSTEMS WITH MIXED CIPHER ALPHABETS, II

Paragraph
Further cases to be considered 27
Identical primary mixed components proceeding in the same direction 28
Cryptographing and decryptographing by means of identical primary mixed components 29
Principles of solution 30

27. Further cases to be considered.—a. Thus far Cases B (1) and (2), mentioned in Para-
graph 6 have been treated. There remains Case B (3), and this case has been further subdivided
as follows:

Case B (3). Both components are mixed sequences.

(&) Components are identical mixed sequences.
(1) Sequences proceed in the same direction (The secondary alphabets are mixed
" alphabets.)
(2) Sequences proceed in opposite directions. (The secondary alphabets are
reciprocal mixed alphabets.)
(b) Components are different mixed sequences. (The secondary alphabets are mixed
alphabets.) ‘

b. The first of the foregoing subcases will now be examined.

28, Identical primary mixed components proceeding in the same direction.—a. It is often
the case that the mixed components are derived from an easily remembered word or phrase,
so that they can be reproduced at any time from memory. Thus, for example, given the key
word QUESTIONABLY, the following mixed sequence is derived:

QUESTIONABLYCDFGHJKMPRVWIXZ

b. By using this sequence as both plain and cipher component, that is, by sliding this
sequence against itself, a series of 26 secondary mixed alphabets may be produced. In encipher-
ing a message, sliding strips may be employed with a key word to designate the particular and
successive positions in which the strips are to be set, the same as was the case in previous examples
of the use of sliding components. The method of designating the positions, however, requires
8 word or two of comment at this point. In the examples thus far shown, the key letter, as
located on the cipher component, was always set opposite A, as located on the plain component;
possibly an erroneous impression has been created, viz, that this is invariably the rule. This
is decidedly not true, as has already been explained in paragraph 7¢. If it has seemed to be the
case that 6, always equals A,, it is only because the text has dealt thus far principally with cases in
. which the plain component is the normal sequence and its initial letter, which usually consti-
tutes the index for juxtaposing cipher components, is A. It must be emphasized, however,
that various conventions may be adopted in this respect; but the most common of them is to
employ the initial letter of the plain component as the index letter. That is, the index letter,
6,, will be the initial letter of the mixed sequence, in this case, Q. Furthermore, to prevent the
possibility of ambiguity it will be stated again that the pair of enciphering equations employed
in the ensuing discussion will be the first of the 12 set forth under Par. 7/, viz, 6y/,=04/;; 0,/1=04/1.
In this case the subscript ‘1’ means the plain component, the subsecript “2”, the cipher
component, so that the enciphering equation is the following: 6y/s=0,; 6,/p=0¢/-

(49)
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¢. By setting the two sliding components against each other in the two positions shown
below, the cipher alphabets labeled (1) and (2) given by two key letters, A and B, are seen to be
different.

Ky LeTtEr=A ?,
Plain component.._...... ... QUESTIONABLYCDFGHJKMPRVWXZQUESTIONABLYCDFGHJKMPRVWXZ
Cipher component......... QUESTIONABLYCDFGHJKMPRVWXZ
T
&

Secondary alphabet (1):

Plain__........ ABCDEFGHIJKLMNOPQRSTUVWIXYZ
Cipher.......... HJPRLVWXDZQKUGFEASYCBTIOMN
Kgy LeTTER=B ?.
Plain component............. QUESTIONABLYCDFGHJKMPRVWXZQUESTIONABLYCDFGHJKMPRVWXZ
Cipher component......_.. QUESTIONABLYCDFGHJKMPRVWXZ
T
O
Secondary alphabet (2):
Plain -ABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher........ JKRVYWIXZFQUMEHGSBTCDLIONPA

d. Very frequently a quadricular or square table is employed by the correspondents, instead
of sliding strips, but the results are the same. The cipher square based upon the word QUESTION-
ABLY is shown in Fig. 21. It will be noted that it does nothing more than set forth the successive
positions of the two primary sliding components; the top line of the square is the plain component,
the successive horizontal lines below it, the cipher component in its various juxtapositions. The
usual method of employing such a square (i. e., corresponding to the enciphering equations
Or/e=01s; Opio=0,s) i8 to take as the cipher equivalent of a plain-text letter that letter which
lies at the intersection of the vertical column headed by the plain-text letter and the horizontal
row begun by the key letter. For example, the cipher equivalent of E, with keyletter T is the
letter Q,; or E, (Ty)=0,. The method given in paragraph ), for determining the cipher equiva~
lents by means of the two sliding strips yields the same results as does the cipher square.
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c
<

Fiouns 21.

29. Cryptographing and decryptographing by identical primary mixed components.—There
is nothing of special interest to be noted in connection with the use either of identical mixed
components or of an equivalent quadricular table such as that shown in Fig. 21, in enciphering or
deciphering & message. The basic principles are the same as in the case of the sliding of one
mixed component against the normal, the displacements of the two components being controlled
by changeable key words of varying lengths. The components may be changed at will and so on.
All this has been demonstrated adequately enough in Elementary Military Cryptography, and
Advanced Military Cryptography.

30. Principles of solution.—a. Basically the principles of solution in the case of a crypto-
gram enciphered by two identical mixed sliding components are the same as in the preceding
case. Primary recourse is had to the principles of frequency and repetition of single letters,
digraphs, trigraphs, and polygraphs. Once an entering wedge has been forced into the problem,
the subsequent steps may consist merely in continuing along the same lines as before, building
up the solution bit by bit.

b. Doubtless the question has already arisen in the student’s mind as to whether any
principles of symmetery of position can be used to assist in the solution and in the reconstruction
of the cipher alphabets in cases of the kind under consideration. This phase of the subject will
be taken up in the next section and will be treated in a somewhat detailed manner, because the
theory and principles involved are of very wide application in cryptanalytics.
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THEORY OF INDIRECT SYMMETRY OF POSITION IN SECONDARY ALPHABETS'

Reconstruction of primary components from secondary alphabets. . ..o meacaaa e f?:c‘;:

31, Reconstruction of primary components from secondary alphabets.—a. Note the two
secondary alphabets (1) and (2) given in paragraph 28¢c. Externally they show no resemblance
or symmetry despite the fact that they were produced from the same primary components.
Nevertheless, when the matter is studied with care, a symmetry of position is discoverable.
Because it is a hidden or latent phenomenon, it may be termed latent symmetry of position.
However, in previous texts the phenomenon has been designated as an indirect symmetry of position
and this terminology has grown into usage, so that a change is perhaps now inadvisable.
Indirect symmetry of position is a very interesting and exceed.mgly useful phenomenon in
cryptanalytics.

b. Consider the following secondary alphabet (the one labeled (2) in paragraph 28¢):

@) Plain ..____ABCDEFGHIJKLMNOPQRSTUVWIXYZ
Cipher...._ JKRVYWXZFQUMEHGSBTCDLIONPA

c. Assuming it to be known that this is a secondary alphabet produced by two primary
identical mixed components, it is desired to reconstruct the latter. Construct a chain of alter-
nating plain-text and cipher-text equivalents, beginning at any point and continuing until the
chain has been completed. Thus, for example, beginning with Ay=J,, J,=Q,, &=B,, . . ., and
dropping out the letters common to successive pairs, there results the sequence AJQB. ... By
completing the chain the following sequence of letters is established:

AJQBKULMEYPSCRTDVIFWOGXNHZ

d. This sequence consists of 26 letters. When slid against iself it will produce exactly the
same secondary alphabets as do the primary componenis based upon the word QUESTIONABLY.
To demonstrate that this is the case, compare the secondary alphabets given by the two settings
of the externally different components shown below:

Plain component...... QUESTIONABLYCDFGHJKMPRVWXZQUESTIONABLYCDFGHJKMPRVWXZ
Cipher component..... QUESTIONABLYCDFGHJKMPRVWAZ

Secondary alphabet (1):

Plain. ... _ ABCDEFGHIJKLMNOPQRSTUVWIYZ
Cipher......... JKRVYWXZFQUMEHGSBTCDLIONPA
Plain component...... AJQBKULMEYPSCRTDVIFWOGXNHZAJQBKULMEYPSCRTDVIFWOGXNHZ
Cipher component..... AJQBKULMEYPSCRTDVIFWOGXNHZ
Secondary alphabet (2):
Plain.... ... _ABCDEFGHIJKLMNOPQRSTUVWXYZ
BTCDLIONPA

P
Ciphere...... JX RVYWXZFQUMEHGS
w

1 After the student has read this and the next seetion it would be
another and perhaps simpler method is explained.

ell for him to study Appendix 3, where

(52
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e. Since thesequenceA J Q B K . . . gives exactly the same equivalents in the secondary
alphabets as the sequence Q UE S T . . . gives, the former sequence is cryptographically
equivalent to the latter sequence. For this reason the A J Q B K. . . sequence is termed
an equivalent primary component.! If the real or original primary component is a key-word mixed
sequence, it is hidden or latent within the equivalent primary sequence; but it can be made pateni
by decimation of the equivalent primary component. The procedure is as follows: Find three
letters in the equivalent primary component such as are likely to have formed an unbroken
sequence in the original primary component, and see if the interval between the first and second
is the same as that between the second and third. Such a case is presented by the letters W, X,
and Z in the equivalent primary component above. Note thesequence. . . NOGXNHZ. . . ;
the distance or interval between the letters'W, X, and Z is two letters. Continuing the chain by
adding letters two intervals removed, the latent original primary component is made patent.
Thus:

6 7 8 9 10 1113 18 14 15 16 17 18 19 20 21 22 23 24 25 26
WXZQUESTIONABLYCDFGHJKMPRY
f. Itis possible to perform the steps given in ¢ and ¢ in a combined single operation when the
original primary component is a key-word mixed sequence. Starting with any pair of letters (in
the cipher component of the secondary alphabet) likely to be sequent in the key-word mixed
sequence, such as JK, in the secondary alphabet labeled (2), the following chain of digraphs may
be set up. Thus, J,K,in the plain component stand over Q, U, respectively, in the cipher com-
ponent; Q,U, in the plain component stand over B, L, respectively, in the cipher component, and
so on. Connecting the pairs in a series, the following results are obtained:

JKoQU-S>BLoKMSUES LYo MPESS YCoPRS ST CD S RV S
TIoDF-oWoSI0F G WX ONSGHSXZoNASHISZQ 5 ABSJK . .

These may now be united by means of their common letters:
JKoKMoMPPRoORV etce=J KMPRVWXZQUESTIONABLYCDFGH

The original primary component is thus completely reconstructed.

g. Not all of the 26 secondary alphabets of the series yielded by two sliding primary compo-
nents may be used to develop a complete equivalent primary component. If examination be made,
it will be found that only 13 of these secondary alphabets will yield complete equivalent primary
components when the method of reconstruction shown in subparagraph ¢ above is followed. For
example the following secondary alphabet, which is also derived, from the primary components
based upon the word QUESTIONABLY will not yield a complete chain of 26 plain text-cipher-
plain text equivalents:

Plain........ ABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher-..... CDHJOKMPBRVFWYLXTZNAIQUEGS

1 Such an equivalent component is merely a sequence which has been or can be developed or derived from
the original sequence or basic primary component by applying a decimation process to the latter; conversely,
the original or basic component can be derived from an equivalent component by applying the same sort of
process to the equivalent component. By decimation is meant the selection of elements from a sequence accord-
ing to some fixed interval. For example, the sequence A E I M. . . is derived, by decimation, from the
normal alphabet by selecting every fourth letter.
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Equivalent primary component:

1334356789 wNI1B|1 33
ACHPXEOLFKVQT|ACH. . . (The A C H sequence begins again.)

h. It is seen that only 13 letters of the chain have been established before the sequence begins
to repeat itself. It is evident that exactly one-half of the chain has been established. The other
half may be established by beginning with a letter not in the first half, Thus:

1 2 38 4 85 6 7 8 9 101 12 13 1 2 23
BDJRZSNYGMWUI|BDJ ... (The B D J sequence begins again.)

t. It is now necessary to distribute the letters of each half-sequence within 26 spaces, to
correspond with their placements in a complete alphabet. This can only be done by allowing a
constant odd number of spaces between the letters of one of the half-sequences. Distributions
are therefore made upon the basis of 3, 5, 7, 9, . . . spaces. Select that distribution which
most nearly coincides with the distribution to be expected in a key-word component. Thus, for
éxample, with the first half-sequence the distribution selected is the one made by leaving three
spaces between the letters. It is as follows:

1 23 45 67 8 9101 131314151617 16192021 222 2% 28 2
A-L-C=F~H<«K=«P=V<X=«Q=«E~T=0--

j- Now interpolate, by the same constant interval (three in this case), the letters of the other
half-sequence. Noting that the group F — H appears in the foregoing distribution, it is apparent
that G of the second haif-sequence should be inserted between F and H. The letter which imme-
diately follows G in the second half-sequence, iz, M, is next inserted in the position three spaces to
the right of G, and so on, until the interpolation has been completed. This yields the original
primary component, which is as follows:

1 2 8 4 5 6 7 8 01&11121’141510111810”113”“3”

ABLYCDFGHJKMPRVWXZQUESTION

k. Another method of handling cases such as the foregoing is indicated in subparagraph f
By extending the principles set forth in that subparagraph, one may reconstruct the following
chain of 13 pairs from the secondary alphabet given in subparagraph g:
2 3 4 8 10 n 13 13

1 [ ] 7 8 9 1
CDoHI PR XZSESSONS LY S FGo KMo VW QU S TI 5 AB cb...

Now find, in the foregoing chain, two pairs likely to be sequent, for example HJ and KM and count
the interval between them in the chain. It is 7 (counting by pairs). If this decimation interval
is now applied to the chain of pairs, the following is established:

1 2 8 ¢4 8 6 7 8 9 1011 1213 14 15 16 17 18 10 20 71 23- 28 24 28 28

HJKMPRVWXZQUESTIONABLYCDFG

l. The reason why a complete chain of 26 letters cannot be constructed from the secondary
alphabet given under subparagraph g is that it represents a case in which two primary com-
ponents of 26 letters were slid an even number of intervals apart. (This will be explained in
further detail in subparagraph r below.) There are in all 12 such cases, none of which will
admit of the construction of a complete chain of 26 letters. In addition, there is one case where-
in, despite the fact that the primary components are an odd number of intervals apart, the
secondary alphabet cannot be made to yield a complete chain of 26 letters for an equivalent
primary component. This is the case in which the displacement is 13 intervals. Note the
secondary alphabet based upon the primary components below (which are the same as those
shown in subparagraph d):
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PriMmary CoMPONENTS

QUESTIONABLYCDFGHJKMPRYVYVWIXXZ
DFGHJKMPRVWXZQUESTIONABLYGC
SECONDARY ALPHABET
Plain ________ A DEFGHIJKLMNOPQRSTUVWIXXYZ

BC
Cipher_.____.. RVZQGUESKTIWOPMNDAHJFBLYXC

m. If an attempt is made to construct a chain of letters from this secondary alphabet alone,
no progress can be made because the alphabet is completely reciprocal. However, the crypt-
analyst need not at all be baffled by this case. The attack will follow along the lines shown below
in subparagraphs n and o.

n. IT the original primary component is a key-word mixed sequence, the cryptanalyst may
reconstruct it by attempting to “dovetail” the 13 reciprocal pairs (AR,BV,CZ,DQ,EG,FU,HS,
IK,JT,LW,MO,NP, and XY) into one sequence. The members of these pairs are all 13 intervals

apart. Thus:
s 67 8 0

12

<
"
. . . » O
. . . o«
¢ e o ¢ B
=

HZEruHITI@HOQWE.
Y oERUWCQON<SHE

Fiavax 22,

Write out the series of numbers from 1 to 26 and insert as many pairs into position as possible.
being guided by considerations of probable partial sequences in the key-word mixed sequence,
Thus:

01 2 3 4 86 6 7 8 9 1011 13 13 14 18 18
ABCD.........RVZQ

It begins to look as though the key-word commences with the letter Q, in which case it should
be followed by U. This means that the next pair to be inserted is FU. Thus:
01 2 3 4 85 6 7 8 0 10 11 13 13 14 18 16 17
ABCDF........RVZQU

The sequence A B C D F means that E is in the key. Perhaps the sequenceis ABCD F GH. -
Upon trial, using the pairs EG and HS, the following placements are obtained:

0 1 2 3 4 6 6 7 8 9301112138 14151617 1819
ABCDFGH......RVZQUES

This suggests the word QUEST or QUESTION. The pair JT is added:

01 2 3 406 6 7 8 910111213 1151617 18 19 2
ABCDFGHJ.....RVZQUEST
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The sequence G H J suggests G H J K, which places an I after T. Enough of the process has
been shown to make the steps clear. -

o. Another method of circumventing the difficulties introduced by the 14th secondary
alphabet (displacement interval, 13) is to use it in conjunction with another secondary alphabet
which is produced by an even-interval displacement. For example, suppose the following two
secondary alphabets are available.!

.. ABCDEFGHIJKLMNOPQRSTUVW
1....RVZQGUESKTIWOPMNDAHJFBLYXC
2. . XZESKTIORNAQBWVLHYMPJCDF

FioURS 23.

The first of these secondaries is the 13-interval secondary; the second is one of the even-
. interval secondaries, from which only half-chain sequences can be constructed. But if the con-
struction be based upon the two sequences, 1 and 2 in the foregoing diagram, the following is
obtained:

RXUTNLDHMVZEIAYFJPWQSOBCGK

This is a complete equivalent primary component. The original key-word mixed component
can be recovered from it by decimation based upon the 9th interval:

RVWXZQUESTIONABLYCDFGHJKMP

p. (1) When the primary components are identical mixed sequences proceeding in opposile
directions, all the secondary alphabets will be reciprocal alphabets. Reconstruction of the
primary component can be accomplished by the procedure indicated under subparagraph o
above. Note the following three reciprocal secondary alphabets:

1 2 8 46 6 7 8 91011121314 1516 1718 19 20 21 23 23 24 25 28

g _ABCDEFGHIJKLMNOPQRSTUVWIYZ

1. _PMHGQFDCWYLKBRVAENZXUOITJS

2...WVMKSJHGQFDRCXZYILEUTBANPO

3...TSQZLXWVNRPEMIOKCJBAYHGFUD
‘ Frauas 24

(2) Using lines 1 and 2, the following chain can be constructed (equivalent primary com-
ponent):
PWQSOBCGKRXUTNLDHMVZEIAYFUJ

{ The method of writing down the secondaries shown in figure 23 will hereafter be followed in all cases when
alphabet reconstruction skeletons are necessary. The top line will be understood to be the plain component; it
is common to all the secondary alphabets, and is set off from the cipher components by the heavy black line.
This top line of letters will be designated by the digit #, and will be referred to as ‘‘the zero line’”’ in the diagram.
The auccessive lines of letters, which ocoupy the space below the zero line and which contain the various cipher
components of the several secondary alphabets, will be numbered serially. These numbers may then be used as
reference numbers for designating the horizontal lines in the diagram. The numbers standing above the letters
may be used as reference numbers for the vertical columns in the diagram. Henoce, any letter in the reconstruo-
tion skeleton may be designated by coordinates, giving the horisontal or X coordinate first. Thus, D (2-11)
means the letter D standing in line 2, Column 11.
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Or, using lines 2 and 3:
WTYKZODPUAGVSLJXICMQNFREBH

The original key-word mixed primary component (based on the word QUESTIONABLY) can
be recovered from either of the two foregoing equivalent primary components. But if lines 1
and 3 are used, only half-chains can be constructed:

PTFXAKECVOHQL and MSDWNJUYRIGZB

This is because 1 and 3 are both odd-interval secondary alphabets, whereas 2 is an even-
interval secondary. It may be added that odd-interval secondaries are characterized by having
two cases in which a plain-text letter is enciphered by itself; that is, 6, is identical with O,.
This phrase “identical with” will be represented by the symbol =; the phrase “not identical
with”” will be represented by the symbol . (Note that in secondary alphabet number 1 above,
F,=F, and U,=U,; in secondary alphabet number 3 above, M, =M, and 0,=0,). This charac-
teristic will enable the cryptanalyst to select at once the proper two secondaries to work with in
case several are available; one should show two cases where 6 ,=0,; the other should show
none.

¢. (1) When the primary components are different mixed sequences, their reconstruction
from secondary cipher alphabets follows along the same lines as set forth above, under b to j,
inclusive, with the exception that the selection of letters for building up the chain of equivalents
for the primary cipher component is restricted to those below the zero line in the reconstruction
skeleton. Having reconstructed the primary cipher component, the plain component can be
readily reconstructed. This will become clear if the student will study the following example.

9 _ABCDEFGHIJKLMNOPQRSTUVWXYZ

1L..TVABULIQXYCWSNDPFEZGRHJKMO
2..ZJ STVIQRMONKXEAGBWPLHYCDFU

FIGURE 25.
(2) Using only lines 1 and 2, the following chain is constructed:
TZPGLIQRHYOUVJCNEWKDASXMPFB

This is an equivalent primary cipher component. By finding the values of the successive
letters of this chain in terms of the plain component of secondary alphabet number 1 (the zero
line), the following is obtained: '

TZPGLIQRHYOUVJCNEWKDASIXMFB
ASPTFGHUVJZEBWKNRLXOCMIYQD

The sequence AS P T . . . is an equivalent primary plain component. The original key-
word mixed components may be recovered from each of the equivalent primary components.
That for the primary plain component is based upon the key PUBLISHERS MAGAZINE; that for

the primary cipher componexnt is based upon the key QUESTIONABLY.
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(3) Another method of accomplishing the process indicated above can be illustrated graphi-
cally by the following two chains, based upon the two secondary alphabets set forth in sub-

paragraph ¢ (1):

1 2 3 4 6 6 7 8 9 1011 12 13 14 15 18 17 13 19 20 21 22 3 M4 28 28
@..... ABCDEFGHIJKLMNOPQRSTUYVWIXIYZ
1.... . TVABULIQXYCWSNDPFEZGRHJKMO
2. 2JSTVIQRMONKXEAGBWPLHYCDFU

Col.1. Cal. 2.
A@1) - T(Qa-1); - T(@24) — D @4); —
D@4) - B(14); — B(2-17)—> Q (@-17); —»
Q @-17) - F (1-17); » F (2-25) - Y (§-25); —
Y (§-25) —» M (1-25); > M(2-9) —» I (#9); —
I@9 —-» X{1-9); —» X(2-13) > M (p-13); —»
M(@13) - S1-13); > S(23) —» C(®3); —
ete. ete.
Frours 26,

(4) By joining the letters in Column 1, the following chain is.obtained: A D Q Y I M, etc.
If this be examined, it will be found to be an equivalent primary of the sequence based upon
PUBLISHERS MAGAZINE. By joining the letters in Column 2, the following chain is obtained:
TB F M X S. Thisis an equivalent primary of the sequence based upon QUESTIONABLY.

r. A final word concerning the reconstruction of primary components in general may be
added. It has been seen that in the case of a 26-element component sliding against itself (both
components proceeding in the same direction), it is only the secondary alphabets resulting from
odd-interval displacements of the primary components which permit of reconstructing a single
26-letter chain of equivalents. This is true except for the 13th interval displacement, which
even though an odd number, still acts like an even number displacement in that no complete
chain of equivalents can be established from the secondary alphabet. This exception' gives the
clue to the basic reason for this phenomenon: it is that the number 26 has two factors, 2 and 13,
which enter into the picture. With the exception of displacement-interval 1, any displacement
interval which i3 a sub-multiple of, or has a factor in common with the number of letters in the primary
sequence will yield a secondary alphabet from which no complete chain of 26 equivalents can be
derived for the construction of a complete equivalent primary component. This general rule is
applicable only to components which progress in the same direction; if they progress in opposite
directions, all the secondary alphabets are reciprocal alphabets and they behave exactly like
the reciprocal secondaries resulting from the 13-interval displacement of two 28-letter identical
components progressing in the same direction.

8. The foregoing remarks give rise to the following observations based upon the general
rule pointed out above. Whether or not a complete equivalent primary component is derivable
by decimation from an original primary component (and if not, the lengths and numbers of chains
of letters, or incomplete comrponents, that can be constructed in attempts to derive such equiv-
alent components) will depend upon the number of letters in the original primary component
and the specific decimation interval selected. For example, in a 26-letter original primary com-
pouent, decimation interval 5 will yield a complete equivalent primary component of 26 letters,
whereas decimation intervals 4 or 8 will yield 2 chains of 13 letters each. In a 24-letter compo-
nent, decimation interval 5 will also yield a complete equivalent primary component (of 24 letters),
but decimation interval 4 will yield 6 chains of 4 letters each, and decimation interval 8 will
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yield 3 chains of 8 letters each. It also follows that in the case of an original primary com-
ponent in which the total number of characters is a prime number, all decimation intervals will
yield complete equivalent primary components. The following table has been drawn up in the
light of these observations, for original primary sequences from 16 to 32 elements. (All prime-
number sequences have been omitted.) In this table, the column at the extreme left gives the
various decimation intervals, omitting in each case the first interval, which merely gives the
original primary sequence, and the last interval, which merely gives the original sequence
reversed. The top line of the table gives the various lengths of original primary sequences from
32 down to 16. (The student should bear in mind that sequences containing characters in addi-
tion to the letters of the alphabet may be encountered; he can add to this table when he is
interested in sequences of more than 32 characters.) The numbers within the table then show,
for each combination of decimation interval and length of, original sequence, the lengths of the
chains of characters that can be constructed. (The student may note the symmetry in each
column.) The bottom line shows the total number of complete equivalent primary components
which can be derived for each different length of original component.

Dm:'l‘m Number of characters in ariginal primary component
32 30 28 27 26 25 24 22 21 20
2 16 15 14 27 13 25 12 11 21 10
3 32 10 28 9 26 25 8 22 7 20
4 8 15 7 27 13 25 6 11 21 5
5 32 6 28 27 26 5 24 22 21 4
6 16 5 14 9 13 26 4 11 7 10 3 8
7
8
9

-
oo
it
(=2}

o
[o I == =

32 30 4 27 26 25 24 22 3 20 18 16
4 15 7 27 13 25 6 11 21 5 9 2
32 10 28 9 26 25 8 22 7 20 2 18
10 16 3 14 27 13 5 12 11 21 2 9 8
11 32 30 28 27 26 25 24 2 21 20 18 16
12 8 5 7 9 13 25 2 11 7 5 3 4
13 32 30 28 27 2 25 24 22 21 20 18 16
14 16 15 2 27 13 25 12 11 3 10 9 8
15 32 2 28 9 26 5 8 22 7 4 6
16 2 15 7 27 13 25 6 11 21 5 9
17 32 30 28 27 26 25 24 22 21 20
18 16 5 14 913 25 4 11 7 10
19 32 30 28 27 26 25 24 22 21
20 8 3 7 27 13 5 6 11
21 32 10 4 9 26 25 8
22 16 15 14 27 13 25 12
23 32 30 28 27 26 25
24 4 5 7 9 13
25 32 6 28 27
26 16 15 14
27 32 10
28 8 15
29 32
30 16 , )
Tqaloomber 14 6 10 16 10 18 16 8 10 6 4 6
sequences
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SectioN VIII
APPLICATION OF PRINCIPLES OF INDIRECT SYMMETRY OF POSITION

Paragraph
Applying the principles to a specific example 32
The cryptogram employed in the exposition 33
Fundamental theory. 34
Application of principles. 35
General remarka 36

32. Applying the principles to a specific example.—a. The preceding section, with the
many details covered, now forms a sufficient base for proceeding with an exposition of how the
principles of indirect symmetry of position can be applied very early in the solution of a poly-
alphabetic substitution cipher in which sliding primary components were employed to produce
the secondary cipher alphabets for the enciphering of the cryptogram.

b. The case described below will serve not only to explain the method of applying these
principles but will at the same time show how their application greatly facilitates the solution
of a single, rather difficult, polyalphabetic substitution cipher. It is realized, of course, that the
cryptogram could be solved by the usual methods of frequency and long, patient experimentation.
However, the method to be described was actually applied and very materially reduced the
amount of time and labor that would otherwise have been required for solution.

33. The cryptogram employed in the exposition.—a. The problem that will be used in this
exposition involves an actual cryptogram submitted for solution in connection with a cipher
device having two concentric disks upon which the same random mixed alphabet appears, both
alphabets progressing in the same direction. This was obtained from a study of the descriptive
circular accompanying the cryptogram. By the usual process of factoring, it was determined
that the cryptogram involved 10 alphabets. The message as arranged according to its period
is shown in Figure 27, in which all repetitions of two or more letters are indicated.

b. The triliteral frequency distributions are given in Figure 28. It will be seen that on
account of the brevity of the message, considering the number of alphabets involved, the fre-
quency distributions do not yield many clues. By a very careful study of the repetitions,
tentative individual determinations of values of cipher letters, as illustrated in Figures 29, 30,
31, and 32, were made. These are given in sequence and in detail in order to show that there is
nothing artificial or arbitrary in the preliminhry stages of analysis here set forth.

(60)
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TEE CRYPTOGRAM

3 4

VorPr

Clo»

Repetitions underlined)
5 6 7 8 9 10
NBLCW

LQZAA

|
2]
w
4]
Q

I
3
N
2]
o

0
)
p]

KQOIK

MDCH

E

HQ

CM

G X

be

r-‘
r-‘
(e
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TrILITERAL FREQUENCY DISTRIBUTIONS

I
ABCDEVFGHTIJUKLMNOPAQRSTUV WX Y Z
EB FF XK ¥YB ES XK ZC VZ WQ ZC 2R DC HC HR MK -F ¥Q QT
HZ FC OR NH vQ ZL JF MK NT QG
XK WwJ Zo QJ JZ NU
WG WK HB
QK MO
ES
EV
LH
EK
MC
ES
I
ABCDEFGHTIJU KLMNOPAQRSTUVW¥ XY Z
GZ QB WU ZW GX GX IW KB GX LZ GF GX ZZ YX GQ KU
BJ JQ CB BB HV JU GQ HZ YD PX HP YX BZ
YW RV LU RU JW SQ GU RX
oD Fv
GK GB
Ccu BD
BX
uw
I
A BCDEVFGHTIJIKLMNOPQRSTUVWIYZ
cz QP RT BI CW SO KH FP CO KE JN BD
FS CH CR ZG KH GN RD QA
KW Kz RE KH HL Q0 0S Zc
LP L SG KP SE s
GW FY BEHE -00
JG TC
CG KD
uo
Z-
Iv
A B CDEVPFGHTIJIKLMNOPAQRSTUVW XY Z
ZA ZK Zr Wwp UuD Qo JP VA XL VP UC QQ XN F2Z QE UD BE
XD Xw QW uD UE WK PP DC BC BT DF
IS R up vp WO BC ZD KD
R uD DwW XP WE BW
mwm w
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v
A B CDEVFGHTIJII KTLMNDUOPA QR STUVWIXVYZ
AA PF GY ZX ZM CQ NW SZ HL DF RF EO DO WL PbL ™
LQ SV SM WJ NX 0T EQ EO EM
PJ WV HQ IQ HM
PJ GP PF ON wo
YT HJ OM
GP ON EV
GW oP
GwW
VI
A B CDEUPFGHTIUJI KTULMNUOTPAQ R- S T UV W X Y Z
AM co EM WZ ZQ PB RZ DO PZ DZ CX LY EQ DF NH
PB PJ 00 WL PM RQ DM PF oT DB DQ KJ
Qv (9:4 TF DX WQ PY KO WM DP
EX co wZ Sz EE
FT AQ
WX
VII
A B CDEUPGHTIUJI KILMY¥NOPU QRS STUVWY X VY 2Z
FO QD YT ZA JK MN JK FC WE MM MG FM VC WO Q0
NL QJ XT AD LD XT ™ MW PO LI
VL LD ND QI oP JL 0oJ
PV JT OR MC MT
D PT Qv FE TV
WR OR
VIII
A B CDEVPGHTIUJI KILMNDOTPA QR STUV W XY Z
HS 0J OV XN TQ ZC FH MG BC QA LA BU QS QG FR ZH XC
XH MC PU OK 2S5 JJ XL VL TV YU A x ML
XG EG BS ZK Qv yAs) QA
FU X (0):4
ML OH
NY JR
IX
A B CDEVFGHTIUJIKTILMNUGOPA QRS STUVWIXY Z
MV Iw KH JD CY 0Z MH EF GJ TW AE 00 DM TZ DJ
NE LW DX CQ KY IF LL ™ JE OX NQ TE
w DH RN TX DM PE DZ RM 0z
N cQ VQ w LE VA
RN EH
X
A B CDEVFGHTIUJI KTLMNU OPU QRS STUVWZYZ
HQ SB KC LS QL LG VG RY UG HZ AK RG UI JG KP
AG NC GR YR CR GH HZ AJ CG GF JY XJ
SG CB LG SY VB CL HB uo
SG Uy VU GJ LB UK
XH XH
SG
Fiaonx 28,
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IntTrAL Varums Frou Assumrrions

1 2 3 [ 1
Go=E); K,=E,; X,=E;; and D,=E,, from frequency considerations.

348

486

9t01

UGD=THE; PCJ=THE; and SEG="THE, from study of repetitions.
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133 ¢35
RCVQP
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H

ZTZSDMXWCM
E

RKUHEQEDGX
ET

FKVHPJJKJY
E E

YQDPCJXLLL

03 -3
=+
o M

E E TH
GSUGDPOTHX
E THE

Tavas 29.
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AppITIONAL VALUES FROM Assumprrons (I)
Refer to line DD in Figure 29; g. assumed to be N,
Refer to line M in figure 29; X, assumed to be W,

9101 23 48
Then in lines C-D, AVK Z U G D is assumed to be WITH THE.

1 2 8 4 5 6 7 8 o 10 1 2 8 4 5§ 6 7 8 0 10 1 2 8 4 8§ 6 7 8 9 10
WFUPCFOCJY| P RCVOPNBLCW| EE BKDZFMTGQJ
TTH E
GBZDPFBQOQUO| Q LQZAAAMDCH| FF LFUYDTZVHG
E T E
GRFTZMQMAV| R BZZCKQOIKF | GE ZGWNKXJTRN
E WI H
KZUGDYFTRW| S CFBSCVXCHQ| Hi YTXCDPMVLW
THTHE H E E
GJXNLWYOUX| T ZTZSDMXWCM| II BGBWWOQRGN
E E - E
IKWEPQZOKZ| U RKUHEQEDGX|.JJ HHVLAQQVAUV
E - ET WI
PRXDWLZICW| V FKVHPJJKJY| KK JQWOOTTNVQ
E = E E
GKQHOLODVM| W YQDPCJXLLL|LL BKXDSQZRSN
EE = THE EE T
GOXSNZHASE| X GHXEROQPSE| M YUXOPPYOZXZ
E E TH E E —— TH
BBJIPQFJHD| Y GKBWTLFDUZ| NN HOZOWMXCGQ
EE
QCBZEXQTXZ| Z OCDHWMZTUZ)| 00 JJUGDWQRUYVM
' THE
JCQRQFVMLH|AA KLBPCJOTXE| PP UKWNPEFXENF
T THE E T
SRQEWMLNAE|BB HSPOPNMDLM| QQ CCUGDWPEUH
- WH N THE
GSXEROZJSE|CC GCKWDVBLSE|RR YBWEWVMDYJ
ENE TH E E THI , -
GVQWEJMKGH | DD GSUGDPOTHX| SS RZX
E B ENTHE HE
Fiauas 20.
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FBSCVXCHQ | HH
u H G
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E
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E
CDHEMZTUZ]| 00
LBFCJOTXE /| PP
THEU H
SPOPNMDLM| QQ
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NTHE U
Twavas 31,
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AppiTioNAL VALUES FroM Assumprions (II1)

4586
OPN—assume ING from repetition and frequency.

giu1
HQZ—assume ING from repetition and frequency.

< DN
2 € -
mio

H HQ AX IO FAQ W ~
-
=

B

| m e 3ic
o]

"y
C
5 =l
o >
= =Zpv
i

(o 2 o -
O M

4] e o
o
o

w [ B30
o
LTI o
H
=
N

O

4] (<A

(]
(4]

=R
ol
O mp4
=2 >lm >
M alo
mea xlo

7T 8 9 10 1 2 3 4 85 6 7 8 9 10 1 2 8 4 5 6 7 8 9 10
0CJY| P RCVOPNBLCW/|EE BKDZFMTGQJ
UGH ING E
BOUO| Q LQZAAAMDCH |FF LFUYDTZVHQ
UT E IN
QMAV| R BZZCKQOIKF |G ZGWNKXJTRN
wI H U G
FTRW| S CFBSCVXCHQ|H YTXCDPMVLW
u H GIN E E
QUX| T ZTZSDMXWCM | II BGBWWOQRGN
- G E H
ZOKZ| U RKUHEQEDGX | JJ HHVLAQQVAYV
ET wI
ZICW| V FKVHPJJKJY | KK JQWOOTTNVQ
= E NEE H I N
ODVM| W YQDPCJXLLL |LL BKXDSOZRSN
U = THE EE H T
HASE| X GHXERQOQPSE |M{ YUXQOPPYOXZ
TH E EACH TH IN
FJHD| Y GKBWTLFDUZ|NN HOZOWMXCGQ
I EE I - G N
QTXZ| Z OCDHWMZTUZ |00 JJUGDWQRUYVM
- THE
VMLM|AA KLBPCJOTXE|PP UKWPEFXENTF
T THEU - H E T O
LNAE|BB HSPOPNMDLM | QQ CCUGDWPEUH
WH N ING TH
ZJSE|C GCKWDVBLSE |RR YBNEWVMDYJ
T H E E TH A
MKGH|DD GSUGDPOTHX|SS RZX
EHTHE U I HE

g
g
B
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¢. From the initial and subsequent tentative identifications shown in Flgures 29, 30, 31,
and 32, the values obtained were arranged in the form of the secondary alphabets in a reconstruc-
tion skeleton, shown in Figure 33.

1 2 3 4 6 6 7 8 9 10 11 12 13 14 15 18 17 18 19 20 271 22 28 24 25 28

gla|Bic|p|E|F|eiH|I|J|k|L|M|N|oO|P|Q|R|S|T|U|V|W|X]|Y|Z
1| |W G | X
2 K z S F
3 X
4|E 0
5 R P
8 J| [N F
7 0
8 c
9 S A
10 v Q
FioURs 38,

34. Fundamental theory.—a. In paragraph 31, methods of reconstructing primary com-
ponents from secondary alphabets were given in detail. It is necessary that those methods be
fully understood before the following steps be studied. It was there shown that the primary
component can be one of a series of equivalent primary sequences, all of which will give exactly
similar results so far as the secondary alphabets and the cryptographic text are concerned.
It is not necessary that the identical or original primary component employed in the crypto-
graphing be reconstructed; any equivalent primary sequence will serve. The whole question is
one of establishing a sequence of letters the interval between which is either identical with that
in the original primary compenent or else is-an exaet constant multiple of the interval separating
the letters in the original primary component. For example, suppose K P X N Q forms a
sequence in the origina.l prima.ry component. Here the interval between K and P, and P and X,
X and N, N and Q is one; in an equivalent pnmary component, say thesequence X . . P . . X

N .. Qthe mt.erval between K and P is three, that between P and X also three, and so on;
zmd the two sequences will yield the same secondary alphabets. So long as the mtervul between
KandP,P and X, X and N,N and Q, .. .,is a constant one, the sequence will be cryptographically
equivalent to the origina.l primary sequence and will yield the same secondary alphabets as do
those of the original primary sequence. However, in the case of a 26-letter component, it is
necessary that this interval be an odd number other than 13, as these are the only cases which
will yield one unbroken sequence of 26 letters. Suppose a secondary alphabet to be as follows:

yfFin—_ ABCDEFGHIJKLMNOPQRSTUVWXYZ
Cipher____. X KN P
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It can be said that the primary component contains the following sequences:

XN KP NQ PX

These, when united by means of their common letters, yield K P X N Q.
Suppose also the following secondary alphabet is at hand:

(2)Pla.in ........... ABCDEFGHIJKLMNOPQRSTUVWIXYZ
Cipher._....... P X K N

Here the sequences PN, XQ, KX, and NZ can be obtained, which when united yield the two se-
quences KXQ and PNZ.

By a comparison of the sequences K P X N Q,K X Q, and P N Z, one can establish the
following:

KPXNQ
K.X.Q
P.N.Z

It follows that one can now add the letter Z to the sequence, makingitK P X N Q Z.

b. The reconstruction of a primary component from one of the secondary alphabets by the
process given in paragraph 31 requires a complete or nearly complete secondary alphabet.
This is at hand only ajfter a cryptogram has been completely solved. But if one could employ
several very scant or skeletonized secondary alphabets simultaneously with the analysis of the
cryptogram, one could then possibly build up & primary component from fewer data and thus
solve the cryptogram much more rapidly than would otherwise be possible.

c. Suppose only the cipher components of the two secondary alphabets (1) and (2) given
above be placed into juxtaposition. Thus:

1 2 3 4 8 6 7 8 9 10 11 12 13 14 15 16 17 183 19 20 21 22 23 24 28 20

a..... ... .X KN......P..
@ ........ ... .P,. . X......K.N

The sequences PX, XN, and KP are given by juxtaposition. These, when united, yield KPXN
as part of the primary sequence. It follows, therefore, that one can employ the cipher components
of secondary alphabets as sources of independent data to assist in building up the primary sequences.
The usefulness of this point will become clearer subsequently.

36. Application of principles.—a. Refer now to the reconstruction skeleton shown in
Figure 33. Hereafter, in order to avoid all ambiguity and for ease in reference, the position of
a letter in Figure 33 will be indicated as stated in footnote 1, page 56. Thus, N (6-7) refers to
the letter N in line 6 and in column 7 of Figure 33.

b. (1) Now, consider the following pairs of letters:

E (8-5) J (6-5)
G (8-7) N (6-7)
{H (0-8) 0 (6-8)
0 (#-15) F (6-15)
(Onme is able to use the line marked zero in Figure 33 since this is a mixed sequence sliding against
itself.)

HO, OF =HOF
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(2) The immediate results of this set of values will now be given. Having HOF as a sequence,
with EJ as belonging to the same displacement interval, suppose HOF and EJ are placed into
juxtaposition as portions of sliding components. Thus:

Plain.... .. .HOF. ..
Cipher.... . . . EJ . . ..
When H,=E,, then 0,=J,.

(3) Refer now to alphabet 10, Figure 33, where it is seen that H,=E,. The derived value,
0p,=J,, can immediately be inserted in the same alphabet and substituted in the cryptogram.

(4) The student may possibly get a clearer idea of the principles involved if he will regard
the matter as though he were dealing with arithmetical proportion. For instance, given any
three terms in the proportion 2:8=4:186, the 4th term can easily be found. Furthermore, given
the pair of values on the left-hand side of the equation, one may find numerous pairs of
values which may be inserted in the right-hand side, or vice versa. For instance, 2:8=4:16
is the same as 2:8=5:20, or 9:36=4:16, and so on. An illustration of each of these principles
will now be given, reference being made to Figure 33. As an example of the first principle, note
that E (#-5):H (#-8)=J (6-5):0 (6-8). Now find E (10-8):H (#-8)=7 (10~15):0 (@-15).
It is clear that J may be inserted as the 3d term in this proportion, thus giving the

10
important new value, 0,=J,, which is exactly what was obtained directly above, by means of
the partial sliding components. As an example of the second principle, note the following pairs:
E (B-5) H (8-8)
K (2-5) Z (2-8)
D (5-5) C (5-8)
J (6-5) 0O (6-8)
These additional pairs are also noted:
K (1-20) Z (1-7)
T (8-20) G (8-7)
Therefore, E:H=K:Z=D:C=J:0="T:G, and T may be inserted in position (4-5).

¢. (1) Again, GN belongs to the same set of displacement-interval values as do EJ and HOF.
Hence, by superimposition:
Plain...__. .. .HOF . ..
Cipher.... . . .GN. . ..

(2) Referring to alphabet 4, when H,=G,, thon 0,=N,. iTherefore, the letter N can be inserted
. .
in position (4-15) in Figure 33, and the value N,=0, can be substituted in the cryptogram.
(3) Furthermore, note the corroboration found from this particular superimposition:
H (8-8) G (@7)
0 (6-8) N (68-7)
This checks up the value in alphabet 6, Gy=N.,.
d. (1) Again superimpose HOF and GN:

IOQ.HOF..
.uccGNoo

(2) Note this corroboration:
0 (6-8) G (4-8)
F (6-15) N (4-15)
which has just been inserted in Figure 33, as stated above.
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e. (1) Again using HOF and EJ, but in a different superimposition:

. .HOF . .
.EJ . . ..

(2) Refer now to H (9-9), J (9-8). Directly under these letters is found V (10-9), E (10-8).

Therefore, the V can be added immediately before H O F, making the sequence VH O F.
f. (1) Now take V H O F and juxtapose it with E J, thus:

.VHOF .
.EJ . ..

(2) Refer now to Figure 33, and find the following:

V (10-9) E (10-8)
H (9-9) J (9-8)
0 (4-9) G (4-8)
I (@9 H (@8
(3) From the value O G it follows that G can be set next to J in EJ. Thus:

.VHOF..
.EJG. ..

(4) But G N already is known to belong to the same set of displacement-interval values
as E J. Therefore, it is now possible to combine E J, J G, and G N into one sequence, E J G N,
yielding:

.VHOF.
.EJGN.

g. (1) Refer now to Figure 33.

V (8-22) E (8-5)
-(1-22) G (1-5)
(2-22) K (2-5)
3-22) X (3-5)
(5-22) D (5-5)
6-22) J (6-5)
(2) The only values which can be inserted are:

0(1-22) G (1-5)
H (6-22) J (6-5)
(3) This means that V,=0, in alphabet 1 and that V,=H, in alphabet 6. There is one 0,
in the frequency distribution for alphabet 1, and no H, in that for alphabet 6. The frequency

distribution is, therefore, corroborative insofar as these values are concerned.
(A) (1) Further, taking EJ G N and V H O F, superimpose them thus:

.. .EJGN. ..
- +..VHOF . ..

Lo B B - T I -]

(2) Refer now to Figure 33.
E (8-8) H (8-8)
G (1-5) ? (1-8)
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(3) From the diagram of superimposition the value G (1-5) F (1-8) can be inserted, which
gives H,=F, in alphabet 1.
1. (1) Again, VHO F and E J G N are juxtaposed:
.+« .VHOPF . ..
.. .EBEJGN. .
(2) Refer to Figure 33 and find the following:
H (@#8) G (4-8)
A #-1) E (4-1)
This means that it is possible to add A, thus:

. .AVHOF . ..
.. .BJGN. ..
(3) In the set there are also:
E (8-5) G (1-5)
G @7 2Z (-7
Then in the superimposition
.. .BEJGN. .
..BEJGN. ..
It is possible to add Z under G, making the sequence EJ G N Z.
(4) Then taking
..AVHOF . ..
...EBEJGNZ ...
and referring to Figure 33:

H (8-8) N (3-14)
0 (6-8) 7 (6-14)

It will be seen that 0=2Z from superimposition, and hence in alphabet 6 N,=Z,, an important
new value, but occurring only once in the cryptogram. Has an error been made? The work
so far seems too corroborative in interlocking details to think se.

7. (1) The possibilities of the superimposition and sliding of the AVHOF and the EJGNZ
sequences have by no means been exhausted as yet, but a little different trail this time may
be advisable.

E (#-5) T (8-20)
G (1-5) K (1-20)
2 X (3-5) U (3-20)
en:
..EJGNZ. ..
c..T.K. ..

(3) Now refer to the following:

E (3-5) K (2-5)
N (8-14) S (2-14).
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whereupon the value S can be inserted:

..EJGNZ . ..
.T.K..S...

k. (1) Consider all the values based upon the displacement interval corresponding to JG:

J (6-5) G (1-5)—|J (9-8) G (4 8)
N@®7) Z(@1-7) H(@©-9) 049
S (9-20) P (4-20)—

S (2-14) P (5-14)
Z (2-8) C(5-38)
K (2- 5) D (5 5)

(2) Since Jeand G are sequent in the E J G N Z sequence, it can be said that all the letters
of the foregoing pairs are also sequent. Hence Z C, S P, and K D are available as new data.
ThesegiveE J GNZ CandT . KD . S P.

(3) Now consider:

T (3-20) P (4-20)
A@1) E@1
H (-8 G (4 8)
I(@9 09

Now in the T . K D . S P sequence the interval between T and P is T . . . . . P.
Hence the interval between A and E is 6 also. It follows therefore that thesequences A VH O F
and E J G N Z C should be united, thus:

1238 43560
.AVHOF .EJGNZC. ..

(4) Corroboration is found in the interval between H and G, which is also gix. The letter I
can be placed into position, from the relation I (—9) 0 (4-9), thus:
1 2 3 4 8 ¢

.I..AVHOF.EJGNZC. ..

l. (1) From Figure 33:
H@8 2Z (2-38)
E@®5 K(@2-5)
N (8-14) S (2-14)
U (8-21) F (2-21)
(2) Sincein theI . . ACHOF . EJ GN Z C sequence the letters H and Z are separated
by 8 intervals one can write:

1 2 3 4 6 6 7 8

.H. ... 0. z .

.E L 0.0 0 K.
e« o N Lo S
L] U ..... OOF .
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(3) Hence one can make the sequence
] 2 3% 4 8 6 7 8
...I..AVHOF.EJGNZC..K...
Then . . .I. . AVHOF.EJGNZCT.KD.SP...
and ..UI..AVHOF.EJGNZCT.KD.SP..
1 2 3 4 6 6 7 8 1 2 3 4 8§ 6 7 8

m. (1) Subsequent derivations can be indicated very briefly as follows:

E (3-5) C(8-3)
D (5-5) R (5-3)

1 2 3 4 8 6 7 8 9 101 132 13 14 15 16 17 18 19 20 21 23 23 24 26 28
FromUI..AVHOF.EJGNZCT.KD.SP...
one can write .E. .. .C. ..

12 3 4 &
and . «..D. .. .R.

making the sequence

1 2 3 4 858 86 7 8 9 101112 13 14 15 16 17 18 190 20 21 22 23 24 25 28
UI..AVHOF.EJGNZCT.KD.SP.R.
(2) Another derivation:
U (3-20) T (8-20)
X@3-5) E(@5)
l23450780!0111218]41816171819”21222%25”
FromUI . .AVHOF.EJGNZCT.KD.SP.R.
one can write
Ul . .. v v v v ewwaee, o
and . ... ......E. .. 000000
making the sequence
l23630730101112131415!0171819”212”24252‘
UI..AVHOF.EJGNZCT.KDXSP.R.

(3) Another derivation:
E (#-5) G (1-5)
B (@2 W({1-2)

From .. .EBEJdG.
one can write .. .E.G. ..
and then .. .B.W.

There is only one place where B . W can fit, »iz, at the end:
1 2 3 4 5 6 7 8 9 1011 1213 14 18 16 17 18 19 20 21 22

32 25 20
UI..AVHOF.EJGNZCT.KDXSPBRUY

n. Only four letters remain to be placed into the sequencs, vz, L, M, Q, and Y. Their
positions are easily found by application of the primary component to the message. The com-
plete sequence is as follows:

1 2 8 4 5 6 7 8 9 1011 12 13 14 15 16 17 18 19 20 21 22 3 4 25 28
UIMYAVHOFLEJGNZCTQKDXSPBRW
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Having the primary component fully constructed, decipherment of the cryptogram can be

completed with speed and precision. The text is as follows:
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Fioure 4.

o. The primary component appears to be a random-mixed se
found, at least none reappears on experimentation with various

quence; no key word is to be

h

the random construction of the primary

ypotheses as to enciphering
component did not compli-

Nevertheless,

cate or retard the solution.

equations.
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p. Some students may prefer to work exclusively with the reconstruction skeleton, rather
than with sliding strips. One method is as good as the other and personal preferences will dictate
which will be used by the individual student. If the reconstruction skeleton is used, the original
letters should be inserted in ink, so as to differentiate them from derived letters.

36. General remarks.—a. It is to be stated that the sequence of steps described in the
preceding paragraphs corresponds quite closely with that actually followed in solving the prob-
lem. It is also to be pointed out that this method can be used as a control in the early stages
of analysis because it will allow the cryptanalyst to check assumptions for values. For example,
the very first value derived in applying the principles of indirect symmetry to the problem
herein described was H,=A4,; in alphabet 1. As a matter of fact the writer had been inclined
toward this value, from a study of the frequency and combinations which H, showed; when the
indirect-symmetry method actually substantiated his tgntative hypothesis he immediately
proceeded to substitute the value given. If he had assigned a different value to H,, or if he had
assumed a letter other than H, for A, in that alphabet, the conclusion would immediately follow
that either the assumed value for H, was erroneous, or that one of the values which led to the
derivation of H,=A, by indirect symmetry was wrong. Thus, these principles aid not only in
the systematic and nearly automatic derivation of new values (with only occasional, or incidental
references to the actual frequencies of letters), but they also assist very materially in serving as
corroborative checks upon the validity of the assumptions already made.

b. Furthermore, while the writer has set forth, in the reconstruction skeleton in Figure 33,
a set of 30 values apparently obtained before he began to reconstruct the primary component,
this was done for purposes of clarity and brevity in exposition of the principles herein described.
As a matter of fact, what he did was to watch very carefully, when inserting values in the recon-
struction skeleton to find the very first chance to employ the principles of indirect symmetry;
and just as soon as a value could be derived, he substituted the value in the cryptographic text.
This is good procedure for two reasons. Not only will it disclose impossible combinations but
also it gives opportunity for making further assumptions for values by the addition of the derived
values to those previously assumed. Thus, the processes of reconstructing the primary com-
ponent and finding additional data for the reconstruction proceed simultaneously in an ever-
widening circle.

¢. It is worth noting that the careful analysis of only 30 cipher equivalents in the recon-
struction skeleton shown in Figure 33 results in the derivation of the entire table of secondary
alphabets, 676 values in all. And while the elucidation of the method seems long and tedious, in
its actual application the results are speedy, accurate, and gratifying in their corroborative effect
upon the mental activity of the cryptanalyst.

d. (1) The problem here used as an illustrative case is by no means one that most favorably
presents the application and the value of the method, for it has been applied in other cases with
much speedier success. For example, suppose that in a cryptogram of 6 alphabets the equivalents
of only THE in all 6 alphabets are fairly certain. As in the previous case, it is supposed that the
secondary alphabets are obtained by sliding & mixed alphabet against itself. Suppose the sec-
ondary alphabets to be as follows:
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glalBlc|p|E|Flg|H|T|a|k|L{M|N|o|P|Q|R|s|T|U|V|W|x|Y|Z
1 B Q E
2 c L X
3 I v c
4 N P B
5 X 0 P
6 T z v

F1auee 35.

(2) Consider the following chain of derivatives arranged diagrammatically:
H (@ 8) 05 8
T (§-20) P (5-20)
E (3~ 5) X (5 5)—E (1-20) X (2-20)
Q (1-8) L (2-8)
B (1- 5) C (2- 5-»B (4-20) C (3-20)
N4 5) I (35)
P (4 8) V (3-8)—

—P (5-20) V (6-20)
0 (5~ 8) Z (6~ 8)
X (5- 5) T (6- 5)—X (2-20) T (#-20)
L (2-8) H (8 8)
C (2-5) E (& 5)—C (3-20) E (1-20)
V(3-8 Q@-8)
I (3-5) B (1-5)

FiauUnx 36.

(3) These pairs manifestly all belong to the same displacement interval, and therefore
unions can be made immediately. The complete list is as follows:

EX, QL, NI, LH, HO BC, 0Z, CE, TP, PV, XT, VQ, IB
(4) Joining pairs by their common letters, the following sequence is obtained:
. NIBCEXTPVQLHOZ.

e. With this as a nucleus the cryptogram can be solved speedily and accurately. When
it is realized that the cryptanalyst can assume THE's rather readily in some cases, the value of
this principle becomes apparent. When it is further realized that if a cryptogram has sufficient
text to enable the THE’s to be found easily, it is usually also not at all difficult to make correct
assumptions of values for two or three other high-frequency letters, it is clear that the principles
of indirect symmetry of position may often be used with gratifyingly quick success to reconstruct
the complete primary component.

~ f. When the probable-word method is combined with the principles of indirect symmetry
the solution of a difficult case is often accomplished with astonishing ease and rapidity.
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Sgction IX

REPEATING-KEY SYSTEMS WITH MIXED CIPHER ALPHABETS, III
. ’ Paragraph
Solution of messages enciphered by known primary componenta 37
Solution of repeating-key ciphers in which the ideatical mixed components proceed in opposite directions.____. 38
Solution of repeating-key ciphers in which the primary components are different mixed sequences.ceeoereeee—n. 39
Solution of subsequent messages after the primary components have been recovered 40

37. Solution of subsequent messages enciphered by the same primary components.—a. In
the discussion of the methods of solving repeating-key ciphers using secondary alphabets derived
from the sliding of a mixed component against the normal component (Section V), it was shown
how subsequent messages enciphered by the same pair of primary components but with different
keys could be solved by application of principles involving the completion of the plain-component
sequence (paragraphs 23, 24). The present paragraph deals with the application of these same
principles to the case where the primary components are identical mixed sequences.

b. Suppose that the following primary component has been reconstructed from the analysis
of a lengthy cryptogram:

QUESTIONABLYCDFGHJKMPRVWXZ

A new message exchanged between the same correspondents is intercépted and is suspected
of having been enciphered by the same primary components but with a different key. The
message is as follows:

NFWWP NOMKTI WPIDS CAAET QVZSE

YOJSC AAAFG RYNH
FOEMT HXLJW P

TFNCS BGCRP
c. Factoring discloses that the period is 7 letters. The text is transcribed accordingly, and
is as follows:

NFWWPNO
MKIWPID
SCAAETAQ
VZSEYO0UJ
SCAAAFG
RVNHDWD
SCAEGNTF
PFOEMTH
XLJWPNO
MKIQDBUJ
IVNHLTF
NCSBGCR
P
Frauaz 37.
78
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ALPHABET 3

etters of the first three alphabets

79

ALPHABRT 2

d. The letters belonging to the same alphabet are then employed as the initial letters of
ALFEABET 1

completion sequences, in the manner shown in paragraph 23e, using the already reconstructed

primary component. The completion diagrams for the first five I

are as follows:

<O A ARUEIHXNEBELESENNODRNMEBEHO X
NEHEHOZAMNJAMO AU NXSEAESPENNOIDRK
<M AHOARUIODXEALRSPEXNNODRHNEHOZ
HOZ <M 1>V ARUIHXEALPEXNOD 0N K
WXZQUESTIONABLYCDFGHJKMPRQV

These are then assem-

.
VAERUL DX EAXSENMNOD MM EHOR <M. °
NODHNEHEHOZ<MAIMNOALU T HXEALE>EM g - g
VAU ENXEAKSENNODHMNEHHOZ <M I § - ]
MELK>ENNODRNEHEHOZANIMOARO TS 2 w>EZaZ B
RloToXFam>EXNNODHNEHOZZMANOA s|<vo=o
~IEROHD

NeHOZAMN IOV ARUIHDMEALAESEMNOD M
SIEMNODHNNEHEHOZ<M IO ARUVUIHX SA X
NEHHOZ AN IO ARUUINHDMEALLESEMNOD M
EE>EMNODHNEHHOZAM IMNDARUII DX
NABLV..CDFGmuJKMPRVWXZQUESTIO

e. Examining the successive generatracies to select the ones showing the best assort ment of

high-frequency letters, those marked in Figure 38 by asterisks are chosen.

bled in columnar fashion and yield the following plain text:
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f. The corresponding key-letters are sought, using enciphering equations Oy,,=0iy; Syp=
O.s0, and are found to be JOU, which suggests the keyword JOURNEY. Testing the key-letters
RNEY for alphabets 4, 5, 6, and 7, the following results are obtained:

1 2 8 ¢4 &6 6 7
JOURNEY
NFWWPNO
HAVEDTIR
MKIWPID
ECTEDSE
Fiovas @,

The message may now be completed with ease. It is as follows:
JOURNEY JOURNEY
HAVEDTIR SAINCETI
NFWWPNO PFOEMTH
ECTEDSE NTHEDIR
MKIWPID XLJWPNO
CONDREG ECTIONO
SCAAETAQ MKIQDBUJ
IMENTTO FHORSES
VZSEYO0J IVNHLTPF
CONDUCT HOEFALL
SCAAAFG NCSBGCR
THORORE S
RVNHDWD P
CONNATIS ’
SCAEGNPF

Fiouns 4L

38. Solution of repeating-key ciphers in which the identical mixed components proceed in
opposite directions.—The secondary alphabets in this case (paragraph 8, Case B (3) (a) (II)
are reciprocal. The steps in solution are essentially the same as in the preceding case (para-
graph 28); the principles of indirect symmetry of position can also be applied with the necessary
modifications introduced by virtue of the reciprocity existing within the respective secondary
alphabets (paragraph 31p).

39. Solution of repeating-key ciphers in which the primary components are different mixed
sequences.—This is Case B (3) (b) of pé.ragraph 6. The steps in solution are essentially the same
as in pa.ragmphs 28 and 31, except that in applying the principles of indirect symmetry of posi-
tion it is necessary to ta.ke cognizance of the fact that the primary components are different
mixed sequences (paragraph 31q).

40. Solution of subsequent messages after the primary components have been recovered.—
a. In the case in which the primary components are identical mixed sequences proceeding in
opposite directions, as well as in that in which the primary components are different mixed

4
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sequences, the solution of subsequent messages!is a relatively easy matter. In both cases, how-
ever, the student must remember that before the method illustrated in paragraph 37 can be
applied it is necessary to convert the cipher lefters into their plain-component equivalents
before completing the plain-component sequence. From there on, the process of selecting and
assembling the proper generatrices is the same as usual.

b. Perhaps an example may be advisable. Suppose the enemy has been found to be using
primary components based upon the keyword QUESTIONABLY, the plain component running
from left to right, the cipher component in the reverse direction. The following new message
has arrived from the intercept station:

MVXO0X BZIYZ NLWZH OXIEO OOEPZ
FXSRX EJBSH BONAU RAPZI NRAMY

X0XAI JYXWF KNDOW JERCU __RAL
[

<

ZAQUW JWXYI DGRKD QBDRM QECYYV

Qw
133 58 12 8 458
MVXO0XB OSUMUH
ZIYZNL QPFQKG
WZHOXI ¢. Factoring discloses that the period is 6 and themes- E QBMUP
EOQOOOEP sage is accordingly transcribed into 6 columns, Fig. 42. WMMMWI
ZF XSRX  Theletters of these columns are then converted into their Q YU V T U
EJBSHB plin component equivalents by juxtaposing the two pri- WA HV B H
ONAURA  mary components at any point of coincidence, for ex- MK J X T J
PZINRA  ampleQ=2, Theconvertedletters are shownin Fig.43. I QPKTJ
MVXOXA  Theletters of the individual columns are then used asthe @O0 S UMU J
IJYXWF  initial letters of completion sequences, using the P AFUEY
KNDOWJ  QUESTIONABLY primary sequence. The final stepisthe N KCME A
ERCURA  gelection and assembling of the selected generatricess. W T DX T J
LVBZAQ  Theresults for the first ten letters of the first threecolumns G S HQ J Z
UwWJWwWXY are shown below: XEAEUF
IDGRKD PCLTNGC
QBDRMQ ZHCTOZ
ECYVQW WDFSZE
FI1GURS 42. Ficurs 43.

1 That is, messages intercepted after the primary components have been reconstructed and enciphered by
keys different from those used in the messages upon which the reconstruction of the primary components was
accomplished.
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CoLuMn 3

CoLnas 3
UFBMUHJPUF

SPQMYAKQSA

CoLua: 1
OQEWQWMIOP

A EALE>EMNODHMNEHOZ<AMANMOA
HNEHEHOZAMAIMOUARUIHMIELK>EMND
EOEMNODHNEHHOZAMAMOARUIHDNXZ
MEALEDPEMNODHNEHOZA4NA>XOAKOI
JK“PRVWXZQUESTIONABLYCDFG
ESTIONABLYCDFGHJKM\PRVWXZQ
LESENMNODMNEHEHOZAMIMNODARO L DX
AMOARDIENXEALKNSEMNODRHNEHO X<
GHJKMPRVWXZQUESTT.ONABLYCD

ESTIONABLYCDFGHJKMP».\.VWXZQ

MUIMNOAEROEHMELESENNODHRNEHOZ
HHOZAMIMNUVARDIEHMIALE>ENMNODK
SHNEHEHOZAMN IMNDARUMmHMAMLKS>ENMN
HALESENMNODHNEHHOZAMIMOARYID
MAMNOARDIEHMELESEMNODHMNEHHOXZ
DOERUIHXALKEDEXNODRINEHHOZ <M
AESPEMNODHMNEHHOZAMIMNOARKYIN DM
DHNHHOZLMIMNOAOROIHONMAMLKDS>ENMN
EEEMNODHNEHHOZA4M IO AR XXM

T.{LONABLYCDFGHJKMPRVWXZQUE

RVWXZQUESTT.ONABLYCDFGHJKH
T LM AN AR HEALRD>EMNODKHMNEH
OZ<LAMIAIMVAEULHMEALKSENNTIDHNE
LAESPEXNODHNEHHOZAMNAMNOAROIEDX
XZQUESTIONABLYCDFGHJKMPRV
UESTIONABLYCDFGHJKMPRVWSZ
XZQUESTIONABLYCDFGHJKMP.RV
STI.ONABLYCDFGHJKMPRVWXZQU
UESTIONABLYCDFGHJKMPRVWXZ

NABLYCDW.GHJKMP.RVWXZQUESTI

Columnar assembling of selected generatrices gives what is shown in Fig. 45.

1 2 3 4 5 &6

RN N SRl N A m
IVERDLPEIL
B IHtHDORMK
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d. The key letters are sought, and found to be NUM, which suggests NUMBER. The entire
message may now be read with ease. It is as follows:

NUMBER NUMBER
FIRSTC ELAYIN
MVXO0OXB IJYXWF
AVALRY GPOSIT
ZIYZNL KNDOWJ
LESSTH IONAND
WZHOXTI ERCURA
IRDSQU WILLPR
EQOOOEP LVBZAQ
ADRONW OTECTL
ZFXSRX UWJWIXY
ILLOCC EFTFLA
EJBSHB IDGRKD
UPYAND NKOFBR
ONAURA QBDRMQ
DEFEND IGADEX
PZINRA ECYVQW
FIRSTD

MVXO0XA

Ficunk 46.

e. If the primary components are different mixed sequences, the procedure is identical with
that just indicated. The important point to note is that one must not fail to convert the letters
into their plain-component equivalents before the completion-sequence method is applied.
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SecTION X
REPEATING-KEY SYSTEMS WITH MIXED CIPHER ALPHABETS, IV

FParagrapi
General remarks 41
Deriving the secondary alphabets, the primary components, and the key, given a cryptogram with its
plain text. 42
Deriving the secondary alphabets, the primary components, and the keywords for messages, given two or
more cryptograms in different keys and suspected to contain identical plain text. 43
The case of repeating-key systems. 44
The case of identical messages enciphered by keywords of different lengtha 45
Concluding remarks. 46

41. General remarks.—The precedmg three sections have been devoted to an elucidation
of the general principles and procedure in the solution of typlca.l cases of repeating-key cxphers
This section will be devoted to a consideration of the variations in cryptanalytic procedure a.nsmg
from special circumstances. It may be well to add that by the designation “special circum-
stances” it is not meant to imply that the latter are necessarily unusual circumstances. The
student should always be on the alert to seize upon any opportunities that may appear in which he may
apply the methods to be described. In practical work such opportunities are by no means rare and
are seldom overlooked by competent cryptanalysts.

432, Deriving the secondary aiphabets, the primary components, and the key, given a
cryptogram with its plain text.—a. It may happen that a cryptogram and its equivalent plain
text are at hand, as the result of capture, pilfernge, compromise, etc. This, as a general rule,
affords a very easy attack upon the whole system.

b. Taking first the case whers the plain component is the normal alphabet, the cipher com-
ponent a mixed sequence, the first thing to do is to write out the cipher text with its letter-for-
letter decipherment. From this, by a slight modification of the principies of “factoring’’, one dis-
covers the length of the key. It is obvious that when a word of three or four letters is enciphered
by the same cipher text, the interval between the two occurrences is almost certainly a multiple
of the length of the key. By noting a few recurrences of plain text and cipher letters, one can
. quickly determine the length of the key (assuming of course that the message is long enough to
afford sufficient data). Having determined the length of the key, the message is rewritten accord-
ing to its periods, with the plain text likewise in periods under the cipher letters. From this
arrangement one can now reconstruct complete or partial secondary alphabets. If the secondary
alphabets are complete, they will show direct symmetry of position; if they are but fragmentary
in several alphabets, then the primary component can be reconstructed by the application of the
principles of direct symmetry of position.

¢. If the plain component is a mixed sequence, and the cipher component the normal (direct or
reversed sequence), the secondary alphabets will show no direct symmetry unless they are ar-
ranged in the form of deciphering alphabets (that is, 4, . . . Z, above the zero line, with their
equivalents below). The student should be on the lookout for such cases.

d. (1) If the plain and cipher primary components are identical mixed sequences proceeding
in the same direction, the secondary alphabets will show indirect symmetry of position, and they
can be used for the speedy reconstruction of the primary components (Paragraph 31a to o).

(84)
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(2) If the plain and the cipher primary components are identical mixed sequences proceeding
in opposif,e directions, the seconda.ry alphabets will be completely reciproca.l secondary alphabets

g Ll a s me anmemanand mmaw ha masanatmiatad hoe annloin tha nmnainlas andlinad in nara_

814 o prunaly CUIDNpULOLL Liay U0 1ouVLIbBu uvwou vy nyy;_yx.u.g ULIO PIAIVIPIOD Guunlned i para=
graph 31p.

(3) If the plain and the cipher primary components are different mixed sequences, the
secondary alphabets will show indirect symmetry of position and the primary components may
be reconstructed by applying the principles outlined in paragraph 31q.

e. In all the foregoing cases, after the primary components have been reconstructed, the
keys can be readily recoverad.

43. Derlving the secondary alphabets, the primary components, and the keywords for
messages, given two or more cryptograms in different keys and suspected to contain identical
plain text.—a. The simplest case of this kind is that involving two monoalphabetic substitution
ciphers with mixed alphabets derived from the same pair of sliding components. An understand-
ing of this case is necessary to that of the case involving repeating-key ciphers.

b (1Y A maoacaca ic tranemittad fraom atation A to atatinn B. B then sends A soms anaratine
Ve \L ’ - MLUDC“SU AD VA ULIDLILAUVIAL LA VAL DUWUAVIL 4A VWV OVWVAVLAL B VILVAL DVALALY LA GWVilLV Vt’v‘ wuu.ns

signals which indicate that B cannot decipher the message, and soon thereafter A sends a second
message, identical in length with the first. This leads to the suspicion that the plain text of both
messages is the same. The intercepted messages are superimposed. Thus:

1. NXGRV MPUOF ZQVCP VWERX QDZVX WXZQE TBDSP VVXJK RFZWH ZUWLU IYVZQ FXOAR
2. EMLHJ FGVUB PRJNG JKWHM RAPJM KMPRW ZTAXG JJMCD HBPKY PVKIV QOJPR BMUSH

(2) Initiating a chain of cipher-text equlva.lent.s from message 1 to message 2, the following
complete sequence is obtained:

1 2 3 ¢ &5 6 7 8 9 1011 12 13 14 15 16 17 18 10 20 21 22 23 24 25 26

NEWKDASXMFBTZPGLIQRHYOUVJC

(3) Experimentation along already-indicated lines soon discloses the fact that the foregoing
component is an equivalent primary component of the original primary based upon the keyword
QUESTIONABLY, decimated on the 21st interval. Let the student decipher the cryptogram.

(4) The foregoing example is somewhat artificial in that the plain text was consciously
selected with a view to making it contain every letter of the alphabet. The purpose in doing
this was to permit the construction of a complete chain of equivalents from only two short
messages, in order to give a simple illustration of the principlesinvolved. If the plain-text message
does not contain every letter of the alphabet, then only partial chains of equivalents can be con-
structed. These may be united, if circumstances will permit, by recourse to the various prin-
ciples elucidated in paragraph 31.

(5) The student should carefully study the foregoing example in order to obtain a thorough
comprehension of the reason why it was possible to reconstruct the primary component from the
two cipher messages without having any plain text to begin with at all. Since the plain text of
both messages is the same, the relative displacement of the primary components in the case of
message 1 differs from the relative displacement of the same primary components in the case of
message 2 by a fized interval. Therefore, the distance between N and E (the first letters of the
two messages), on the primary component, regardless of what plain-text letter these two
cipher letters represent, is the same as the distance between E and W (the 18th letters), W and K
(the 17th letters), and so on. Thus, this fixed interval permits of establishing a complete chain
of letters separated by constant intervals and this chain becomes an equivalent primary com-
ponent.
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44. The case of repeating-key systems.—a. With the foregoing basic principles in mind
the student is ready to note the procedure in the case of two repeating-key ciphers having identical
plain texts. First, the case in which both messages have keywords of identical length but dlﬁerenf.

compositions will be studied.

b. (1) Given the following two cryptograms suspected to contain the same plain text:

YHYEX UBUKA
PCQTU NGKFA
TROQS UHAFK
CGSLZ QUBMN
MTAIQ ZWMDAQ
VSNZR BJNOQ

Mzssagr 1
PVLLT
ZEFIZ
Mzxssagr 2
CTYBY

NSDWN

w >
ow

HL
LC

=
m<
N <

QF
CBL

T
LQ

>0

F
N

<
W
H >
ow

LRHL
ETOC

(2) The first step is to try to determine the length of the period. The usual method of
factoring cannot be employed because there are no long repetitions and not enough repetitions
even of digraphs to give any convincing indications. However, a subterfuge will be employed,

based upon the theory of factoring.

¢c. (1) Let the two messages be superimposed.

1 2 3 4567
1.LYHYEXUB
2.CGSLZQU

21 2223 %4 25 28 X0
i. DYSABPC
2 FLRHLMT

AL 43 3 4 454647
1.BDJEZAL
2.LCBLQNE

QuE

H<gz P>»0O08B W
OHE HHEE B Roe
QU OCQ8 Z>»5p

<Hg NZ2

g "0 A<y
Zog BERE <ig
NOg UTE Wy
Whg OoFE <A3g
WGy ZNE L3z

GWiLg LMy

K wx

ZrPg OUHE Oy
oOTg HHE W<SE
ORg Z2Ng 1<y

4 “

E E

(2) Now let a search be made of cases of identical superimposition. For example, L and L

6 18 2
Uv U

are separated by 40 letters, Q, Q, and Q are separated by 12 letters. Let these intervals between
identical superimpositions be factored, just as though they were ordinary repetitions. That
factor which is the most frequent should correspond with the length of the period for the following
reason. If the period is the same and the plain text is the same in both messages, then the con-
dition of identity of superimposition can only be the result of identity of encipherments by
identical cipher alphabets. This is only another way of saying that the same relative position in
the keying cycle has been reached in both cases of identity. Therefore, the distance between
identical superimpositions must be either equal to or else a multiple of the length of the period.
Hence, factoring the intervals must yield the length of the period. The complete list of intervals
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and factors applicable to cases of identical superimposed pairs is as follows (factors above 12
are omitted):

Repetition Interval Factors Repetition Interval Factors
1st ELto 2d EL ...} 40 2, 4, 5, 8, 10. 1st TVto 2d TY............| 36 2,3 46,9, 12,
1stUQto 2d UQ............] 12 2, 3, 4, 6, 12. Ist AHto2d AH..._.__..... 8 2, 4, 8.
2d UQ to 3d UQ.aeeeeeoe-nee 12 2,3, 4,6, 12. 1st BL to 2d BL............ 8 2, 4, 8.
1st UBto 2d UB........_. 48 2, 3, 4, 6, 8, 12. 2d BL to 3d BL 16 2, 4, 8.
" lstKMto2d KM _________.| 24 2,3 46,8, 12. 1st SR to 2d SR............ | 32 2, 4,8
1st ANto 2d AN....____.. 36 2 3,46,9, 12. st FDto 2d FD.._._______] 4 2, 4
2d ANto 3d AN} 12 2, 3, 4, 6, 12, 1st 2N to 2d ZN............| 4 2,4
1st VT to 2d VT........eea] 8 2, 4,8. 1stDCto2d DC........ 8 2,4, 8
2d VT to 3d VT.............| 28 2,4, 7.

(3) The factors 4 and 2 are the only ones common to every one of these intervals and since a
period of 2 is not very probable it may be taken as beyond question that the length of the period is 4.
d. Let the messages now be superimposed according to their periods:

»
(2]
-

1 1 2 3 4 1 2 3 4 1 2 3 4 1 2 3 4 1 2 3 ¢ 1 2 3 4
1. YHYE XUBU KAPV LLTA BUVV DYSA BPCAQ
2. CGSL ZQUB MNCT YBVH LQFT FLRH LMTA
1. TUNG KFAZ EFIZ BDJE ZALY IDTR 0QsSU
2. IQZW MDQN SDWN LCBL QNET OCVS NZRB
1. HAFK )

2. JNOQ
e. (1) Now distribute the superimposed letters into a reconstruction skeleton of “secondary
alphabets.”
Thus:
g1A C|D FIG I(J LiM|N PIQIR{S|{T|U(VIWIXIY|Z
1 0} Y N I Z|C

2 D B M{Z Q L

3|QI|U|T 0 W(B E Z C R|V F S

4H L ) Q AiS B|T N

(2) By the usual methods, construct the primary or an equivalent primary component.
Taking lines g and 1, the following sequences are noted:

BL, DF, ES, HJ, IO, KM, LY, ON, TI, Xz, YC, ZQ,

which, when united by means of common letters and study of other sequences, yield the complete
original primary component based upon the keyword QUESTIONABLY :

QUESTIONABLYCDFGHJKMPRYVWX2Z

) (3) The fact that the pair of lines with which the process was commenced yield the original
primary sequence is purely accidental; it might have just as well yielded an equivalent primary
sequence.
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ElENMNODHNEHHOZ AN IO AR L H M XA K
mABLYcDFGHJKMPRVWXZQUESTION
SMleEdMNODRNEHHOZANAHODARD T HNX A MK
Eomneroz<maroanornesam-ENNT
pHlnBEHOZAMINMOARUIHMIALKEENNOD

EPIEMNODRHNEHEHOZLAMN ANOD ARV DX AN
mTIONABLYCDFGHJKMPRVWXZQUES
Ml M NODHNHHOZ <M AN ARV MM
mBLYCDFGHJKMPRVWXZQUESTIONA
MoomO TS ELRSEENNODHMNEHO Z<m

MO A RU RS EALESEMNODHNEHHO Z<m
<O IO AR XELESEMNODHNEHOZ
EolnuneHoZ<cmuaMLLARU N ELESEXNO
mHJKMPRVWXZQUESTIONAB%YCDFG

m HNEHHOZALAN AMLDARKRUIHNMILEDE XNG

MM AR ESMEALESEMNODHNEBEHO = <m
MEALESCEMNODRHNEHOZ<M IMNOA RIS
mXZQUESTIONABLYCDFGHJKMPRVW
MoamomSMELEEERNODRMNEHOZZA A

WBLYCDFGHJKMPRVWXZQUESTIONA

f. (1) Having the primary component, the solution of the messages is now a relatively simple

matter. An application of the method elucidated in paragraph 37 is made, involving the comple-
tion of the plain-component sequence for each alphabet and selecting those generatrices which

contain the best assortments of h.igh-frequency letters. Thus, using Message 1:

Frauns 48,

(2) The selected generatrices (those marked by asterisks in Fig. 48) are assembled in

columnar manner:

N
€ E 0N
o1 e
<40

Fiovas #.
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(3) The key letters are sought and give the keyword SOUP. The plain text for the second
message is now known, and by reference to the cipher text and the primary components, the
keyword for this message is found to be TIME. The complete texts are as follows:

SOouUP TIME

TOOouHBN<WORNRXQHEAQWOUrwWODNZ R M 4>
PEHOYUZPRUOUOZ AP AT AHCAICCIPH O IC
qououn AP sHMAaAaPPZI 2ol VR WP ST
AMoeczZzIC<BRAP  NHMHNHQXOOPH<<BIPELRCZM>»
GO ZUuoMO<INFOUNEQHCQrO IO KZEQANT QP
ZRANYTQZZHNQZ0O0PU0POIERRITHOAIDAIZMON QD
ocUuWH<UUEWWINIPHOZNOHAKWIMmMBIAI<SNORCO» LD
OHR PVZUNUCHAACPZHZHEY PO DA T I AR WX D>

Fiouzs 80.

45. The case of identical messages enciphered by keywords of different lengths.—a. In the
foregoing case the keywords for the two messages, although different, were identical in length.
When this is not true and the keywords are of different lengths, the procedure need be only
slightly modified.
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Mzssaage No. 1

b. Given the following two cryptograms suspected of containing the same- plain-text en-

ciphered by the same primary components but with different keywords of different lengths, solve

the messages.

¢ @D
> Mtk DEED> .wmmmm
S fr, O fz, o O > 1 > 8 M.
HNXDaSY oMomM MMN
W00 SHEadMdn 28
—
& m > m e Ma e E mmm *MO® vMine vODEe vH Mo v D X Oe
R0 OB O PO Me R e 2o O e o O
Ml <D neKHOM ﬁmm OB O NA* e oMbde g me SH D
M6 B M oH>ao .mmm “DEe D% Mo ~ARe ~OMe ~HiXe
SOamD omnm>»o mu..‘.m CM AN vl LN WM v AN emA e v e
HpdoH o«<mnmA»" .Oné..h N 4 eD O~ ok K~ SN~ rd O~ o> N~
DNS> S = O o i mem CNEe sEDe nd EHe s e anE Qo tHDe
RO i 1% =D DY L He O M D e )X
moMNNm A D ke M mwm CJ“A. e g e vDO e +OA* vOA~r +H D
20O aM 100 ON MM” bt MO T ADI Lo O ddeo B0 e sl
N> H ] MDD IO -m..mm. PRI E LY LTSNS ERUE SRR R L LR )
HON<©0n s I Mg Z W4.0 “le QA MO ~NNO~ mdH~ U~ “QAM~ «H O~
N> JO w oAa>ann .m:mm eM OO vl Do v SHo vHie vy o vH Do «b> Mo
9 dwm. @ © o e ofde aMEe cgZe PT Ve aN N
MOREDE g <oHEx wmu z”“.zA”.zKX4zAB4zLP4zWY4zZD4
<4 NMM H T aA2Z>> .mpm “ZOn ~OME  1Ee e ~DEHe «fl e «HNXe
mOXoA & AUNXONML 8 2B o me vMEn eMMe vM b e e De vE AN
MEDMEK OoOb>EO> .h..m.b RO N O~ @~ PO flm o~ M T #O O
LnmOoQo vOVMB mnm Wl e ab Do aflHe 8> Do amOe abifne ni o
“OES «> e ~AMo ~Nds ~Ome ~D e ~Hme
““““”“ ““”””M mwm *eNZv +HOw v e vhie vEHbiv vMide +O M-
lM.m.. oMo ol He oNOr sl He wiZ Qe cOZs O DN
DHMKED > SEIraoom mt%.. CEH U oS> e O Da aD Ze aE Qe add Ha « B
<GMREZER  OOMEMID &g g e Qe AE X <Z Bl X O D
B 0] <€ [ >t > H D E S ws.md ) L. . . . . . . . .
vo% -] - e -t e - - e - ey - 0 - oy
_ a8 . . .. . . .. . . P S g
OkkkDN ENENNO® m.dwm S8 B s mm ZE mE  BA
N<NMLN @ ZMkXXO e@mw
“oNMAOSE AXGJNKmuwu
SHMEHNXKE OIUVUAEAN .mmd,
SnNnnHMO ZDOZQGcﬂmm
=-IS
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d. A reconstruction skeleton of ‘“secondary alphabets” is now made by distributing the
letters in respective lines corresponding to the 12 different superimposed pairs of numbers. For
example, all pairs corresponding to the superimposition of position 1 of Message 1 with position 1
of Message 2 are distributed in lines §j and 1 of the skeleton. Thus, the very first superimposed

1

pair is g ; the letter Z is inserted in line 1 under the letter V. The next {1 pair is the 13th super-
1

imposition, with { g; the letter D is inserted in line 1 under the letter F, and so on. The skeleton
is then as follows:

¢ |alslcip|E|F|a|H|I|J|x|L|M|N|o|P|q[R|s]T|UlV[W][x|Y[2Z

1-1 |I|J| |P| |D QlG|clE K|O| |R|Z

2-2 |[H|VI|N G| |u W E|D|M[L|X
s 33 |E M x| (¢ [T|plJ| [N R AlO
i 44 X| |ofc D K| |A|F|Y|Q VN
21—5 B| (T|w| |L R| |E N| [Y|q UlA
8| 2-6 |M[O I c D ulv| [FIR
§3—1o G R L| |P| |s| |D z

42 [L|P H ulv E|D|M F

1-3 QlJ Viw|K|lo([X]|Y M|A

24 |B J| [x[P|o Al |F|Y D

3-5 |[N|R Y B|C|G Qs

4-6 M L|o slulv|wlx

Fiaure 51,

e. There are more than sufficient data here to permit of the reconstruction of a complete
equivalent primary component, for example, the following:
1 4 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 20

2 3 5 6 7 8
ITKNPZHMWBQEULFCSJAXRGDVOY

J. The subsequent steps in the actual decipherment of the text of either of the two messages
are of considerable interest. Thus far the cryptanalyst has only the cipher component of the
primary sliding components. The plain component may be identical with the cipher com-
ponent and may progress in the same direction, or in the reverse direction; or, the two com-
ponents may be different. If different, the plain component may be the normal sequence,
direct or reversed. Tests must be made to ascertain which of these various possibilities is true.

g. (1) It will first be assumed that the primary plain component is the normal direct
sequence. Applying the procedure outlined in Par. 23 to the message with the shorter key
(Message No. 1, to give the most data per secondary alphabet), an attempt is made to solve
the message. It is unnecessary here to go further into detail in this procedure; suffice it to
indicate that the attempt is unsuccessful and it follows that the plain component is not the
normal direct sequence. A normal reversed sequence is then assumed for the plain component
and the proper procedure applied. Again the attempt is found useless. Next, it is assumed
that the plain component is identical with the cipher component, and the procedure outlined in
Par. 37 is tried. This also is unsuccessful. Another attempt, assuming the plain component
runs in the reverse direction, is likewise unsuccessful. There remains one last hypothesis, viz,
that the two primary components are different mixed sequences.
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(2) Here is Message No. 1 transcribed in periods of four letters. Uniliteral frequency
distributions for the four secondary alphabets are shown below in Fig. 52, labeled 1a, 2a, 3a,
and 4a. These distributions are based upon the normal sequence A to Z.. But since the recon-
structed cipher component is at hand these distributions can be rearranged according to the
sequence of the cipher component, as shown in distributions labeled 15, 2, 3b, and 4b in Fig. 52.
The latter disimbutions may be combined by shifting distributions 2b, 3b, and 4b to proper super-
impositions with respect to 1b so as to yield a single monoalphabetic distribution for the entire message.
In other words, the polyalphabetic message can be converted into monoalphabetic terms, thus very
considerably simplifying the solution.

Mzssage No. 1
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(3) Note in Fig. 563 how the four distributions are shifted for superimposition and how the
combined distribution presents the characteristics of a typical monoalphabetic distribution.

-~ =T o s - s o - - - ESS

1b. ITKNPZHMWBQEULFCSJAXRGDVOY
= - - §§\ = =S . s | =

2b. EULFCSJAXRGDVOYITKNPZHMWEAQ
= e - = - = %t\ S E%

3b. KNPZHMWBQEULFCSJAXRGDVOYTIT
- = x E= SE .= = = . o w ES

4b. PZHMWBQEULFCSJAXRGDVOYITKN
= s

= = =

- =~ =5 RS _E ~ S=E8

1b.4b. = XS <E EZ s REESEs S ELEEE

combined ITKNPZHMWBQEULFCSJAXRGDVOY

FI1GURE 53,

(4) Tho letters belonging to alphabets 2, 3, and 4 of Fig. 52 may now be transcribed in terms
of alphabet 1. That is, the two E's of alphabet 2 become I’s; the L of alphabet 2 becomes a K;
the C becomes a P, and so on. Likewise, the two K's of alphabet 3 become I’s, the N becomes
a T, and so on. The entire message is then a monoalphabet and can readily be solved. It is as
follows:

VDVTG ISWNS KOFMV LIRZZ UDVOB UUDVU
ENEMY HASCA PTURE DHILL ONETW OONEO
FMOMU UKWIS YVLFC RDSDL NSDIU ZLJUM
URTRO OPSHA VEDPUG INAND CANHO LDFOR
SDIUF MUMKU WWRPZ GZUDC VMMVA FVWOM
ANHOU RORPO SSIBL YLONG ERREQ UESTR
VVDJU MNVTV DOWOU KSLLR ORUDS ZOMUU
EINFO RCEME NTSTO PADDI TIONA LTROO
KWWIU FZLPV WVDOY RSCVU MCVOU BDJMYV
PSSHO ULDBE SENTV IAGEO RGETO WNFRE
LVMRN XMUSL

DERIC KROAD

(5) Having the plain text, the derivation of the plain component (an equivalent) is an easy
matter. It is merely necessarv to hase the reconstruction upon any of the secondary alpha-
bets, since the plain text—cipher relationship is now known directly, and the primary cipher
component is at hand. The primary plain component is found to be as follows:

1 2 3 4 8 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26

HMPCBL .RSW. . .ODUGAFQKIYNETV

(6) The keywords for both messages can now be found, if desirable, by finding the equivalent
of A, in each of the secondary alphabets of the original polyalphabetic messages. The keyword
for No. 1 is STAR; that for No. 2 is OCEANS.
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(7) The student may, if he wishes, try to find out whether the primary components recon-
structed above are the original components or are equivalent components, by examining all the
possible decimations of the two components for evidences of derivation from keywords.

h. As already stated in Par. 26m, there are certain statistical and mathematical tests that
can be employed in the process of “matching’’ distributions to ascertain proper superimpositions
for monoalphabeticity. In the case just considered there were'sufficient data in the distributions
to permit the process to be applied successfully by eye, without necessitating statistical tests.

1. This case is an excellent illustration of the application of the process of converting a
polyalphabetic cipher into monoalphabetic terms. Because it is a very valuable and important
cryptanalytic “trick,”” the student should study it most carefully in order to gain a good under-
standing of the principle upon which it is based and its significance in cryptanalysis. The
conversion in the case under discussion was possible because the sequence of letters forming the
cipher component had been reconstructed and was known, and therefore the uniliteral dis-
tributions for the respective secondary cipher alphabets could theoretically be shifted to correct
superimpositions for monoalphabeticity. It also happened that there were sufficient data in
the distributions to give proper indications for their relative displacements. Therefore, the
theoretical possibility in this case became an actuality. Without these two necessary conditions
the superimposition and conversion cannot be accomplished. The student should always be
on the lookout for situations in which this is possible.

46. Concluding remarks.—a. The observant student will have noted that a large part of
this text is devoted to the elucidation and application of a very few basic principles. These
principles are, however, extremely important and their proper usage in the hands of a skilled
cryptanalyst makes them practically indispensable tools of his art. The student should therefore
drill himself in the application of these tools by having someone make up problem after problem
for him to practice upon, until he acquires facility in their use and feels competent to apply
them in practice whenever the least opportunity presents itself. This will save him much time
and effort in the solution of bona fide messages.

b. Continuing the analytical key introduced in Military Cryptanalysis Part I, the outline
for the studies covered by Part II follows herewith.
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Analytical Key for Military Cryptanalysis, Part II *

(Numbers in parentheses refer to Paragraph Numbers in this text)

404—Polyalphabetic
Systerns (1, 2).

505~ - Periodic (2).

|

611—Flexible Perio-
dicity (25) (to be taken
up later).

ity (2b).

612—Fixed Periodier

1

709--- Progressive (to be

710—Repeating Key

taken up later).

500~-A periodic (to be

taken . p later).

Systems (3).

811—With Interrelat-
ed Cipher

Al bets
ety phs

812—With Independ-
?gct) Cipher Alphabots

i

Alphabets (Prim
Normal) (13-14).

903—Normal Cipber
Componenis are both

ary

L

1001—Direct
ard Cipber Alphabets
(13a-A; 14a-f; 15).

Alphabets (Pr

904—Mixed Cipher

lmnry

Stand-

g:tlgpb?orml) (16, 17)
|
! l i
1002—Reversed Stand- 1003—Hoth  compo- 1004—One component

ard Cipher Alphabets:
(13i; 14g; 185).

neats mixed (27-30).

normal (16, 17).

1103—Plain Compo-
nent Normul (18-25),

1104¢—Plain  Cumpo-
nent Mixed (26),

i 1 {
1101—Diflerent Com- 1102—Ident{cal Com-
poneats (39). popents (28-30).
1 |1
1201—S8equences pro- 1202—Sequences

ocoad
(31-37; 40-46).

tions (38;

ceed in opposm dlno-
40-46).

*For explanation of the use of this chart see Pur. 50 of Military Cryptanalysis, Part .

5
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APPENDIX 1
Tae 12 Tyres oy CIPHER SQUARES

(See Paragraph 7)

Components:

E
R

Enciphering equations:

(1)ABCD
@2 FBPY

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWXYZ
AJA|L|W|N|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J|U|M|K|V
BiIB|P|Y|R|c|{Q{z|I|[c|S|E|H|T|D|J|UM|K|VIA|ILIWIN|O|X|F
clelqlzizlcis|e|H|T{D|d|u|M|K|V|A|L|W|N|O|X|F[B|P|Y|R
p|plJlulM|k|v]ajL|{w|N|O|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H|T
elE/H|{T|D|J|uiMik|V|A|L{W|N|IO|X|F|{B|P|Y|R[C|Q{Z|I|G|S
FlF|{B{P|Y|R|Cc|Q|z|I|G|s|E|H|T|D|J|U[M|K|V]A|L|W|N|O|X
clg|s|E|H|T|D|J|UIM|IK|VIA|LIW|N|O|X|F|B|P|Y|R|C|Q|Z]|I
H{H|[T|D|J|u|M|K|V|{A|L|W|N|O[X|F|B|P|Y|R|C|Q|Z|I|G|SI|E

I|XI|{G|S|E|{H|T|D{J|U|M|K|V|A|LIW|NIO|XIFIB|PIY|RIC|Q|Z
J(J|U{M|K{VIA{L|W|N|O|X|F|B|P|Y|R{CIQ{Z{I|G{S{E(H|T D

K|K{VIA|L|W|N|O|X|F|B|{P|Y|R|CIQ|Z|I|G|S|E|H|T|D|J|UIM
L|L|W|{NIOIX{F|B|P|{Y|R{C|Q|Z|I|GIS|EIH|TID|JJU{M|KIV|A
> MIM{K|V|A|L|W|N|[O|X|{F|B|P|Y|R[CIQ|Z|I|G|S|E{H|T|D{J|U

? N|N|O[X|F|B|P|Y|RIC|Q|Z|I|G|S|E|H|T|D{JIUIMIKIVIA|L|W

0{O0|X|F|B|P|Y|R|C|Q|Z|I|G|S|E|H|T|D|JIUIM|K|VIA{L|{W|N
P|P|Y|R|CIQ|Z|I|G|S|E{H|T|D|JIUIM|K|{V]AIL|WIN|O|X|F|B
Q|Q!Z|I|G|S|{E|H|T|D|J|U|M|K|VIA|L|{WIN|OIX|FIB|P|Y|R|C
RIR|CIQ|Z|I|G|S|E|H|T|D|J|U|MIK|VIA|L|W|N|O|X|F|B|P|Y
SI{S|E|H|{T|D|J|U|M|K|VIA|L|W{N[OIX|F|B|P|Y|R|C|Q|Z|I|G
T|T|D|J|U|MIK|V|A|L|W|N|O/X|F|B|P|Y|R|[C|Q|Z|I|G|S|E|H
U|U/M{K|{V|A/L|W|N|OI|X|F|B|PIY|RIC|Q|Z|I|G|S|E|H|{T|D|J

VIVI(A|L|W|N|O{X|F|B|P|Y|R|C{Q|Z|I|G{S|E/H|T|D|J|UIM|K
W|W|N|O|X|F|B|P|Y{R|CIQJZ|I|G|S|E{HIT|D|J|U|M|K|V]|A|L
X[X|F|B|{P{Y(R|C|Q|Z|I|G|(S|E|B|(T|D(J|UM|K|V[A|L|W(N|O

YIYIR|ICIQIZ|I|G|S|E|H|T(D|J|U|M|K|VIAL|WIN|IO|X|FI|B|P
ZIZ|I|IGISIE{H|TID|JIUIMIK|V|AJLIW|IN|O|X|IF|B{PIY|IR|CI|Q
1 This table is labeled “Table 1-B’’ because it is the same as Table 1-A on page 7, except that the horizontal
lines of the latter have been shifted 30 as to begin the successive alphabets with the successive letters of the normal

sequence.

(96)
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97

TasLe II

Components:

Enciphering equations: 6y3=6y,; 0,3=0.1 (01 is A).

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
A|A/H|ILIU|R|G|P|S|O|V|Y|BIX|DIE|I|MIK|QIT|W|Z|C|F|J|N
BIT|IA|E|{N|K|Z|/T|L{H|O|R|U|Q|W|X|B{F|D|{J|M|P|{S|V|Y|CI|G
C|P|/W|IA|J|G|V|E|H|D|(K|N|Q|M|S|T|X|B|Z(F|I|L|O/R|U|Y|C
D|G|NIR|A|X|M|V|Y | UB|E|H|D|J|K|O|S|Q|W|Z|C|F|I|L|P|T
E|J|Q|UID|A|P|Y|B|X|E{H|K|G|M|NIR|V|T|Z|C|F|I|L|O|S|W
FIUIB|F|O(L|A|J|M|I|P|S|V|R|X|Y|C|G|E/K|NIQ|T|W|Z|DH
G|L|S|W|F|C|R|A|D|Z|G|J|M|I|O|P|T|X|V|B|E{H|KIN/Q|U|Y
H|I|P|T|C|Z|{O|X|A|W|D|G|J|F|L|{M[Q|U|S|Y|B|E|H|K|N|R|V
I|M|T|X|G|D|S|B|E|A|H|K|N|J|P|Q|U|Y|W|C|F|I|L|O|R|V|Z
JIFIM|Q|Z|W|L|U|X|T|A|D|G|C|I|J|N|R|P|V|Y|B|E{H|K|O|S
KIC|J{N{W[T|TI|RIU|Q|X|A|D|Z|F|G|K|O|M|S|V|Y|B|E|H|L|P
L|Z|G|K|T|Q|F|O|R/N|{U/X|A|{W|C|D|H|L|J|P|S|V|Y|B|E|I|M

> M
K

DIK|[O|/X|U|J|S|VIR|Y|BIEJA|G|H|L|P|N|T(W{Z|C|F{IIM|Q

M NIXIE|[I|R|O|D|{M|P|L|S|V|Y|U|A|B|F|J|H|N|Q|T|W|Z|C|G|K

Olw|D[H|Q(N|C|L|[O|K|R|U|X|T|Z|A|E|I|G{M|P|S|VI]Y|B|F|J
P|s|z|D|M|J|Y|H|K|G|N|Q|T|P|VIW|A|E|C|I|L|O|R|U|X|B|F
Qfo{v|z|I|Flu|D|G|C|J|M|P|L|R[S|W|A|Y|E[H|K|NIQ|T|XI|B
R|Q|X|B|K|H|{W|F|I|E|L|{O|R|N|T|U|Y|C|A|G|{J|M|P|S|V|Z|D
S|K|R|V|E|B|Q|Z|C|Y|F|I|L|H|N[O|S|W|U{A|[D|G|J|M|P|T|X
TiH{o{s|BlY{NIW|Z|V|Cc|FITI{E|K|L|P|T|R|X|A{D|IG{J{M|Q|U
UIE|IL[P|Y|VI|K|T|W|S|zZ|Cc|F|B|H|I|M|Q|O|{U|X|A[D|G|J|N|R
viBl(I|M|v|siH|Q|T|P|W|Z|C|Y|E|F|J|N|L|IR|U|{X[A[D|G|K|O
W{Y|F|J|S|P|E[N|Q|M|T|W|Z|V|B|{C|G|K|I|O|R|U|X[A|D|H|L
X|vic|G|P|M|B|KIN|J|Q|T|W[S|Y|Z|[D|H|FIL|O{R|U|X|A|E|I
Y|R|Y|Cc|L|I|X|G|J|F|M|P|S|{0|U|V|Z|DIB|H|K|N|Q|T|W|A|E
ZIN|U|YIHIEITICIFIBITIL|O/KIQIR|V|Z[XID|GlJIMIP|SIWI|A
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TasLe IIT

Components:

N b4
> 0
™=
B
>
D -
>
0
o =
oD
n, =
o
= B
=m
]
X 0
L
HH
N
vo
= O
5 o
O >
oA,
m m
< fz,

N~

— et

Enciphering equations: 6y, =061p; Opn=0.n (Oys is F).

PLAIN TEXT

ABCDEFGHIJKLMNOPQRSTUVWIXYZ
A[F|{B{P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J|U|M|K{V|A|L|{W|N|O|X
BiX|F|B|P|Y|R|C|Q|Z!TI|{G|S|E|H|T|{D|J|U|M|K|V|A|L|W[N|O
Clo{xX|FIB|P|Y|R{C|Q|Z|I|G|{S|E|H|T|D|J|U|M|K|V|A|{L{WIN
D{N|O[X{F|B|(P|{Y|R|{C|{Q|{Z|{I|G|{S|(E|H|T|{D|{J|U(M|K|V[A[L|{W
E|W{N|O(X|F|BI/P|Y|R|C|Q|Z|I|G|S|E|{H|T|D|J|U|MIK|{V|A|L
FIL|W|NIO|X|F|B|P|Y|R|{C|Q|Z|I|G|{S|E|H|T|D|J|U|M|K|V|A
GlA|{L|W{N|O|X|F|{B|{P|Y|R|CIQ|Z|I|(G|S|E|(H|T|D|J|{U|MIK|V
HiviA|L|W|N|O|X|F|B|[P|Y|R|C|Q|Z|I|G|S|E|H|[T|D|J|{U|M{K
IIK|V|A|L|W|N|OIX|F|B|{P|Y|R|C{Q|Z|I|G|S|E|H|{T|D|J|U|M
JIM|{K|{V|A|L|W|N|O[(X|{F|{B{P|Y|[R{C|Q|Z|I|{G|S|E{H|T(D|{J|U
K|UIM|K|{V|A|{L|{W|N|O|X|F|BI{P|Y|R|C|Q|Z|I|G|S|E|H|T|D|J
L|lJju|M|K|{V|A|L|W|N|O|X|FI|B|P|Y{R|{C|Q{Z|I|G|S|E|H|T|D

> M|DI(J
5

U/MIK|VIA|LIWIN|O|X|F|B|P|Y|R|C|{Q|Z|I|G|S|E{H|T

Q|S|E|H|T|D|J|U{M|K|V|A|L|WIN|O|X|F{BIP|Y|R|C|Q|Z|I|G

T{Z|I|{G|S|E/H|T|D/JIU|M|{K|V|A[L{W|N|O|XIF|B|P|Y|R[C|Q

VIC|Q|Z|{I|G|S|E|H|[T|D|J|U|M|{K|V|A|L|W!NIO|X|F|B|P|Y|R
WiR|C|Q|Z|I|G|S|E|H|T|D|J|U/M|{K|IV|AIL|W{N|O|X|F|B|P|Y

Y|P|Y/R|IC|Q|Z|I|G|S|E|H|T|D|J|U/M|K{VIAIL|W|N|O|X|F|B

% N|T(D(J|UIM|{K|VIAIL|W|N|O|X|F|B|P|Y|RIC|Q|Z|I|GISIE|H

OJH|T|D|J|U|M|K|V|AIL|W|N|O|X|F|B{P|Y|RIC{Q|Z|I|G|S|E
PIE/H[{T|D|J|U|M|K|VIA|L|W|N[O|X|F|B{P|YIR|C|Q|Z|I|G|S

RIG|(S|E{H|T|D|J|UIMIK|VIA|L|W|NIO|XIF|B|P|Y|R|C|Q|Z|I
S|{I|G|S|E[H|T|D|JIU[M|K|V|A|L|{W|N|O|X|F|B|P|Y|R|C[Q|Z

U|Q|{Z|I | G|S|E|H|T|D|J|UIM{K|V|A{L|{WIN|O|[X|F|BIP|YIR]|C

X|Y RIC|QIZ|I|G|S|E|H|T|D|J|U|M|K|V|A/L|{WIN|O|X|F|B|P

Z|B/PIYIRICIQIZITIGIS|IE/H|TIDIJIU/MIKIVIAILIWINIO|XIF
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TasLe IV

Components:

N
> O
M=
B
>l
o <
B>
n X
o=
oD
o~
(ofa]
A
= I
w] B
El7)
U
-
N
o
B ©
£ s
(a0
(&30
m m
< I

~~ o~
N Nt

O1a; Opn=0.n (Oy3is F).

Enciphering equations: 6y,

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
A|U|B|F|OILIA{J|M|{I|P|{S|V|R|X|Y|C|G|E|{K|N|Q|T|W|Z|D{H
B|VCIGIP/M|BIK|N|JIQ|T|W|S|Y|Z/DIH|FIL|OIR|U|X|AIE|I

C|W|D|H|Q|NIC|IL|O}K|R|U|X|T/Z|A(E|I|GIM|PIS|V|Y|B|F|Jd
D|X|E/I|R|O/D/M|P|L|S|VIY|UIAB|F|J|H|N|Q|T|W|Z|C|G|K
E|Y|F|J|S|P|E|N(QIM|T|W;Z|V|B|C|G|{K|I|O(RIU[XIA[D|HIL
FIZ|G|K{T/Q|F|{O|R|N|U|X|A|W|CID/H|L|J|P|S|V|Y|B|E|I|M
G|A|H|L|UIR|G|P|{S|O|V|YIB|X|D|IE|I|M|KIQ|T|W|Z|C|F|J|N
H|B|{I|M|VIS|H|Q|T|P|W|Z|C|Y|E|[F|J|N|L|R|[U|X|A|{D|G|K|O

I(C{JIN|WIT|I|R|U|Q|X|A{D{Z|F|IG{K|O/M|S|V|Y|B|E|H|L{P
JID|K|{O|X|U|J|S|V|R|Y|B|E|A|G/H|L|P|N|T|W|Z|CI!FII|M|Q

K|{E|L|P{Y|(VIKIT(WIS|Z|C|F|B/H|I|{M|Q|O|U{X{A[D|G|J|N|R
L{FIM|Q|Z|W|L|U[IX|T{A|D|G|C{I|J|N|R{P|V|Y|B|{E|H|K|O0|S
MIGINIR|A{X|M}V|Y|{U|B|E|H|D|{J|K|O0|SIQ|W|Z|C|F|I|L|P|T

N|H|O|S|B|YIN/W|Z|VIC|F|II|E|K|LIP|T|R|X/A|D|G|J(M|Q|U
O|I|P|T|C|Z|{O(X|AIW|D{G|J|F|L|{M|Q|U|S|Y/B|E|H|K|N|R|V
P{J|Q|U|DIAIP|Y | BIX|E|H|K|G|M|N|R|V|T|Z|C|{F|I|L|O|SW
QIK{R|VIE|BIQIZ|C|Y|F|I|L|H|N|O|S|WIU|A|DIG|J|M|PIT|X
RIL/SIWIF|C|R|A|D|Z|G|J|M|I{O|P|T|X/VIBIE/HIKIN|Q|U|IY
SIM|T|X|G|D|IS|BIEIAJH|K|N|J|P|Q|UjY | WIC|F|I|L|O|R|V|Z
TIN|U|Y/H|E|T|C|F|B]|I|L|OJ/K|Q|R|VIZ|X|D|G|J|M|P|S|WI|A
UjoIvVIZ|I|F|U|{D|{G|IC|J|M|PILIR(S|W|A|Y|E|/H|K|{NIQ|T|X|B
VIPIWIAIJIGIVEIH|D)KINIQM|S|T|X|{B|Z|F)I|LiO|RjU|Y]|C
W|Q|X|B|KI/H|W/F|I|E|L|O|R[N|T|{U|Y|C|A|G|J|M|P|S|V|Z|D
XIRIY/ICIL|I|X|G|J|FIMIP/S|O|U|V|ZID|B/H|KIN(QIT|W/AE
Y|SIZ|D/M{J|Y HIK|IGIN|QITIP|VIW|AJEIC|I|L|O|R|UX|B|F
ZI|T|AIE(NIK|ZII|L/H|OIR|U|QIW|X|BIFIDIJIMIPISIVIY|CIG

AIM
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TaBLe V

Components:

O n.

(1) AB

(2) FB
Enciphering equations: Oys=06,,; 14=6.a (01 is A).

PLAIN TEXT
ABCDEFGHIJKLMNDODPQRSTUVWIXYZ
AJA|V|K|M|U|J|D|T|H|E|(S|G|I|Z|Q|C|{R|Y|P|B|F|X|O|N|W|L
B|B|F|X|O|N|W/L|A|V|K|M|U|J/D|T|H|E|S|G|I|Z|Q|C|R|Y|P
C|C|R|Y|P|/B|F|X|O|N|W/L|A|VIK|M|U|J|D|T|H|E|S|G|I|Z|Q
D|D{T|H|E|S|{G|I|Z|[Q|C|R|Y|P|B|F|X|O|N|W|LIA|V|K/M|UJ
E|E|S|G|[I|Z|Q|C|R|Y|P|B|{F|X|O|N|W|L|A|V|IK|M|{UIJ|DIT|H
PI{F|X|OIN|W|LIA|V|K|M{U|J|D|IT|H|E[(S|G|I|Z|Q|C|R|Y|P|B
G|G|I|Z{Q|C|R|Y|P|B{F|X|O|N|{W|L|A|V|K/M|U|JID|T|H/E|S
H|H|E|S|G|I|Z|Q|C|R|Y|P|IB|F|X|O|N{W{L|A/V|KIM|UIJ DT
I|I|Z|Q|C|R|Y|P|B|F|X|O|N|W/L|A|V|K|M|U|J|D|TIH|E|S|G
JI|J|D|T|H|E|S|G|I|Z|Q|CIR|Y|P|B|{F|X|O|N|{W|IL|A|V|K|M|U
K|K|M|U|J|D|T|H|{E|S|G|I|Z|{Q|C|R|Y|P|B|F|X|O|NIWIL|AIV
LIL|A|V|K|{M|U|JI/D|T|H|E|S|G|I}|Z|Q[C|R|Y|P|BIF| X|O|N|W
M|M|U|J|D{TIH|E|S|G|I|Z|Q|C|R|Y|P|B|F|X|O|NIW|/L{A{VIK
N{N|W/L{A{V|K|M|U|J|D{T|H|E[S|G|I|Z|Q|C|R|Y|P|BIFIX|0
O|O|N|W|L|A|VIK|M|{U|J|D|T|H|E|S|G|I|Z|Q|CIR|Y|P|B|F|X
P{P/B|F/X|O|N|W|L|A|V|KIM|U|J|D|T|H|E|IS|G|I|Z|Q|C|R|Y
QIQ|CIR|Y|P|{B|FIX|O|N|W/ LIA|VIK|M|U|J!D|T|{HIE|S|G|I|Z
R|R[Y|P|B|F|X|O|N|W|L{A|V|K{M|U|J|D|IT|/H|E|S|G|I|Z|Q|C
S|S|GI{I|Z|Q|C|R|Y|P|B{F|X|{O|N|W/L{A|V|KIM|U{J|D|T|HE
T|{TIHIEIS|G|I|Z{Q|C|{R{Y|P|IB|F|X|O|N|W/ LIA/VIKIM|U|JID
UIU|J|DIT|H|E|S|G|I|Z|Q|C|IR|{Y|{P|B|F|X|O/N/WILA|VIKIM
VIV|IK[M|U|(J|D|T|H|E|{S|G|I|Z|Q|C|R|Y|P|BIFIXIO|N|W|L A
W|W/L|A|V|K|M|U|J|D|ITIH|E|{S|G|I|Z|{Q|C|R|Y|PIB|F|IX|O(N
X|X|O|NIW|L|A|V|K{M|U|J|D|T|H|E|S|G|I|Z|{Q|C{R|Y|P|B|F
Y|Y|P|B|F|X|O|N|{W|/L|A|VIK|M|U|J|D|T|H|E|S|G|I|{Z|Q|C|R
Z|ZiQIC|R|Y|P|B|F|XIOIN|WIL/A|V|K|M{U|JIDIT|HIEIS|GII

X3
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TasLe VI

Components:

DEFGHIJKLMNOP
YRCQZIGSEHTDJ

ABC

(1)

FBP

@)

Enciphering equations: Oy;=0.4; 01

9,,, (9;/1 iS A).

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
AfafT|PlG|olulL|TI|M|F|C|Z|D|X|W|S|O|Q|K[H|E[B|Y|V|R|N
B[H{A|W|N|Q|BIS|P|TIM|J|G|K|E|[D|z|V|X|R|O|L|I|F|Cc|Y]|U
c|lL|Ela|R|U|F|W|T!X|q|N|K|O|I|H|D|Zz|B|V|S|P|M|J|GlC|Y
pluln|JlalDjo|Fic|G|Z|W|T|X|R|QIM|I|K|E|B|Y|V|S|P|L|H
E[(R|kK|G|X|A|{L|c|z|D|W|T|Qlu|lo|N|J|F|H|B|Y|V|S|PIM|I|E
Flc|z|v|M|P|A|R|O|sS|L|I|F|J|D|c|Y|U|W|Q|N|K|H|IE|B|X|T
GlP|I|E|V|Y|J|a|X|B|U|R|O|S|M|L|H|D|F|Z|W|T|Q|N|K|G|C
H{s|L|{H|Y|B|M|D|A|E|X|U|R|V|P|O|K|G|I|c|z|W|T|Q|N|J]|F
1lo|H|D|U|X|I|Z|W|A|T|Q|N|R|LIK|G|C|E|Y|V|S|P|IM|[J|F|B
Jiviolk|B|E|P|G|D|H|A|X|UlY|S|IR|IN|J|L|F|Cc|z|W|T|Q|M|I
K|Y|R|N|E|jH|S|J|G|k|D|a|x|B|v|Uu|Q|M|o|T|F|clz|w|T|P|L
LiBlulQ|H|K|V|M|J|N|G|D|A|E|Y|X|T|P|R|{L|[I|F|C|Z|W[S]|O
M[{x|Q|M|D|G|R|I|F|la|c|z|w|a|u|T|P|L|N|H|E|B|{Y|V|S|O[K
N[p|w|s|d|m|x|o|L|P|I|F|c|c|alz|V|R|T|N|K|H|E|B|Y|U|Q

AT

O|E(X|T|K|NIY PIM|Q|J|G|ID|H|B|A|WIS|U|O|L|I|F|C|Z|{V|R
PII|B|X|{O|IR|(CIT|Q|U|NIK{H|L|F|EIA|W{Y|S|P|M|J|G|D|Z|V
QIM|F|BIS|V|GIX|UJY|R|O|L|P|J|I|E|A|C|W|T|Q(N|K|H|D|Z
RIK|ID|ZIQ|T|EIVIS|WIPIM|J|N|H|G|CIY|A|UIR[OIL|I|F|B|X
SIQ|J|FIWIZ|IK/B|Y|C|V|SIP|TIN|MII/E|G|A|X|(U|R|OJL[H|D
T|IT/M[I|Z|C|IN|E/BIF|Y|V|S|W|Q|P|ILIH|{JID/A|X|UIR|O|K|G
UIW|PILICIFIQ|H|EIIIB|Y|VIZ|T|S|O|K{M|G|D|A[X|U|R|N|J
VIZ|S|O|F|II|T/IKHIL|IE|B!Y|C{W|VIR|N|P|J|G|D[A|X|U[Q|M
WICIVIRIT/LIW|N KIO(HIE|W|F{U|T|U|Q|S(M{J|GID|V|X|T|P
XIFIYIUIL/O|Z|Q|N|R|{K|H|A|I|C|B|X|TIVIP|M|J|G|DIA|{W{S

Y|JIC|Y|[PISID{(UR|V|IO|L|I|M|G|{F|B{X|{Z|T|Q|N|K|H|E|A|W
ZN_GCTWHYVZSPMQKJFBDXUROLIEA
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TasLe VII

Components

oo

2)—F
Enciphering equations: 8y;=8,,; 1p=0., (Oys is F).

(1)—A

PLAIN TEXT

ABCDEFGHIJKLMNOPQRSTUVWIXYZ
A{GIHII|J|K|LIM/N|O|{P|Q|R|S|T|{U|V|W|X|Y|Z|A|B|C|D|E|F
BI/Z|AIB|C|D|E|F{G|H|I|J|K|L|M|N{O|P|Q[R|S|T{U|V|W[X|Y
C{VIWIX|Y|Z|A|B|C|ID|E|F|{G|H|I|J|K|L|M|N|O|PIQ|R|S|T|U
D|M|N|O|P|Q|R|S|T|U|V|(W|X|Y|Z|A|B|C|D|E|F|G|H|I|J|K]|L
E|P|QIR|S|T|U|V|W|X|Y|Z|A{B|C|D|E|F|G/H|I|J|K|L|M|N]|O
FIA|B|C|D|E|F|G|H|I|J|K|L{M|N|O|P|Q|R|S|T|U{V|W|X|Y|Z
G|R|S|T|U|V|W[X|Y|Z|A|B|C|D|E|F|G|H|I|J|K|L{M|N|O[P|Q

ZIAIB|CIDIE[F|G|H|I|J|K|L|M|N

v
&

QIRIS|TIU|V|WIX|Y|[Z|A|B|C|D|E|{FIG|H|I|J|K

KILIM|N|/O|P|Q|R|S|T|U|{VIW|X|Y|Z|A|B|C|D|E|F|G|H|I
E|FIGIH{I{J|K|L|M|{N|O|P|{Q{R|S|T|/U|VIW[X|Y|Z]|A|B|C

FIGIH|I|J{KIL|IM|NIO|{P Q|/R|S|T|U|V|{W|X|(Y|Z|A|B|C|DIE
CID|E|F|G|H|I|J|K|L|M{N|OjPIQ|R[S|T|U|V|W|X|Y|Z|A|B

W|X|Y|Z|.A|{B|C|D|E|F{GIH|[I|J|K|L|M|N[OfP|Q|R|S|T|U|V
Q[R|S|T|U|V|WIX|Y(Z|A|B[C|D|E|F|G[H|I|J/K|ILIM|N|O|P

KILIM|N|O|P|Q|R|S|T|U|V[W|X|Y|Z|A|B{C|DI{E|F|G|H|I|J

N{O|P|QIR|S|T|U|VIW|X|Y|(Z|A{B|C|D|E|F|G|H|I|J|K|L|M

HI{OIP|Q|R|S|TIUJVIWIX

I{S|TIU|V|W|X|Y|Z|A|B|C|D|E|{F|G{H|I|J|K|L{M|N[O|P|Q|R

JILIM|N|O|P

K|{I|J[K{L|M|IN|O|P|QIR|S|T|U|V|W|X|Y|Z|A|B|C|D|E[F|G|H

P{Y|Z|A|B|C|D|E|F[G|H|TI|J|K|{L|M|N|[O|P|Q|R|S|T|{U|V|W|X

QU{ViW|X|Y{Z(A|B|C|D|E|F|G/H|I|J|/K|L{M|N|O|PIQ|R|S|T

R
S
T
U

VIH/I|J/K|IL|M{N|O|P|Q|R|S|T|U|V|W|X|Y|Z|A|B|C|D|E|F |G
WIEIFIGIH|I|J{K|L|{M|{NIO|P|Q|R|S|T|U|(V|W|X|Y|Z|A|B|C|D
X|B{C|DIE|F|GIH|I|J|K|L{M[N|O|P|Q|R|S|T|U|V|W X|Y|Z|A
YIX|Y Z|A|BIC|ID|E|F|G|H|I|J|K|IL|M|N{O|P{Q|R|S|T|U|V|W
Z|TIU|VIWIXIY{ZIAIBICIDIE|IFIGIHII|JIKILIMINIOIP!QIR|S
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TasLe VIII

Components:

(AM)ABCDEFGHIJKLMNOPQRSTUVWIYZ
2)FBPYRCQZIGSEHTDJUMKVALWNOX

Oen; Q=6 (B4 is F).

Enciphering equations: Oy

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWXY?Z
A|JU|V|WIX|Y|Z|A|B|C|D|E{F|GIH|I{J/K|LIM|NIO/P|Q|R|S|T
B|{B(CIDIE|F{G/H|I Ji{K|L|IM|N,O(P|QIR|S|T{U|V|W|X|Y|Z]A

m ®lo I AT-IEY >0
ole wlzimlo
aln e I

J|KIL|M|N

T
b

T U|VIW|X/Y|/ZIA/B|C|D|E

(o
[ ]

XKILIMINIOIPIQIR{SIT|U|VW|X

C|F|IGIHII|J|K{L|M|N{O|P|Q|R

D|O{P!Q|R|S|TIU|V|W|X|Y|Z|A|/B|C|D|E{F|G|/H|I|JIK|LIMIN
E|[LIM(NIO|PIQ{R|S|T/UIVIWIX|Y Z{A|{B|C/DIEIFIG|H|I{J K
FIA|BICIDIEJFIGIHII{J|KILIM{N{O|PIQ|RIS|T|UIV|WIXIY|Z
GIJ(KILIM|N|O|{P{Q|R|S|T|U|VW|X|Y|Z|A|B|C|D|E|F|G|H|I
H|MIN|O|IP|Q|R|S|T|U}V|IW|X|Y|Z A|B|C|D|E|F|G{H|TI|J|K|L
III|J{KIL/M[N|JO|P|QIR|S;|T U|VIWIX|Y|Z|ABIC|D|E|F|G|H
JIPIQIR|{S|T|U|V|IW|X|YIZ|AIB|C|ID|E|{F|{G/H|I|J|K|L|M|N|O

K|{S|T|{U|VIWIX|Y|Z|A|B|C|{DIE|F|G|H

L{VIW| X/ Y|Z|A(B{C|D|E|/F|{G|H|I|J|KjL|M|NIO|P|Q|R

e
=

< M{RI{S|TIUIVIWIX|Y{ZIA[B|{C|D{E|F|GIHIT|J|K{L{M{NJO{P|Q

N|{X|Y z|a|B|C|D|E|F|G[H|I|J/KIL|M|N|OIP|QIR|S|T|U|V]|W

ol[v|z|alB|c|D|E|F|G|H|T|J|K|LiM|N|[O|P|Q|R|S|T|U
plciD|E|F|c|H|T|J|k|L{M|N|{o|P|Q|R|S|T|U|V|W X|Y

QlG(H|T|{JIK[L|M|N|o|P|Q|R|S|T|U|Viw|X|Y|Z|A|B|C|D
R{E|F|G|H|I|J|K|L|M|N|O|P|Q|R|S|T|U|V|W|X | Y|Z|A|B
s|k|L{M|N|o|P|q|R[s|T|ulv|w|x|Y|Z|A|B|C|D|E|F|G|H|I

T|N|o|P[Q|R|S|T|Ulv|w|X|Y|ZzlA|[B|C|D|E|F|G|H[I|J|K|LM
ulQ|R|s|T|u|v|w|x|Y|z|A|B|c|D|E|F|G|H|I|J|K|L|M[N|0O]|P

V|T|U|V|WIX|YIZIA|B|C|D|E|F|G/H|II|J|K|L|M{N|O|P{Q|R|S
WIW|X{Y|Z A|BICIDIE|F|G|H{I|J|K|L{M|N|O|PIQIR|S|TIU|V

X|{Z|A|B|C|DIE|F|G{H|I|J
-Y|DIE|F|GHII|J|KILIM/N|O|PQ|R|S|T|U|V|W X|Y Z|A|B

z|HITIJIK|LIMIN|O|PIQIRISITIUlV|WIXIY|/Z/AIB|C|D|E|F|G
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TasLe IX 3

Components:

G
Q
Enciphering equations: 6xn=0pn; 611=0en (B4 is A).

< I

(1)
(2)

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
AlA|B|C|D|E|F|G|H|I|J|K|L{M|NIO|P|Q|R|S|T|U|VIWIX|Y | Z
B|V|F|R|T|S|X|I|E|Z|D|M|A|U/W|N|BIC|Y|G{H|J|K|L/O|P|Q
C|K|X|Y|H|G|O|Z|S|Q|T|U|V|J|L|W|F|R|{PII|E/D/M/AINIB|C
DI{M|O|P|E|I|N|Q|G|C|H|J|K|D/A|L|X|Y|B|Z|S|T|{U|V|W FR
E|U|N|B|{S|Z|W|{C|I|R|E|D{M|T|V|A|O|P|F|Q|G|H|J|K|LIX Y
FlJ|W|F|G|Q|L|R|Z|Y|S|T|U|HIK|V|N|B|X|C|I|E|D/M/A|O|P
G|D|L{X{I|C|A|Y|Q|P|G|H|JI/E|M|K|W|F|OIR|Z|S;T/U/VIN|B
H|{T|A|O|{Z|R|V|P|C|B|{I|E|D|{S|UIM|L|X|{N|Y|QIGIH|J KIW|F
I|H|V|N|Q|Y|K|B|R|F|Z|S|T|G|J|U/A|O|W|P|C|I/E/D/MLX
JI|E|K|W|C|P|M{F|{Y|{X|{Q|G|H|I|D|J|V|NIL|B|R{Z|S|T|U|A|O
K|S{M|L|{R|{B{U|X|P|O|C|I|E|Z|T|D|K|W|A|F|Y QIG|/H|J|VIN
L|G|U|A|Y|F|J|O|B|N|R|Z|S|Q|H|T|M|L|{VI/X|P|C/I/E|DK|W
M[{I|J|V|P|X|D|IN|F|W|{Y|Q|GIC|E[H|U|A{K|O|BIR|{Z|S|T|M|L
N|Z|DIK{B|O|T|W|X|{L|P|C|I|R|S|E{J|V|M|N|F|Y|Q|G|/H|U|A
O|Q|T|M|F|N|H|L|O|A|B|R|Z|Y|G|S|DIK|U|W|X|P|IC|I|E|J|V

e
=
]

P|C|H|U|X|W|E|A|N[V|F|Y{Q|P|I|G|T|M|J|L|O|B/RIZ|S DK
Q|R|E|J|O|L|S|V|W|K|X|P|C|B|Z|I|H|U|DIA/N|F|Y|QIG/TM
R{Y|[S|D|N|A|G|K|L{M|{O|B|R|F|Q!Z|E|{J|T|V|WIX;P|C|T|HIU
S|P|G|T|W|V|I|M|A{UIN|F|Y|X|C|Q|S|D|HIKIL|O|B|R|Z|E|J

T|{B|I|H|L|K|Z|U|V|{J|W|X|P|O|R|C|G|T|/E|M|A{N|F Y|QIS|D
U|F|Z|E|A|M|Q|J|K|D|L|O|B|N|Y|R|I|H|S|U|V/WIX P|C|G|T

vix|Ql|ls|v|iu|C|D|M|T|A|N|F|W|P|Y|Z|E|G|J|K|L|O|B|R|I|H
W|O{C|G|K|J|R|T|{U|H|V|W|X|L{B/P|Q|S|I|D|MIAIN|F|\Y|Z|E
X|N|R|I|M|D|Y|H|J|E|K|L{O|A|F|B|C|G|Z|T|U|VIW|IX|PIQ|S

Yiw/Y|Z|U|T|P|E|D|S|M|AIN|VIX|F|IR|I|Q(H|J|K|L]O|BIC|G
ZiL|P|Q|JIH{B|S|T|G|IU|VIWIK|O|X|Y|Z|CIE|DIMIA|N|F[R|I
3 An interesting fact about this case is that if the plain component is made identical with the cipher com-

In other words, the secondary cipher alphabets produced

.), and if the enciphering equations are the same as for Table 1-B,

then the resultant cipher square is identical with Table IX, except that the key letters at the left are in the -

order of the reversed mixed component, FXON ... .
by the interaction of two identical mixed components are the same as those given by the interaction of a

ponent (both being the sequence FBPY ..
mixed component and the ncrmal component.
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TabrLe X?

Components:

Ou2; O1n=06, (B4 is A).

Enciphering equations: 6y,

PLAIN TEXT

ABCDEFGHIJKLMNOPQRSTUVWIXYZ
AIAIB(CID|IE|F|G|H|I|JI/K|L|M|N|O|P/Q|R|S|T|{U|VIW|X|Y|Z
BILiPIQIJIHIBIS|T|G{U|VIWIK|IO|X{Y|Z|CIE|DIM{A{NIF|R|I
C|W|Y|{Z|U|T|P/E|D|S|M|{AIN|VIX|FIR|I|Q|H|J[K|L]O|BIC|(G
DIN/R|I|M|D|Y|H|J|E|K|L|O|A|F|B|C|G|Z|T|U|[V|WIX|P[Q]|S
EJO(C|G|K|J|R|T|U|H|V|WIX|L|B|P|Q|S|I|D/MIA|IN|F|Y|(Z|E
FIX[Q|S|{V(U|C/D|M|T|/A|NIF|WIP|Y|Z|E|G|J|K|L|O[B|R|I|H
G|F|Z|IE|A|M|Q|JI|K DIL|O|B|N{Y|R|I|H|S|{U|VIW|X|P|C|G|T
H|B{IHILIKIZIUIV|J|W| X|P|O|R|C|G|T|E|M|/A{N|F|Y|Q|S|D
I(PIGIT|W|{VIIIM|[AIUIN|IFIY XICIQ|S|D|H/K{L|O{B{R[Z|E|J
JIY|S|DIN/AIGIK|LIM|O|B|R|F|Q|Z|E|J|T|V|W|{X|P|C|I|H|U
K|R|IE|{J/OJL|S|V/W/KIX/P|CIB|Z|I|H|U|/D|A|N|F{Y|Q|G|T|M
LICIH|UIX|W|E|A|N[V|F|Y|Q|P|I|G|T|M|J|L{O|B{R|Z{S|D|K
;'MQTMFNHLOABRZYGSDKUWXPCIEJV

“ NIZ|DKIBIOIT/WIX|L|P|C|I|R|S|E|J|V|M|N|F|YIQ|G|H|U|A

0jI{J{V|PIX|D|NIFIW|Y|Q|IG|C|E|H{U|A(K|O|B|R|Z|S|T|M|L
P(G|UIA|Y F|JIOIB{NIR|Z|S|Q|H|T|M|L|{V|X(P|C|I|E|D|K|W
Q[S/MIL|R|B|U|X|P|O|C|I|E|Z|T|DIK|W|A|F/Y|Q|G|H|J|V|N
RIE|K|W|C|PIM|F|Y|X|Q|G|H|I|D|J|VIN|L|B|RIZ|{S|T|UJA|O
S|H|VINIQ|Y|K|B/R|F|Z|S|T|G|J|U|A|O|W|P|C|I|E|D|M|L|X
T|T|A|OIZ|R|VIP|C|B(I|E|D|S|U|M|L{X|N{Y|Q|G|H|J]|K|W|F
UIDILIXITICIA|Y|Q|P|{G/H|JI|E|MIK|WI|FIO|R|Z{SIT|UJV|NIB
VIJ|WFIGIQIL|R|Z|Y|S|T|U|H|K|V|N|B|X|C|I|E|D|M|A|O|P
WI|UINIB(S|Z|W|C|I|R|E|D|M|T|V]|A|O|P|F|Q|G|H|J|K|L{X|Y
X(MOIPIE|TIN|Q|G|C|H|J|K|D|A|L|X|Y|B|Z|S|T|U|V|W|F|R
YIKIX Y HIGIO|Z|S|Q|T|U|V|J|L|W|F|R|P|I|E|D|{M|A|N|B|C

ZVFRTSXIEZDMAIUWNBCYGHJKLOPQ
3 Footnote 2 to Table IX, page 104, also applies to this table, except that the key letters at the left will

follow the order of the direct mixed component.
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TasLe XI

Cemponents:

N b4
> O
=
EE
>
D«
>
n M
o=
oD
[+ Pller }
on
=
= I
=1 [
M0
L R
]
N
o
B ©
(SN
o >
O A
m m
<

L e
N

Enciphering equations: Ox,=0,3; 013=0, (O3 is F).

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTU VWIXYZ
AlGiZ|VIM|P|A|R|O|S|L|{I|F|J|D|C|Y|U|W|Q({N/K/HEB|X|T
BIH{A|W|N|Q|B|S|P|T|M[J|GIK|E|{D|{Z|{VIX|R|O|L|I|F|C}Y|U
Ci{I|{B|X|O|R|C|T|Q{UIN|K|H|L|FIE{A|W|Y|S|{P/M|J|GID{Z|V
D|J|C|Y|P|{S|D|U|R|VI|OIL|I|M|G|F|B|X|Z|T|Q|N|/K|HIEIA|W
E|K{D{Z|{Q, T/E|V|S|W|P/M|JIN|/H|G|C|Y|A{U|R|O|L|I|FI!B{X
FILIE|A[R|U|F|W|T|X|Q(N|K|O|TI|H|D|(Z|B|V|S|[P{M|{J|G|C|Y

C|T{WHIY|V|Z|S|P/M{Q|K|J|F|B|D|X|U|R|O|L|I|E}A
D|U(X|I|{Z|W|A{T|Q|N|R|L|K|G|C|E|Y|V|S|P|M|J|F|B

8§
H

R|N|E|H|S|J|G|K|D|A{X|B|V|U|Q{M|O|I|F|C|Z|W|T|P|L
S{O{F|I|T{K{HIL|E|B|Y|C{W(V|R|N|PIJ|G|D|A{X|{U|Q[M

M|FiBIS|V|G|X|UIY|RIOIL|P|JI/I|E{A|C|W|T|Q|N|K|H|{D|Z

N
0

S|L{H|Y/BIM|D|A|E|X|U|{R|V|PIO[K|G|I|C|Z|[W|T|Q|N|J|F

R4
z

oo e

G
H
I

JIP|I{E|V|Y|JIA|X|B|U|R|[O|S|M|L|H|ID|F|Z|W|T|{Q|N|K|G|C
KIQ|Ji{FIW|Z|K|{B|Y|CIV|S|IPIT|NIMII|E|G|A|X|U|R|O|L|H|D
LIR|K|G|X|A|IL|C{Z|D|WIT|QIU|O|N|JFIH{BIY|VIS|PIM|IE

“ NITIM|II|Z|C|N|E|B|F|Y|V|S|W[QIP|LIH|J|D|A|X|U|R|O|K|G
O|U|N|J|A|D|O|FICGIZ|W|TIX|R|Q|/M|I|K|E{B|Y|V|S|P|L[H
P|V{O|{K|{B|E|P!G|D|/H|A|X|U|Y|S|R|N|J|L|{F|C[Z|W|T|Q[M|I
Q{W{P|L|C|F|Q|H|E|I|B|Y|VIZ|T|S|O|K|M|G|D{A|X[U|R{N|J

~ M
2|

RIXIQ|M|D|G|R{I|F|J|C|Z|W|A{UIT|P|LI{N{H|E|BjY|V|S|{O0|K

S
T

UlA|T|P|G|J|U|LII|MIF|C|{Z|D|X|W|S|O|Q{K|H|E|Bj{Y|V|R|N
VIB|U{Q|H|K|V|M|J|N|G|D|A[E|Y|X|T|P|R|L|I|F|C|Z|{W|S|O

WICIVIR|I|L|W|[N|K|O|/H|E|B|F|Z|Y|U|Q|S|M|J|G{D|A|X|T|P
X|DIW|S|J|M{X|O|L|PII|F|C|IG|A{Z|VIR|T/NKIH|E{B!Y|U|Q
Y|E{X|T|K|N;Y|P|M|Q|J|G|D|H|B/A|W|S|U|O|L{I|F|C|Z|V|R
Z|F|Y|UILIOJZ|Qi(N|IRIK|/HIEII|C|BIX|TIVIPIM{J|GIDIAIW|S
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TasLe XII

Components:

N ¢
>~ O
M
EE
>
D
B>
1 I
w®=
oD
o~
o N
z =
=x
1
x 0
20
HH
€I N
4 Na 4
ke ©
[ I A
a >
O,
m m
< [z

SN N

Nt Nt

6,,,; 9|n=6nn (6"1 iS F).

Enciphering equations: 6y,

PLAIN TEXT
ABCDEFGHIJKLMNOPQRSTUVWIXYZ
A|F|X|O|N|W|L|A|V|K|M|U|J|D|T|H|E|S|G|I|Z|Q|C|R|Y|P|B
B|B|F|X|O(N|WILIA|VIK|{M|U|J|D|T/H|E[{S|G|I|Z|Q|C|R|Y|P
C|P|B|F|X|O|{NIW|L|A|[V|K|M|U|J|D|T|H|E|S|G|I|Z]|Q|C|R|Y
D|Y|P|B|F|X|O|N|W|L|A|V|K|M|U|J|D|T|H|E|S|G|I|Z|Q|C|R
E{R|Y|P|B|F|X|O|/N|W|L|A|V|K|M|U|J|D|TIH|E|S|G|I|Z|Q|C
FIC|R|Y|PIB|F|X|O|N|W|LIA(VIK|M|U|J(D|T|H|E|S|G|I|Z|Q
G|Q|C|R|{Y|PIBIF|X|O|N|{W{L{A{VIK|IM|U|JID|T|H|E|{S|G|I|Z
H|Z[Q|C|R|Y|P|B|FIX|OIN|W|LIA|V|(K|M|U|{J|D|T|H|E|S|G|I
I|I|Z|Q(C|R|Y|P|B|F|X|O(N|W|L|A{VIK|M|U|JID|T|H|E[SI|G
JI|G|I|Z|Q|C|R|Y|P|B|F|X|O|N|W|/L|A|V|K/M|U|J|D|T|H|E|S
K|S|G|I|Zz|Q|C|R|Y|P|B|F|X|O|N|(W|L|A|VIK|M[U|JID|T|H|E
LIE(S|G{I|Z|Q|C|R|Y|/P|B|F|X{O|N|W|L|A|VIK|M|U|J|D|T|H
M|HIE|S|G|I|Z|Q|C|R|Y|P|B|F|X|O|N|W|L|A|V|K/M|U|J|D|T
N|T|H|E|S|G|I|Z|Q|C|R|Y|P|B{F{X|OIN|W|L|A{V|KIM|U|J|D
O{D(T|H|{E|S|G|I|Z|Q|C|R|Y|(P|IB|F|X|O|/N|WIL|A{V|K|M|U|J
PI{JIDITIHIE|S|{G|I|ZIQ|CI{R|Y|PIB|FIX|O/N|WILIA{VIKIMIU
Q|U(J|D|T|H|E|SIG|I|Z|Q|C|R|{Y|P|BIF|X|O|N(WIL|A|V|K|M
R{MIU|JID|T|H|E|S|GII!Z|Q{CIR|Y|PIB|F{X|OIN|{WIL|A|VIK
S|K|M|U|J|D|IT|/H|E|(S|G|I|Z|Q|C|R|Y|P|B|F|X|O|N{WILIA|V
T{VIK|M|U|J[D|T/H|E|S|G|I|Z|Q|C|R|{Y|PIB|F/X|OIN|W|L|A
UJA|VIK{M|U|JIDITIH|E|S|GJI{Z|{Q|C|R|Y|(P|B|F|X|O|N|W|L
VILIAI]VIKIM|U|JID|T(H|E|S|G|I|Z|Q|C|R|Y|P|(B|F|X|O|N|W
WIWIL|A|V|K|M|U|J|ID|T|H|E|{S|G|I|Z|Q|C|R|Y!P|B|{F|X|O|N
XINIW|LIA|VIK|M|U|J|D|T|H|E|S|G|I|Z|Q|C|RIY|P|IB|F[X]|O
Y|O|N/WILIA|VIK|{MIUIJID|T|H|E!SIG|I|Z|{Q|C|R|Y|P|B|F|X
Z|X|{O(N|W|LIA|VIK(M|U|JI|D|T/H|E|S|G|I|ZIQICIR|Y|P|B|F

AaM

Page 112



APPENDIX 2!

ELEMENTARY STATISTICAL THEORY APPLICABLE TO THE PHENOMENA OF REPETITION
IN CRYPTANALYSIS

1. Introductory.—a. In Par. 9¢ it was stated that the phenomena of repetition in crypt-
analytics may be removed from the realm of intuition and dealt with statistically. The dis-
cussion of the matter will here be confined to relatively simple phases of the theory of probability,
a definition of which implies philosophical questions of no practical interest to the student of
cryptanalysis. For his purposes, the following definition of a priori probability will be sufficient:

The probability that an event will occur is the ratio of the number of “ifgv-
orable cases” to the number of total possible cases, all cases being equally
likely to occur. By a “favorable case” is meant one which will produce the
event in question.

b. In what follows, reference will be made to random assoriments of letters and especially to
random text. By the latter will be meant merely that the text under consideration has been as-
sumed to have been enciphered by some more or less complex cryptographic system so that for
all practical purposes the sequence of letters constituting this text is a random assortment; that
is, the sequence is just about what would have been obtained if the letters had been drawn at
random out of a box containing a large number of the 26 letters of the alphabet, all in equal
proportions, so that there are exactly the same numbers of A’s, B's, C’s, . . . Z's. It is assumed
that each time in making a drawing from such a box, the latter is thoroughly shaken so that the
letters are thoroughly mixed and then a single letter is selected at random, recorded, and
replaced in the same box. In what follows, the word “box’ will refer to the box as described.

¢. A uniliteral frequency distribution of a large volume of random text will be ‘“flat,”
i. a., lacking crests and troughs.

d. For purposes of statistical analysis, the text of a monoalphabetic substitution cipher is
equivalent to plain text. As a corollary, when a polyalphabetic substitution cipher has been
reduced to the simple terms of a set of monoalphabets, i. e., when the letters constituting the
cipher text have been allocated into their proper uniliteral distributions, the letters falling into
the respective distributions are statistically equivalent to plain text.

2. Data pertaining to single letters.—a. (1) A single letter will be drawn at random from
the box. What is the probability that it will be an A? According to the foregoing definition of
probability, since the total number of possible cases is 26 and the number of favorable cases is

here only 1, the probability is 1 :26=%=.0385. This is the probability of drawing an A from

the box. The probability that the letter drawn willbea B,a C,aD, . . ., a Zis the same as for A.
In other words, the probability of drawing any specified single letter is p=.0385.

(2) The value p=.0385, as found above, may also be termed the probability constant for
single letters in random text of a 26-letter alphabet. For any language this constant is merely
the reciprocal of the total number of different characters which may be employed in writing the
text in question.

1 In the preparation of this appendix, the author has had the benefit of the very helpful suggestions of
Capt. H. G. Miller, Signal Corps, Mr. F. B. Rowlett, Dr.S. Kullback, and Dr. A. Sinkov, Assistant Cryptanalysta,
0. C. Sig. 0. Certain parts of Dr. Kullback’s important paper ‘‘Statistical Methods in Cryptanalysis’’ form
the basis of the discussion.

(108)
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(3) Another way of interpreting the notation p=.0385 is to say that in a large volume of
random text, for example in 100,000 letters, any letter that one may choose to specify may be
expected to occur about 3,850 times; in 10,000 letters it may be expected to occur about 385
times; in 1,000 letters, about 38.5 times, and so on. In every-day langusge it would be said
that “in the long run’’ or “on the average’ in 1,000 letters of random text there will be about
38.5 occurrences of each of the 26 letters of the alphabet.

(4) But unfortunately, in cryptanalysis it is not often the case that one has such a large
number of letters available for study in any single cipher alphabet. More often the cryptanalyst
has a relatively small number of letters and these must be distributed over several cipher
alphabets. Hence it is necessary to be able to deal with smaller numbers of letters. Consider
a specific piece of random text of only 100 letters. It has been seen that ‘“in the long run”
each letter may be expected to occur about 3.85 times in this amount of random text; that is,
the 26 letters will have an average frequency of 3.85. But in reaching this average of 3.85
occurrences in 100 letters, it is obvious that some letter or letters may not appear at all, some
may appear once, some twice, and so on. How many will not appear at all; how many will
appear 1, 2, 3, . . . times? In other words, how will the different categories of letters (differ-
ent in respect to frequency of occurrence) be distributed, or what will the distribution be like?
Will it follow any kind of law or pattern? The cryptanalyst also wants to know the answer
to questions such as these: What is the probability that a specified letter will not appear at
all in a given piece of text? That it will appear exactly 1,2,3, . . . times? That it will appear
at least 1,2, 3, . . . times? The same sort of questions may be asked with respect to digraphs,
trigraphs, and so on.

b. (1) It may be stated at once that questions of this nature are not easily answered, and
a complete discussion falls quite outside the scope of this text. However, it will be sufficient
for the present purposes if the student is provided with a more or less simple and practical means
of finding the answers. With this in view certain curves have been prepared from data based
upon Poisson’s exponential expansion, or the “law of small probabilities’” and their use will
now be explained. - Students without a knowledge of the mathematical theory of probability
and statistics will have to take the curves ‘“on faith’”” Those interested in their derivation are
referred to the following texts:

Fisher, R. A., Statistical Methods for Research Workers, London, 1937.
Fry, T. C., Probability and Its Engineering Uses, New York, 1928.

(2) By means of these probability curves, it is possible to find, in a relatively easy manner,
the probability for 0, 1, 2, . . . 11 occurrences of an event in n cases, if the mean (expected,
average, probable) number of occurrences in these n cases is known. For example, given a cryp-
togram equivalent to 100 letters of random text, what is the probability that any specified single
letter, whatever will not appear at all in the cryptogram? Since the probability of the occurrence

of a specified single letter is 2—%= .0385, and there are 100 letters in the cryptogram, the average

or expected or mean number of occurrences of an A, a B,a C, . . ., is .0385%X100=3.85. Refer
now to that probability curve which is marked “f,”’, meaning “frequency zero’’, or ‘‘zero occur-
rences.”” On the horizontal or z axis of that curve find the point corresponding to the value
3.85 and follow the vertical coordinate determined by this value up to the point of intersection
with the curve itself; then follow the horizontal coordinate determined by this intersection point
over to the left and read the value on the vertical axis of the curve. It is approximately .021.
This means that the probability that a specified single letter (an A, 2B, a C,. . .) will not appear
at all in the cryptogram, if it really were a perfectly random assortment of 100 letters, is .021.
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That is, according to the theory of probability, in 1,000 cases of random-text messages of 100
letters each, one may expect to find about 21 messages in which a specified single letter will not
appear at all. Another way of saying the same thing is: If 1,000 sets of 100 letters of random
text are examined, in about 21 out of the 1,000 such sets any letter that one may choose to
name will be absent. This, of course, is merely a theoretical expectancy; it indicates only
what probably will happen in the long run.

(3) What is the probability that a specified single letter will appear ezactly once in 100
letters of random text? To answer this question, find on the curve marked f;, the point of
intersection of the vertical coordinate corresponding to the mean or average value 3.85 with
the curve; follow the horizontal coordinate thus determined over to the vertical scale at the
left; read the value on this scale. It is .082, which means that in 1,000 cases of random-text
messages of 100 letters each, one may expect to find about 82 messages in which any letter
one chooses to specify will occur exactly once, no more and no less.

(4) In the same way, the probability that a specified single letter will appear exactly twice
is found to be .158; exactly 3 times, .202; and so on, as shown in the table below:

100 letters of random text

Probability that
Frequency | a specified single
) letter will occur

(S L -
[
(=]
[ ]

OISR
(=}
—
-t

[y

(5) To find the probability that a specified single letter will occur at least 1, 2, 3, . . . times
in a series of letters constituting random text, one reasons as follows: Since the concept “at least
1” implies that the number specified is to be considered only as the minimum, with no limit
indicated as to maximum, occurrences of 2, 3,4, . . . are also “favorable’’ cases; the probabilities
for ezactly 1,2, 3,4, . . . occurrences should therefore be added and this will give the probability
for “at least 1.” Thus, in the case of 100 letters, the sum of the probabilities for exactly 1 to 11
occurrences, as set forth in the table directly above, is .978, and the latter value approximates
the probability for at least 1 occurrence.

(6) A more accurate result will be obtained by the following reasoning. The probability
for zero occurrences is .021. Since it is cortain that a specified letter will occur either zero times
orl,2,3, ... times, to find the probability for at least one time it is merely necessary to sub-
tract the probability for zero occurrences from unity. That is, 1~—.021=.979, which is .001
greater than the result obtained by the other method. The reason it is greater is that the value
.979 includes occurrences beyond 11, which were excluded from the previous calculation. Of
course, the probabilities for these occurrences beyond 11 are very small, but taken all together they
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add up to .001, the difference between the results obtained by the two m¥thods. The proba-
bility for at least 2 occurrences is the difference between unity and the sum™of the probability
for zero and exactly 1 occurrences; that is, 1 —(Py+P;)=1—(.0214-.082)=1—.103=.897. The
respective probabilities for various numbers of occurrences of a specified single létter (from 0 to
11) are given in the following table:

100 letters of random text

Probability that a | Probability that a
F""(;')““" ol ooy | ioktas il costr
exactly z 8t leastz
paive L] snes
0 0. 021 1. 000
1 . 082 . 979
2 . 158 . 897
3 . 202 . 739
4 . 195 . 537
5 . 150 . 342
] . 098 . 192
7 . 053 . 096
8 . 026 . 043
9 . 011 . 017
10 . 004 . 006
11 . 001 . 002

(7) The foregoing calculations refer to random text composed of 100 letters. For other
numbers of letters, it is merely necessary to find the mean (multiply the probability for drawing

a specified single letter out of the box, which isglé or .0385, by the number of letters in the

acanrtmant) and rafor to tha variong survea ag hafora. For axamnla for a random ssenriment
assertment) angd reier (¢ the various curves, as peiore., Xor exampls, IOr & rangom assoriment

of 200 letters, the mean is 200 X .0385, or 7.7, and this is the value of the point to be sought along
the horizontal or z axes of the curves; the intersections of the respective vertical lines correspond-

ing to this mean with the various curves for 0, 1, 2, 3, . . . occurrences give the probabilities for
these occurrences, the reading being taken on the vertical or y axes of the curves.
(8) The (*scussion thus far has dealt with the probabilities for 0, 1, 2, 3, . . . occurrences

of specified single letters. It may be of more practical advantage to the student if he could be
shown how to find the answer to these questions: Given a random assortment of 100 letters
how many letters may b3 expected to occur exactly 0, 1, 2, 3, . . . times? How many may be
expected to occur af least 1, 2, 3, . . . times? The curves may here again be used to answer
these questions, by a very simple calculation: multiply the probability value as obtained above
for a specified single letter by the number of different elements being considered. For example,
the probability that a specified single letter will occur exactly twice in a perfectly random assort-
ment of 100 letters is .158; since the number of different letters is 26, the absolute number of single
letters that may be expected to occur exactly 2 times in this assortment is .158X26=4.108.
That is, in 100 letters of random text there should be about four letters which occur exactly 2
times.  The following table gives the data for various numbers of occurrences.

Page 118



12

100 leiters of random tené
mroqurocy| (e wi oo | ibbin il oome | O sy stpeme | o e sopee-

times times

0 0. 021 1. 000 0. 546 26. 000
1 . 082 . 979 2 132 28, 454
2 . 158 . 897 4 108 23 322
3 . 302 . 739 5. 253 19. 214
4 . 198 . 587 5. 070 13, 962
5 . 160 . 342 3. 900 8 892
6 . 006 . 192 2. 496 4 992
7 . 053 . 098 1. 378 2. 496
8 . 028 . 043 . 876 1. 118
9 . 011 .017 . 286 . 442
10 . 004 . 008 . 104 . 156
11 . 001 . 002 . 028 . 052

(9) Referring again to the curves, and specifically to the tabulated results set forth directly
above, it will be seen that the probability that there will be exactly two occurrences of a specified
single letter in 100 letters of random text (.158), is less than the probability that there will be
exactly three occurrences (.202); in other words, the chances that a specified single letter will
occur exactly three times are better, by about 25 percent, than that it will occur only two times.
Furthermore, there will be about five letters which will occur exactly 3 times, and about five
which will occur exactly 4 times, whereas there will be only about two letters which will occur
exactly 1 time. Other facts of a similar import may be deduced from the foregoing table.

¢. The discussion thus far has dealt with random assortments of letters. What about other
types of texts, for example, normal plain text? What is the probability that E will occur 0, 1,
2, 3, . . . times in 50 letters of normal English? The relative frequency value or probability
that a letter selected at random from a large volume of normal English text will be E is .12604.
(In 100,000 letters E ocourred 12,604 times.) For 50 letters this value must be multiplied by 50,
giving 6.3 as the mean or point to be found along the z axes of the curves. The probabilities for
0,1,2,3, ... occurrences are tabulated below:

50 letters of normal English plain text

Prohbt‘l'lﬁ that | Probability that
huz‘maw an E be sa B be
) drawn exactly drawn at least
= times £ times
0 Q. 002 1. 0600
1 .011 . 998
2 . 036 . 987
3 . 076 . 951
4 . 120 . 875
5 . 151 . 758
8 . 159 . 604
7 . 143 . 448
8 . 113 . 302
9 .079 .223 .
10 . 060 . 173
11 . 029 . 128
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d. (1) It has been seen that the probability of occurrence of s specified single letter in random
text employing a 26-letter alphabet is p=2—16=. 0385. If a considerable volume of such text is

written on a large sheet of paper and a pencil is directed at random toward this text, the probabil-
_ity that the pencil point will hit the letter A, or any other letter which may be specified in advance,
is .0385. Now suppose two pencils are directed simultaneously toward the sheet of paper. The

probability that both pencil points will hit two A’s is 2—16X21_6=§%7=‘00148’ gince in this case
one is dealing with the probability of the simultaneous occurrence of two events which are
independent. The probability of hitting two B’s, two C’s, . . ., two 2Z’s is likewise 5;—,- Hence,

if no particular letter is specified, and merely this question is asked: “What is the probability
that both pencil points will hit the same letter?” the answer must be the sum of the separate
probabilities for simultaneously hitting two A’s, two B’s, and so on, for the whole alphabet,

which is 26 Xz—a—,=2—1§= .0385. This, then, is the probability that any two letters selected at random

in random text of a 26-letter alphabet will be identical or will coincide. Since this value remains
the same so long as the number of alphabetic elements remains fixed, it may be said that the
probability of monographic coincidence in random text of a 26-element alphabet is .0385. The fore-
going italicized expression ? is important enough to warrant assigning a special symbol to it, vz,
«y (read ‘“kappe sub-r’). For a 26-element alphabet, then, x,=.0385.

(2) Now if one asks: “Given & random assortment of 10 letters, what are the respective
probabilities of occurrence of 0, 1, 2, . . . single-letter coincidences?’’ one proceeds as follows.
As before, it is first necessary to find the mean or expected number of coincidences and then
refer to the various probability curves. To find the mean, one reasons as follows. Given a
sequence of 10 letters, one may begin with the 1st letter and compare it with the 2d, 3d, . . . 10th
letter to see if any two letters coincide; 9 such comparisons may be made, or in other words there
are, beginning with the 1st letter, 9 opportunities for the occurrence of a coincidence. But
one may also start with the 2nd letter and compare it with the 3d, 4th . . . 10th letter, thus
yielding 8 more opportunities for the occurrence of a coincidence, and so on. This process may
continue until one reaches the 9th letter and compares it with the 10th, yielding but one oppor-
tunity for the occurrence in question. The total number of comparisons that can be made is
therefore the sum of the series of numbers 9, 8, 7, . . . 1, which is 45 comparisons.? Since in
the 10 letters there are 45 opportunities for coincidence of single letters, and since the probability

* The expression itself may be termed a parameter, which in mathematics is often used to designate a constant
that characterizes by each of its particular values some particular member of a system of values, functions, etc.
The word is applicable in the case under discussion because the value obtained forx, is .0385; for a 25-element
alphabet, x, = .0400; for a 27-element alphabet, x, = .0370, eto. ( y

n(n—1

' The number of comparisons may readily be found by the formula 7
of letters involved. This formula is merely a special case under the general formula for ascertaining the number
of combinations that may be made of n different things taken r at a time, which is ,C,= In the

» where n is the total number

—_n
ri(n—r)!
present case, since only two letters are compared at a time, r is always 2, and hence the expression mg—f:-;)—!.
which is the same as 2 ”; ,:)_(;)7 2!, becomes by cancellation of the term (n—2)! reduced to -'1(12:—1-)-
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for monographic coincidence in random text is .0385 the expected number of coincidences is
0385 45=1.7325, With m=1.7 one consults the various probability curves and an approxi-
mate distribution for exactly and forat least 0,1,2, . . . coincidences mayreadily be ascertained.*

e. (1) Now consider the matter of monographic coincidence in English plain text.®* Follow-
ing the same reasoning outlined in subpar. d (1), the probability of coincidence of two A’sin plain -
text is the square of the probability of occurrence of the single letter A in such text. The
probability of coincidence of two B’s is the square of the probability of occurrence of the single
letter B, and so on. The sum of these squares for all the letters of the alphabet, as shown in
the following table, is found to be .0667.

Lot T | i e | Ty of s

A 73. 66 0. 0737 0. 0054
B 9. 74 . 0097 . 0001
C. 30. 68 . 0307 . 00ve
D 42. 44 . 0424 . 0018
E. 129. 96 . 1300 . 0189
F 28. 32 . 0283 . 0008
G. 16. 38 . 0164 . 0003
H 33. 88 . 0339 . 0012
I 73. 52 . 0735 . 0054
J 1. 64 ..0018 . 0000
K. 2. 96 . 0030 . 0000
L 36. 42 . 0364 . 0013
N 24. 74 . 0247 . 0006
N 79. 50 . 0795 . 0083
0 75. 28 . 0753 . 0087
P 26. 70 . 0287 . 0007
Q 3. 50 . 0035 . 0000
R 75. 76 . 0758 . 0057
S 81. 16 . 0812 . 0037
T 91. 90 . 0919 . 0084
U 26. 00 . 0260 . 0007
v 15. 32 . 0153 . 0002
w 15. 60 . 0156 . 0002
X 4, 62 . 0046 . 0000
Y 19. 34 .0193 . 0004
Z . 98 . 0010 . 0000

Total... 1,000. 00 1. 0000 . 0687
1t The data given are taken from Table 3, Appendix 1, Military Cryptanalysis, Part L

This then is the probability that any two. letters selected at.random in a large volume of
normal English telegraphic plain text will coincide. Since this value remains the same so long
as the charncter of the language does not change radically, it. may be said that the probdability
of ‘monographic coincidence in English telegraphic plain text is .0867, or x,=.0667.

« The approximation given by the Poisson distribution in the case of single letters is not as good as that
in the case of digraphs, trigraphs, etc., discussed in paragraphs 3, 4, below.

$ The theory of monographic coincidence in plain text was originally deveioped and applied by the author

in a technical paper written in 1925 dealing with his solution of messages enciphered by a cryptograph known
as the ““Hebern Electrioc Super-Code.”” The paper was printed in 1934.
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(2) Given 10 letters of English plain text, what is the probability that there will be 0, 1,
2, . . . single-letter coincidences? Following the line of reasoning in subparagraph d (2), the
expected number of coincidences is .0667 X45=3.00, or m=3. The distribution for exactly and
for at least 0, 1, 2, . . . coincidences may readily be found by reference to the various probability
curves. (See footnote 4.)

f. The fact that «, (for English) is almost twice as great as «, is of considerable importance
in cryptanalysis. It will be dealt with in detail in a subsequent text. At this point it will mere-
ly be said that «, and «, for other languages and alphabets have been calculated and show con-
siderable variation, as will be noted in the table shown in paragraph 3d.

8. Data pertaining to digraphs.—a. (1) The foregoing discussion has been restricted to
questions concerning single letters, but by slight modification it can be applied to questions
concerning digraphs, trigraphs, and longer polygraphs.

(2) In the preceding cases it was necessary, before referring to the- various probability
curves, to find the mean or expected number of occurrences of the event in question in the
total number of cases or trials being considered. Given a piece of random text totalling 100
letters, for example, what is the mean (average, probable, expected) number of occurrences of
digraphs in this text? Since there are 676 different digraphs, the probability of occurrence

of any specified digraph is 5;_6=‘00148; since in 100 letters there are 99 digraphs (if the letters

are taken comsecutively in pairs) the mean or average number of occurrences in this case is
.00148X99=.147. Having the mean number of occurrences of the event under consideration,
one may now find the answers to these questions: What is the probability that any specified
~ digraph, say XY, will not occur? What is the prohability that it will occur ezactly 1, 2,
3,...times? Atleastl, 2, 3,. . . times?

(3) Again the probability curves may be used as before, for the type of distribution is the
same. The following values are obtainable by reference to the various curves, using the mean

value .00148 <X 99=.147.
100 letters of random text

Probability that | Probability that | Probable number | Probable number
Frequency | a specified digra as fled digraph{ of digraphs ar of digraphs ap-
(z) will occur exactly | will occur at least pearing exactly pearing at least
z times z tlmes z times z times

0 0. 86 1. 00 581. 36 676. 00
1 .13 .14 87. 88 94. 64
2 .01 .01 6. 76 6. 76
3 . 00 . 00 0. 00 0. 00

(4) Thus it is seen that in 100 letters of random text the probability that a specified digraph
will occur exactly once, for example, is .13; at least once, .14; at least twice, .01. The probability
that a specified digraph will occur at least 3 times is negligible. (By calculation, it is found to
to be .0005.)

b. (1) The probability of digraphic: coincidence in random text based upon a 26-element
alphabet is of course quite simply obtained: since there are 26* different digraphs, the probability

of selecting any specified digraph in random text is 2%, The probability of selecting two iden-

tical digraphs in such text, when the digraphs are specified, is Ez-ixgﬁ—,—ﬁ.- Since there are 26*

1 1

different digraphs, the probability of digraphic coincidence in random text, kg, is 26' X5 =gg—

00148.
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(2) Given a random assortment of 100 letters, what is the probability of occurrence of
0, 1, 2, . . . digraphic coincidences? Following the line of reasoning in paragraph 2d (2), in
100 letters the total number of comparisons that may be made to see if two digraphs coincide
is 4,851. This number i$ obtained as follows: Consider the 1st and 2d letters in the series of
100 letters; they may be combined to form a digraph to be compared with the digraphs formed
by combining the 2d and 3d, the 3d and 4th, the 4th and 5th letters, and so on, giving & total of
98 comparisons. Consider the digraph formed by combining the 2d and 3d letters; it may he
compa.red with the dxgraphs formed by combining the 3d and 4th, 4th and 5th letters, and so on,
giving a total of 97 comparisons. This process may be continued down'to the dxgra.ph formed
by combining the 98th and 99th letters, which yields only one comparison, since it may be
compared only with the digraph resulting from combining the 99th and 100th letters. The
total number of comparisons is the sum of the sequence of numbers 98, 97, 96, 95, . . . 1, which
is 4,851.%

(3) Since in the 100 letters there are 4,851 opportunities for the occurrence of a digraphic
coincidence;, and since x,==.00148, the expected number of coincidences is .00148X4851=
7.17948==7.2. The various probability curves may now be referred to and the following results
are obtained:

Distribution for 100 letters of random text

Probabllity for exactly r | Probability for at least =

Frequency (1) | digraphio coimcidences | digraphio coincidences
0 0. 001 1. 000
1 . 005 . 999
2 .019 . 994
3 . 046 . 975
4 . 083 . 929
5 . 120 . 8468
6 . 144 . 726
7 . 148 . 582
8 . 184 . 434
9 . 107 . 300
10 . 077 . 193
11 . 050 . 116

c. In this table it will be noted that it is almost certain that in 100 letters of random text
there will be at least one digraphic coincidence, despite the fact that there are 676 possible
digraphs and only 99 of them have appeared in 100 letters. When one thinks of a total of 676
different digraphs from which the 99 digraphs may be selected it may appear rather incredible
that the chances are better than even (.582) that one will find at least 7 digraphic coincidences in
100 letters of random text, yet that is what the statistical analysis of the problem shows to be
the case. These are, of course, purely accidental repetitions. It is important that the student
should fully realize that more coincidences or accidental repetitions than he feels intuitively
should occur in random text will actually occur in the cryptograms he will study. He must
therefore be on guard against putting too much reliance upon the surface appearances of the
phenomena of repetition; he must calculate what may be expected from pure chance, to make
sure that the number and length of the repetitions he does see in a cryptogram are really better
than what may be expected in random text. In studying cryptograms composed of figures this

¢ The formula for finding the number of comparisons that can be made is as follows, where n=the total number
of letters in the sequence and ! is the length of the polygraph: Since the number of polygraphs possible is
n—t-+1, the number of comparisons is
(r=t+1) (n=0)
2
because any one of the n—t+1 polygraphs may be compared with any one of the remaining n—¢ but as a com-
parison of A with B is the same aa a comparison of B with A, the product must be halved.
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is very important, for as the number of different symbols decreases the probability for purely
chance coincidences increases.

d. (1) For convenience the following values of the reciprocals of various numbers from 20 to
36, and of the reciprocals of the squares, cubes, and 4th powers of these numbers are listed:

F = s 1zt 1/t

20 0. 0500 0. 002500 0. 000125 0. 00000625
21 . 0476 . 002266 . 000108 . 00000514
22 . 0455 . 002070 . 000094 . 00000429
23 . 0435 . 001892 . 000082 . 00000358
24 . 0417 . 001739 . 000073 . 00000302
25 . 0400 . 001600 . 000064 . 00000256
28 . 0385 . 001482 . 000057 . 00000220
27 . 0370 . 001369 . 000051 . 00000187
28 . 0357 - 001274 . 000046 . 00000162
29 . 0345 . 001190 . 000041 . 00000142
30 . 0333 . 001109 . 000037 . 00000123
31 . 0323 . 001043 . 000034 . 00000109
32 . 0313 . 000980 . 000031 . 00000096
33 . 0303 . 000918 . 000028 . 060000084
34 . 0294 . 000864 . 000025 . 00000075
35 . 0288 . 000818 . 000023 . 00000067
36 . 0278 . 000773 . 000021 . 00000060

(2) The following table gives the probabilities for monographic and digraphic coincidence
for plain-text in several languages.

Language Ky Kyt
English. .o oo 0. 0667 0. 0069
French. oo ceeeeeeeemceaee . 0778 . 0093
German. - cve e ccecmcceceamaaa . 0762 . 0112
Italian . o o oo aes . 0738 . 0081
Spanish. oo e eeaaas . 0775 . 0093

4. Data pertaining to trigraphs, etc.—a. Enough has been shown to make clear to the student
how to calculate probability data concerning trigraphs, tetragraphs, and longer polygraphs.

b. (1) For example, in 100 letters of random text the value of m (the mean) for trigraphs
is .00005689 X 100=.005689. With so small a value, the probability curves are hardly usable,
but at any rate they show that the probability of occurrence of a specified trigraph in so small
a volume of text is so small as to be practically negligible. The probability of a specified trigraph
occurring twice in that text is an even smaller quantity.

(2) The calculation for finding the probability of at least one trigraphic coincidence in 100
letters of random text is as follows:

_(97><98>\26,>_4 753 .0000568912=.2704= 27

, Referring to curve f,, with m=.27 the probability of ﬁndmg no trigraphic coincidence is .76.
The probability of finding at least one trigraphic coincidence is therefore 1—.76=.24.
¢. The calculation for a tetragraphic coincidence is as follows:

m=(9222<-2-'-7) (W =4,656<.0000021883=.0101=.01

Referring to curve f,, with m=.01 the probability of finding no tetragraphic coincidence is
so high as to amount almost to certainty. Consequently, the probability of finding at least
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one tetragraphic coincidence is practically nil. (It is calculated to be .0094 =approximately .01.
This means that in a hundred cases of 100-letter random-text cryptograms, one might expect
to find but one cryptogram in which a 4-letter repetition is brought about purely by chance; it
is, in common parlance, a “hundred to one shot.””) Consequently, if a tetragraphic repetition
is found in a cryptogram of 100 letters, the probability that it is an accidental repetition is
extremely small. If not accidental, then it must be causal, and the cause should be ascertained.

3. An example.—a. The message of Par. 9¢ of the text proper will be employed. First, let
the repetitions be sought and underlined; then the repetitions are listed for convenience.

A. USYES ECPM LCCLN XBWCS O0XUVD
B. SCRHT HXIPL IBCIJ USYEE GURDP
C. AYBCX OFPJW JEMGP XVEUE LEJYQ
D. MUSCX JYMSG LLETA LEDEC GBMFI

o | e

BC 2

cx 2

EC 2

LE 3

JY 2

PL 2

sC 2

SY 2

Us 3

YE 2

SYE 2

uUsy 2

USYE 2

b. Referring to the table in Par. 3a (3) above, it will be seen that in 100 letters of random
text one might expect to find about 7 digraphs appearing at least twice and no digraph appearing
3 times. The list of repetitions shows 8 digraphs occurring twice and 2 occurring 3 times.

¢. Again, the list of repetitions shows 10 digraphs each repeated at least twice; the table in
Par. 35 (3) above shows that in 100 letters of random text the probability of finding at least
that many digraphic coincidences is only .193. That is, the chances of this being an accident are
but 176 in a thousand; or another way of expressing the same thing is to say that the odds against
this phenomenon being an accident are as 807 is to 193 or roughly 4 to 1.

d. The probability of finding at least one trigraphic coincidence in 100 letters of random
text is very small, as noted in Par. 4b; the probability of finding at least one tetragraphic coin-
cidence is still smaller (Par. 4c). Yet this cipher message of but 10Q letters contains a repetition
of this length.

¢. A consideration of the foregoing leads to the conclusion that the number and length of the
repetitions manifested by the cryptogram are not accidental, such as might be expected to occur
in random text of the same length; hence they must be causal in their origin. The cause in this
case is not difficult to find: repeated isolated letters and repeated sequences of letters (digraphs,
trigraphs) in the plain text were actually enciphered by identical alphabets, resulting in producing
repeated letters and sequences in the cipher text.
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APPENDIX 3

A GRAPHICAL METHOD OF RECONSTRUCTING PRIMARY COMPONENTS BY
APPLYING THE PRINCIPLES OF INDIRECT SYMMETRY OF
POSITION !

1. Fundamental! theory.—a. It has been shown that the interval between letters of a
sequence obtained from a secondary alphabet is a constant function of the interval separating
the letters in the original primary component. Consider the following sequence:

QUESTIONABLYCDFGHJKMPRVWIXZ

Assume that this component is slid agninst itself and that the following groups of partial sequences
are obtained from three secondary alphabets:

Groupl—S T I; U E;
Group2—I N; ET; O
Group3—T N; @ S O

Figure 1.

N A
A

Referring to the primary component, it will be seen that the letters of the partial sequences
obtained from group 1 coincide in their interval with that in the primary component; the letters
of the partial sequences obtained from group 2 represent a decimation interval of two in the
primary component; and those obtained from group 3, a decimation interval of three.

b. In the foregoing case, decimation was accomplished by taking intervals to the right
along a horizontal component. Given Figure 2 below, let a portion of that square table or
matrix be considered, as shown in Figure 3:

! The basic theory underlying this modified method of applying the principles was set forth in & brief paper

{November 5, 1941) by 1st Lieut. Paul E. Neff, Sig. C. To his original nates, which I have slightly modified
for purposes of clarification, [ have also added the matter contained in Pars. 3e and f.
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RNODHNNEHHOZLM 150D ARUIHXMZEO o> E N
AN NODOHNEHEHOZLNJIMNDARUI HX B >E
IENNODHNEHHOZAMJIMOUALU I DX ELKS>
A EMNODHMNEHOZ <M IMOARL T NX S
A S ENMNODHMNEHOZLYMINOARLG LS X =
ELESEMNODMNMONEHHOZ<MAMOALU I D XS
RS ALESEXMNODHNEBEHOZ A<M I>MNDAORLYD I H M
M A SEXNNODODHNEHOZ <M IM0OAE VI
P MEAESEMNODRNEHHOZ<MI>NODOAKUT
SR ANMELESEMNODHNEHOZ<MIMOARY
CU R MEAESEMNODRUBMHOZ <M, >0AIMN
R UTHSEEALESEMNODHNEHHOZ<MI>MODAN
O R UL MELESPEMNODHNEHHOZ4M ™MD
CONARUVUILHDNYELESEXNODHNEHO = <« M. >
TMOAROIESMEALESEXNNODRHMNEHO X <M.
ZTAMDARUILEHSXEALESEMNODRHRNEHOZ <M
M AN AR LAY SLESEMNODHWNEHO Z <
CEMANOD AU LN EALESEXMNODHNEHOZ
CZE A MIASN D AR HYEEAECSEXNNODHNEBEHO
FOZAMI>SNOOABEUD I ELNSEXNOODKNNEHH
CHOZ <M JIMNUDAEUDL X ELES>EMNODKNNH
CHHOZAM IO ARULHDXEALKMSEXNODMN®N
CNHHOZ<AMNM IO AKRUI S ELE>EMNODM
CHNEHHOZAMJIMNODARU LD EAS>EXNOD
CDRMNEHEHOZ LM JIMNODALUNHXELESEXNO
CODRHNEHEHOZ LM I>MNDARU I HDXSELKS>ENXN
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¢. Again referring to Figure 1, the partial sequences STI, UE, and NA can be obtained from
Figure 3(a) by reading down columns 4, 2, and 8, respectively. This can be represented
graphically by the symbol | 1, which means that all partial sequences obtained from Figure
3(a) by proceeding downward in any column would be in the same group (i. e., secondary
alphabet) and have the same decimation interval.

d. The partial sequences IN, ET, and OA can be represented graphically by 1 l_l.., or simply

\,1, which indicates that all partial sequences obtained by taking letters one space down and
one space to the right; or one space down a diagonal to the right would represent the same
decimation interval.
e. The partial sequences TN and QSO can be represented by the symbol 1/_,; but they can
2

also be represented by 2!, and, if the entire matrix of Figure 2 is considered, by other possible
1

routes.

f. The decimation interval of a secondary sequence derived from a primary is the sum of the
horizontal and rertical components of the route selected. Since the partial sequence TN can be
represented by 1!_,, the decimation interval of this sequence is equal to the vertical decimation

f)

interval of the basic square plus twice the horizontal decimation interval in that square. Any
other route selected for the same sequence would give an equivalent of this.

g. It is seen, therefore, that the decimation interval of a component can be represented
graphically in various ways other than along the horizontal, by use of diagrams such as in
Figure 3, in which the successive juxtaposed components have the same relative displacement.
In this case the successive horizontal lines had a one-letter displacement to the left.

k. Not being limited to one dimension, reconstruction of the primary component or an
equivalent should be possible in one combined matrix by reversing the foregoing process and
graphically integrating partial sequences from different secondary alphabets into a single
diagram. Suppose the partial sequences in Figure 1 are given and it is desired to reconstruct
the primary component.

Group........_.. 1 2 3
{S TI IN TN
Partial sequences__(U E ET Qs 0
N A 0A
? 1 Nl
Fravrn 4.

1. (1) Using cross-section paper one can arbitrariy select the STI sequence in group 1 and
write this sequence horizontally, making the graphical notation —, below group 1.

(2) Proceeding to group 2, the partial sequence IN contains one letter in common with
the sequence STI already entered, but since NA forms a sequence in group 1 and OA forms a
sequence in group 2, it is clear that two different decimations are involved and therefore it
would. be incorrect to integrate the STI and the IN into STIN. However, the letter N can
arbitrarily be placed in any position other than along the horizontal line'on which STI has been
placed. It will be placed directly below the letter I and the group will be denoted graphically
by |1, giving: -
STI
. N

Fiauns 4 (s).
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(3) The skeleton of the matrix or diagram is now fixed in two. dimensions, and no further
letters can be arbitrarily placed within it. However, additional sequences from groups 1 and 2
can be added, provided: a common letter is available in the diagram; sequences from other
groups can be added, provided one pair is already entered in the diagram which would fix the
proper graphical decimation.

(4) Moving to group 3, there is the partial sequence TN and it is noted that this pair of letters
is present in the diagram. The symbol 1 can therefore be placed under group 3.

(5) In group 3 the partial sequence QSO appears and the letter S is in the diagram. It
therefore follows that the letters Q and O can be placed thus:

mnaq. ..
2).STI
3 . .0N
Fi1ouRs 4 (b).

(6) Similarly the letter E of the partial sequence ET in group 2 goes directly above the T:

Q. E.
2).STI
3) . . 0N
F1oURE 4 (c).

(7) The letter U of the sequence UE in group 1 goes before the E:

(1)QUE.
2).STI
3 ..0N
ficurn 4 (d).

(8) Likewise the letter A of NA in group 1 follows N:

MQUE.
2 .STTI.
3. .0NA
Fiaoaa 4 (o).

(9) The sequence OA in group 2 remains to be entered. Since both these letters are already
in the diagram, the letter A can be placed under the existing O or the letter O can be placed

above the existing A. Either alternative would be correct. Selecting the latter alternative
yields the following:

1N)QUE.

@ .sT
@ ..0
Fraums 4 (.
j. All the original information has now been entered in the diagram seen in Figure 4 (f)
and the letter O appears twice therein. This letter 0 may be termed the “tie-in” letter since it
indicates the horizontal interval between the juxtaposed reconstructed sequences of the basic
matrix. The absence of a tie-in letter in the diagram would indicate that insufficient data are

present for the reconstruction of a complete sequence.

k. (1) By sliding the last row of Figure 4 (f) two intervals to the right the two O’s can be
superimposed, giving:

I0
N A

1)QUE.
@2.sTIO0.

@....0NA
Taure 4 (g).
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(2) Since each horizontal sequence must be shifted two intervals to the right of its initial
position in relation to the line above, row (1) must be moved two intervals to the left of its original

position. Thus:
(1QUE.

@ ...STIO..
@......0NA
FiouRE 4 (b).

(3) Since the three rows involve the same decimation, and since the O of ONA coincides
with the O of STIQ, the ONA sequence may be raised up one row and united with the STIO
sequence. If this is legitimate then the new row (2) may likewise be raised up one row. This
yields the united sequence QUESTIONA... . This last step may be more clearly understood by
studying the following partially reconstructed matrix:

Fioure 4 (i),

2. Application of principles.—a. For the specific application of the principles underlying
this method reference is made to the problem described in Section VIII of the text. It is desired
to reconstruct the original primary component, or an equivalent, from the values entered in the
reconstruction skeleton shown in Figure 33, page 68. Since a mixed sequence is sliding against
itself, all the partial sequences (pairs or greater) which can be established by studying the
reconstruction skeleton are listed as shown in Figure 5(a). The single pairs in -7 and -8 are
crossed out since they offer no data for reconstruction. This yields the following groups of
partial sequences;

[ 3 1 2 3 4 3 [} 1 8 9 10
BN EK EX AE ED EJ 46 66 IHJ HE
EGZ HZ TU HG HCR GN TS IV
GZ NS I0 NP HOF WA NQ
TK UF TP )

Fioure 5 (a).

b. (1) The sequences HOF and EJ in group 6 and HE in group 10 are noted. The HOF will
be placed horizontally and the notation _, made under group 6. The letter E of the pair HE

1 .
of group 10 will be placed under the H, and the notation |1 added under group 10. Thus:

- 1 2 3 4 5 [] 7 8 9 10
BN EK EX AE ED EJ 46 €6 IHJ HE
EGZ HZ TU HG HCR GN TS IV
GZ NS I0 NP HOF WA NQ
TK UF TP

-—
1 i1
Fraure § (b).

Since the sequence EJ belongs to the same displacement interval as HOF, the letter J can be
inserted after the letter E, giving:

HOF

EJ .

FI10URE 6 (a).
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No more pairs can be immediately added from groups 6 or 10. Those pairs already entered are
crossed out in their respective groups and an inspection is made for additional data in another
group.

(2) The sequence IHJ is noted in group 9. The letters H and J are already entered in the
diagram. One can therefore place the letter I, and the notation \,1 is placed under group 9.
The addition of the letter I now permits the insertion of the letter V of the sequence IV in group
10, giving:

I...
VHOF
.EJ .
Frauns 6 (b).

(3) In group 4 there is the sequence 10 which is obtainable in the diagram by the route 1/—,.

2
This notation is made beneath group 4; the letter A of the sequence AE and the letter G of the
sequence HG can now also be entered. The addition of the letter A permits the placement of
the letter W of the pair WA of group 9; likewise the addition of the letter G permits the insertion of
the letter N of the sequence GN of group 6; finally, the placement of the'letter N permits the
placement of the Q of group 9. One now haa:

w.I.
.AVHOF.

EJGN
- Q

Flauns 6 (o).

0
J

(4) Referring to group 1, the sequence EGZ is noted, of which EG appears in the diagram
at —». The lettes Z can therefore be placed and the letter B of the sequence BW can be inserted

2
two intervals to the left of the letter W. giving:

B.W.I. ...
.AVHOF. .
EJGN2Z
. Q.
Flouzs 6 (d).
(5) Noting the sequence HZ of group 2 as being graphically represented in the diagram by 1!,
4
the letters K, S and U of the sequences EK, NS and UF may be placed. Thus:

B.WUI.
.AVH
. . B

Page 131



125

(8) The letter T of the sequence TK of group 1 can now be placed, which permits the addi-
tion of the letter P of the sequence TP of group 4. A study of the diagram shows the pair TU
of group 3 at interval 31‘ which allows the placing of the letter X of the pair EX of the same

group. One then has:

<\H-
|-
“o-

-
Q.

N
Q

"U:NN
7]

Fiause 6 (1),

(7) The diagram now shows the pair NP of group 5 at 2|,. The letter D of the sequence
1

ED and the letters C and R of HCR can therefore be inserted. Thus:

XL L.
B.wurIr. ..
AVHOF .o
EJGNZ.
CTQK. S
D . P .
R
Fiaure 6 ().

(8) Pair TS of group 9 remains. It has already been noted that the notation \,1 has
been applied to group 9. Hence the letter S can also be placed one interval to the right and
below the T, as shown in Figure 6 (h), in which all the available data are now entered.

1y . X .
2)B . W
@ ... OF

4 .....EJGNZ. ..
e ......CTQK. .S
6) . D.SP .
M . R

Fioune 6 (h).
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¢. (1) The letter S appears in rows (5) and (8) at a displacement interval of four. This
letter then serves as the ‘“tie-in’’ letter. Marking off 26 squares on cross-section paper the
D.SP of row (6) is written, and row (5) is moved four intervals to the left, at which position
the letter S is properly superimposed as follows:

1 2 3 4 5 8 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26
Row ) CTQK . . S .
Row@). .. .D.SP

(2) Likewise row (4) is moved four intervals to the left of its original relative position to
row (5) and dropped into position. Row (3) is moved the same distance in relation to row (4),
etc. These steps may be illustrated as follows:

1 2 3 4 5 6 7 8 9 1011 12 13 14 15 18 17 18 19 20 21 22 23 24 25 20
Row@) . .. .EJGNZCTQKD.SP.
Row(3)HOF .EJGNZCTQKD.SP.......AV
Row@HOF .EJGNZCTQKD.SPB . WUT. v
2

v

1 2 3 4 5 6 7 8 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

A

(3) The placing of the letter X of row (1) and the letter R of row (7) gives the final sequence:
9 p- ]
HOF .EJGNZCTQKDXSPBRWUTI. A

(4) It will be noted that the _foregoing component is identical with that obtained in sub-
paragraph m(3), page 74 of the text.

3. Remarks.—a. In the example given above only one tie-in letter was available and it was
located in adjacent rows. Although only one is necessary, in most cases several tie-in letters
are present after all pairs of letters have been entered in the diagram; then the superimposed
sequences can be easily connected by their common letters. If the tie-in letter had appeared
in adjacent columns instead of adjacent rows as in the foregoing example, the columns would
have been shifted vertically and the sequence taken from the diagram in that manner.

b. When only a few pairs of letter forming partial sequences are available, frequently only
one tie-in letter may be encountered. If it does not occur in adjacent rows or columns the com-
ponent can still be written with additional considerations. For example, adjacent diagonals
might be used. However, the student will experience no difficulty after the application of this
method to a few problems,

¢. Since all the data are entered in one diagram, the graphical method of reconstruction
quickly discloses erroneous assumptions and enables one to ascertain in a short time whether
sufficient data are present for the reconstruction of the component. Even if this is not the case,
the diagram automatically offers new values which may be substituted in the cryptogram. One
may then assume additional values which can be entered in the diagram or which will serve to
corroborate sequences already entered.

d. The placing of the first two sequences of different displacement intervals in the diagram
determines the type of sequences that will be established. If the original sequence entered
horizontally in the diagram is an odd decimation of the primarv component, a 26-letter sequence
can be obtained horizontally. If this original sequence is initially tied in vertically with another
sequence of an odd decimation interval, a 26-letter sequence can also be obtained vertically
from the diagram.
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e. (1) In certain instances, however, it will happen that the available partial sequences
have all resulted from even decimations of the basic sequence and that no tie-in letters are present
to permit the integration of all the data into a single diagram. In such cases the reconstruction
of the basic sequence may take place by taking data from two or more different diagrams, and
then, using the relative positions of the letters with respect to each other in these diagrams, the
basic sequence may be established. This method can best be demonstrated by means of an
example, and the following one is based upon the QUEST. . . sequence of paragraph la. Suppose
the reconstruction diagram from the derivation of & few plain text-cipher relationships yields the
following partial sequences:

Group..._ ... 1 2 3
(QHO QXV QTA
FT oT XE
CE P K FK
Sequences._..{ J N FC UIB
WDS UzZw ZS
NI YGM

GD

FIoURE 7.

(2) The partial sequences in the three groups can be combined to form two diagrams.
This may be accomplished by considering the sequences of group 1 as parts of a horizontal com-
ponent and those of group 2 as parts of a vertical component of a cipher square based upon the
original or an equivalent primary sequence. When all the letters of these two groups have
been entered into the two resultant diagrams in Figure 8 (a) and (b), it will be observed that the
positions occupied in these two diagrams by the letters of group 3 represent the interval 11_,.

2
Thus:

QHO YUJN.

XFTP. .Z2GI . .

VCEKA .WDSMB
(8) (b)

Fioure 8.

(3) It will be noted that there are 12 letters in each of the two diagrams and that all the
letters appearing in the original partial sequences have been included in these two groups. It
appears, first, that two 13-letter sequences are involved and second, that the partial sequences in
all three groups represent even decimations of the basic component. The problem now remains
to reconstruct the original or an equivalent primary cipher square to which these diagrams belong,
or to find the original or an equivalent component of which the partial sequences in groups 1, 2,
and 3 are derivatives.

(4) Since the two diagrams are linked by the partial sequences of group 3 (because the

interval 1/_, is common to both of them), it follows that any two letters in one of the diagrams
2

will be separated from each other in the basic sequence by the same interval s any two letters
occupying the same relative positions in the other diagram. Another way of saying the same
thing is, that while the intervals between V and C, C and E, E and K, and K and A, in the basic
component (or an equivalent thereof) are unknown, whatever they are they are identical and the
same as that between W and D, D and S, S and M, M and B (from WDSMB), or between Y and U,
Uand J, J and N (from YUJN), and so on. Likewise, Q and K (interval 2|_,) are separated by the
same interval as Y and S, or U and M, and so on. 3
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(5) Making the easiest assumption first, suppose the basic sequence is a keyword-mixed
sequence, and that the letter Z is the final letter thereof. If it is preceded by Y, then, because of
the relative positions occupied by Y and Z in Figure 8 (b), the following would also be sequent
in the basic sequence: QF, HT, OP, XC, FE, TK, PA; UG, JI, ZD, GS, and IM. Since the majority
of these are hardly likely to occur in a keyword-mixed sequence, the assumption that Y precedes
Z is discarded. Suppose X precedes Z (implying that Y is in the keyword). But X and Z are not
in the same diagram, so no test can be made. Suppose the sequence is W . Z. Then the
following sequences would be valid:

wW.2z2.U v.X.Q

D.G.J Cc.F.H

S.I.N E.T.O
K.P

These look very likely. In fact, noting the D.G.J and the C.F.H sequences it seems logical to
integrate or ‘‘dovetail” them thus: CDFGHJ. This then suggests that W.Z.U and V.X.Q may
be integrated into VWXZQU; S.I.N and E.T.Q may be integrated into ESTION. From this
point on the matter of extending the partial sequences into the basic one is simple and rather
obvious.

f. (1) Suppose, however, that the basic sequence is not a keyword-mixed sequence, so that
clues of the nature of those employed in the preceding subparagraph are no longer available.
Then what?

(2) Referring back to subparagraph d (3), it has already been noted that the two diagrams,
each containing 12 letters, represent half-sequences (of 13 letters) derived from an even decima-
tion of the original component. (The decimation must be the same in both cases because the

interval 1/_, is common to them.) Suppose an attempt is made to integrate the QHO, XFTP, and
2

VCEKA sequences of Figure 8 (a) into a 13-letter cycle or half-sequence. The three partial
sequences in this diagram may be united into a 13-letter cycle in a number of ways but the
correct integration will be that which will satisfy all the conditions set up by the partial sequences
in groups 1, 2, and 3. After a bit of experimentation it is found that the only one which will

satisfy all conditions is this:
1 2 3 4 5 6 7 8 9 1011 12 13

QHOVCEKAXFTP.

Note, for example, that the conditions represented by QXV in group 2 are satisfied in that the
intervals between these letters are the same in the 13-letter cycle; the same is true as regards the

intervals between O and T, P and K, and so on. Likewise, the conjugate sequence from Figure 8
(b) is established as

1 2 3 4 5 6 7 8 9 1011 12 13

YUJNWDSMBZGTI.

Thus there have been established the two half-sequences involved. The problem now remains
to integrate them intp a single sequence which is either the primary or an equivalent basic
component. '

(3) Each of these sequences may, of course, be expanded to form a 26-element sequence the
elements of which will satisfy the interval relationships among the letters in each 13-letter
sequence. Thus: '

. 1 2 3 4 8 6 7 8 90 10 11 12 13 14 15 16 17 18 19 20 21 22 238 24 28 28

1) Q.0.C.K.X.T...H.V.E.A . F.P.

@2 Y . J ¥.s.B.G...U.N.D.M.Z.1I
Fiourz 9.
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There remains the problem of integrating these two sequences into a single sequence.
(4) Suppose a start is made thus:

1 2 3 4 5 6 7 8 9 1011 12 13 14 15 16 17 18 19 20 21 22 23 24 25 28
QYOJCWKSXBTG. .HUVNEDAMFZPI

FI1oURE 10.

All the interval relationships of groups 1, 2, and 3 of Figure 7 are satisfied by this sequence. If
the sequence is written on a pair of sliding strips, any even-interval displacement of one of the
strips will produce plain text—cipher relationships fully satisfied by the requirements of the
sequences in Figure 7 or Figure 8. Thus:

1) QYOJCWKSXBTG. . HUVNEDAMFZPI
HUVNEDAMFZPIQYOJCWKSXBTG
@) QYOJCWKSXBTB. .HUVNEDAMFZPI
XBTG HUVNEDAMFZPIQYOJCWKS
3) QYOJCWKSXBTG. HUVNEDAMPFZPI
TG .HUVNEDAMFZPIQYOJCWKSXB
Fi.uRE 11,

The foregoing three juxtapositions will satisfy all the requirements of the sequences indicated in
groups 1, 2, and 3 of Figure 7, as well as those indicated in Figures 8 (a) and (b). Without further
restrictions or additional data, therefore, it is impossible to tell whether the reconstructed single
sequence is correct or not. In fact, there are 13 possible integrations of the two expanded 13-
letter sequences which will yield equivalent results, since there are 13 positions in which the
‘““dovetailing” of the second sequence may be commenced with respect to the first sequence. Only
one of these, however, will be correct in that it will yield a single sequence which, when slid
against itself at all juxtapositions (both odd and even displacements) will invariably yield the
full quota of plain text—cipher relationships that the original basic or an equivalent primary
component yields when slid against itself. (An incorrect integration will often yield a series of
equivalents of which only a few are wrong.)

(6) The correct integration will, however, be disclosed quickly enough when the cipher text
is consulted and one or two additional values are derived. Thus, suppose an additional word is
deciphered and it yields a pair of values in a new secondary alphabet, for example, A,=D, and
Up,=0.. The single sequence reconstructed as shown in Figure 10 will not yield this pair of
values, as seen in the following juxtaposition of the sliding strips:

QYOJCWKSXBTG. .HUVNEDAM
IQYOJCWKSXBTG. .HUVNEDA
!

Fiaure 12,

FZPI
MFZP

Here A,=D,. but U,=H,, not 0,. However, if the “dovetailing’’ is commenced with the letter S,
of Figure 9 and the resultant 26-letter sequence is juxtaposed against itself as shown in Figure 13,
1t will be found that the sequence will now satisfy all the requirements.

QSOBCGK.XUTN.DHMVZEIAYFJPW
IAYFJPWQSOBCGK.XUTN.DHMVZE

Froure 13,

The sequence is, of course, a decimation of the QUESTIONABLY . . . sequence, at the third interval.
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PROBLEMS

VIGENERE Ciphers. Text is military and key-lengths are between 4 and

1. QNVKJ PNWDO CYNTV YUTPF LSVQO RVY
QLZTY CWAFW FEEBL YFLZD ZALTV QST
EAARR FVLDI IHAPV PLTVR ZCRLM ERA
TRPDN WMNPR TMRVF OGUTL YNQEG WZU
H1IJCO ISPAR VBPFV QUTVG YFBUY AKG
VVDET CTVRG (160)

2. KOFWA DAQLW EGRNT ZCHZT ZFWPD RRD
LTHZS XIPMB KSWWD SESZS GAUMR KOP
VIQBV VNHFH KWHVH PFRCF YOXZG JTR
FUUZS XIPMB KWLTZ SEDBH RCKMR KOW
JEFWB UDLDW KIRYV (134)

3. HIBKM IMRTM WLWEB TJ2ZV.J CPMYJ CI1IG
CNDBZ UVPWN NCDVB VWNYC IOVTB HZV
BIJMEF AKUXJ MAMMG GZGQC PTRXT LAH
KUNFM MDILZ WZITD KIONY MAHUL TQG
IAKUX FQGIM UMMAM RVTUG DVLSJ V
(146)

4. NIP"H GVIIN MWIIO SNGLP NEPLT YVZ
IGMSI PCEBN LKDSU KZWKK TTAPW NEP
VQGHI TXFSL NTEK2Z SEJIL KLULE WIM
EZETX KJZRI AIYMC OXOIH HMEWE POI
LEROE MAERK PZVZ (134)

5. CLAPS ZCUBK MAKAT WUOPK XMSXD CSE
GYGSX DBWMS UQHLO IELUI ORTTA RHX
YOVEX LGCOC JVXVP WGIMO GCECV WIQ
YCHYO VEXLG COCJV XVPBQ NQAAV RXK
BQMRG GZYPE XYEIW RHRMJ MWYFI LYF
GBTLX HAQHI YAMKZ NXPYZ ZYPBH WBY
BZD (183)
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OZMK YYPLI LRX
ZPOW IGTFW GJA
ETAR DLXVL NYG
BWPU ECIII VLS
G Z (133)

CTDH ESAGI LFB
LSET EWYXT BRZ
PXNM VFCDG TKW
JDUK YSLSQ NRF
EDP (134)

CTR Y QX c
¥ OYN N
VP U CYRO v
ROOX YHXAN EIM
BNMZ BWXXN KLF
MEYT XSMEX LIM
XCIT NSBNM MUJ
X (132)

LPPY YIGKV LUX
CMX0 ZFPIV DQX
MBQA ELTXZ HLH
CVYH RBBSE YMJ
CFYA JBTRF YDX
CPHM LIKXV KQX
AWEJ XML (198)
GTMR GPRDQ ZCA
KTQY XNLRL FHD
VTKL TDXEY IBT
TPLK NESRL FHD

133
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12, OHTVT CHHBW OHTHE KGHE KSYHS MTVGH
EHSDE LTUER GJZLJ QZQqzZo NWCWE KUICTF
UAMD2Z DLWXC WVYH2Z SZVPU KODRT TZUuzZyv
TVGQE LUBTV ABVQU KYVZzZC A (111)

TRUE BEAUFORT Ciphers. Text is military and key-lengths are between 3 and
10.

13.VWREC TCSOL AWOQGC WKB TEU AYV
IDNEL ZAVAP JSEILIJ 0A H 0
XHZEQ I1I0IW ISOUP BCRIL TSGXR O0JCIZ
MZVEK TMR (98)

14. HXCJO BDROW UZPJV KDRHS EMSZQ MYMWW
ESVVS CWUEE SSZLK ASGJG LPRYS YKTHZ
WQGXE WMPZQ AZWQA KVFIA SWUQF HZOIN
AUAXS WANDL WWKUN ABJHD QKACH ARLXR
FAAAE FORRP HFPRY TDMTF JQWEU TLJLV
VHYTK EEHNS WDNDM KMRRQ WSYYT AVKEE
XPWMP NLMJI SGJGV PQE (198)

15. WWMJW PHIUM ALEIW ZBIAA AODWU ENQLA
OXCMK KWAAJ BDOXV VRDSE AWUJT RJAHI
CRVKA KIRWP SEDUY HGDPI CVVDL ECJMM
AEVWO LLBNI KEIWJ OXOEU AZXEE BZIMVL
YQUPZ ASUIB ACFQJ HGLLY JZZYI ONATO
E EK (153)

16. EPNWV VAPTIZ P A FCA G yARY
TGOLN KATNG S Q Q GJCzZ
ED CJCPZ GKGC GVL MONQ
(86)

17. FEXZA ZDIWA WGLEW VMXHT ZCLQS TWFJJ
TEKTM ZIUAT MCIQV LDGSQ UFPVS IWPLR
MAANW EUUBL RLKUW AEAFU TGBZS NJCG
IOWBL DHMJT TZIGN GK2SI FCMXH TZcCL
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19.

20.

21.

22.

23.

QDCCA LGFGI XXYNN QBT
BEMNU NTPEJ WCPAI LJE
EELEU WKTGP MTRYM NFB
TXGES RRFEO QCLEU QDGC
RUEDI LEFAM EUKXN CEL
YJOJF AFLUH IJAVM (165)
ADMDT BDJNG OMTHR KPD
NZGHN BGGZM JYYEL ATK
UYXRY KZJYB YRLMX GVG
VNYMD UGAHI LZYWU KPD
VDEYB WNDLQ VNLIP OPA
QYRPA ICEWV CGSPA KOK
JDHLT MZKSA (190)
AUQFK OFXUO VDMCF KSK
VLBOZ ZLVBH YATQW IYL
YGGPK VXJID ETVGO JEK
KSKIL YQKHH USHBW YBK
IHUHN IXVQ (129)
HQJC oM CNHL A
ON D Y G
DI P AZA MC
(90)
KPYVG UMOVN UTLZU UML
ETLLZ KUTZV EKHXN RMG
CYEEV NZOXB BUKVH XDK
AZITL WLPXA 0JSZG OFY
XVYJX XKFGCZ NHRSP NNP
GLLBS GZTHH BOCYB WYZ
(176)
DEA QWS QC QMK
EKO B P AYGPJ AKK
135
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NKROF MKOOP SQNTE LBCCL NQNXP GMSQQ

1A S ASM AWS EKMU KUN (114)

24, ZIGYA WNTPO VGGEA CBWXH YOWNL TARERQ
FSFEP YXK2ZM BCVET MFVHK URIDW SGOPU
XRJOO JPLBU LWKJC XYQFN KIVTY QJLOUJ
PIIVU ZQIRX UQUSD AABBI KLKEE OYOVZ
EFPBO GZTQS RZEVH NKKEY HWZLO KEZTQ
USDDB EUTWC HOWEZ IWIKJ DYVWN NKIVE
UGCGA EAHEE KOOUR IT (197)

VARIANT BEAUFORT Ciphers. Text is military and key-lengths are between 3

and 9.

25. MTNZA BECPA LFAWJ ZBXA0 BNRTE MKCPW
MFQMA GQVGS BXUJA ZUWBD XUAMT IQLBA
WAONA GENQJ MTNVA QFOWN MKNQC AFQWAQ
KEBBK IUOMJ XYHIN MUUTA KKOQN XEDLZ
XZUGE GOAMW LQBI1Z OUBMP AUBPA TPZCW
KFNZO BYVMZ BMCMH R (166)

26.0SYDD JCULA QKHRS CUODA BFGTM SABUL
KUBWC QROMS PQQCU QLUQM QVZKU NZMBS
GWVYS UUSEX ZDVDS SXICL WROCA NPRSD
NDCHD DWWKA OMMCN EGUFG ANERP YZPNE
ULIHH UMBCU RAHAS P YLAM UYAQK U
(146)

27. AFTQF TYQUU YWFWG MAGOJ PR M K G
PGLZL LAEXX WHQSH FGUTA AXGCQ KTHWC
LWGAR TDGHF GEFZT BAAAL TVWRF WSMFS
TSHNW TZUPB LJDWS (105)

28.uUQPO DKAQ CQP FLSDR PDTPC DKBDA
GZCE T E MCHMR S

CDHQM BDRPY PFLRD OAQH
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29.

30.

31.

32.

33.
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CLFK NIXAY LQWBO UOCPT ALMTA WTDNG

0Q (152)

3. IYETN RZRPP IZYDB AACXO OYPGK FHLGE
NOTRW TPDID AEEWA EYPBU SQTGO TOTKE
STZCE SQLRE NRJDQ RQZJN RPRXI EYEHP
OANPJ YZFRK NQTGI TSTHK ROPGK FMLTIP
LPTSA NETUE CLEXK NBFTN Y (141)

35. PPPCS LCWYL MPTGJ DKDZM HOTAT EIPVE
LLAWQ PLCAY LKAJA GWJEL DPWJP EUQJK
XKATR EYYDT DHEZN PWBTN AKWNZ RACGO
EGLLV RTKAH ZWEEA LKQCW O0JGQL JAESG
TFCBM AC Q (128)

36. SAOEU TMWZH 2ZSWMU QAWKR AKZAT JNLKE
JWWOD NQQ2zJ WYPNN NRNQB AXNEM RAHUH
FRKMP AUAUA CEMPU SI1AQC DDBDU ALZCH
NOMJQ VZXBS TQUVL YHOEU RJIJPWM AWBTG
JMYQP ELQZJ AAAYN ZPUEQ UFNNB QBJAP
ZMEBM FUBOM CESUE DWAZX SNZXY VLECK
OOMDG VGYNN HUTMH ZHEMR AHUHF RKM
(208)

The following problems concern Repeating Key Systems with standard and
reversed standard alphabets. Read the messages and recover the keywords.

37.UCG2ZD FRCAUJ GTZVF WF2ZVU KHZVH DRUEW
AZFRU QGNBS QCOJL DZGBY WHICR KWNVR
FGIAV GINUP GIHGD ABNBP GFLBZ UCG2ZD
UCGCO WHCAUJ ECPRE QHYAS EGNBS JSXSR
JQYFH KHCZD LSXNW SFYVQ XCLPH VRCIL
KWTIAD JSGBY ABABQ YSNGB KPOEJ VOMUK
SBIIH JFING KHICW ZWMQL NWMVR FKCYO
UCHGL FIYGR YIUEG LVYEL YVNSO SBEBTI
138
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GILPR JDMFW GDUZP MBCGL GBQVO DQIAW
ABORW GPYSX JBCFK WRCAD FMUZR MBNFG
WGCEH VPIGK XCLFH NSHGB XWPRV SBXSR
JZUEJ WFAHQ KGNBS YOMBO ABYSR JHLNF
LCLFZ AZFOH GPNNL FOVYH SHZBX JQIERQ
WFMNW SBSGL ESUSW WFYVJ ZHUKP LCGBU
JCQFW GDWTV WQIAG VWPVV ACH (443)

3. VKSWD EXFCK CZKEX FTYZD IFNW EUJTA
XRPCI MAXHG GRLNA VNQ MWDWD GAVZW
DGIUS PVKWJ YYHYT LSNZ2Z EFVTK UHJTB
ZDIFN WAEHZ NXKAS HZL (108)

39.KOWYZ NMXHG HLNXB LGHAN RFOP QYPNE
QWMEE FEFIG EEBRULJ LIQGA MRH RAWG Z

BNFXI UOMQX TETL (74)
[Probable word: PLEASANTON]

The following problems concern Repeating Key Systems with mixed cipher
alphabets. Read the messages and recover the keywords used.

40. FQUHA WXDVI UWXCP HHVTP PQNNEK RTNNZX
DKHEQ KXZFN PQNYU OTSFQ UHAIW XHVPT
PZRXH VPXHV PBCZM GBSVM HKOIH PREKCK
JOWEM MBGVP PPRAC WDBXN QZHKJ PXPZO
LFOOI GVOXP VYDVR YAXTF GBFPN OPKYW
ULAEU SHQEP MQMYI MUOKW TFGQN LVEMM
CPFXH RULKG KLWXQ LBGPA GYUOW DEGBE
NGXPJ LJXOO IGVOX PEGBO RADIM EDLVEP
BQNID KTBSG NTCPW KRIWP COHLA XFDCZX
RALBP APZFN PQNNB GCMLR FSPWF GWGNSB
XPWYF XZOLF MGIEU OWDEG BORNX PJWYE
UOXRR YBKAO WIEPH VNGXP VPBQN IFIYY
UVAYL XTBSE VPPNT PHRWM BERKH DFDHP
WNXPE KXPWP MENPR XDOBR MYIRF SPWFG
WYRNT KWLGG NTXVM OWDIY FJWMC XXFEPX
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QLBGP ACXNO WEWLH PDGTV MYIIJ KROPK
YWDLU RCLWE UYUKF FHWPQ LFPTB GCMLE
UKCPM MLQOY IENHX VWMIXW WOUET PLIME
CSQYB ENPUL VPXSQ LGKRY B (561)

41. JUAAC HAXFR KKTUK YMSMU ZHUDI SFLUO
TCKQR RRUSW CEXZG NAKBU GEMHN TIKQRP
IYKYC NTGRO QBEEJ WAKQH BSSJY ZJWAK
QHZYK PLUZC GB (102)

[This message has been enciphered using the same components as used in
Problem 40 above.]

42. ADCMO GZRIT FUSOS WITZI UXFOR BZBMY
BUZCD XODCX PGJDY FAFDB BDF (53)

[The word CROSSROADS occurs in the message and the same cipher alphabet
employed in Problem 40 above was used.]

The following problem concerns a Repeating Key System with a mixed plain
component. Read the message and recover the keywords used.

43.
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DLVAH GWMEB HAXBM SPYDX BQOFP EVAQL
ZCEVR EOGSI RCHBH ZAYAH VWIAX TEOMH
GWSLR NHBUY LREZA QLXSF AHIZK TPGE?Z
RSVGA APCDR NIEVA PAPYL YAQTW SBKATF
LYDET SVKFP NZWLH PSQES ATOTY AUOCOM
DMEAH NRDAX CVUUD EWHMM TIZCSA XEBJQ
FCNTP LEXVE CNSFK AVJINC XNAHL NQGPE
UTYSH UAPAP NFESD 2ZPSQW XNVYF EVVMT
(750)

What are the keys on which the following equivalent primary components
(secondary alphabets) are based:

4, NGSUHTRIVYKWBLXCMZDOJEPATFQ
45. OMDKUGNCJISZRBIQYEAHPXVTFLW
46. JRHUFPZMBEXKTIVGOCQDSYLANW

47. ZYASDGKQWCPNIEHMUXRTLBFJOV

Two messages, Message A (plaintext) and Message B (ciphertext), have been
intercepted. It is suspected that Message A is the plaintext beginning of
Message B (and only that portion of Message B that matches Message A is fur-
nished). The enemy has been using a mixed sequence slid against itself.
Determine the keyword upon which the primary component is based and the
specific key used to encipher Message B.

48. Message A
WE ARE EXPECTING A MOVE TO BORTON SCHOOLHOUSE TONIGHT

SOON AFTER ONE AM TO DEFEND THE LINES EAST OF BORTON
SCHOOLHOUSE BE PREPARED AT THAT TIME TO MOVE OUT
PROMPTLY STOP OUR ADV.... '

MessageB
CNUYW VLELY MXZCK AALLU PSSYU

PYVIJM PACTV NUGDV KXWTU EASBK
XWGYV KNUUU PIGMW KIATW WXZLL
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VRVDV XSSYU PYVJM PACTV NUGFUW
SFGVK INNNU MVUDU JCGDV AALLYV
NWEYV ADARE EWSVV NFUKGC ceee

The following problem concerns a Repeating Key System with mixed components.
Read the message and recover the keywords used.

49. X J
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[Probable words: THE, COMMA, STOP, ARTILLERY, ENEMY, INFANTRY, POINT.]

The following two messages have been intercepted. Read the messages and
reconstruct the alphabets and keywords used.

50. Hessage A
MUOUYV DSWKN ICHGL BJSIM X0PJC IWNUR

MTOGG SDNOO IAHTEP ZKXKE ONNVM GQOKUJ
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QCKAE YQQSO MOCBM HKJAQ C THSJJ OYWUY
HOJKN EJZJM LCZEO NNERJ OOMVI OHMAQH
MCKGU JRICW NKOMY MMQHI YYUUF ICMKX
KEONN GZMJK NHYOH MRUFO PNRFT MIMMJ
DNORAQ XJMXR QXAFM VECHT (200)
Message B

UQQCL OHTBP UAZF FHDDJ KTOXF UCPQJ
UPQJF DWMAQT UMZPU UCKGYV QPMGU FVTCX
AIBDV SAZDT JQFAY MCXAI IMKXQ NSYQS
ZNXLM HQYXO SARVQ PMHOH QTJGD NWOZW
UIBJQ XOUAY MBCJS O0JVZU SQQEX UAOCK
GVQPM TRJIJXL MWENW OEEXN UPEPS JROJX
WMQBZ KQJKB ZKPDY RVAZP (200)

The following message was intercepted shortly after the transmission of
Messages A and B in Problem 50 above. 1t is believed that this message uses
the same components as were used for Messages A and B. Read the message and
determine its keyword.

5. WFKQF QRXLQ TFCCX GWELGC PSAKW FAQRU
TFFAK ICCKG OCDKR EDJOQ PCWFK QFEXGC
(60)

The following two messages were intercepted within minutes of each other. It
is believed that the plaintext of both is the same. Read the messages, re-
construct the components used, and recover the keywords used.

52. Message A
TBERUJ SYQMI MREGJ HARBYV UXJCF YEMEM

UTNCX IVSJE TBEBN KNPNV BSVPQ GTVBL
ABJRG YYGXD FZVRIJ (75)

Message B
NQIPK DSFMT VFZZN TTEAG UIOoJs PIBFV

WMNWU OHJNZ UHUVN RWSCF GLWZK ‘ STGHV
MQNPH GSSXP KDHNN (75)
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As in the case of the two messages in Problem 52, the two messages in this
problem were intercepted at approximately the same time, and their plaintext
is believed to be the same. Read the messages, reconstruct the components
used, and determine the keywords used.

53. Message A
FUZYV TAQWF DWUX QAZWL QUQTE NFALO
OPAK MKWZD NKYFU MDTTG FFCAN NHPAO
TTPZK ODDXB IKZPU OXJTZX (80)

XAGT YEFLV BPEPT HZPOC L2Z21J ULP
GRSCV FLTFL KFKXA YSJUX AHIMN UPYXK
DIOBV AUZUT JFUHA ZVAUX (80)
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CYLBF SNDVO TFMZY FDMMQ VMGHS WMYNW
ZQFZG NXUTN LPQJA FFZLY FWMTV TYEDQ
UWGWZ TXQLH SUCWA MYNVA PNJIJND VOTFM
ZYFKA UKPHB JMNRL CRCAN ZLJJM OLZND
ZOHRR SNUQR LZQNX LDGQU GBYXB LOAWR
MFJLN PGWIM NDZOH RRSNU APNJP QWRVF
AZCBL TRLPS EJWID HYXRZ NSPQG IPFPX
NWRUW XTXGW MTVTY E (766)

[Probable words: STOP, FIRST, THE, ARTILLERY, DIVISION, AMBULANCES. ]

The following message contains in its text a repetition of plaintext eighty
nine letters long. Read the message, reconstruct the plain and cipher com-
ponents, and determine the keywords used.

55. LT UDB USNYL BIDDK BZULA XMQZP QKUCW
SLCWL SLVUX IMMLP ANULYP ANUWY INCZO
LQRDG YSHBS YNZPC SSPYY STWHDO GBGMW
IBRTID SLWHA TUPHK JODPW BKGZK JODPK
YLARN IBCUC AUWCY IYDLG IQNKE JTRPA
TUPTIA TDNJK BRDDGQ DBDDAQ DBPKK DUUAY
ELHPTF JMICTF DJKWA JTSKA XEWAN YNELK
YLXXA TEWUO LTWHW CSKLP A UHW CSK H
(240) |
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COMPUTER PROGRAMS

The computer programs that follow have been especially written for this book
by Wayne G. Barker. These computer programs, although written specifically
in BASIC for use with a TRS-80 MODEL 4 computer, with usually minimum change
are likewise applicable to other personal computers which use BASIC. The
computer programs are only representative of the many programs that pertain
to polyalphabetic substitution cipher systems. These type cipher systems
particularly lend themselves to the use of compuéer programs to perform both
cryptographic and cryptanalytic tasks. Indeed, virtually all the cryptana-
lytic operations described in this book can be duplicated and perhaps even

improved upon by computer programs.

Each of the following listed computer programs is followed by a RUN of the
program to show clearly the results obtained by using the program. The re-
sults of using the listed programs for the most part are self-evident. Only
with respect to the fourth listed program, "Determining the Period of a
Periodic Cipher', is an explanation of the program probably required. Using
the program, the ''period" of most simple polyalphabetic substitution ciphers
can usually be easily discovered. The only qualification with respect to
the program is that the 'period" must be relatively short, up to about 25
letters, and the length of the ciphertext must be sufficient to provide a
reasonable number of letters to be enciphered by each letter of the key.
The computer program in turn '"tests'" various key-lengths, beginning first
with a key-length of 1, then a key-length of 2, etc. For each key-length
the program provides the average '"index of coincidences'" for the repetitions
found in the various monoalphabetic distributions formed by the key-length
being tested. In general, the closer that the average "IC" approaches .0667
(the probability of monographic coincidence in English telegraphic plain-
text), the more likely it is that the key-length producing that average "IC"
is the correct '"period" or key-length of the ciphertext being examined. In
this connection, it is advised that the student especially read Appendix 2,
pages 108-118.
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10

20

30

40

50

60

70

80

90

100
110
120
130
140
150
160
170
180
190
200
210
220
230
240
250
260
270
280
290
300
310
320
330
340
350
360
370
380
390
400
410
420
430
440
450
460
470
480
490

VIGENERE ENCIPHERMENT

REM -- "VIGENERE"
REM -- VIGENERE ENCIPHERMENT.
CLEAR 1000
DIM A$(250),K$(25),C(250),K(25),P(250),Q(250)
CLS
PRINT "Enter KEYWORD --"
INPUT K$
FOR I=1 TO LEN(KS$)
K(I)=ASC(MIDS(KS,I,1))
NEXT
PRINT
PRINT "Enter PLAINTEXT --"
INPUT AS '
FOR I=1 TO LEN(AS)

Q(I)=ASC(MIDS(AS,I,1))
NEXT

R=0

FOR S=1 TO LEN(AS)

IF Q(S)<65 OR Q(S)>90 THEN 220
R=R+1

P(R)=Q(S)

NEXT

PRINT

J=0

FOR I=1 TO R

J=J+1

IF J>LEN(KS) THEN J=0:GOTO 260
K=K(J)-65

IF P(I)>90-K THEN 320
C(I)=P(I)+K

GOTO 330
C(I)=(P(I)+K-90)+64
NEXT

PRINT "Ciphertext =--"
PRINT

L=0

FOR M=1 TO 5

FOR N=1 TO 5

L=L+1

PRINT CHRS$(C(L))" ";
IF L=R THEN 470

NEXT

PRINT " ";

NEXT

PRINT

GoTO 370

PRINT:PRINT

PRINT "("R")"

END
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Enter KEYWORD -~
? BED

Enter PLAINTEXT --
? SEND SUPPLIES TO MORLEYS STATION

Ciphertext --

TIQEW XQTO0OJ . IVUSTP PVOFC VTZXDU
M RO

( 28 )
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TRUE BEAUFORT ENCIPHERMENT

10 REM -- "BEAUFORT"

20 REM -- TRUE BEAUFORT ENCIPHERMENT,
30 CLEAR 1000

40 DIM AS$(250),KS$(25),C(250),K(25),P(250),Q(250)
50 CLS

60 PRINT "Enter KEYWORD --"

70 INPUT KS$

80 FOR I=1 TO LEN(KS)

90 K(I)=ASC(MIDS$(KS$,I,1l))

100 NEXT

110 PRINT

120 PRINT "Enter PLAINTEXT --"

130 INPUT AS

140 FOR I=1 TO LEN(AS)

150 Q(I)=ASC(MIDS$(AS,I,l))

160 NEXT

170 R=0

180 FOR S=1 TO LEN(AS)

190 IF Q(S)<65 OR Q(S)>90 THEN 220
200 R=R+1

210 P(R)=Q(S)

220 NEXT

230 PRINT

240 J=0

250 FOR I=1 TO R

260 J=J+1

270 IF J>LEN(KS) THEN J=0:GOTO 260
280 K=K(J)-65

290 C(I)=P(I)+(26=2*(P(I)-K(J)))-K
300 IF C(I)>90 THEN C(I)=C(I)-26
310 NEXT

320 PRINT "Ciphertext --"

330 L=0

340 FOR M=1 TO 5

350 FOR N=1 TO 5

360 L=L+1

370 PRINT CHRS(C(L))" ":

380 IF L=R THEN 440

390 NEXT

400 PRINT " "

410 NEXT

420 PRINT

430 GOTO 340

440 PRINT:PRINT

450 PRINT "("R")"

460 END
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Enter KEYWORD
? COMET

Enter PLAINTEXT --
? SEND SUPPLIES

Ciphertext --
KK ZBRB

(12 )

I 2XTL YW
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10

20

30

40

50

60

70

80

90

100
110
120
130
140
150
160
170
180
190
200
210
220
230
240
250
260
270
280
290
300
310
320
330
340
350
360

370

380
390
400
410
420
430
440
450
460
470
480
490

VARIANT BEAUFORT ENCIPHERMENT

REM -- "VARIANT"
REM -- VARIANT BEAUFORT ENCIPHERMENT.
CLEAR 1000

DIM AS(250),K$(25),C(250),K(25),P(250),Q(250)
CLS
PRINT "Enter KEYWORD --"
INPUT KS$

FOR I=1 TO LEN(KS)
K(I)=ASC(MIDS(KS,I,1))

NEXT

PRINT

PRINT "Enter PLAINTEXT --"
INPUT AS

FOR I=1 TO LEN(AS)
Q(I)=ASC(MIDS$(AS,I,1))
NEXT

R=0

FOR S=1 TO LEN(AS)

IF Q(S)<65 OR Q(S)>90 THEN 220
R=R+1

P(R)=Q(8)

NEXT

PRINT

J=0

FOR I=1 TO R

J=J+1

IF J>LEN(X$) THEN J=0:GOTO 260
K=K(J)=-65

C(I)=P(I)-K

IF C(I)<65 THEN 320
GOTO 330

C(I)=C(I)+26

NEXT

PRINT "Ciphertext --"
PRINT

L=0

FOR M=1 TO 5
FOR N=1 TO 5
L=L+1

PRINT CHRS(C(L))" ";
IF L=R THEN 470
NEXT

PRINT " "
NEXT

PRINT

GOTO 370
PRINT:PRINT
PRINT "("R")"
END
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Enter KEYWORD --
? COMET

Enter PLAINTEXT --
2?2 SEND SUPPLIES

Ciphertext --
Q QB 3Z 2 SBDHTP CE

(12 )
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DETERMINING THE PERIOD OF A PERIODIC CIPHER

10 REM -- "PERIOD"

20 REM -- DETERMINING THE PERIOD OF A PERIODIC CIPHER.
30 CLEAR 600

40 CLS

50 DIM C(255),Q(255),2(90)

60 DEFINT I

70 INPUT "Test KEY LENGTHS to what length";K
80 PRINT

90 PRINT "Enter text of periodic cipher --"
100 INPUT AS

110 FOR I=1 TO LEN(AS)

120 Q(I)=ASC(MIDS$(AS,I,1))

130 NEXT

140 FOR S=1 TO LEN(AS)

150 IF Q(S)<65 OR Q(S)>90 THEN 180

160 R=R+1

170 C(R)=Q(S)

180 NEXT

190 PRINT

200 J=J+1

210 B=1

220 FPOR I=1 TO R

230 N=N+1

240 IF N=B THEN Z(C(I))=Z(C(I))+1l:T=T+1
250 IF N=J THEN N=0

260 NEXT

270 FOR I=65 TO 90

280 H=Z2(I)*(2(I)-1):M=M+H

290 z2(I)=0

300 NEXT

310 W=M/(T*(T~-1)):A=A+W

320 H=0:M=0:N=0:T=0:W=0

330 IF B=J THEN 360

340 B=B+1

350 GOTO 220

360 PRINT "FOR KEY LENGTH "J "-- AVERAGE IC ="A/J
370 A=0

380 IF J=K THEN 400

390 GOTO 200

400 END
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Test KEY LENGTHS to what length? 140

Enter text of periodic cipher --

2 NFWWP NOMKI WPIDS CAAET QVZSE YQOJSC AAAFG RVNHD
WDSCA EGNFP FQEMT HXLJW PNOMK IQDBJ IVNHL TFNCS
BGCRP

FOR KEY LENGTH 1 -- AVERAGE IC = ,0372549
FOR KEY LENGTH 2 -- AVERAGE IC = .,0363288
FOR KEY LENGTH 3 -- AVERAGE IC = ,0283707
FOR KEY LENGTH 4 -- AVERAGE IC = ,0392857
FOR KEY LENGTH 5 -~ AVERAGE IC = ,0426471
FOR KEY LENGTH 6 -- AVERAGE IC = ,0285714
FOR KEY LENGTH 7 -- AVERAGE IC = ,0932401
FOR KEY LENGTH 8 -- AVERAGE IC = ,0522727
FOR KEY LENGTH 9 -- AVERAGE IC = ,0320988
FOR KEY LENGTH 10 -- AVERAGE IC = ,0253968
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10
20
30
40
50
60

80

90

100
110
120
130
140
150
160
170
180
190
200
210
220
230
240
250
260
270
280
290
300
310
320
330
340
350
360
370
380
390
400
410
420
430
440
450
460
470
480
490
500

VIGENERE ENCIPHERMENT USING MIXED ALPHABETS

REM -- "MIXED"
REM -- VIGENERE ENCIPHERMENT USING MIXED ALPHABETS.
CLEAR 1000
CLS.
pIM B(26,90),C(255),K(25),N(255),P(255),Q(255)
DIM CA(26),CC(26),PA(26),PC(26),PD(26)
PRINT "Enter KEYWORD --"

INPUT KS$
FOR I=1 TO LEN(KS)
K(I)=ASC(MIDS$(KS$,I,1l))

NEXT

PRINT

PRINT "Enter INDEX LETTER --"

INPUT ES

PRINT

PRINT "Enter PLAINTEXT COMPONENT --"
INPUT PCS

IF LEN(PCS$)<>26 THEN 160

FOR I=1 TO 26
PC(I)=ASC(MIDS(PCS$,I,1))

NEXT

PRINT

PRINT "Enter CIPHERTEXT COMPONENT --"
INPUT CCS$S

IF LEN(CC$)<>26 THEN 230

FOR I=1 TO 26
CC(I)=ASC(MIDS$(CCS$,I,1))

NEXT

PRINT

PRINT "Enter PLAINTEXT --"

INPUT PS$

FOR I=1 TO LEN(PS)
Q(I)=ASC(MIDS$(PS$,I,1))
NEXT

R=0

FOR I=1 TO LEN(PS)

IF Q(I)<65 OR Q(I)>90 THEN 400
R=R+1

P(R)=Q(I)

NEXT

FOR I=1 TO 26

IF PC(I)=ASC(E$) THEN X=I:GOTO 440
NEXT

FOR I=1 TO 26

G=X+8

IF G>26 THEN G=G-26
PA(I)=PC(G)

S=S+1

NEXT

J=0
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510 J=J+1

520 FOR I=1 TO 26

530 IF K(J)=CC(I) THEN Y=I:T=0:GOTO 560
540 NEXT

550 T=0

560 FOR I=1 TO 26

570 H=Y+T

580 IF H>26 THEN H=H-26
590 CA(I)=CC(H)

600 H=0

610 T=T+1

620 NEXT

630 FOR I=1 TO 26

640 B(J,I)=CA(I)

650 NEXT

660 IF J=LEN(KS$) THEN 680
670 GOTO 510

680 I=0

690 I=I+1

700 FOR J=65 TO 90

710 IF PA(I)=J THEN PD(J-64)=I: GOTO 730
720 NEXT

730 IF I=26 GOTO 750
740 GOTO 690

750 I=0

760 PRINT

770 PRINT "CIPHERTEXT:"
780 PRINT

790 FOR K=1 TO LEN(KS)
800 W=W+1

810 L=P(W)-64

820 M=PD(L)

830 N(W)=B(K,M)

840 IF W=R THEN 870

850 NEXT

860 GOTO 790

870 W=0

880 FOR M=1 TO 5

890 FOR N=1 TO 5

900 W=W+1

910 PRINT CHRS(N{(wW))" ";
920 IF W=R THEN 980

930 NEXT

940 PRINT " ",

950 NEXT

960 PRINT

970 GOTO 880

980 PRINT

990 PRINT "("R")"

1000 PRINT

1010 END
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Enteér REYWORD ==

? JOURNEY

BEnter INDEX LETTER ==
2 q

Enter PLAINTEXT COMBONEN
? QUESTIGNABBYGBFGH&KMPRVWX%

Briter CIPHERPEXT? COMBONBENT =
? QHBSTIGNABBYGBFGHsKM?RVﬁﬁﬂ

Bnter PLAINTEXT ==
? BAVE DIRECTEP SECOND REGIMENT P68 EONDUET THORE
RECONNARISSAINCGE IN PHE DiREEPION 6F HORSHSHOH

FALES

CIPHERTEXT :
Nrwwp NoMrRI WBiIBS EAABRFT
¥YO0Jsc¢ ARAFG RYNEHB WDSEA
FOEMT B XEJW BNGOME tgbsd
TFNCS BGCRP
( 85 )
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